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Chapter 1

Getting Started

Proxim’s Skyline  Wireless Broadband Gateway serves as a bridge between your 
cable/DSL modem and the computers on your local wired and wireless networks, 
allowing computers to share your single broadband connection to the Internet. 

This chapter covers the most common situations for setting up your Skyline 
Wireless Broadband Gateway for use with:

• A cable modem with DHCP being served or using a device name and DHCP 

• A DSL modem with DHCP being served or DSL with PPPoE (such as EnterNet, 
MacPoet or WinPoet)

See “Configuration” on page 15 for more information about the configuration 
options available with your Skyline Broadband Gateway.
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Requirements 
The Skyline Wireless Broadband Gateway is designed to share a single broadband 
connection to the Internet with computers using the TCP/IP protocol connected to 
the following networks: 

• Local wired network: computers connected via a 10Base-T or 100Base-TX 
Ethernet network. 

• Local wireless network: computers using wireless adapters (such as PC cards 
or wireless USB adapters) compliant with IEEE 802.11b specifications.

In order to use the Skyline Wireless Broadband Gateway, you should have one or 
both of the networks above, and the following:

• Broadband connection: A cable or DSL modem with access to a working 
account with an ISP (Internet Service Provider). 

• Web browser: Browser software such as Netscape Navigator 3.01 (or higher) 
or Microsoft Internet Explorer 3.01 (or higher) installed on the computers you 
want to access the Internet.

Package contents
• Skyline Wireless Broadband Gateway

• Straight-through Ethernet cable

• Power supply (12V)

• Documentation and utilities CD-ROM 

• Quick Start Card
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Features 
The Skyline Wireless Broadband Gateway’s features include: 

• Four 10/100Mbps Ethernet ports. The 10/100Base-T Ethernet ports offer 
direct connections to Ethernet-enabled devices on the local network.

• Wireless antenna. The Skyline Wireless Broadband Gateway provides a wire-
less access point linking 802.11b (DSSS) wireless clients to the Ethernet net-
work and allowing them to share the broadband Internet connection.

• Broadband port. The Broadband port connects the Skyline Wireless Broad-
band Gateway to your cable/DSL modem. 

• Shared Internet access. All computers on the local network can access the 
Internet through the Skyline Wireless Broadband Gateway, using only a sin-
gle external IP Address.

• DHCP server support. DHCP (Dynamic Host Configuration Protocol) support 
allows the Skyline Wireless Broadband Gateway to automatically provide IP 
Addresses to computers on your local network. 

• PPPoE support. Connect to your DSL provider using PPPoE (PPP over Ether-
net), if your ISP uses this method, including EnterNet, MacPoet and WinPoet.

• Easy setup and management. Use your web browser from any computer on 
the local network to configure the Skyline Wireless Broadband Gateway. 

• Firewall protection. The Skyline Wireless Broadband Gateway’s use of NAT 
(Network Address Translation) provides firewall protection for your local net-
work. NAT masks the local network’s IP Addresses from the Internet. Addi-
tional protection can be achieved using the advanced features of the Skyline 
Wireless Broadband Gateway.

• Advanced features. The Skyline Wireless Broadband Gateway supports many 
advanced configuration features including the following: User-defined virtual 
servers; special Internet applications; exposed computer; password protec-
tion and access control.

• Wireless security features. The Skyline Wireless Broadband Gateway sup-
ports 64 bit and 128 bit WEP encryption on the wireless network using 
Shared or Open Key Authentication. The Skyline Wireless Broadband Gate-
way also provides MAC address control, which allows individual wireless cli-
ents to be granted access to the Internet or to the local wired network while 
all other wireless clients are blocked. 
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Skyline Wireless Broadband Gateway overview

Top panel 
The Skyline Wireless Broadband Gateway LEDs provide information about the 
status of the network and unit.

TABLE 1: TOP PANEL LEDS 

LED On Off Blinking

Power Unit is on. Unit is not on. Red to green: unit 
is starting up.

Wireless A wireless 
connection is 
established.

No wireless 
connection is 
established.

Data is being 
transmitted or 
received on the 
wireless network.

Local Network         
(1-4) 

An Ethernet device 
is connected to the 
corresponding 
numbered port.   

No Ethernet device 
is connected to the 
corresponding 
numbered port.

Data is being 
transmitted or 
received on the 
local Ethernet 
network. 

Broadband A broadband 
connection is 
established.

No broadband 
connection is 
established. 

Data is being 
transmitted or 
received on the 
broadband port.

Power Wireless Broadband 

Local Network 

1 2 3 4 
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Rear panel 
The Skyline Wireless Broadband Gateway ports provide connections to the local 
network and the cable/DSL modem. The Reset button restores default settings to 
the Skyline Wireless Broadband Gateway. 

TABLE 2: REAR PANEL 

Item Function

Reset button When pressed and released, the Skyline 
Wireless Gateway will restart. If depressed 
and held for more than 3 seconds, all data 
will be cleared, and the factory default 
values restored. Any configuration changes 
you have made to the unit will be cleared.

Broadband port Use a standard straight-through Ethernet 
cable to connect this port to your cable/DSL 
modem. 

Local network ports 1-4 Use standard straight-through Ethernet 
cable (RJ45 connectors) to connect these 
ports to 10Base-T or 100Base-TX devices.      

Power port Connect the power adapter here. Use only 
the 12V DC power supply provided with your 
Skyline Wireless Broadband Gateway. 

Antenna For best wireless range, point the antenna 
upward and remove any nearby 
obstructions.

Power 

Reset 

Broadband 1 2 3 4 
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Installation
Install the Skyline Wireless Broadband Gateway at the center of your wireless 
coverage area. Obstructions between the Skyline Wireless Broadband Gateway 
and wireless clients may impact the performance of the wireless network.

Installing the Skyline Wireless Broadband Gateway 
• Make sure your cable/DSL modem and Skyline Wireless Broadband 

Gateway are powered OFF before beginning installation. 

• Leave your cable/DSL modem connected to its phone line or cable 
input. 

1. Use standard straight-through Ethernet cables to connect the Ethernet ports 
on the Skyline Wireless Broadband Gateway to Ethernet devices on your 
local network.   

2. Use the Ethernet cable provided with your cable/DSL modem to connect your 
modem to the Broadband port on the Skyline Wireless Broadband Gateway.

3. Turn your cable/DSL modem ON.

4. Connect the Skyline Wireless Broadband Gateway’s power adapter. Use only 
the power adapter provided by Proxim. 

5. When powered on, the Skyline Wireless Broadband Gateway’s Power LED 
should flash red, then remain lit green. 

Note: Any other device on the local network using the Skyline Wireless Broad-
band Gateway’s default IP Address of 192.168.0.1 must be turned off 
until the Skyline Wireless Broadband Gateway is given a new IP Address 
during configuration. 

Next, configure the client computers on your local network to use DHCP in order 
to share a single IP Address provided by your Internet Service Provider. If you are 
unable to use DHCP on your local network you can assign a fixed IP Address for 
each computer on the local network, but it is preferable to use DHCP if possible. 

See “Client configuration” on the next page. 
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Client configuration
Computers on your local network must be configured correctly to access the 
Internet through the Skyline Wireless Broadband Gateway. It is recommended 
that you set client computers up to use DHCP and allow the Skyline Broadband 
Gateway to serve IP Addresses to the computers on the local network. 

Macintosh clients 
• To set your Macintosh up for DHCP (the Skyline Wireless Broadband Gateway 

will serve IP Addresses dynamically to the computers on your local network) 
see “DHCP for Macintosh” on page 8.

• To manually assign your Macintosh an IP Address (if you want to assign each 
computer on your local network a specific IP Address) see “Fixed IP Address 
for Macintosh” on page 9. 

Windows clients
• To set your Windows PC up for DHCP (the Skyline Wireless Broadband Gate-

way will serve IP Addresses dynamically to the computers on your local net-
work) see “DHCP for Windows” on page 10.

• To manually assign your Windows PC an IP Address (if you want to assign 
each computer on your local network a specific IP Address) see “Fixed IP 
Address for Windows” on page 11.

Macintosh and Windows wireless clients
• A wireless client must be configured with the same SSID and WEP settings as 

the Skyline Wireless Broadband Gateway. After you set the wireless client up 
to use DHCP (or fixed IP Addresses) see page 14 for wireless configuration.
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DHCP for Macintosh 
To set your Macintosh up to connect to the Internet through the Skyline Wireless 
Broadband Gateway using DHCP: 

1. Open the TCP/IP Control Panel. Select Ethernet (or Wireless, or AirPort or 
whatever you are using to connect this computer to your local network) from 
the Connect via pop-up menu. 

2. Select Using DHCP Server from the Configure pop-up menu. The DHCP Client 
ID field can be left blank. 

3. Close the TCP/IP panel, saving your settings. 

4. Next, connect to the Skyline Wireless Broadband Gateway. 

•  If this is a computer on the Ethernet network, see page 13.

•  If this is a wireless computer, see page 14.



 

Getting Started 9

                                           

Fwy.book  Page 9  Wednesday, August 29, 2001  3:49 PM
Fixed IP Address for Macintosh
To manually assign IP Addresses to the computers on your local network:

1. Open the TCP/IP Control Panel. Select Ethernet (or Wireless, or AirPort or 
whatever you are using to connect this computer to your local network) from 
the Connect via pop-up menu. 

2. Select Manually    from the Configure pop-up menu. 

Enter the following information into the TCP/IP panel:

•  IP Address: Enter 192.168.0.x, where x is a number from 2 to 252. If 
you are intentionally using a different range of IP Addresses on your 
local network, enter a number within that network range. Each com-
puter on the network should have a distinct IP Address within the range 
you are using. 

•  Subnet Mask: Enter 255.255.255.0

•  Router Address: Enter 192.168.0.1

•  Name Server Address: Enter the Domain Name Server information from 
your ISP. This is required in order for the client computers to be able to 
connect to the Internet. If you do not know your ISP Domain Server 
information, see “ISP DNS information” on page 50.

•  Search domains: Enter the domain information from your ISP.

3.  Close the TCP/IP Control Panel, saving your settings.

4. Next, connect to the Skyline Wireless Broadband Gateway. 

•  If this is a computer on the Ethernet network, see page 13.

•  If this is a wireless computer, see page 14.
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DHCP for Windows
1. Open the Network Control Panel. 

2. Select the TCP/IP > Network card entry in the Network Configuration 
panel. (Note that if TCP/IP is not listed you must add it using your original 
Windows CD or .cab files). 

3. Click the    Properties button. 

4. The Obtain an IP address automatically setting must be selected on the IP 
Address screen.   

5. Click the DNS Configuration panel and select Disable DNS. 

6. Next, connect to the Skyline Wireless Broadband Gateway. 

•  If this is a computer on the Ethernet network, see page 13.

•  If this is a wireless computer, see page 14.
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Fixed IP Address for Windows 
To manually assign IP Addresses to the computers in your local network:

1. Open the Network Control Panel. 

2. Select the TCP/IP > Network card entry in the Network Configuration 
panel. (Note that if TCP/IP is not listed you must add it using your original 
Windows CD or .cab files). 

3. Click the    Properties button.

4. Enter the following into the IP Address tab:

• IP Address: enter    192.168.0.x, where x is any number from 2 to 252. If 
you are intentionally using a different range of IP Addresses on your local 
network, enter a number within that network range. Each computer on the 
network should have a distinct IP Address within the range you are using.

• Subnet mask: enter 255.255.255.0
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5. Click the DNS Configuration tab and enter the DNS information provided by 
your ISP. Enter the Domain Name Server information from your ISP. This is 
required in order for the client computers to be able to connect to the 
Internet. If you do not know your ISP Domain Server information, see “ISP 
DNS information” on page 50.

6. Click the Gateway tab and enter the IP Address of the Skyline Wireless 
Broadband Gateway into the Gateway IP Address field: 192.168.0.1....  

7. Click OK and restart the PC.   

8. Next, connect to the Skyline Wireless Broadband Gateway. 

•  If this is a computer on the Ethernet network, see page 13.

•  If this is a wireless computer, see page 14.
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Connect to the Skyline Wireless Broadband Gateway
Use a web browser such as Netscape Navigator or Microsoft Internet Explorer on a 
client computer to access the Skyline Wireless Broadband Gateway configuration 
web utility. The default configuration may work with your network, allowing client 
computers to connect to the Internet without further configuration, but it is 
recommended that you verify the Local Network and Broadband Network Port 
configurations as described in this manual. 

• To connect a computer on the Ethernet network to the Skyline Wireless 
Broadband Gateway, see “Ethernet network clients”  below.

• To connect a wireless network client to the Skyline Wireless Broadband Gate-
way, see “Wireless network clients” on page 14. 

Ethernet network clients
1. Start the web browser on a computer connected to the local Ethernet 

network. Internet access may be temporarily unavailable, but is not 
necessary for configuration. In the Address or Location box of your web 
browser, enter the IP Address of the Skyline Wireless Broadband Gateway: 
HTTP://192.168.0.1....

2. The Home screen of the Skyline Wireless Broadband Gateway configuration 
web utility will appear. 

• To change or verify the default configuration of the Skyline Wireless Broad-
band Gateway, see page 15. 
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Wireless network clients
Follow your wireless adapter’s instructions for connecting to a wireless access 
point. Some adapters (like the AirPort or the Skyline PC Card) will automatically 
find the Skyline Wireless Broadband Gateway if it is the only wireless access point 
on the network. If not, you may be required to configure the wireless adapter with 
information about the Skyline Wireless Broadband Gateway:

• Mode  Set all wireless devices to use Infrastructure mode. 

• SSID    The default setting is default. You may change it after you connect to 
the Skyline Wireless Broadband Gateway web utility. Enter the SSID 
into all wireless clients. The SSID is case and space sensitive. 

• WEP By default, WEP is disabled. If you enable WEP on the Skyline Wire-
less Broadband Gateway, you must enable WEP on wireless clients. 

1. Configure the wireless adapter used by the wireless client computer (see the 
manual for your adapter) to connect to the Skyline Wireless Broadband 
Gateway. 

2. Open the web browser on the wireless computer. Internet access may be 
temporarily unavailable, but is not necessary for configuration. In the 
Address or Location box of your web browser, enter the IP Address of the 
Skyline Wireless Broadband Gateway: HTTP://192.168.0.1....

3. The Home screen of the Skyline Wireless Broadband Gateway configuration 
web utility will appear. 

• To change or verify the default configuration of the Skyline Wireless Broad-
band Gateway, see page 15. 
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Chapter 2 

Configuration 

The default settings of the Skyline Wireless Broadband Gateway will work for 
many users. If your ISP uses DHCP and assigns dynamic IP Addresses, you may 
not need to make changes to the configuration, though it is recommended that 
you change the Local Network Port settings to match the DNS information from 
your ISP as described in this chapter. 

If your cable/DSL provider uses PPPoE (EnterNet, MacPoet or WinPoet) or has 
given you a static IP Addresses, you will need to configure the Skyline Wireless 
Broadband Gateway. The configuration web utility appears in your browser 
offering several navigational links and buttons to help you access all of the 
features of the Skyline Wireless Broadband Gateway. 

The Help button provides context-sensitive help at each data 
input screen of the configuration web utility.   

The Configure button allows you to configure the main settings 
of the Skyline Wireless Broadband Gateway. 

The Status button takes you to the status screens.

The Home link (on every page except the Home page) takes you 
back to the introductory screen. 

Advanced configuration features are accessible from their main 
links. They include: Routing, Advanced Internet and Access 

Control.
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Configuring the Skyline Wireless Broadband Gateway
Once your computers are set up on the local network (see “Client configuration” 
on page 7) you can use your web browser to configure the Skyline Wireless 
Broadband Gateway. 

This portion of the Configuration chapter provides basic step-by-step instructions 
for setting up your Skyline Wireless Broadband Gateway. Please see 
“Configuration options” on page 21 for a detailed description of the features 
available on each web utility screen.

Configure the Local Network Port 
1. Connect to the Home screen of the Skyline Wireless Broadband Gateway 

configuration web utility as described in “Connect to the Skyline Wireless 
Broadband Gateway” on page 13. 

2. Click the Configure button on the left side of the Home screen. 
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3. The Configurations    screen will appear. 

4. Click the Local Network Port link to open the Local Network Port screen.

5. It is important to leave most of the data, including the Local Network Port IP 

Address, Network Mask    and DHCP Server Operation, unchanged. However, 
you must replace the default DNS (Domain Name Server) IP Address of 
168.95.192.1    with the DNS from your own ISP. See page 50 if you need help. 
Enter the DNS numbers from your ISP into the DNS (1) Required field. 

6. Save your changes, finish and return to the Configurations screen. Next, 
configure your Broadband Network Port as described on the next page. 
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Configure the Broadband Network Port 
There are three common configurations for the broadband port of the Skyline 
Broadband Gateway, depending on your ISP.

DHCP ........................... If your ISP serves an IP Address dynamically each time 
you connect to the Internet, see “Configure the Broadband Port for DHCP” below. 

Fixed IP Address.......... If your ISP has given you a fixed IP Address, see 
“Configure the Broadband Port for a Fixed IP Address” on page 19. 

PPPoE .......................... If your ISP is using PPPoE (EnterNet, MacPoet or WinPoet) 
see “Configure the Broadband Port for PPPoE” on page 20. 

Configure the Broadband Port for DHCP 

1. Open the Configurations page of the web utility. Leave the default Direct 

Connection selected in the Broadband Port section, and click Configure. 

2. Enter the necessary information into the fields provided:

•  Device Name::::     Enter any host name, network name or client ID from your ISP. 

•  Hardware (MAC) Address::::  If your ISP asks for the MAC Address of the 
device connecting to the cable/DSL modem, give them this information. The 
Hardware (MAC) Address Screen    link opens the Hardware (MAC) Address 
Screen. See page 28 for more information about this link.

•  IP Address::::  Enable the DHCP (Dynamic IP Address) radio button. 
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3. Save your changes and finish configuration. After restarting your web 
browser, you should be able to connect to the Internet from computers on 
your network.

Configure the Broadband Port for a Fixed IP Address

1. Open the Configurations page of the web utility. Leave the default Direct 

Connection selected in the Broadband Port section, and click Configure.

2. Enter the necessary information into the fields provided:

•  Device Name::::     Enter any host name, network name or client ID given to you 
by your ISP. 

•  Hardware (MAC) Address::::  If your ISP asks for the MAC Address of the 
device connecting to the cable/DSL modem, give them this information. The 
Hardware (MAC) Address Screen    link opens the Hardware (MAC) Address 
Screen. See page 28 for more information about this link.

•  IP Address::::  Enable the Fixed IP Address button and enter all of the neces-
sary information provided by your ISP for your connection including the IP 

Address, Network Mask and Gateway IP Address.

3. Save your changes and finish configuration. After restarting your web 
browser, you should be able to connect to the Internet from computers on 
your network.
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Configure the Broadband Port for PPPoE

1. Open the Configurations page of the web utility. In the Broadband Port 

section, click the PPPoE radio button, then click Configure.

2. Enter the necessary information into the fields provided: 

•  Account/User Name: Enter your account or user name. The user name 
might be something like yourname@yourdomain.com or simply yourname, 
depending on your ISP.

•  Password/Verify password: Enter your password into the fields provided.

•  IP Address provided by ISP: If your ISP has not provided you with a fixed IP 
Address, leave the Dynamic radio button selected. If your ISP has provided 
you with a fixed IP Address, click the Fixed button and enter the IP Address 
into the field provided. 

•  Idle Time-Out: Enter zero into the Idle Time-Out field if you want to remain 
connected to your ISP continuously. 

•  Connect On Demand: Leave the Enable box checked to allow your computer 
to connect to the Internet. 

3. Save your changes and finish configuration. After restarting your web 
browser, you should be able to connect to the Internet from computers on 
your network.
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Configuration options
The Skyline Wireless Broadband Gateway web utility offers many configuration 
options that allow you to modify network settings.The first part of this chapter 
offered step-by step instructions for setting up your Skyline Wireless Broadband 
Gateway using the web utility. 

The remaining pages of this chapter describe the basic configuration options 
available to you on each screen of the Skyline Wireless Broadband Gateway web 
utility. Advanced configuration options (visible as text links on the left of the main 
screen) are described in “Advanced Configuration” on page 35. The Status 
screens, which provide useful data about the network are described in “Status” 
on page 30.    

When you first open the Skyline Wireless Broadband Gateway web utility, you will 
see the Home page. Clicking the Configure button takes you to the Configurations 
screen, where you will find links to the main configuration screens: 

•  “Options” described on page 22 

•  “Local Network Port” described on page 24

•  “Wireless Setup” described on page 25

•  “Broadband Port” described on page 27 
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Options
Clicking on the Options link takes you to the Skyline Wireless Broadband Gateway 
Options page where you can assign a password and enable or disable NAT. 

Buttons: The Save button saves any data entered on screen. The Cancel button 
cancels data entered since the last save. 

Password

It is not necessary to use a password, but once a password has been entered, it 
will be required in order to access the web utility to view or modify the Skyline 
Wireless Broadband Gateway’s configuration. Passwords are case sensitive and 
can be up to 8 alphanumeric characters with no spaces or punctuation. Do not 
forget your password, or you will have to restore the Skyline Wireless Broadband 
Gateway’s default settings. (See page 50 for details.) 

To create or change the password, enter the password into both the New 
Password and Verify Password input fields. 

IMPORTANT! After a password has been set, your web browser will prompt you 
for it when you return to the configuration utility. When prompted by your 
browser, enter Admin into the Name or User Name field, and enter your password 
into the Password field. 
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NAT (Network Address Translation) 

NAT allows computers on your local network to share a single Internet IP Address. 
NAT protects your local network by enabling firewall protection from Internet 
traffic initiated outside of the local network. Choose Enable or Disable:

•  Enable NAT if you want computers on your local network to share Internet 
access using the Skyline Wireless Broadband Gateway.

•  Disable NAT if the Skyline Wireless Broadband Gateway is not being used 
to provide shared Internet access. 

•  Disable NAT if the Skyline Wireless Broadband Gateway will be used only 
as a bridge between the wireless and Ethernet networks. 

IMPORTANT! If you disable NAT, the Advanced Internet features (Virtual Servers, 
Special Applications, and Exposed Computer) and firewall protection will no 
longer be available. It is advisable to only disable NAT if you are using the Skyline 
Wireless Broadband Gateway as a router or wireless access point. 



Configuration 24

Fwy.book  Page 24  Wednesday, August 29, 2001  3:49 PM
Local Network Port 
Use the Local Network Port screen to configure your local network settings.

Buttons: The Save button saves any data entered on screen. The Cancel button 
cancels data entered since the last save.

Local Network 

It is recommended that you leave these settings at their default.

Local Network Port IP Address......... The IP Address of your Skyline Wireless 
Broadband Gateway. Use the default value of 192.168.0.1. 

Network Mask .................................. The default value of 255.255.255.0 is 
standard for small networks.    

DHCP Server 

The Skyline Wireless Broadband Gateway can act as a DHCP server, providing IP 
Addresses to computers on your local network. 

DHCP Server Operation ....................  If Enabled, the Skyline Wireless Broadband 
Gateway will function as a DHCP server, and computers configured as DHCP 
clients on the local network will automatically receive an IP Address from the 
Skyline Wireless Broadband Gateway. 

Start IP Address/Finish IP Address .......... These define the range of IP Addresses 
used by the DHCP server (the maximum number of clients allowed is 253). 

DNS (Domain Name Server) IP Addresses.........Replace the default DNS with DNS 
information from your ISP. Multiple entries will be accessed in the order entered.   
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Wireless Setup
Use the Wireless Setup screen to configure the wireless connection.

Buttons: The Save button saves any data entered on screen. The Cancel button 
cancels data entered since the last save.

Configuration

Regulatory Domain .......................... Only use the Skyline Wireless Broadband 
Gateway within the indicated regulatory domain.

Station name .................................... This is the same as the Device (Host) Name 
on the Broadband Port screen (see page 27). 

SSID ................................................. All devices on the wireless network MUST 
use this SSID/ESSID. The default SSID is default, but can be changed. The SSID is 
case and space sensitive. 

Channel No. ...................................... All devices on the wireless network must 
use the same Channel, which is set by the access point. If you experience lost 
connections or slow data transfers you can experiment with different channels to 
see which works the best.
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WEP Data Privacy

Turn    WEP Data Privacy on by selecting 64 bit    or    128 bit WEP and entering the 
keys you wish to use. The WEP keys must match on the Skyline Wireless 
Broadband Gateway and all wireless clients. 

• 64 bit WEP:    Enter the ten digit alpha numeric key supplied by your network 
manager directly into the provided boxes. 

• 128 bit WEP: Enter the 26 digit alphanumeric supplied by your network man-
ager directly into the provided boxes. 

Off/On .............................................. If set to OFF (default), data is not encrypted 
before being transmitted. If set to ON, data is encrypted before being transmitted. 

Key Table .......................................... Select 64 bit or 128 bit WEP and enter the 
keys you wish to use. Only the key selected as the Default Key will be used. If 
using 64 bit WEP, the default key is Key 1. For maximum compatibility with a range 
of client systems (some of which will only work with Key 1) you may want to leave 
Key 1 as the default. 

WEP Authentication.......................... Select Open or Shared from the pop-up 
menu, depending on what your wireless clients use. The default setting is Shared, 
which is compatible with Skyline and Apple AirPort wireless adapters. 

Note: See “Using WEP” on page 58 for more information about WEP keys and 
authentication.   

Wireless Stations

Access Permission............................ If Allow    everyone    access (default) is 
selected, no check is performed on the station address before allowing it to 
connect to the Skyline Wireless Broadband Gateway. 

Existing Stations .............................. The wireless devices you have entered. If 
you have not entered any devices, this list will be empty.

New station ...................................... To add a new station to the list, enter its 
MAC address here, and click the Add button. Enter the MAC address of the device 
exactly, with colons separating every two digits as in: 00:00:c5:09:AE:09.

Delete button ................................... Delete an entry or entries from the list.

Add button........................................ Add an entry or entries to the list.
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Broadband Port 
To configure the Broadband Port, first select the kind of connection your ISP 
supports in the Configurations screen.

• Direct Connection: If your ISP documentation does not specifically refer to 
PPPoE, select Direct Connection. 

• PPPoE (PPP Over Ethernet) If your ISP documentation refers to PPPoE 
(EnterNet, MacPoet or WinPoet), select PPPoE. 

After you select Direct Connection or PPPoE, click Configure. 

Broadband Port - Direct Connection 

This screen shows information about the Skyline Wireless Broadband Gateway’s 
direct connection to your ISP. 

Buttons: The Retrieve    Defaults button recovers the default Device    Name and 
clears other items. After clicking this button, you must click Save to 
restore the default values to the Skyline Wireless Broadband Gateway. 
The Save button saves any data entered on screen. The Cancel button 
cancels data entered since the last save. 

Device Name..................................... If your ISP assigned you a specific host 

name, network name or DHCP client ID, enter it here.   

Hardware (MAC) Address ................. If your ISP asks for the MAC Address of the 
device connecting to the cable/DSL modem, give them this information. The MAC 
Address is also referred to as a Network Adapter Address, Physical Address or 
Hardware Address. See page 28 for information about the Hardware (MAC) 
Address Screen link.

IP Address - DHCP (Dynamic IP Address) .........Leave DHCP enabled if you want 
the Skyline Wireless Broadband Gateway to be given an IP Address by your ISP. 
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IP Address - Fixed IP Address........... Select this if your ISP has given you a fixed 
IP Address. If this option is selected, the following data must be entered from your 
ISP: IP Address, Network Mask and Gateway IP Address.

Hardware (MAC) Address Screen link .............. This link opens the Hardware 

(MAC) Address Screen where you can change the MAC Address of the Skyline 
Wireless Broadband Gateway. 

Only change the MAC Address if your ISP requires that you use a specific MAC 
Address for the device connected to the cable/DSL modem. (Media One is one 
such ISP, and instructions for using the Skyline Wireless Broadband Gateway with 
Media One are on page 63 of this manual.)

If your ISP cannot change the MAC Address at their end to match the default MAC 
Address of the Skyline Wireless Broadband Gateway, or you simply do not want to 
ask them to do so, you can change the MAC Address used by the Skyline Wireless 
Broadband Gateway. This is known as “spoofing” the MAC Address. 

To change the MAC Address of the Skyline Wireless Broadband Gateway to match 
the MAC Address of the Ethernet card originally connected to the modem, enter 
the MAC Address of the Ethernet card into the spaces provided on the Hardware 
(MAC) Address Screen. Save your changes and finish configuration.
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Broadband Port - PPPoE 

The necessary data for your PPPoE connection comes from your ISP. 

Buttons: The Save button saves any data entered on screen. The Cancel button 
cancels data entered since the last save.

Account/User Name ......................... The name of your Internet account provided 
by your ISP. Some ISPs work with the entire account name along with the hosting 
domain (such as yourname@yourdomain.com) and others require that you enter 
only the account name (yourname).   

Password.......................................... Enter the password for your Internet 
account. 

Verify Password ............................... Re-enter the password. 

IP Address provided by ISP .............. Normally, this is Dynamic; use this setting if 
your ISP’s documentation does not mention an IP Address. If your ISP did provide 
an IP Address, select Fixed and enter the address into the provided field. 

Idle Time-out .................................... If a connection is inactive for longer than 
this time period, it will be terminated. You can increase the amount of time before 
you are disconnected from the Internet by increasing this value. Set the value to 
zero to disable time-out completely.

Connect on Demand ......................... Normally, this should be enabled. This 
setting allows a connection to the Internet to be established when needed, such 
as when a web browser is started on a computer. If this is unchecked, you must 
use the Connect button on the Broadband Status page of the of the web utility 
(see “Broadband Status - PPPoE” on page 32) each time you want to connect to 
the Internet. 
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Status 
Clicking the Status button will open a status screen. The screen will indicate the 
local network status, or the status of the connection to the Internet the Skyline 
Wireless Broadband Gateway is configured to use. 

Skyline Wireless Broadband Gateway & Local Network 
This screen shows current information about your local network configuration.

Buttons:  Use the Refresh Screen    button to update the data.

Skyline Wireless Broadband Gateway   

Firmware Version..............................  Version of the firmware (embedded 
software) which is currently installed on the Skyline Wireless Broadband Gateway. 

Hardware ID ..................................... The hardware ID of the Skyline Wireless 
Broadband Gateway. 

Network Address Translation ........... This displays Enable or Disable depending 
on the NAT setting for the Skyline Wireless Broadband Gateway (see page 16). 

Local network Port

Hardware (MAC) Address ................. The hardware address of the Skyline 
Wireless Broadband Gateway, as seen by other devices on the local network.

IP Address ........................................ The IP Address of the Skyline Wireless 
Broadband Gateway, as seen by other devices on the local network. 
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Network Mask ................................. The Network Mask (Subnet Mask) for the IP 
Address on the local network. 

DHCP Server ..................................... This shows whether the DHCP Server 
function is Enabled or Disabled. 

DHCP Table

This table lists the devices on the local network which have been allocated IP 
Addresses by the Skyline Wireless Broadband Gateway’s DHCP server function. 
Only IP Addresses in use will be listed. 

IP Address ........................................ The IP Address which has been allocated by 
the Skyline Wireless Broadband Gateway’s DHCP server. 

Hardware (MAC) Address ................. The hardware address of the device which 
has been allocated a IP Address. 

Status ............................................... Shows if the IP Address is Leased (the IP 
Address is allocated to the device shown) or Reserved.

Broadband Status - Direct Connection
This screen shows current information about your broadband configuration using 
a direct connection to your ISP. 

Buttons: Use the Release    DHCP    button to verify DHCP is being received from 
your ISP. Use the Refresh button to update the screen. The Skyline 

Wireless Broadband Gateway/Local Network Status    link takes you to 
that status page (see page 30).

Hardware (MAC) Address ................. The hardware address of the Skyline 
Wireless Broadband Gateway, as seen by devices on the Internet and your ISP. 
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IP Address ........................................ The IP Address of the Skyline Wireless 
Broadband Gateway, as seen by devices on the Internet. 

Network Mask .................................. The Network Mask for the Internet IP 
Address. 

Default Gateway............................... IP Address of the Router/Gateway on the 
Internet. 

DHCP Client ...................................... Displays Enabled or Disabled, indicating 
whether this Skyline Wireless Broadband Gateway is acting as a DHCP client on 
the Internet. 

Broadband Status - PPPoE
This screen shows current information about your broadband configuration using 
PPPoE to connect to your ISP. 

Buttons: Use the Connect button to establish a connection to your ISP if you do 
not have Connect in Demand enabled (see page 32). Use the Discon-

nect button to hang up the connection to your ISP. The Clear    Log but-
ton deletes all data in the Log, and the Refresh button updates the 
Log data. The Skyline Wireless Broadband Gateway/Local Network 

Status    link takes you to that status page (see page 30).

Status

Hardware (MAC) Address ................. The hardware address of the Skyline 
Wireless Broadband Gateway, as seen by devices on the Internet.
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IP Address ....................................... The IP Address of the Skyline Wireless 
Broadband Gateway, as seen by devices on the Internet. 

Network Mask .................................. The Network Mask (Subnet Mask) for the 
Internet IP Address. 

PPPoE Link Status ............................ This indicates whether or not the 
connection is currently established. The Connect button can be used to establish 
or terminate a connection.   

Log

Log window ......................................  The log window shows status messages 
relating to the existing connection. The most common messages are: 

•  CCCCoooonnnnnnnneeeecccctttt    oooonnnn    DDDDeeeemmmmaaaannnndddd: Connection attempt has been triggered by the 
“Connect on Demand” setting. 

•  MMMMaaaannnnuuuuaaaallll     ccccoooonnnnnnnneeeeccccttttiiiioooonnnn: Connection attempt started by the Connect button. 

•  RRRReeeesssseeeetttt    pppphhhhyyyyssssiiiiccccaaaallll     ccccoooonnnnnnnneeeeccccttttiiiioooonnnn: Preparing line for connection attempt. 

•  CCCCoooonnnnnnnneeeeccccttttiiiinnnngggg    ttttoooo    rrrreeeemmmmooootttteeee    sssseeeerrrrvvvveeeerrrr: Attempting to connect to the ISP’s 
server. 

•  RRRReeeemmmmooootttteeee    SSSSeeeerrrrvvvveeeerrrr    llllooooccccaaaatttteeeedddd: ISP has responded to connection attempt. 

•  SSSSttttaaaarrrrtttt     PPPPPPPPPPPP: Attempting to login to ISP and establish a PPP connection. 

•  PPPPPPPPPPPP    uuuupppp    ssssuuuucccccccceeeessssssssffffuuuullll llllyyyy: Able to login to ISP and establish a PPP connec-
tion. 

•  IIIIddddlllleeee    ttttiiiimmmmeeee----oooouuuutttt    rrrreeeeaaaacccchhhheeeedddd: The connection has been idle for the time 
period specified in the Idle Time-out field. The connection will now be ter-
minated. 

•  DDDDiiiissssccccoooonnnnnnnneeeeccccttttiiiinnnngggg: The current connection is being terminated, due to 
either Idle Time-out or the Disconnect button being clicked. 

•  EEEErrrrrrrroooorrrr::::     RRRReeeemmmmooootttteeee    SSSSeeeerrrrvvvveeeerrrr    nnnnooootttt    ffffoooouuuunnnndddd: ISP did not respond. This could be a 
Server problem, or a problem with the link to the server.

•  EEEErrrrrrrroooorrrr::::     PPPPPPPPPPPP    CCCCoooonnnnnnnneeeeccccttttiiiioooonnnn    ffffaaaaiiii lllleeeedddd: Unable to establish a PPP connection 
with the ISP’s server. This could be a login problem (name or password) or 
a server problem. 

•  EEEErrrrrrrroooorrrr::::     CCCCoooonnnnnnnneeeeccccttttiiiioooonnnn    ttttoooo    SSSSeeeerrrrvvvveeeerrrr    lllloooosssstttt: The existing connection has been 
lost. This could be caused by a power failure, link failure, or server failure. 

•  EEEErrrrrrrroooorrrr::::     IIIInnnnvvvvaaaallll iiiidddd    oooorrrr    uuuunnnnkkkknnnnoooowwwwnnnn    ppppaaaacccckkkkeeeetttt    ttttyyyyppppeeee: The data received from the 
ISP’s server could not be processed. This could be caused by data corrup-
tion (from a bad link), or the server using a protocol which is not supported 
by the Skyline Wireless Broadband Gateway. 
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Chapter 3 

Advanced Configuration 

This chapter covers more advanced Skyline Wireless Broadband Gateway settings 
accessible from the configuration web utility. 

Follow installation instructions in “Getting Started” on page 1. 

1. Start your web browser. 

2. In the Address box, enter: HTTP://192.168.0.1 

3. The    Home screen appears. 

4. The advanced configuration links appear at the left of the screen: Routing, 
Advanced Internet and Access Control. 
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Routing 
If you have another router on your local network, configure both the other router 
and the Skyline Wireless Broadband Gateway’s Routing table. The routing table 
should only be used when all the routers on the local network will connect to the 
Internet through the Skyline Wireless Broadband Gateway. See your router’s 
documentation for instructions and configure it to use the Skyline Wireless 
Broadband Gateway as the Default Gateway. An entry in the routing table is 
required for each segment on your local network, other than the segment to 
which the Skyline Wireless Broadband Gateway is attached. 

Existing Entries in Routing Table ..... ........ Any existing entries are shown in the 
pop-up menu. 

Routing Table ................................... The routing table offers the following 
configuration entries:

•  Destination IP Address: The network address of the remote network seg-
ment. For standard class C networks (under 255 computers), the network 
address is the first three fields of this Destination IP Address. The fourth 
(last) field can be left at zero. 

•  Network Mask: The Network Mask used on the remote network segment. 
For class C networks (under 255 computers) the standard Network Mask is 
255.255.255.0 

•  Gateway IP Address: The IP Address of the router on the local network 
segment to which the Skyline Broadband Gateway is attached. 

•  Interface: Select the appropriate interface; LAN (local network) or WAN 
(external network) from the drop-down list. 

•  Metric: The number of routers which must be passed through to reach the 
remote network segment. The default value is 1.
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Advanced Internet 
For situations in which the Skyline Wireless Broadband Gateway is being used to 
provide shared Internet access, the following advanced features are provided. 
See Appendix B on page 57 for descriptions of some common uses for these 
advanced features.

• Special Internet Applications 

• Virtual Servers

• User Defined Virtual Servers

• Exposed Computer 

Special Internet Applications 
This feature is used with Internet applications (such as video streaming and on-
line games) that require two-way communication, multiple connections, or 
combined TCP/UDP connections. 

Special Internet Applications allows unrestricted two-way access to the Internet 
through specified TCP and UDP ports. Use the Special Internet Applications 
screen to configure the ports for two-way communication. 

Only one computer at a time can use each special application. Configuration data 
(port numbers) must be obtained from the provider of the software being used for 
two-way communication. 
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Existing Special Applications 

Existing Special Applications are listed here. Use the pop-up menu to select the 
applications you want.

Data for this application 

Name ...........................................Enter a name to identify each entry. 

Enable .........................................Use this to Enable or Disable support for each 
application, as required. 

Outgoing Control 

Protocol .......................................The protocol (TCP or UDP) used when you 
connect to the special application service. 

Port Range...................................The beginning and end of the range of port 
numbers used by the application server, for data you send to it. If the application 
uses a single port number, enter it in both the Start and Finish fields. 

Incoming Data 

Protocol ......................................  The protocol (TCP or UDP) used when the 
application or service sends data to you. 

Port Range...................................The beginning and end of the range of port 
numbers used by the application server when data is sent to you. If the 
application uses a single port number, enter it in both the Start and Finish fields.    
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Using Special Internet Applications 

To enable or disable an application: Select it from the drop-down list. Click Get 
Data. Check Enable or Disable. Click Update. 

To delete an application: Select it from the drop-down list. Click Delete. 

To modify an application: Select it from the drop-down list. Click Get Data. Make 
any desired changes, and then click Update.

To create a new application: Click Clear Form. Enter the required data and click 
Add. 

To list all applications: Click the List All button.

Virtual Servers 
In order for Internet users to connect to a virtual server on your local network, the 
virtual server should have a static IP Address. 

The Skyline Wireless Broadband Gateway supports two types of Virtual Servers: 

•  Pre-defined - Standard server types. The only data required is the IP 
Address of the server on your local network. 

•  User-defined - Non-standard servers. You must provide additional informa-
tion about the server. 

IMPORTANT: The total number of Virtual Servers (both pre-defined and user 
defined) which can be used is 10. 

Select the server type or types you wish to use, enter the IP Address of the server 
on your local network, and click Save. 
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User Defined Virtual Servers
If the type of server you wish to use is not listed on the Virtual Server screen, you 
can define it using this feature. 

Existing servers 

Existing Virtual Servers are listed here. Use the pop-up menu to select the server 
you want.

Data for this server

Name ................................................ Enter a name to identify each server entry. 

Enable .............................................. Use this to Enable or Disable support for 
each server, as required. 

IP Address ........................................ The IP Address of the computer on your 
local network which is running the server software. 

Protocol ............................................ Select the protocol (TCP or UDP) used by 
the server.    

Internal Port Number........................  Enter the port number used by the server to 
connect to clients. 

External Port Number....................... The port number used by clients when 
connecting to the server. This is normally the same as the Internal Port Number. If 
it is different, the Skyline Wireless Broadband Gateway will allow you to configure 
the server to use one port address, while clients use a different port address.
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Using user defined virtual servers 

To create a new server: Click the Clear Form button. Enter the required data. Click 
Add. 

To modify a server: Select it from the drop-down list. Click Get Data. Make any 
desired changes. Note that you can Enable and Disable a Server using this 
process. Click Update. 

To delete a server: Select it from the drop-down list. Click Delete. 

To list all servers: Click the List All button.

Exposed Computer 
This feature allows one computer on your local network to be exposed to all users 
on the Internet, allowing unrestricted two-way communication.

WARNING! Any Internet user who knows this address can connect to the Exposed 
Computer. Using this feature is a security risk.

The only data required is the Local Network IP Address. Enter the IP Address of 
the computer on your local network which will become the exposed computer. 
The exposed computer will be able to receive all data packets that are sent to the 
Skyline Wireless Broadband Gateway’s IP Address.

IMPORTANT!    To allow unrestricted access to the exposed computer, the firewall 
will be disabled, creating a security risk. You should use this feature only if the 
Special Applications feature is insufficient to allow an application to function 
correctly. 
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Access Control 
The Access Control feature allows administrators to restrict Internet access by 
individual workstations on your local network. You can limit Internet access for all 
computers by applying the desired restrictions to the Everyone group or you can 
apply individual restrictions to computers using the Workstations screen.   

To use this feature: 

• The Security Groups screen allows you to set the desired restrictions on the 
Everyone group. By default, all computers are in the Everyone group unless 
explicitly moved to another group, using the Workstation screen. Set the 
desired restrictions on the other groups (Group 1, Group 2, etc.) as needed. 

• The Workstations screen allows you to set up individual workstations with 
security settings. For each Workstation you wish to move from the Everyone   
group, enter the details on the Workstation screen, and assign them to the 
desired group.

• The Administrator Defined Filters screen allows you to define packet filters. 
When you define security groups on the Security Groups screen, you can 
select from any filters defined here, as well as the pre-defined filters. 
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Security Groups 

Internet Access for this Group 

No restrictions.................................. No packets are blocked. Use this to create 
an Unlimited Access group, or to temporarily remove restrictions from a group. 

Block all Access ............................... Group members cannot access the Internet 
at all. Use this to create the most restrictive group. 

Use Packet Filter Table below .......... Use this to define levels of access using the 
Packet Filter table. 

Packet Filter Table

Select the items you wish to block. You can choose from the pre-defined filters in 
the Applications to Block column, or your own filters in the TCP Packets to Discard 
and UPD Packets to Discard column. 

Applications to Block ...................... Any items checked will be blocked. Users 
will not be able to use the application. 

TCP Packets to Discard..................... This lists any TCP filters you have defined on 
the Administrator Defined Filters screen. If no filters have been defined, this is 
empty. Multiple items can be selected (or deselected) by holding down the Ctrl 
key while selecting items. Selected items can NOT be accessed by members of 
this group. 
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UDP Packets to Discard ................... This lists any UDP filters you have defined 
on the Administrator Defined Filters screen. If no filters have been defined, this is 
empty. Multiple items can be selected (or deselected) by holding down the Ctrl 
key while selecting items. Selected items can NOT be accessed by members of 
this group.

Using security groups

To Define a Security Group: Select the group from the drop-down box, then enter 
the required data. If necessary, click Clear Form to remove the existing 
information shown on screen. Click the Save button when finished. 

To Change Access for an Existing Group: Select the group from the drop-down 
box, click Get Data to view their information, then change any fields you wish. 
Click Save when finished.

To Assign Workstations to a Security Group: All Workstations are automatically in 
the Everyone group unless the Workstations screen is used to move them to 
another group. 

Workstations  

Using workstations

To Add a New Workstation: Click the Clear Form button, and enter the Workstation 
details in the fields provided. Click Add when finished. 

To Delete an Existing Workstation: Select the Workstation from the drop-down 
box, click Get Data to view the information and confirm that this is the correct 
Workstation, then click the Delete button. 
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To Change an Existing Workstation’s Details: Select the Workstation from the 
drop-down box, click Get Data to view their information, then change any fields 
you wish. Click Update when finished. 

To Generate a List of all Workstations: Click on the List All button. Data 
Workstation Name Enter a name to identify this workstation. 

Network Adapter Address ............... Hardware address for this workstation. 

Reserve entry in DHCP Table ........... Check this if you wish to reserve an IP 
Address for this workstation. This is useful if you have to provide the IP Address 
for other programs or users. 

Reserved IP Address ........................ This relates to the entry above. Enter the 
reserved address here. This MUST be within the range used by the DHCP server. 

Security Group ................................. Select the security group for this 
workstation. If you only wish to reserve an IP Address, and are not using the 
access control features, leave this at Everyone.

Administrator Defined Filters 

This screen allows you to define packet filters. When you define security groups 
on the Security Groups screen, you can select from any filters defined here, as 
well as the pre-defined filters. 
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Data TCP Packets 

Define the packets you wish to be filtered out, by entering the following data. 

Name ............................................... Enter a descriptive name for this entry. 

Port No ............................................. Enter a number representing the Port 
Number for this type of packet. A Network Analyzer or Packet Sniffer can be used 
to determine the correct port number. 

UDP Packets 

Define the packets you wish to be filtered out, by entering the following data. 

Name ............................................... Enter a descriptive name for this entry. 

Port No ............................................ Enter a number representing the Port 
Number for this type of packet. A Network Analyzer or Packet Sniffer can be used 
to determine the correct port number. 
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Chapter 4 

Operation and Troubleshooting 

This chapter outlines some troubleshooting tips for using your Skyline Wireless 
Broadband Gateway including: 

• “Troubleshooting” on page 48

• “Restore Default IP Address and Clear Password” on page 50

Please note that detailed descriptions of the configuration utility can be found in 
the following chapters:

• “Configuration” on page 15

• “Advanced Configuration” on page 35

Click the Help button on the web configuration utility screen to access on-line 
help for the Skyline Wireless Broadband Gateway.

If you have trouble with your Skyline Wireless Broadband Gateway that you 
cannot resolve by reading this manual, please contact Proxim Technical Support 
(see page 51 for contact information). 
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Troubleshooting
IMPORTANT NOTE: If you have made configuration changes to your Skyline 
Wireless Broadband Gateway that do not seem to be working, try hitting the 
Reload or Refresh button on your browser.

Configuration checklist
If your local network is NOT using DHCP and does NOT have another router, check 
the following settings for each computer: 

IP Address ........................................  Make sure that each computer has a unique 
IP Address in the same address range as the Skyline Wireless Broadband 
Gateway’s IP Address. If the Skyline Wireless Broadband Gateway uses the 
recommended default IP Address of 192.168.0.1, the computers on your local 
network must be assigned IP Addresses in the range of 192.168.0.2 to 
192.168.0.254.

Network Mask ................................. All computers and the Skyline Wireless 
Broadband Gateway must use the same value for the Network Mask. The 
recommended default value is 255.255.255.0. 

Gateway .......................................... Set the Default Gateway Address to the 
Skyline Wireless Broadband Gateway’s IP Address. The recommended default IP 
Address is 192.168.0.1. 

DNS (Domain Name Server) Address ................ This should match the DNS 
address entered into the DNS IP Address field on the Local Network Port screen 
(see “Local Network Port” on page 24).

Common problems

Can’t connect to the Skyline Wireless Broadband Gateway 

• Check that the Skyline Wireless Broadband Gateway is properly installed, 
local network connections are OK, and it is powered ON. 

• Make sure your computer and the Skyline Wireless Broadband Gateway are 
on the same network segment. 

• Check that your computer’s IP Address is set in the correct range of 
192.168.0.2 to 192.168.0.254 and the Network Mask is set to 255.255.255.0. 

• Check all wireless WEP settings, including WEP keys. See “Using WEP” on 
page 58 for details about WEP keys. 
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Can’t connect to the Internet 

• Make sure that the DSL modem or cable modem is working with a direct con-
nection to a single computer.   

IMPORTANT! Your ISP may require a special cable modem configuration. 
Appendix B on page 57 provides some useful guides for setting up the 
Skyline Wireless Broadband Gateway to work in specific situations including: 

•“Using AOL” on page 61

•“@Home configuration” on page 62

•“Media One configuration” on page 63

• If a wireless client is able to connect to the Skyline Wireless Broadband Gate-
way, but not able to access the Internet you may have the wrong WEP Key 
entered. 

Time Out Error when entering IP Address or URL 

Check the following:

• Check if other computers on the local network function. If they do, make sure 
that your computer’s IP settings are correct (IP Address, Network Mask, 
Default Gateway and DNS). 

• If the computer is configured correctly, but still not working, make sure the 
Skyline Wireless Broadband Gateway is connected and powered ON. Follow 
instructions in “Getting Started” on page 1 to use the configuration utility to 
check its settings. 

• If the Skyline Wireless Broadband Gateway is configured correctly, check 
your Internet connection (modem) to see that it is working correctly. 

Applications do not run properly 

• Use the Special Applications feature (see “Advanced Internet” on page 37) to 
allow the use of Internet applications which do not function correctly.

• Use the Exposed Computer function (see “Advanced Internet” on page 37). 

• See Appendix B on page 57 for commonly used applications.
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ISP DNS information
The DNS (Domain Name Server) addresses provided by your Internet Service 
Provider should be entered into the Local Network Port configuration screen of 
the Skyline Wireless Broadband Gateway in place of the default DNS number. 

You can get the necessary DNS number by:

• Checking the documentation from your ISP

• Calling your ISP and asking for the DNS address 

• Looking on your ISP’s website for their DNS addresses

• Connecting a client computer directly to the Skyline Wireless Broadband 
Gateway and checking the TCP/IP control panel of a Macintosh, or running 
winipcfg on a Windows computer. 

You can also use the Skyline Wireless Broadband Gateway’s Local Network Port 
default DNS address of 168.95.192.1, but this may not perform as well as your 
ISP’s DNS server. 

Restore Default IP Address and Clear Password 
If you want to restore the Skyline Wireless Broadband Gateway to all of its factory 
defaults (including the password, IP Address and all other configuration settings) 
use the Reset button on the rear panel. Press and hold the button down for three 
seconds to reset all values. 
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Chapter 5

Proxim Technical Support

Proxim is committed to providing its customers with reliable products and 
excellent technical support. We encourage you to register your Skyline Wireless 
Broadband Gateway (please see the registration card included in your package). 

Please look in this user’s guide for possible solutions to any problems you come 
across, and be sure to read any paper release notes or electronic Read Me files 
that you receive from Proxim. 

If you contact us by telephone, please be at the site of the problem, prepared to 
reproduce it and to try some troubleshooting steps.

If you have any questions, concerns, or suggestions, please contact us by 
telephone, fax, mail, or the Internet:

Phone: (800) 613-4954
Fax: (510) 346-8116
Mail: Proxim Customer Service

3089 Teagarden St.
San Leandro, California 94577-5720
USA

E-mail: skyline@proxim.com

Web: www.proxim.com
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Appendix A 

Technical Specifications and Compliance

Technical specifications
Dimensions 243.9mm(L) x 145.5mm(W) x 39.03mm (H)

9.60 in x 5.73 in x 1.53 in

Operating Temperature 0° C to 40° C

Storage Temperature  -10° C to 70° C

Network Protocol TCP/IP

Network Interface 4 - 10/100BaseT (RJ45) straight-through

1 - 10BaseT (RJ45) for broadband 

Wireless interface IEEE 802.11b (1Mbps, 2Mbps, 5.5Mbps, 11Mbps)

Power Adapter 12 V DC 800Ma External
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Compliance statements

FCC compliance statement
FCC Rules and Regulations - Part 15. This product has been tested and found to 

comply with the limits for a Class B computing device pursuant to Part 15 of the 

FCC rules. These limits are designed to provide reasonable protection against 

harmful interference in a residential installation. Installed correctly, it probably 

will not interfere with radio or TV reception. However, we do not guarantee the 

absence of interference.

This product generates and uses energy of about the same frequency as radio 

and TV broadcasts. Installed incorrectly, it may interfere with reception of radio 

and TV broadcasts. If you suspect this product is causing interference, turn your 

computer on and off while the radio or TV is showing interference. If the interfer-

ence disappears when you turn the computer off and reappears when you turn 

the computer on, something in the computer is causing interference. To reduce 

interference, try these suggestions:

• Change the direction of the radio or TV antenna.

• Move the computer, radio or TV. For example, if the computer is to the right of 

the TV, move it to the left of the TV. Or move them farther apart.

• Plug the computer into a different electrical outlet than the radio or TV.

• Ensure that all expansion slots (on the back or side of the computer) are cov-

ered. Also ensure that all metal retaining brackets are tightly attached to the 

computer.

This device complies with Part 15 of the FCC Rules. Operation is subject to the 

following two conditions: (1) This device may not cause harmful interference, 

and (2) this device must accept any interference received, including interference 

that may cause undesired operation.

CAUTION: If the device is changed or modified without permission from Proxim, 

the user may void his or her authority to operate the equipment.
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VCCI
This product is VCCI Class B compliant. 

Industry Canada (IC)
This Class B device meets all requirements of the Canadian interference-causing 

equipment regulations. 

Cet appareil numérique de la Class B respecte toutes les exigences du Règle-

ment sur le matériel brouilleur du Canada. 
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DSSS PHY frequency channel plan

 

Channel Frequency FCC IC ETSI France MKK

USA Canada Europe France Japan

1 2412 Mhz x x x x

2 2417 Mhz x x x x

3 2422 Mhz x x x x

4 2427 Mhz x x x x

5 2432 Mhz x x x x

6 2437 Mhz x x x x

7 2442 Mhz x x x x

8 2447 Mhz x x x x

9 2452 Mhz x x x x

10 2457 Mhz x x x x x

11 2462 Mhz x x x x x

12 2467 Mhz x x x

13 2472 Mhz x x x

14 2484 Mhz x
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Appendix B 

Setup Guides

This Appendix provides some guides for setting up the Skyline Wireless 
Broadband Gateway to work in specific situations. 

Subjects addressed in this Appendix include:

� “Using WEP” on page 58

� “Using AOL” on page 61

�  “@Home configuration” on page 62

� “Media One configuration” on page 63

� “Quick Time 4.0 video streaming setup” on page 65

� “Timbuktu Pro setup” on page 67

� “Remote configuration setup” on page 71
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Using WEP 

Turn    WEP    on in the Wireless Setup screen by selecting 64 bit    or    128 bit WEP. 
128 bit WEP uses one key of 26 characters. 64 bit WEP offers four keys, 
but only the key selected as the Default Key will be used. Use Key 1 for 
maximum compatibility with client systems.

Passwords
The following table gives examples of what WEP password you would 
enter into Key #1 when using the Skyline Wireless Broadband Gateway 
with a variety of wireless PC cards. The table uses enter    as a sample 
password in use on the wireless network. The word enter converts to a 
hexadecimal key of 65 6e 74 65 72    according to “ASCII Character to 
hexadecimal key conversion” on page 60. 

WEP Authentication
Select Open or    Shared    from the pop-up menu, depending on what your 
wireless clients use. The default setting is Shared, which is compatible 
with the Skyline and Apple AirPort clients. Note that some brands of 
wireless client cards are set to use Open Authentication only. 

WEP ASCII AND HEX PASSWORD USAGE

Skyline Wireless Broadband 
Gateway WEP key 

Type of wireless client in use WEP key to use on wireless client

65 6e 74 65 72
SkyLINE 11Mb PC Card for 
Macintosh 

� HEX: 65 6e 74 65 72
� ASCII: “enter” in quotes. Key #1 only.

65 6e 74 65 72
SkyLINE 11Mb PC Card for 
Windows 

� HEX: 65 6e 74 65 72
� ASCII: not available. 

65 6e 74 65 72 Airport Card
� HEX: not available. 
� ASCII: “enter” in quotes. Key #1 only.

65 6e 74 65 72 Orinoco PC Card
� HEX: Ox 65 6e 74 65 72
� ASCII: enter

65 6e 74 65 72 RangeLAN-DS PC Card
� HEX: 65 6e 74 65 72
� ASCII: not available. 
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Using Air Port and WEP 
AirPort clients use a five character ASCII password to generate a WEP Key. 
The Skyline Wireless Broadband Gateway requires that a hexadecimal 
WEP key be used. If you already have an ASCII password in use on your 
AirPort wireless network, you can convert it to a hexadecimal key for the 
Skyline Wireless Broadband Gateway. If not, you can enter an ASCII 
version of the hex key you choose for the Skyline Wireless Broadband 
Gateway into the AirPort client password field. Use the chart on page 60 
to convert ASCII to Hex. 
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ASCII CHARACTER TO HEXADECIMAL KEY CONVERSION 

Character Hex Key Character Hex Key Character Hex Key

A 41 X 58 u 75

B 42 Y 59 v 76

C 43 Z 5a w 77

D 44 a 61 x 78

E 45 b 62 y 79

F 46 c 63 z 7a

G 47 d 64 0 30

H 48 e 65 1 31

I 49 f 66 2 32

J 4a g 67 3 33

K 4b h 68 4 34

L 4c i 69 5 35

M 4d j 6a 6 36

N 4e k 6b 7 37

O 4f l 6c 8 38

P 50 m 6d 9 39

Q 51 n 6e

R 52 o 6f

S 53 p 70

T 54 q 71

U 55 r 72

V 56 s 73

W 57 t 74



Setup Guides 61

Fwy.book  Page 61  Wednesday, August 29, 2001  3:49 PM
Using AOL

To access AOL (America On Line) through the Skyline Wireless Broadband 
Gateway, the AOL software must be configured to use TCP/IP network 
access, rather than a dial-up connection. 

1. Start AOL software. Ensure that it is Version 2.5, 3.0 or later. This procedure 
will not work with earlier versions. 

2. Click the Setup button. 

3. Select Create Location, and change the location name from New Locality to 
Skyline Wireless Broadband Gateway. 

4. Click Edit Location. Select TCP/IP for the Network field. (Leave the Phone 
Number blank.) 

5. Click Save, then OK. Configuration is now complete. 

6. Before clicking Sign On, always ensure that you are using the Skyline 
Wireless Broadband Gateway location.

If you want to connect to your AOL account using your Skyline Wireless 
Broadband Gateway cable/DSL connection, simply open your web 
browser and log on to the AOL web site. 
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@Home configuration

@HOME uses a host name, also referred to as a    client ID, to obtain a DHCP 
served IP Address. If you are using a fixed IP Address with your @HOME 
cable modem and do not know the host name, then you can ignore this 
section and set up the Skyline Wireless Broadband Gateway with the 
assigned static IP Address from @HOME. 

If you are using DHCP with the @HOME cable modem, then you must 
enter the host name into the Device Name field on the    Broadband Port - 

Direct Connection screen of the Skyline Wireless Broadband Gateway’s 
web configuration utility.

1. Click the Configure button in the Skyline Wireless Broadband Gateway web 
utility. 

2. Click Direct Connection, and then click the Configure button.

3. The Broadband Port - Direct Connection screen will appear. This screen will 
contain the Device Name and Hardware (MAC) Address information you 
need to configure the Skyline Wireless Broadband Gateway for use with your 
cable modem. The device name appears as SC002350 in the Device Name 

field below: 

4. Enter the host name or client ID from @Home into the Device Name field.

5. Save your changes and finish the configuration. 
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Media One configuration

Media One (as well as some other cable companies) hard code the MAC 
address for the Ethernet card that you are using to connect to the cable 
modem at the time they install the service. 

For the Internet connection to work after you install the Skyline Wireless 
Broadband Gateway, one of two things must happen:

� the cable modem provider must change the hard coded MAC address 
to the broadband port MAC address for the Skyline Wireless Broad-
band Gateway

� you must change the MAC address used by the Skyline Wireless 
Broadband Gateway to match the one originally used by the Ethernet 
card the cable company installed   

It is a good idea to check with your cable company to be sure before 
changing the Skyline Wireless Broadband Gateway's address, but if you 
do need to change the MAC address on the gateway, follow these steps:

1. Click the Configure button in the Skyline Wireless Broadband Gateway web 
utility. 

2. Click Direct Connection, and then click the Configure button. 

3. The    Broadband Port - Direct Connection screen will appear. 
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4. Click on the Hardware (MAC) Address Screen link. The Hardware (MAC) 
Address screen will appear.

5. Change the Hardware MAC Address to the same address as the Ethernet 
card originally connected to the cable modem. 

Note: You can get the Ethernet card's MAC address by running winipcfg on a 
Windows system or selecting Get Info from the TCP/IP control panel on a 
Macintosh system. 

6. Save your changes and finish the configuration. 
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 Quick Time 4.0 video streaming setup   

To allow Apple's QuickTime 4 software to work with the Skyline Wireless 
Broadband Gateway, you must use the Special Internet Applications 
screen. 

1. Access the Advanced Internet Features    screen from the menu at the left of 
any web configuration screen. 

2. Click the Special Internet Applications Enable button. 

3. Click the Special Internet Applications link to access the Special Internet 
Applications screen. 
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4. Enter the name qt4a    in the Name field. Set the gateway to allow TCP 
Outgoing Control    on port 554 and allows UDP incoming Data    on ports 6970    
through 6999    as shown below: 

5. Click the Add    button.

6. Create a second application with the name qt4b and set it up so that the 
gateway allows TCP Outgoing Control    on port    7070 and allows UDP    
incoming Data on ports 6970    through 6999 as shown below: 

7. Click the Add    button.
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Timbuktu Pro setup

Netopia's Timbuktu Pro software allows remote control, remote 
observation and file exchange using TCP/IP over a local network or over 
the Internet. Timbuktu can be used on the local network side of the 
Skyline Wireless Broadband Gateway without any special settings 
required. If a device on the Internet wants to connect through the Skyline 
Wireless Broadband Gateway to a device on the local network, virtual 
server settings must be set up to allow specific Timbuktu services to be 
initiated from devices on the Internet. 

1. Access the Advanced Internet Features    screen from the menu at the left of 
any web configuration screen. 

2. Click the Virtual Servers Enable button. 

3. Click the    User Defined Virtual Servers link to access the User Defined Virtual 
Servers screen. 
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4. Set up your server for Password Authentication and Handshaking as follows: 

5. Click the Add button.

6. Set up your server for Control sessions as follows: 

7. Click the Add    button.
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8. Set up your server for Observe sessions as follows: 

9. Click the Add    button.

10. Set up your servers for Send Files sessions as follows: 

11. Click the Add    button.
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12. Set up your servers for Exchange Files sessions as follows: 

13. Click the Add    button.

Using Timbuktu Pro with the Skyline Wireless Broadband Gateway

Timbuktu Pro uses a dynamic UDP port for initiating a request for 
permission to access services without a user name and password setup. 
This software also uses dynamic TCP ports for Chat, Notify and Intercom 
functions. In order to use these functions or request permission, the 
system on the local network must be set up as an exposed computer. 

Timbuktu Pro uses a user name and a password for security and this must 
be set up prior to connecting through the gateway from systems on the 
Internet to systems on the local network. Without a user name and 
password defined in the Timbuktu Pro settings, the gateway settings 
described above will not work and the local network system will need to 
be setup as an exposed computer. 

The Skyline Wireless Broadband Gateway can only have a maximum of 10 
virtual server settings enabled total. This includes both user defined 
virtual servers and pre-defined virtual servers. Make sure that using the 
multiple server settings required for Timbuktu does not exceed this limit. 
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Remote configuration setup

The Skyline Wireless Broadband Gateway can be set up so that it can be 
configured from any computer on the Internet. To do this, you set up the 
Skyline Wireless Broadband Gateway's IP Address (the default address is 
192.168.0.1) as a virtual web server. Once set up, the gateway can be 
configured by entering this IP Address into any system on the Internet 
and then entering the appropriate password. 

Note: It is an important security consideration that a password must be 
entered to prevent unauthorized access to the local network. 

The screens below show the settings needed for remote configuration. 

1. Access the Advanced Internet Features    screen from the menu at the left of 
any web configuration screen. 

2. Click the Virtual Servers Enable button. 

3. Click the Virtual Servers link to access the Virtual Servers screen. 
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4. Check the    WEB Server check box and enter the following: 

5. Save your changes and finish the configuration. 
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Glossary

Broadband.................................A type of data transmission in which a single 
medium (such as cable) carries several channels 
of data at once.

Device name ..............................Also known as DHCP client ID or network name. 
Sometimes provided by an ISP when using DHCP 
to assign addresses.

DHCP .........................................Dynamic Host Configuration Protocol. This proto-
col allows a computer to be automatically 
assigned a single IP Address from a DHCP server. 

DNS ...........................................Domain Name Server. The IP Address used to 
connect with an Internet Service Provider. 

Firewall ......................................A firewall determines which information passes 
in and out of a network. NAT can create a natural 
firewall by hiding a local network’s IP Addresses 
from the Internet. 

Gateway.....................................A gateway is a network point that connects one 
network to another. 

IEEE ...........................................The Institute of Electrical and Electronics Engi-
neers. The IEEE sets standards for networking, 
including Ethernet LANs. IEEE standards ensure 
interoperability between systems of the same 
type.

IP Address..................................An IP Address identifies a computer on a TCP/IP 
network, allowing messages intended for that 
computer to be delivered to the correct destina-
tion. 

ISP .............................................Users log on to the Internet using an account 
with an ISP or Internet Service Provider. ISPs can 
serve IP Addresses dynamically, or assign static 
(fixed) IP Addresses to individual computers. 
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LAN............................................Local Area Network. A 2 - 1000 Mbps communica-
tions network that extends no more than a few 
hundred meters. 

NAT ............................................Network Address Translation. NAT masks a local 
network’s group of IP Addresses from the exter-
nal network, allowing a local network of comput-
ers to share a single ISP account. 

PPP ...........................................Point-to-Point Protocol. PPP is a protocol for 
communication between computers using a 
serial interface, typically a personal computer 
connected by phone line to a server. 

PPPoE ........................................Point-to-Point Protocol over Ethernet. PPP using 
Ethernet to connect to an ISP. 

TCP/IP........................................Transmission Control Protocol/Internet Protocol. 
Protocols used to connect hosts on the Internet.

WAN...........................................Wide Area Network. A system of LANs, con-
nected together. 
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Warranties 

Limited Hardware Warranty and Limitation of Remedies
Proxim warrants to you, the end user, that the accompanying Proxim hardware product, which may 
include third party products or technology (the “Product”) will be free from defects in materials and 
workmanship under normal use for one year after purchase. This warranty will expire ninety (90) 
days from date of purchase on all software, whether “stand-alone” or delivered as part of a 
hardware product. Proxim’s entire liability and your sole remedy under this warranty during the 
warranty period is that Proxim shall, at its option, either repair the Product or refund the original 
purchase price of the Product. 

In order to make a claim under this warranty you must comply with the following procedure: 

1. Contact Proxim Customer Service within the warranty period to obtain a Return Materials 
Authorization (“RMA”) number.

2. Return the defective Product and proof of purchase, shipping prepaid, to Proxim with the RMA 
number prominently displayed on the outside of the package.

If you are located outside of the United States or Canada, please contact your dealer in order to 
arrange for warranty service. 

THE ABOVE WARRANTIES ARE MADE BY Proxim ALONE, AND THEY ARE the ONLY WARRANTIES 
MADE BY ANYONE REGARDING THE ENCLOSED PRODUCT. Proxim and its licensor(s) make no 
other warranties, express or implied, including without limitation the implied warranties of 
merchantability and fitness for a particular purpose, regarding the enclosed product. Except as 
otherwise expressly provided above, Proxim and its licensor(s) do not warrant, guarantee or make 
any representation regarding the use or the results of the use of the product in terms of its 
correctness, accuracy, reliability, currentness, or otherwise. The entire risk as to the results and 
performance of the product is assumed by you. The exclusion of implied warranties is not 
permitted by some states or jurisdictions, so the above exclusion may not apply to you. IN THAT 
CASE, ANY IMPLIED WARRANTIES ARE LIMITED IN DURATION TO NINETY (90) DAYS FROM THE 
DATE OF DELIVERY OF THE PRODUCT. There may be other rights that you may have which vary from 
jurisdiction to jurisdiction.

REGARDLESS OF WHETHER OR NOT ANY REMEDY SET FORTH HEREIN FAILS OF ITS ESSENTIAL 
PURPOSE, in no event will Proxim, its licensor(s) and the directors, officers, employees or agents of 
any of them be liable to you for any consequential, incidental or indirect damages (including 
damages for loss of business profits, business interruption, loss of business information, and the 
like) arising out the use or inability to use the product even if Proxim or its licensor(s) have been 
advised of the possibility of such damages. Because some states or jurisdictions do not allow the 
exclusion or limitation of liability for consequential or incidental damages, the above limitations 
may not apply to you. Proxim and its licensor(s) liability to you for actual damages from any cause 
whatsoever, and regardless of the form of the action (whether in contract, tort [including 
negligence], product liability or otherwise), will be limited to $50.

v.398
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Software License Agreement and Limited Warranty
This is a legal agreement between you, the end user, and Proxim. The enclosed Proxim software 
program or programs (the “Software”) are licensed by Proxim to the original customer and any 
subsequent transferee of the Software for use only on the terms described in this License 
Agreement (this “License”). Opening the enclosed disk envelope or using the Software indicates 
that you accept and agree to comply with these terms. If you do not agree to these terms, (a) you 
may return the Software, along with the full product and proof of purchase to your dealer within 
thirty (30) days for a full refund, or (b) you may write to Proxim with a request to modify any term of 
this License. Please allow six (6) weeks for a response.

GRANT OF LICENSE. Proxim grants to you a nonexclusive, personal license to use the Software as 
provided in this License. Except as otherwise expressly provided in this License, you may use the 
Software only on a single computer owned, leased or otherwise controlled by you. This means that 
you may not use the Software, and the Software may not reside, on more than one computer at any 
one time.

MULTIPACK LICENSES. If the Software has been delivered with more than one serial number, you 
have the right to use the Software on as many computers as you have been given serial numbers, 
provided that any copies made for this purpose shall contain all copyright and other proprietary 
notices that are on the original copy of the Software provided to you. You may make backup or 
archival copies for each computer as provided elsewhere in this License. 

COPYRIGHT. The Software is owned by Proxim or its suppliers and is protected by United States 
copyright laws and international treaty provisions. You may either (a) make two copies of the 
Software solely for backup or archival purposes, provided that you reproduce all copyright and 
other proprietary notices that are on the original copy of the Software provided to you, or (b) 
transfer the Software to a single hard disk, provided you keep the original solely for backup or 
archival purposes. You may not copy the written materials accompanying the Software (called the 
“Documentation”).

OTHER RESTRICTIONS. You may not rent or lease the Software, but you may permanently transfer 
the Software and Documentation provided you retain no copies and the recipient agrees to the 
terms of this Agreement. You may not modify, reverse engineer, decompile, disassemble, or create 
derivative works from the Software or Documentation.

TERM. This License is effective until terminated. You may terminate the license at any time by 
returning the Software and all Documentation to Proxim and by removing the Software from the 
memory of the computer into which the Software has been transferred. This License may be 
terminated by Proxim immediately and without notice in the event that you fail to comply with any 
term or condition hereof. Upon any termination, you will return to Proxim, at your expense, the 
Software and Documentation and any copies whether or not the copying was authorized.

GOVERNMENT LICENSEE. Use, duplication, or disclosure by the Government is subject to 
restrictions as set forth in the Rights in Technical Data and Computer Software clause at 48 CFR 
252.227-7013 and the Commercial Software-Restricted Rights clause at 48 CFR 52.227-19. Proxim, 
3089 Teagarden St. San Leandro, CA 94577-5720.

EXPORT LAW ASSURANCES. You agree that neither the Software nor any direct product thereof is 
being or will be acquired, shipped, transferred, or reexported, directly or indirectly, into any country 
prohibited by the United States Export Administration Act and the regulations thereunder or will be 
used for any purpose prohibited by the same.

SEVERABILITY. If for any reason, any provision or partial provision of this License is held invalid, 
such invalidity shall not affect the remainder of such provision or this License, and this License 
shall, to the full extent consistent with law, continue in full force and effect.

THIRD PARTY BENEFICIARIES. If any portion of the Software has been licensed to Proxim by a third 
party for redistribution, Licensee is hereby notified that such third party is an intended third party 
beneficiary of this License with full rights of enforcement. 

DUAL MEDIA SOFTWARE. If the Software package contains both 3-1/2" and 5-1/4" disks, then you 
may use only the disks appropriate for your single-user computer. You may not use the other disks 
on another computer or loan, rent, lease, or transfer them to another user except as part of the 
permanent transfer (as provided above) of all Software and Documentation.
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GENERAL. The validity and performance of this License shall be governed by California law, except 
for that body of law dealing with conflict of laws and except as to copyrights, which are governed by 
United States laws and international treaties. This License constitutes the entire agreement 
between the parties concerning the subject matter hereof. Any waiver or amendment of any 
provision of this License shall be effective only if in writing and signed by you and an officer of 
Proxim. No distributor, dealer, or employee (other than an officer) of Proxim is authorized to change 
or amend any terms of this License. In the event of any conflict between the terms of this License 
and the terms of any license bound into any manual packaged with the Software, this License shall 
govern.

Limited Warranty

Proxim warrants that for ninety (90) days following delivery of the Software to you, as shown by a 
copy of your receipt: (1) the Software, unless modified by you, will perform substantially the 
functions described in the Documentation provided by Proxim; and (2) the media on which the 
Software is furnished will be free from defects in materials and workmanship under normal use.

Proxim does not warrant that the Software will meet your requirements or that operation of the 
Software will be uninterrupted or error-free. Proxim is not responsible for any problem, including 
any problem which would otherwise be a breach of warranty, caused by (i) changes in the 
operating characteristics of computer hardware or computer operating systems which are made 
after the release of the Software, (ii) interaction of the Software with non-Proxim software or (iii) 
accident, abuse, or misapplication.

THE ABOVE WARRANTIES ARE EXCLUSIVE AND NO OTHER WARRANTIES ARE MADE BY Proxim OR 
ITS LICENSORS, WHETHER EXPRESSED OR IMPLIED, INCLUDING THE IMPLIED WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NONINFRINGEMENT.

SOME LOCALITIES DO NOT ALLOW THE EXCLUSION OF IMPLIED WARRANTIES, SO THE ABOVE 
EXCLUSION MAY NOT APPLY TO YOU. IN THAT EVENT, ANY IMPLIED WARRANTIES ARE LIMITED IN 
DURATION TO NINETY (90) DAYS FROM THE DATE OF DELIVERY OF THE SOFTWARE. THIS 
WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS. YOU MAY HAVE OTHER RIGHTS, WHICH VARY 
FROM LOCALITY TO LOCALITY.

Limitation of Remedies

Proxim’s entire liability and your sole remedy under the warranty during the ninety (90) day 
warranty period is that Proxim shall, at its sole and exclusive option, either replace the Software 
with a functionally equivalent program at no charge to you or refund the license fee of the 
Software. Any replacement Software will be warranted for the remainder of the original warranty 
period or thirty (30) days, whichever is longer. These are your sole and exclusive remedies for any 
breach of warranty during this ninety (90) day period.

In order to make a claim under this warranty, you must return the defective item with your receipt 
within ten (10) days following the end of the warranty period. Proxim will have no responsibility to 
replace or refund the license fee of Software damaged by accident, abuse, or misapplication.

REGARDLESS OF WHETHER ANY REMEDY SET FORTH HEREIN FAILS OF ITS ESSENTIAL PURPOSE, 
IN NO EVENT WILL Proxim OR ITS LICENSORS, OR THE DIRECTORS, OFFICERS, EMPLOYEES, OR 
AGENTS OF ANY OF THEM BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INDIRECT OR 
SIMILAR DAMAGES, INCLUDING ANY LOST PROFITS OR LOST DATA ARISING OUT OF THE USE OR 
INABILITY TO USE THE SOFTWARE OR ANY DATA SUPPLIED WITH IT, EVEN IF Proxim OR ANYONE 
ELSE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, OR FOR ANY CLAIM BY ANY 
OTHER PARTY.

SOME LOCALITIES DO NOT ALLOW THE LIMITATION OR EXCLUSION OF LIABILITY FOR INCIDENTAL 
OR CONSEQUENTIAL DAMAGES SO THE ABOVE LIMITATION OR EXCLUSION MAY NOT APPLY TO 
YOU.

IN NO CASE SHALL Proxim’S OR ITS LICENSOR’S LIABILITY UNDER THIS LICENSE EXCEED THE 
LICENSE FEE PAID FOR THE SOFTWARE.

v.398
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