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FCC Statement

Note: This digital equipment has been tested and found to comply with the limits
for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits
are designed to provide reasonable protection against harmful interference when
the equipment is operated in a residential installation. This equipment generates,
uses and can radiate radio frequency energy, and if not installed and used in
accordance with the installation manual, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur
in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment
off and in, the user is encouraged to try to correct the interference by one or
more of the following measures:

® Reorient or relocate the receiving antenna
® Increase the separation between the equipment and receiver

® Connect the equipment into an outlet in a circle different from that to which
the receiver is connected

® Consult the dealer or an experience radio/TV technician for help

This device complies with part 15 of the FCC rules, Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that
may cause undesired operation.

Warning:
Change or modifications to this unit not expressly approved by the party
responsible for compliance could void the users authority to operate the
equipment.

CE Approved

This is a Class B product. In a domestic environment, this product may cause
radio interference, in which case the user may be required to take adequate
measures.



Introduction

This manual contains detail instructions on how to set-up and operate the
wireless Internet gateway.

The Wireless Internet Gateway is compatible with the 802.11b standard, which
supports speeds of up to 11Mbps. The high-powered antenna assures that
wireless connections can even be established in large buildings.

This device is a breakthrough for SOHO (Small Office and Home Office) users
who require a high speed Internet connection and the flexibility of a wireless LAN.

A high speed Internet connection can be easily established by simply connecting
any Cable/XDSL modem to the wireless Internet Gateway.

The 4 port Wireless Internet Gateway is equipped with:
One WAN Ethernet port (connect to any Cable/XDSL modem)
4 LAN Ethernet ports (connect to a PC client or a Hub)
One asynchronous port (dialup backup or dialup Internet connection)

Once the WAN Ethernet is connected to a Cable/XDSL modem, the wireless
Internet gateway will automatically negotiate an Internet connection with your ISP.
SOHO, SMB (Small and Medium size Businesses) and ROBO (Remote Office
and Branch Office) users will save cost by having their entire LAN share one
high-speed Internet connection.

The asynchronous port can be connected to a 56K modem or to an ISDN TA,
providing you with a backup Internet connection should the Cable/xDSL
connection fails. If there is no Cable/xDSL service in your area, the
asynchronous port can also serve as your Internet access connection.



Please inspect your package. The following items should be included:

1). Wireless Internet gateway (the Device)
2). Power adapter
3). Quick Installation Guide

If any of the above items are damaged or missing, please contact your dealer
immediately.

Before installing the Wireless Internet Gateway, you should:

Have carefully read the entire manual.

Be familiar with the terminology and concepts of browsers. (This guide
works under the assumption that you are proficient with the browsers you
are using).

Have met all the hardware and software requirements.

Microsoft Internet Explorer 4.0 (or later version) or Netscape Navigator
4.0 (or later version)

One computer with an installed 10Mbps, 100Mbps or 10/100Mbps
Ethernet card

One Modem or ISDN TA (if a dialup connection is needed)

One RJ-45 Cable/XDSL Internet connection

TCP/IP protocol installed in your computer

UTP network Cable with a RJ-45 connector



High speed wireless LAN connection
Supports up to 11 Mbps data rate by incorporating the Direct Sequence Spread
Spectrum (DSSS) technology

IEEE 802.11b compatible
Fully compatible with the IEEE 802.11b standard

Wireless AP features
Provides Roaming - Best Access Point Selection

Wireless Encryption Protocol

Provides up to a 128 Bit WEP encryption

I

Cable/XDSL Modem Support

The Wireless Internet Gateway can establish an Internet connection by
connecting to any Cable/XDSL modem

DHCP Server / Client
DHCP Server - Automatically assigns IP information to network users.
DHCP Client - Automatically gets IP information from an ISP DHCP server.

Firewall Protection
Built-in NAT firewall that guarantees network security.

IP Sharing
Supports unrestricted Internet access for all network users, all the time.

Hacker Attack Logging
Supports general hacker attack pattern monitoring and logging.

High Performance 32 bit RISC CPU Engine

With the most advanced 32bit RISC CPU engine, the Wireless Internet Gateway
guarantees that its performance is sufficient for any future Cable/XDSL
connection speeds.

PPPoE Client
Supports PPPoOE client function - To establish a connection with a remote PPPoE
server.



PPTP Client
Supports PPTP client function - To establish a connection with a remote PPTP
server.

Telstra Client
Supports Telstra client function - To establish a connection with the BPALogin
server.

Virtual Server
Allows an internal LAN server to be accessible from the Internet.

Upgradeable Firmware
Allows new features to be added in the future.

Stateful Packet Inspection (SPI)
A form of Firewall protection that ensures your LAN the maximum security.

VPN Support

® Supports PPTP pass-through
® Supports L2TP pass-through
® Supports IPSec pass-through

DDNS Support
The Dynamic DNS (DDNS) service allows you to locate a domain name (web
server) whose public IP address is dynamically assigned.

UPNP Support
Supports Universal Plug and Play (UPnP)

URL Block Support
Prevents users from accessing certain websites on the Internet

E —Mail Alert Support
Periodically sends security-related events to an User s email



Idle Timer
Allows you to specify an idle-time before automatically disconnecting

Routing Protocols
Supports static route and RIP 1 and 2

Firewall Protection
Built-in NAT firewall that guarantees network security

Dial-on Demand
Automatically logs in to your ISP - Eliminating the Dial-up process

Web-Based Configuration
Web based configuration —Users can conveniently configure and monitor the
device with a web browser

DMZ (Demilitarized Zone)
Allows a Public IP address to be mapped to a specified Private IP address

Cable/xDSL Backup
Supports an asynchronous port backup connection (dialup) should the
Cable/xDSL connection fails



4 - Ports Wireless ITnternet Gateway
Cable/xDSL Router

1 3 4 Wireless ModemADSL Status Power
. ® o e e O ® ® O O

LED indicators

LINK (Green) Green LED will LIGHT when a good link is established.

LAN [1:4]
Link/Act
ACT (Green) Green LED will BLINK if packet is transmitting or

receiving.

Wireless (Green) Green LED will BLINK if packet is transmitting or
receiving.

Serial (Green) Green LED will LIGHT when a good link is
established.

WAN (Green) Green LED will LIGHT when a good link is
established.

STATUS (Yellow) Yellow LED will BLINK when device boot and
upgrade firmware.

POWER (Red) Red LED will LIGHT if the gateway is receiving

power.
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The rear panel of the wireless Internet gateway is where all the LAN/WAN
network connections are made.

SWDC

sl L IsssalL L ILILIIS

—3 g Serial Resset 4 3 2 1———-Uplink

POWER (5 VDC)  The power port is where you will connect the AC to DC
switching power adapter.

WAN The WAN 10M Ethernet port is where you will connect
your ASDL/Cable modem.

Serial The Serial port is where you will connect the 56K modem
or ISDN TA.

LANJ[1:4] There are four LAN ports on the rear panel. This is

where you connect network devices, such as PCs,
switches, hubs, print servers or LAN servers etc.

NOTEi|l The Reset Button

If you want the device to have the factory default settings, press the reset
button and hold it for 5 ~ 6 seconds. It will load the factory default settings
into the device. Please be careful. Do not press the reset button unless you
want to clear the current configurations.

11



Connecting Wireless Internet Gateway
To The Network

To establish an Internet connection, you will need to check the values from your
ISP, check your PC’s settings, and configure the Wireless Internet Gateway.

The information offered by your ISP

Dynamic IP settings

Your fixed IP address for the gateway
Your subnet mask for the gateway
Your default gateway IP address
Your DNS IP address

NOTE !
If you would like to establish a connection through the

PPPOE protocol, you will also need the following values from your ISP
as well:

® Username
® Password

The static IP settings for the PC

NOTE !|
Your PC’s fixed IP address The routers default IP
Your PC's subnet mask address settings is 192.168.2.1

Your PCs default gateway

°
°
°
® Your PCs primary DNS IP address

12



The dynamic IP settings for the PC

We recommend that you leave your PC’s IP settings as “automatically assigned.”
By default, the gateway s DHCP server is enabled, and it will give your PC the
necessary IP settings.

NOTE !

If you want the gateway to automatically assign your PC its IP
address, you will need to configure your PC to obtain an IP address
automatically. (Please See Page 45)

Confirm Hardware Installation

Once you have the above information, you can begin to configure your Wireless
Internet Gateway.

1. Make sure that the power supply outlet voltage is compatible with the
power adapters of your PCs, Cable/XDSL modem and the Wireless
Internet Gateway.

2. Connect the power-supply cable to the power port at the rear of the
Wireless Internet Gateway. Plug the supplied power adapter into a power
outlet.

3. Connect a network cable from your PC' s Ethernet port to one of the LAN
ports on the back of the Wireless Internet Gateway. Do the same with all
the PCs you wish to connect to the Wireless Internet Gateway.

4. Connect the network cable from your Cable/XDSL modem to the WAN
Ethernet port on the rear of the Wireless Internet Gateway.

Once you have completed the hardware installation,
please proceed to the next page to configure the
Wireless Internet Gateway ... ... ... ..

13



Configuring Your Wireless Router

Launch your web browser and type the router’s default IP address (http://
192.168.2.1) into the browser s address box and press Enter

NOTE !
Please make sure your PCs IP address is in the same network as
the routers; In windows 95/98 you can type WINIPCFG and in windows

2000/NT you can type IPCONFIG (Please See Page 47) to find out

7} ADSL Cable/xDSL Internet Router - Microsoft Internet Explorer o ] 4

J File Edit Wew Favorites Tools Help ﬁ
J 4= Each - = - @ o | @Search [3] Favorites @Histnry | %v = -
| Address @ http:ff192.168.2.1] ~| Pao

The main menu will appear. It displays all the functions that you can browse
through, as well as the setup for the Wireless Internet Gateway.

E"herROU'er Cable/xDSL Wireless Roufer

Home Internet DEVICE DEVICE SETUP ADYAMNCED 5YSTEM

Gateway INFORMATION STATUS WIZARD SETTINGS TOOLS HIEHR

Wireless Router

EtherRouter
Device Information Setup Wizard
Display the device name, IF address, firmware This is the area where the essential device
wersion, and the MAC addreszes forthe LAN & configuration settings are entered.
AN connections.
Device Status Advanced Settings
Chediyour connection to the Internet and the “ou can configure much more specific functions
status of your Cablef=D 5L Wireless Router. in advanced settings.
Wireless Settings System Tools
Configure ESSID, channel, and encryption for Ferform System Tests, reset your gateway and
the wiraless connection. more with the Cable<DSL Wireless Router tools.

Help
Get help with commonly asked questions about
the CablefxDSL Wireless Router

Start the Setup Wizard [ Logout

Copyright & 2002
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Setup wizard is a step-by-step process that will let you input all the basic
settings.

Erives Hetwork Password %
%ﬁ) Flears bos povs ge nams ard pegrsond

' Sim 18216021
|ngen = admirioruoer

BLE ]

SETUP
WIZARD

Liser Hoane= F\h'ﬂ

Easswaid | ........

Click the SETUP WIZARD ™ Srvn this sl s pacvend o

A username and password will appear. Leave the password box empty and type
admin (the default username) in the username box. Click OK
The setup wizards page will appear.

NOTE ! If you would like to change the password please_See Page 34

Please choose a local time zone. Once you have selected a time zone, please
click the Next button to continue to the next step. You can also click the buttons
on the left to jump to other settings. Otherwise by clicking Next, you will proceed
to the next step (buttons on the left) sequentially.

E"’herROUier Cable/xDSL Wireless Router

Home Internet DEYICE DEYICE SETUP ADYANCED SYSTEM

ateway INFORMATION STATUS WIZARD SETTINGS TOOLS CISHR

Main menu
TIME ZOME SETTINGS

TIME ZONE

SETTINGS Please choose your local time zone;

DE¥ICE IP
SETTINGS |(GMT—04:DD) Atlantic Time (Canada) ;I

ISP SETTINGS m

ISP ADDITIONAL
SETTINGS

WIRELESS MOTE 1: Please click "Mext” to enter inputted data.
SN MOTE 2: Please remember to click Save & Restart after you have finished

the changes to the device settings.
MODEM

SETTINGS

SAYE &£ RESTART

15



In this section, you can give your Wireless Internet Gateway an IP address for
the local area network (LAN) side. This is not the IP address given to you by your
ISP, but rather the local internal LAN IP address of your network. The IP address
“192.168.2.1" is the default value of your gateway.

Device IP Address
This is the internal LAN IP address of your Wireless Internet Gateway

Device IP Subnet Mask
This is the subnet mask, you can usually leave it as the default entry
“255.255.255.0”

E'herROUier Cable/xDSL Wireless Roufer

H“‘E"’ Internet DEYICE DEYICE SETUP ADYANCED SYSTEM NELD
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Main menu
DEYICE IP SETTINGS

TIME ZONE
SETTINGS The device IP address and subnet mask settings

DEY¥ICE IP
SETTINGS

IP Address: [192  [1B8 |2 A

ISP SETTINGS

IP Subnet Mask: [255  [255  [255  |p

ISP ADDITIONAL
SETTINGS

WIRELESS < Bac| [Next >

SETTINGS

MODEM
SETTINGS MOTE: Please click ‘"Mext’ to enter inputted data.

SAYE & RESTART

Logout

16



The ISP Settings section is where you input all the information required by your
ISP, so that you can connect to the Internet.

Connect to Cable ISP

Select Connect to Cable ISP if you have a cable connection. Please select
“Connect to Cable ISP” and click “ Next"to proceed to the next page.

Main menu
ISP SETTINGS - Connect to Cable ISP

TIME ZONE
SETTIHGS

1. Select the ISP Settings List below
DEYICE IP
Sl |Cunneu:t to Cable ISF'LI

ISP SETTIHGS

6nnectm Cahle ISP Automatically Get [P settings from ISP DHCP sev

ISP ADDITIOHAL . . ¢ " .
SETTINGS Static IP Settings Your ISP requires you ta input IP settings

WIRELESS
SETTINGS PPPoE Settings

MODEM
SETTINGS

Y our ISP requires you ta logon using PPFoE
caonnectian

our ISP requires you to logon using PPTF

PPTP Settings :
connection

SAYE & RESTART

Logout Telstra Settings Your ISP requires you ta logon using EIF'ALDgly

connection

2. Click Hext to send your request to the Cahle/2DSL Wireless Router.

17



Static IP Settings

Select Static IP Settings, if your ISP will give you a static IP address. You will
have to enter the following information:

Enter the IP address (provided by your ISP)
Enter the IP subnet mask (provided by your ISP)
Enter the ISP gateway address (provided by your ISP)

EiherROU'er Cable/xDSL Wireless Router

H“E“‘ Internet DEYICE DEYICE SETUP ADYANCED SYSTEM —
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Main menu . .
ISP SETTINGS - Static IP Settings

SETTINGS 1. Select the ISP Settings List helow
|Stati|: IP Settings LI
IP assigned by your ISP: IEI : IEI : IEI : IEI
ISP ADDITIONAL
SETTINGS IP Subnet Mask:[255  [285 |28 |O
WIRELESS
SETTINGS ISP Gateway Address: |EI : |EI ; |D 2 |EI
SERINGS 2. Click Next to send your request to the Cable/xDSL Broadband
Router.
SAYE & RESTART < Back| |Next >

Logout

Copyright @ 2002
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PPPoE Settings

Select PPPoE Settings, if your ISP requires the PPPoE protocol to establish an
Internet connection. You will have to enter the following information:

User name: Enter the user name of your ISP account.
Password: Enter the password of your ISP account.
Retype password: Enter the password of your ISP account again to re-confirm.
Dynamic/Fixed: Select ONE.
Dynamic - If your ISP will automatically assign you an IP address
Fixed - If your ISP has given you a fixed IP address

Main menu ?
ISP SETTINGS - PPPDE Settings

TIME ZOHE
SETTINGS

1. Select the ISP Settings List below
DEYICE IP
SETTINGS |PPPOE Settings =]

ISP SETTINGS

User Name

ISP ADDITIOHAL

SETTINGS Password: I
WIRELESS Retype Password: |
SETTINGS . -
Idle Time: |5 minutes ;I
MODEM
Senmee ' Dynamic (IP automatically assigned by your ISP)
SAYE £ RESTART  Fixed {(Your ISP requires you to input IP address)
IP assignd by your ISP: |EI I |EI } |EI | |EI
Logout
IP Netmask: [255 |25 255 o

2. Click Hext to send your request to the Cahle/xD5L Wireless Router.

19



PPTP Settings

Select PPTP Settings, if your ISP requires the PPTP protocol to establish an
Internet connection (e.g. Europe). You will have to enter the following
information:

User name: Enter the user name of your ISP account.
Password: Enter the password of your ISP account.
Idle Time: You do not have to configure this section and is dependent on the
users actual need s. If the Internet connection has been idle for certain period of
time, this function allows you to disconnect it automatically.
PPTP Client IP: Provided by ISP
Connection ID: Input this ID information only if your ISP has given you one.
Dynamic/Fixed: Select ONE.

Dynamic - If your ISP will automatically assign you an IP address

Fixed - If your ISP has given you a fixed IP address

Main menu :
ISP SETTINGS - PPTP Settings

TIME ZOHE
SETTINGS

1. Select the ISP Settings List below
DEYICE IP
SETTINGS |PPTP Settings =]

ISP SETTIHGS

User Mame: |
ISP ADDITIOHNAL I

SETTINGS Password:
WIRELESS Retype Password: |
SETTINGS
Idle Time: |5 minutes j
MODEM :
SETTINGS PPTP Client IP: |0 o o o
PPTP Server IP: [0 o o o

SAYE £ RESTART

Connection ID/Name: I
Logout

# Dynamic (IP automatically assigned by your ISP}

" Fixed {(Your ISP requires you to input IP address)

IP assignd by your ISP: |D . |D . |D ! |D
IP Netmask: [255  |255  [pss o

2. Click Next to send your request to the Cable/xD5L Wireless Router.

20



Telstra Settings

The Telstra Settings is a service that applies to connections in Australia only.
You will have to enter the following:

User Name: Enter the User Name (Provided by the ISP)

Password: Enter the Password (Provided by the ISP)

Retype password: Re-Enter the password of your ISP account again to re-
confirm.

Default Domain: Input the default domain if your ISP has given you one

E‘l’herROU'l'er Cable/xDSL Wireless Router

Home Infernet DE¥ICE DEYICE SETUP ADYANCED SYSTEM

Gateway INFORMATION STATUS WIZARD SETTINGS TooLs  HELF

Fain menu
TIME ZOHNE
SETTIHGS

1. Select the ISP Settings List helow
:
| HENTIHEES |Te|stra Settings _~_-J
| User Mame: I
ISP ADDITIONAL
SETTINGS Password: I

ISP SETTINGS - Telstra Settings

| WIRELESS Retype Password
SETTINGS :
| Default Domain
MODEM
2. Click Next to send your request to the Cahle/xD5SL Wireless Router.
Bt

Logout

Copyright @ 2002
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In this section you can input special settings required by certain ISPs. You
do not need to configure the entire section, only the settings needed by
your particular ISP. If your ISP does not require any additional settings,
then please leave this section blank and proceed to the next section.

Some ISPs require you to manually setup the DNS settings; if this is the
case, you will need to enable this function and enter the DNS IP Address.

Some ISPs use Host Name and Domain Name to authenticate the user; if
this is the case, you will need to enter the following:

Host Name: Enter the name of the gateway.

Domain Name: Enter the domain name provided by your ISP

Some ISPs require you to input the LAN card’ s Mac address; if this is the
case, you will need to enter the following:

MAC Address: Enter the PC’'s LAN card MAC address. This PC is the one that
you originally connected your Internet connection to.

Kain menu
ISP ADDITIOMAL SETTINGS
TIME ZONE

SETIH G " Your ISP requires you to manually setup DNS settings

DEYICE IP
SETTINGS DNS 1P Address [0 o n 10

| ISP SETTINGS

[ Your ISP requires you to input Host Name or Domain Name

ISP ADDITIONAL
SETTINGS

Host Name: IWireIess

WIRELESS Domain Name: |
SETTINGS

MODEM ™ Your ISP requires you to input WAN Ethernet MAC
| SETTINGS

| SAVE & RESTART MAC Address: |00 Js5 |42 |35 |25 |89

Logout < Back| | NexT >

MNOTE: Please click "Mext' to enter inputted data.

NOTE!\ _
Some ISPs may only recognize your PC’'s LAN card MAC
address as a legal user. In this case, you will have to copy the LAN card

MAC address of that PC and input it in the MAC address field.
For WIN 95/98 you can run winipcfg to see the LAN card Mac address
For WIN 2000/NT you can run ipconfig/all to see the LAN card Mac address

22



In the Wireless Settings section, you can configure the ESSID, Channel, WEP
Encryption and the level of WEP Encryption settings.

ESSID
The ESSID is a unique name shared among all points in a wireless network.

CHANNEL
To avoid interference, users should choose a proper Channel in wireless network.

WEP

WEP (Wired Equivalent Privacy) is method of encrypting data that is transmitted
over your wireless network to ensure data security. If you would like to use this
function, then please select the encryption key size (40 Bit or 128 Bit).

If the Encryption (40 Bit or 128 Bit) option is checked, then you must enter the
encryption key manually.

Main menu
WIRELESS SETTINGS
SETINGS ESSID [wireless
ISP SETTINGS
 40{64) Bit ey 140 E In In o
ISP ADDITIOHAL
Default Key: ey 20 E In In In
I
ey 4]0 o o o o
MODEM
NCP- T/ i ) )
0 0 0 0 0
Logout I':' I':' I':'
< Back || Next >
MOTE: Please click "Mext’ to enter inputted data.

23



The modem settings screen is where you can setup the asynchronous port as:

1) A backup connection to the Cable/xDSL connection.
2) A dialup Internet access connection

To enable the modem function for the asynchronous port - Click on the Dialup
Modem When Cable/xDSL is not connected square shown on the screen
below and then input the ISP account information

External IP: If your ISP requires you to input an IP address, please input the IP
address here. Otherwise leave it as the default setting (0.0.0.0).

Modem string settings —some modems require specific communication strings.
The modem string settings section allows you to specify strings on the router so
that it can communicate with your modem (if required). If you would like to
change the baudate speed, you can do so in the baudrate settings field.

FODEM SETNGS

TIME ZOME
SETTINGS I Dialup Modem When Cable/=DSL is not connected
DEYICE IP
SETTINGS ISP Phone Number: |
User Hame: I
ISP SETTINGS
Password: |
ISP ADDITIONAL Retype Passworid: |

SETTINGS

Idle Time: |3I] minutes LI

WIRELESS

SETTINGS , , ,
If your ISP requires you to input IP Address, please input the IP

MODEM Address. Otherwise leave it as default settings. {(0.0.0.0)
SELTINGS External IP: [0 I o o

SAYE & RESTART

MODEM STRIMG SETTINGS

Logout Baudrate Settings : | 115200bps(28.8K/33/BK/56K modem or ISDN TA) = |
Pre-Initial String: |AT
Initial String: [AT S0=1
Dialup String: [ATDT

24



After you have finished making all the changes on the various pages, please click
Save & Restart to save the settings and to restart the device. After the device
has restarted, the device will function according to the saved settings.

E‘“‘lerROU'l'el’ Cable/xDSL Wireless Router

H‘-’E" Internet DEYICE DEYICE SETUP ADWANCED SYSTEM —
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Main menu
SAVE & RESTART

TIME ZOHE

AN ey You have successfully configured the settings for the device.

';E‘,i',f,fﬁ'g MNOTE: After you have finished making all the changes on the
various pages, please click Save & Restart to save the
settings and restart the device. After the restart, the device
will function according to the saved settings.

ISP SETTINGS

ISP ADDITIONAL 5 . i
SETTINGS Click Save & Restart to save the seftings and restart the device!

WIRELESS
s save & mesranr)

MODEM
SETTINGS

SAYE & RESTART

Logout

Copyright @ 2002

During the startup process the LED of the device will blink. Please wait until the
LED lights have stopped blinking before proceeding.

E'herROUier Cable/xDSL Wireless Router

Home Internet DEYICE DEYICE SETUP ADYANCED SYSTEM
Gateway INFORMATION STATUS WIZARD SETTINGS TOOLS

HELP

The device is saving the settings and will restart. During the
startup process the LED of the device will blink. Please wait
until the blinking of the device stops before proceeding. The
Home page will be lopaded automatically after restart is
completed!

Please wait a moment!

Copyright & 2002

25



Logout
Click Logout if you would like to leave/logout the router s web based

configuration page. When you logout other computers can configure the device.

Click Yes - the screen will close.
Click No - the screen will not close.

e
You have successfully logout!

‘--:r] Tl g e e e T b i P e
b s, il o e s sl

=] s |
Thanks for using Wireless Router!
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Device Information

Device information displays the current settings of the wireless Internet
gateway.

EtherRouter Cablerdbst Wikeleds Routly

Home Internet DEYICE DEYICE SETUP ADYANCED SYSTEM

Gateway INFORMATIOHN STATUS WIZARD SETTINGS TOOLS A

Main menu
CABLE/xDSL WIRELESS ROUTER INFORMATIOMN

Device Name: Wireless
IP Address: 192.168.2.1
Private LAN Mac Address: 00:95:42:36:25.88
Public WAN {Cable/=DSL) Mac Address: 00:95:42:36:25:859

Firmware Yersion: %4.73 200208/31)
Logout

Copyright @ 2002

Device Name
The host name of the wireless Internet gateway

IP Address
The IP address of the wireless Internet gateway

Private LAN Mac Address
The Mac address of the wireless Internet gateway LAN port

Public WAN (Cable/xDSL) Mac Address
The Mac Address of the wireless Internet gateway WAN Ethernet port

Firmware version
Displays the Firmware Version and its release date
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Device Status

Device status displays the current connection status of the Internet gateway.

Main menu

WAN Ethernet DEVYICE STATUS
CablesDEL: Active MODEM BACKUP Cable/xDSL Madem

Connect by DHCP

G ateway: 192165, 100.1 -
AN IF:192.168.100.958

Metmash: 255 255 255.0

DNS:192.168.100.1 7
RENEW l

Modem Backup:

todem: Hot Active

Device IP:

IP:92 16821
LAN
AL 22 A3 COBEGF 24
AN
hAC 00008 CAZDEE

DHoP Lo

WIRELESS
Logout

DHCP LOG
LAM IP: 192.168.2.2 , MaAC: 00:90:CC:0OB:B8C:OB

Modem Backup

The modem (asynchronous port) can be used as a backup Internet connection
(dialup) to the Cable/xDSL connection or as an Internet access connection. If the
current connection is via the backup modem, it will show “Modem: Active,”
otherwise it will show “Not Active”.

Device IP
Shows the Device IP address, private LAN Mac address and public WAN Mac
address of the wireless Internet gateway.

Release and Renew

Click the Release button - the Wireless Internet Gateway will disconnect with the
ISP.

Click the Renew button - the Wireless Internet Gateway will connect with the ISP.

DHCP Log

Click DHCP Log button, the screen will display the current DHCP client
information.
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Advanced Settings l

The Advanced settings section includes settings for the DHCP server, virtual
server static routing, dynamic routing, filter settings and administration settings.

’5@ Pliie et it Fiuned e (st

A username and password will appear. Type “admin” e imes

in the user name box, and type the password that you e
have setup the device to (by default there is no password) :__: :M

and then Click OK. The Advanced Settings page will I e s el

appear as shown below. —

By default the Wireless Internet Gateways DHCP server is enabled. If you would
like to disable the DHCP server, unclick the square circled in red below.

Main menu
DHCF SERYER DHCP SERYER SETTINGS
SETTINGS

VIRTUAL SERVER @Enable DHCGP Server Functions
SETTINGS

P CCESS CONTROL IP Address Pool Range
| SETTINGS From: 192168.2 . |2

ROUTING To: 19216582 . |100
SETTINGS

_ IP Address Reservation

FILTER
SETTINGS MAC Address: [00 - |65 - 1o - |23  |os - |oa

ADMINISTRATION IP Address: 192.158.2.'2? m

SETTINGS

DYHMAMIC DNS
SETTINGS I~ (1) 00:20:CC0EB:2C:ER 122.168.2.64

URL FILTER
SETTINGS

E-MAIL m

| ALERT

HEGTE SusmiT)

IP Address Pool Range

The IP address pool contains the range of IP addresses that will be used by the
device’'s DHCP server to automatically assign IP addresses to your network
clients.

The Default IP address range is from 192.168.2.2 to 192.168.2.100
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IP Address Reservation

The IP address reservation setting allows you to save fixed private IP address to
specific computer/network clients.

MAC Address: Enter the MAC address of the PC or server.

IP Address: Enter the IP address that you want to reserve for the above MAC
address.

The Virtual server settings allows clients on the Internet to access certain
services on your LAN via the Internet. You can use the IP mapping function to
access a FTP server or a Telnet server etc. remotely through Internet.

The DMZ function re-directs all packets (regardless of services) going to your
WAN IP address to a particular LAN client/server. If you would like to enable the
DMZ function, enter an IP address in the DMZ IP field. The value ‘0 means that
the DMZ function is disabled.

The difference between the virtual server and the DMZ function is that the virtual
server re-directs a particular service/lnternet application (e.g. FTP, websites) to a
particular LAN client/server, whereas DMZ re-directs all packets (regardless of
services) going to your WAN IP address to a particular LAN client/server.

Kain menu

VIRTUAL SERVER SETTINGS
SETTINGS
g 19216220 >
YIRTUAL SERYER
Internal IP Service Port Range
01. 152.168.2[0 E ~o FTP 021
SETTINGS Telnet 23
02 192.168.2[0 [p ~[o e
03. 192.168.20 p ~[p D 7
04.192.1683.2.f0 o ~p S
SEHGS 05 192.168.2f0 o ~fp POF2 110
Mews 144
- 0 f s
07 192.162.2.0 o ~|o SNIMP-irap 162
08. 192.168.2.0 E ~fo
09 192,168 20 o ~[p
URL FILTER
10. 192.168.2.[0 o ~p
11. 152.168.20 o -
 — 12. 192.168.20 E ~p

Losas 13.192.168.20 § ~p
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The Access control settings allow you to define the Access Control list.

The First option is " Disable Access Control List”, which disables this function.
The Second option is "Enable Grant Access List”, which allows you to define a
list of MAC address. Only packets with these MAC address can pass through the
router.

The Third option is "Enable Deny Access List”, which allows you to define a list

of MAC address. Packets with these MAC address cannot pass through the
router.

For the second and third options, type in the MAC address, and click* Add’to
add a MAC address to the access control list. The list will be shown, and can be
deleted by clicking the *Del button.

Eth'E"Rﬂ“ier Cable/xDSL Wireless Router

Homae Internel DEVICE DEVICE SETUP ADVANCED SYSTEM

[P — INFORMATION  STATUS WIZARD  SETTINGS ToOLS L
Main menu

DHCP SERYER
SETTIMGS

YIRTUAL SERVER
SETTIMGS

ACCESS CONTROL
SETTINGS nable GrEnt ACCass

ROUTING able Deny Access List
SETTINGS

ger with the correct wireless
fings has access to the wireless
niebwirk,

FILTER

SETTIMGS
Enable Grand Access List  Any user who is on the Grant Access
ADMINISTRATION H H
et List and has the correct wireless
setlings has access 1o the wiraless
DYNAMIC DMNS network.

SETTINGS

Enable Deny Access List  Any user who is on the Deny Access List is
et L denied access 1o the wireless network

E-MAIL

SETTINGS 2. Click Submit to send your request to the Home Internel Gateway.

Logout
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Enable Grant Access List

DHCFP SERYER
e ACCESS CONTROL SETTINGS

LTS LIS 1, Select the Access Control List helow

SETTINGS
|Enab|e Grant Access List LI

>
[x]
x}
m
w
w
x}
=]
H
=]
=
=]
=

SETTINGS

ROUTING 2. For each user, enter the MAC address of their wireless network
SETTINGS adapter and then click Add.

MBI Mac Address [0 cfaa (BB cJec oo fFF

ADMINISTRATION
SETTINGS

The defined wireless users are allowed to access the LAN network
DYHAMIC DHS

SETTINGS y F s
The maximurm number of users on this list is 32

URL FILTER
SETTINGS :

m 001023060427

E-MAIL
=EREA 3. To delete a MAC address from the list, make sure that the checkbox is
Logout checked and click Delete.

Ll

4. When you are finished, click Submit to send your reguest to the

Enable Deny Access List

DHCP SERYER

ST ACCESS CONTROL SETTINGS

¥IRTUAL SERYER
SETTIHGE

1. Select the Access Control List below

IEnahIe Deny Access List Li
ACCESS CONTROL

SETTINGS
ROUTING 2. For each user, enter the MAC address of their wireless network
SETTINGS adapter and then click Add.
FILTER . I | I .
Pl MAC Address IO (06 pa s o fa
ADMINISTRATION J°T-0-]

SETTIHNGE

The defined wireless users are denied to access the LAN network
DYNAMIC DNS

SETTINGS : i i
The maximum number of users on this list is 32.

URL FILTER
SETTINGS

Vi

r  O00BEOCSBED-90

E-MAIL
SETTINGS
3. To delete a MAC address from the list, make sure that the checkhox is
Logout checked and click Delete.
Bey

4. When you are finished, click Submit to send your request to the
Wireless Internet Gateway.
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The Static routing settings allow the Wireless Internet Gateway to route IP
packets to another network (subnet). The routing table stores the routing
information so that your network device knows where to redirect the IP packets.

Maim menu
DHCF SERVER ROUTING TABLE

SETNNGS
STATIC ROUTING TABLE

WiIRTUAL SERVEIR
SETIINGS

Desbimatanm Lk | | |

A ddress

BCCESE CONTROL

Submat Mack :| - | - | - |
ROUTIHG Gaktoway 1P Address :| ; | ; | ; |
SETTINGH

2N -

ZETIIRES
I B 68 2552552530 Ll
OVHAMIC ONT
EETTINGE
DY NAMIC BOLITING

SEMD | Dizable "l RECEIVE |Dizable -

Logout
E- L ]

WOTE: Pleaga click Submil to entar nputiad data

Destination IP Address
The destination IP is the address of the remote network to which you want to
assign a static route.

Subnet Mask
The subnet mask of your network IP address.

Gateway IP Address
The IP address of the interface used to link to the remote network.

Dynamic routing settings allow the Wireless Internet Gateway to route IP
packets to another network automatically. The RIP protocol is used to do the
dynamic routing, it basically communicates routing information with other routers
periodically.

SEND option — choose the routing protocol (routing information) you wish to
transmit to other routers on your network.

RECEIVE option - choose the routing protocol (routing information) you wish to
receive from other routers on your network.
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The LAN Filter Settings allow the administrator to define whether a local user is
permitted to access the Internet. To activate this feature, check LAN Side Filter
Enabled and then define a filtering policy. To define a filtering policy, enter the IP
address range, enter the network port number and select the transport
protocol(s).

For example, to prevent local users with IP addresses (ranging from 101 to 200)
from accessing websites (HTTP service - port 80), the settings are as follows,

LAN Side Filter Enabled: Enabled
Default LAN Side Filter: Pass

Filter: Block

Protocol: TCP

IP Address Range: 101 ~ 200
Destination Port Range: 80 ~ 80 (HTTP)

Back
LAMN FILTER SETTINGS

LAN FILTER

SRR ¥ LaAN Side Filter Enabled

WAN FILTER Diefault LAMN Side Filter ¢ Block & Pass
SETTINGS

Logout
Filter Entry

¥ Block " Pass

Protocols: Ir‘["\” "I

IP Address Range

From: 192 B8 100 |0
To: f192 fie8  jioo [100
Destination Part Range: |20 ~f21

LAM Side Filter Table:

M Bleck TCP 192.168.100.101192.168.100.200 80 ~ 80

8=
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The WAN Filter Settings allow the administrator to define whether
remote/outside user(s) is permitted to access the private local area network. To
activate this feature, check WAN Side Filter Enabled and then define a filtering
policy. To define a filtering policy, enter the IP address range, enter the network
port number and select the transport protocol(s).

Back
WaAMN FILTER. SETTINGS

LAM FILTER

SETTIMGS

W waN Side Filter Enabled

WAN FILTER . . <
Default WaAM Side Filter © Block % Page

Logout

Filter Entry
& Block " Pass

Protocols: IAII 'I

IP Address Range

From: [211 |21 o Al

To: 211 2@ o |
Destination Part Range: (30 ~fa0
&Aoo

WA Side Filter Table:

BusmMmIT )

For example, to prevent remote users with IP addresses (ranging from
211.21.0.1 to 211.29.0.1) from accessing your LAN's virtual Web server (port 80),
the settings are as follows,

WAN Side Filter Enabled: Enabled

Default WAN Side Filter: Pass

Filter: Block

Protocol: ALL

IP Address Range: 211.21.0.1 to 211.29.0.1
Destination Port Range: 80 ~ 80 (HTTP)
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PASSWORD SETTINGS
You can setup the Wireless Internet Gateway so that a password is required in
order to access its web-based configuration pages. This password will be

required the next time you want to configure your Wireless Internet Gateway. To

setup a password, type your password in the new password field and type it
again in the retype password field to reconfirm.

NOTE !

i

It is important to remember your password. If for any reason
you lose or forget your password, press the small reset button

located on the back of the device for 5~6 seconds. The Reset action will
reset the device to the factory default settings. In factory default the user
name is admin and there is no password

DHCP SERYER
SETTINGS

¥IRTUAL SERYER
SETTIHGS

ACCESS CONTROL
SETTIHGS

ROUTING
SETTIHGS

FILTER
SETTIHGS

ADMINISTRATION
SETTINGS

DYHAMIC DHS
SETTIHNGS

URL FILTER
SETTINGS

E-MAIL
ALERT

Logout

ADMINISTRATION SETTINGS
PASSWORD SETTINGS

The new password will be used to authenticate the user when
configuring the device.

Mew Password: |*’"*""""""'*

Retype Password: I"""""""*

SYSTEM ADMINISTRATION

HTTP Port No: IBD

[ Allow remote user to configure the device
Remote administration host

IP Address: |0 o o o

¥ Allow remote user to ping the device
SYSTEM LOG

[T Enable System Log Function

Log server IP address [0 o i (] : |EI

MISCELLANEOUS

¥ Force to reconnect PPPoE if packets can not Send/Receive
from PPPoE connection

SYSTEM PARAMETERS
" Enable TCP MTU Adjustment Function

MTU Setting |15EIEI

UPnP
[T Enable UPRP Function
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SYSTEM ADMINISTRATION

This allows remote user(s) to configure and administrate the Wireless Internet
Gateway from a remote site (through the Internet).

The default value of the HTTP port is 80. You can select a different port number
for the remote web-based configuration page

The default IP address of the remote administration host is: 0.0.0.0. (IP address
0.0.0.0 means that any remote PC can access and manage the Wireless Internet
Gateway from a remote site).

You will have to enable the “Allow remote user to configure the device” to
use this function. Once you have enabled this function, type the device's WAN IP
address and the HTTP port No (e.g. http://192.168.100.1:1023) into the
browser of the specified remote administrator.

| http://<WAN IP Address>: <Port No>

NOTE ‘ If the above HTTP port number (NOT PORT 80) for the remote
administrator(s) is changed then the LAN administrators must
enter the same changed port number in order to access the
device s web-based configuration, e.g. Device LAN IP address
with HTTP port no (http://192.168.2.1:1023)

SYSTEM LOG

The System Log function allows the administrator to assign an IP address to a
server on which a log server is running. When a particular event occurs, the
router will send a notification to the log server. The log server can then present
the log to the administrator/user. [Free log server can be downloaded from
Internet, such as Kiwis SysLog Daemon]

Miscellaneous

Some ISPs require you to force a PPPoE re-connection when the Internet
connection cant send or receive packets.
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System Parameter

The System Parameter allows you to set the MTU value (Maximum Transmission
Unit) for your Internet connection. If you would like to enable the MTU setting,
click on the square circled above. The default MTU value is 1500 bytes.

Some ISPs restrict the packet size for a PPPoE connection. Use the system
parameter to change the MTU to cater to the ISP’ s connection requirement.

UPNP

The Universal Plug and Play (UPnP) function allows Windows XP to
automatically configure the router for various Internet applications (such as
gaming and videoconferencing).
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The Dynamic DNS (DDNS) service allows you to locate a domain name (web
server) whose public IP address is dynamically assigned. The DDNS server
provides a central public database where information can be stored and retrieved.
The dynamic DNS server also stores password protected information and
accepts queries based on e-mail address.

If you would like to use the DDNS function, you will have to register with a DDNS
service provider, and enter the following information provided by the DDNS
service provider:

Host Name: Enter the host name for your DDNS account.

User Name: Enter the user name for your DDNS account.

Password: Enter the password for your DDNS account.

Use wildcards

If you use DYNDNS as your DDNS service provider, you can enable the Use
wildcards feature. The wildcards feature - any URL request that contain your
domain name (www.router.com), as part of its URL domain name
(e.g.http://broad/router.com) request, will be given your dynamic IP address.

Main menu

DHCP SERYER DYMNAMIC DMNS SETTINGS

SETTINGS

YIRTUAL SERYER

SEERNGS I use a dynamic DNS service

ACCESS CONTROL

E-MAIL
ALERT

SETTINGS Service Pruuiderlw.dyndna.nrg 'vl
ROUTING Host Namel
SETTINGS
Domain Namel
FILTER
SETTINGS User Namel
ADMINISTRATION Pawurdl
SETTINGS
St AT TR I use wildcards
SETTINGS
URL FILTER
SETTINGS SusmMIT)

Logout
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The URL Filter settings prevent users from accessing certain websites on the
Internet. The router can block sites based on specify words or letters. Sites will
be blocked if any of these words or letters is part of the website's name (URL) or
newsgroup hame.

Main menu

DHCP SERYER URL FILTER SETTIMNGS
SETTINGS

P ———— ¥ Enable URL Filter Functions

SETTINGS

warwy. Kino. com
ACCESS CONTROL

SETTINGS

ROUTING
SETTINGS

FILTER
SETTINGS Delete [ Clear List |

ADMINISTRATION

SETTINGS Filter String: |5ex Add

DYHAMIC DHS
SETTINGS

URL FILTER SBusmir)

SETTINGS

E-MAIL
ALERT MOTET: "http:/" is not allowed in URL Filter Funtion. Please do not enter

"hitp: A" into filter string.
MOTEZ: Please click "Submit’ to enter inputted data.

Logout
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Your router can periodically email you a log of security-related events (such as
denied incoming service requests and administrator logins).

The router can also email you an immediate alert when it detects a significant
security incident; such as a known attack directed at your IP address, a computer
on the Internet scanning your IP address for any open ports and someone on
your LAN (Local Area Network) trying to visit a blocked site.

Fill out the settings on the screen below if you would like to have alerts and logs
sent to you by e-mail,

Main menu
DHCP SERYER E-MAIL ALERT
SETTINGS

I Turn E-mail Notification On
VIRTUAL SERVER

SETTINGS Send aAlert And Logs ¥Yia E-mail

ACCESS CONTROL Your Outgoing Mail Server: |

SETTINGS
Send To This E-mail Address: |

ROUTING
SETTINGS

When someone attempts to visit Blocked Sites, router will

EEEN send logs according to Below schedule.

SETTINGS
& None
ADMINISTRATION :
SETTINGS  Immediately
T Hourly

DYHAMIC DNS
SETTINGS " Daily

URL FILTER |123E":| "'I =AM T P.M

— T When log is full.

E-MAIL
ALERT

S Susmim)

When you have filled in all the settings for the E-Mail Alert page, please
click on the Submit button to proceed to the next page ...
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When you have finished making all the changes on the various pages above,
please click Save & Restart to save the settings and to restart the device. If you
would like to configure the setting(s) again, click on a function (see screen below),
this will link you to that particular function's configuration screen. After the device

restarts (reboots), the device will function according to the saved settings.

Save & Restart lets you save the inputted settings to the Wireless Internet

Gateway and then restarts (reboots) th

e device.

I DHCP Server Settings

“fou can configure the device to function as a DHCP
sencer for the wotstations on the LAN.

I Access Control Settings

Click Access Control to grant or deny users aceess to
the wireless netwod.

I Filter Settings

LM Side Filterand wiaM Side Filter Settings

I Dynamic DNS Settings

“ou can configure your dynamic DNS senvice and
wildcards function.

E-MAIL Alert

E-mdail Alert can be sentwhen someone on your
LaM tries to wisit a blodied site.

==

button to save the changes to the device.
Mew settings will take effect after the device ha

Start to save the submitted settings and restart i

MOTE 1: Please continue the advanced setup by clicking the option®:
MOTE 2: Once you have submitted all the necessary settings, please click the SAVE & RESTART

You have successfully submitted the settings to the device!

I Virtual Server Settings
“fou can configure your private LAN servers to be
accessible from Internet.
I Routing Settings
“fou can configure Static Routing and Dynamic
Routing here.

¥

Administration Settings
“fou can configure Fasawoerd Settings ,Remote
Administration, Miscellaneous and MTU here.

* URL Filter Settings
Allows wou to filter out any URL, which ¢an either be a
web address or contain the specified string.

L= Save & Restart ™

5 been restarted.
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System Tools

System tools

The System Tools detects the status of the Wireless Internet Gateway.

The event messages displays the possible hacker attacks that have occurred on
the Wireless Internet Gateway. Up to 32 hacker attacks may be logged in this
manner (see screen below).

Main menu

INTRUDER
DETECTION LOG

DISPLAY
ROUTIMG TABLE

SAVE SETTINGS

LOAD SETTINGS

UPGRADE
FIRMW ARE

RESET DEVICE

=
(2]

Logout

INTRUDER DETECTION LOG

‘Index
(1
2
2
“
(5

(&)

Timne
03/31/2002
18:28:43
03/31/2002
18:28:47
03/31/2002
18:28:55
03/31/2002
18:29:09
03/31/2002
18:29:37
03/31/2002
18:30:33

Protocol

P

Seurce IP
(Port)

64.4 13 50
(1863)
64.4.13.50
(1863)
64.4 13 50
(1863)
64.4.13.50
(1863)
64.4 13 50
(1863)
64.4.13.50
(1863)

[
‘Dest TP (Port) Event

192.168.100,98
(18447)
192.168.100.58
(18447)
192.168.100,98
(18447)
192.168.100.58
(18447)
192.168.100,98
(18447)
192.168.100.58
(18447)

TCP
Intruder

TCP
Intruder
TCP
Intruder
TCP
Intruder
TCP
Intruder

TCP
Intruder

The routing tables screen below displays the device s current static routing

configuration.

Main menu

INTRUDER
DETECTION LOG

DISPLAY
ROUTIMNG TAELE

SAVE SETTINGS

LOAD SETTINGS

UPGRADE
FIRMWARE

RESET DE¥ICE

Logout

DISPLAY ROUTING TABLE

Type
INTF
ITF

Destination LAN IP

Address

192.168.2.0

192.168.100.0

Subnet Mask

255.255.255.0

255.255.255.0

Gateway IP
Address

192.168.2.1
192.168.100.98

Hop
Count

1
1
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The System diagnostics screen shows the device s configuration information. It
also checks the device to make sure that everything is functioning properly.

EiherROUier Cable/xDSL Wireless Router

Home Infernet DEVICE SETUP ADVANCED SYSTEM

G DEVICE HELP
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Main menu
SYSTEM DIAGNOSTIC

INTRUDER
DETECTIO G Configuration

DISPLAY

O i AEIE Firmware Wersion: w455

ISP Settings

IP assigned method: Assigned by ISP DHCR server
IP address: 0.0.0.0

Gateway IF address: 0.0.0.0
DME Server IP address: 0.0.0.0
Telephone Murmber:

Dial-up User Mame:

ldle Timeaout: 30 minutes

Pre Initial String: AT

UPGRADE Initial String: AT 50=1

FIRMV ARE Dialup String: ATDT

RESET DEVICE Device Settings

Device |P address as: 192.1658.2.1
Device MNetwork Mask: 25652652650
DHCP Server: Enabled

Fool from: 192.168.2.2

Fool te: 182.168.2.100

Logout

Diagnosis

ISP Status

Cable / xD3L IP address: 192.168.100.57
ISP Gateway IP address: 192.168.100.1
DMNS IP address: 192.168.100.1

Moderm (async) IF address: 0.0.0.0

Link Status
CahlefxDSL Connected
LAM Connectad

Current WAMN connection
CabledxDSL Connected

LAMN MAC Table
LAMN IP: 192.168.2.2 . MAC: 00:90:cc:0b:Sc:8hb

WAMN MAC Table
LAMN IP: 192.168.100.24 . MAC: 00:90:cc:15:6c: fe
LAM 1P 192 168.100.1 | MAC: 12:34:56:78:90:12




The Save Settings screen allows you to save the device' s configuration to a file.
Click Save File to save your current settings to a file. Then click save to save
this file to your disk.

EiherRoU'er Cable/xD5L Wireless Router

H“E“ Internet DEVICE DEVICE SETUP ADYANCED SYSTEM i
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Mt eIy SAVE SETTINGS

INTRUDER

DELEGRILITIED S Click Save File to save your current settings to a file. Then

click save this file to disk in the browsing wizard.
DISPLAY

ROUTING TABLE

SAVE SETTIMGS

LOAD SETTIMNGS

UPGRADE
FIRMW ARE

RESET DEVICE
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The load default settings screen allows you to load the factory default settings to
your device.

E'herROU'er Cable/xDSL Wireless Router

Home Internet DEVICE SETUP ADVANCED SYSTEM

G DEVICE HELP
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Back
LOAD DEFAULT SETTINGS

LOAD DEFAULT
SETTINGS Load Default Settings will load the factory default settings for

- the device. Please click on the START button to proceed.

FROM FILE

Mote. The Device IP Address will be reset to 192.168.2.1 after
Load Default.

Copyright & 2000

The load settings from file screen allow you to load a previously saved file to the
device again.

E'herROU'l'er Cable/xD5L Wireless Router

Home Internet DEVICE DEVICE SETUP ADVANCED SYSTEM

Gateway INFORMATION STATUS WIZARD SETTINGS TOOLS HELP

Btk LOAD SETTINGS

LOAD DEFAULT . : ;
SETTINGS Click Load Settings to load settings from a saved file.

LOAD SETTINGS
FROM FILE

Load Settings File: I B, |

Copyright © 2000
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The upgrade firmware screen allows you to upgrade the latest firmware to your
device.

E'herROUier Cable/xDSL Wireless Router

H°E“ Internet DEVICE DEVICE SETUP ADVANCED SYSTEM S
ateway INFORMATION STATUS WIZARD SETTINGS TOOLS

Main menu
UPGRADE FIRMWARE

INTRUDER
DEIECIIONLOE Enter the firmware file path into the box and click START to
DTS proceed with the new firmware upgrade.

ROUTING TABLE

° Firrmware Upgrade File: e

SAVE SETTINGS
LOAD SETTINGS

UPGRADE
FIRMW ARE

RESET DEVICE

Logout

The Reset Device screen allows you to restart/reboot the device. Click on the
START button to restart/reboot the device.

Ethernouter Cable/xDSL Wireless Router

Home Infernet DEVICE DEVICE SETUP ADVANCED SYSTEM

Gateway INFORMATION STATUS WIZARD SETTINGS TOOLS LAk

Main menu
RESET DEVICE
INTRUDER

DEFECIIHESESS Resetting the device will restart it. Please click on the START

button to proceed.
DISPLAY

ROUTING TABLE

s E2asrEs)
DIAGNOSTICS

SAVE SETTINGS

LOAD SETTINGS

UPGRADE
FIRMW ARE

RESET DEVICE

Logout

Copyright © 2002
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How ConTiguring Your PCs Connect To
The Cable/xDSL Wireless Router

If you do not want to set a static IP address for your PC, you will need to
configure your PC to request an IP address from the gateway.

1.

2.

3.

Click Start button, select Settings, then select Control Panel

Double-click the Network Icon

In the configuration tab, select the TCP/IP protocol line that is associated
with your network card/adapter. If there is no TCP/IP line listed, you will need
to install the TCP/IP now.

Network ki

Configuration | Identificatinn! Access Control!

The follawing network components are inztalled:

[ Microsoft Metwork Moritor Driver -» DialJp &dapter :_!
- Microsoft Metwork Maritor Driver < PCI10/100 Fast Ethe
& TCPAP - Dial-Up Adapter

¥ TCP/IP > PC 10100 Fast Ethemet ddapher
w5 File and printer sharing for Microsoft Metwarks -
i | 3

Add... | Remave | Properties |

Frimary Metwork Logon:
Clignt far Microsoft Metworks ;i

File and Frint Sharing... |

i~ Description
TCPAP iz the protocal you use to conhect ta the Interet and
wide-area netwarks.

ar. I Caticel
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4. Click the Properties button, then choose the IP ADDRESS tab. Select
Obtain an IP address automatically.

TCP/IP Properties E

Bindrgs | Advanced | Mewlins |
DMS Configuration I Gateway l %NS Configuration  IP Address

An IP address can be automatically assigned to this computer.
If your netwark does not automatically assign IP addresses, ask
your network. adminigtrator for an addrezs, and then type it in
the space below.

* {Obtain an P address automaticalle

" Specify an IP address:

(]9 I Cancel |

5. Then select the DNS configuration tab to add a DNS IP address. If you do
not wish to add a DNS IP address you can select the Disable DNS function.
Press OK. You have completed the client settings.

6. After clicking OK, windows might ask you to restart the PC. Click Yes.

TCP/IP Properties K

Bindings | Advanced | NetBIDS
DNS Configuration I Gateway l 'WINS Configuration I P Address

o

st I [ Gy I

DS S enver Searst Hrdey

. . . Sdd
HEemuve: |

=

AT et Seanch Hrden

I Sdd |
Hemove |

oK I Cancel |
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1. Click Start button, select Settings, then Control Panel

2. Double-click the Network Icon

3. Inthe configuration window, select the TCP/IP protocol line that is
associated with your WIRELESS network card/adapter. If there is no TCP/IP

line listed, you will need to install the TCP/IP now.

4. Click the Properties button, then choose the IP ADDRESS tab. Select
Obtain an IP address automatically.

5. Then select the DNS configuration tab to add a DNS IP address. If you do
not wish to add a DNS IP address you can select the Disable DNS function.
Press OK. You have completed the client settings.

6. Double Click Wireless Utility taskbar.

7. Click Configuration Tab.

% 2:40 PM

= Wireless LAN 11Mbps PC Card Ttility

Wireless utility icon
Link Info | Confignration | Encryption | About |

State |A$&:uciated - Bai ID = 00:02:B3:86.DE:D0

Current Channel IT

Current T Bate |2 Mbite's

Tx |16,1 12 Rx |3?,?Dﬁ

Link Cality:  Excellent (1004

|— Throughput (Brtesf=c)

EEEEREERENNREEEEEENR
Signal Stength:  Ghood (BO%)
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=i Wireless LAN 11Mbps PC Cand Ttility

Link Info Configuration IEnJ:r}rpﬁonIAbout |

tMode Ilnfras*trw:ture L]

SSID [Wirsless VPN |

T Rate IFqu}rJ'Luh:nmaﬁc "I
B2 Mode IDisabled vI

Chamnel | =

Festore Defau.ltsl Undo Changes I Apply Changes I

Mode: Select “Infr astructure” mode
SSID: Enter the same SSID as Wireless Internet Gateway
Tx Rate: Select “Fully Automatic”

PS Mode: Select “Disabled”

Channel: The Wireless Card will automatically detect the channel of the Wireless
Internet Gateway

8. Click Encryption Tab.
Encryption (WEP): Enter the same Wireless Internet Gateway settings

9. Click OK and Restart your Wireless PC
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There are two tools which are great for finding out a computers IP ¢ onfiguration:
MAC address and default gateway.

® WINIPCFG (for windows 95/98)

Inside the windows 95/98 Start button, select Run and type winipcfg. In the
example below this computer has an IP address of 192.168.2.100 and the
default gateway is 192.168.2.1. The default gateway should be the network
(Router) device' s IP address. The MAC address in windows 95/98 is called

the Adapter Address.
NOTE ! You can also type winipcfg in the DOS command.
IP Configuration 2 =] i
— Ethernet &dapter Information
Adapter Address 00-90-CC-A2-F&-04
IF Address 192.168.2.100
Subnet Maszk 205 285 2550
Drefault G atewan 192.168.2.1
Q. I Releaze Henew
Feleaze All | Henew all More Info » >
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® |PCONFIG (for windows 2000/NT)

In the DOS command type IPCONFIG and press Enter. Your PC IP information
will be displayed as shown below.

¥ cdffdfffrge

Gz~ripoconfig

Windowsz 2880 IFP Configuration

Ethernet adapter Local Area Connection:
Connection—specific DHS Suffix
IR Address: & & & & & & & & & 4 172.168.2.188

Subnet Mask . . . . . . . . . . 255.255.255.8
Default Gateway . . . . . . . . 172.168.2.1

Ethernet adapter Local Area Connection 2

Media State . . . . . . . . . . Cable Disconnected

Gon>

This concludes the user manual.

Should you require further assistance or have other inquires please contact your
distributor.
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