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Plaintiff Free Speech Coalition, Inc. (“Free Speech Coalition”), by and through 

undersigned counsel, alleges and complains against the above named defendants as follows: 

NATURE OF THE CASE 

1. This is a civil action for declaratory judgment and injunctive relief. Plaintiff, a 

trade association, seeks on behalf of itself and its members a declaration that Utah’s Child 

Protection Registry Act, Utah Code Ann. § 13-39-101 et seq. (the “CPR Act”) is pre-empted by 

Section 7707(b) of the Controlling the Assault of Non-Solicited Pornography and Marketing Act 

of 2003, 15 U.S.C. § 7701 et seq. (“CAN-SPAM”), and violates various provisions of the United 

States Constitution and the Utah Constitution. Plaintiff further seeks a preliminary and 

permanent injunction enjoining the operation, effectiveness and enforcement of the CPR Act. 

2. Utah’s CPR Act’s purported purpose is to protect minors (i.e., Utah citizens under 

the age of eighteen) from receiving and viewing electronic mail (“email”) messages which 

“advertise” products or services which cannot be lawfully sold to minors and/or contain material 

which is “harmful to minors” as that term is defined by Utah Code Ann. § 76-10-1201(4). While 

this purpose is laudable, the CPR Act is overbroad, creates more problems than it solves, 

potentially exposes minors to an increased risk of receiving unwanted and inappropriate email, 

unduly burdens and restricts the rights of plaintiff, its members and other legitimate business 

persons (collectively “e-marketers”) who use the Internet as an effective tool of commercial 

expression, and creates the kind of unworkable “balkanization” of email regulation that the 

federal preemption provisions of CAN SPAM are designed to prohibit.  

3. Among other things, the CPR Act (a) creates a database of minor email addresses 

that might be illegally obtained and used by unscrupulous and irresponsible persons, including 

off-shore spammers and pedophiles who will not be deterred by any of its provisions, (b) fails to 

make a distinction between those email messages which are truly harmful to minors and 
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legitimate commercial email messages that do not actually harm their sensitivities or encourage 

unlawful conduct, (c) imposes an undue burden on the most responsible e-marketers, i.e., those 

who will actually attempt to conform their practices to the requirements of the CPR Act, (d) 

makes it illegal for plaintiff and other e-marketers to engage in commercial activity that is 

lawfully allowed for other more traditional marketers in the State of Utah, and (e) impermissibly 

chills the free speech rights of plaintiff and others. 

4. The United States Congress has already determined that the global scope of the 

Internet makes it impossible for the individual states to regulate email and other Internet 

activities without imposing inconsistent and unfair burdens on interstate and foreign commerce, 

and that the direct regulation of email should be left to the exclusive purview of the federal 

government.  

5. The State of Utah does not have a valid interest in over-regulating plaintiff and 

other e-marketers, and the broad, overarching scope of the CPR Act (a) legislates an area which 

has been preempted by the CAN-SPAM Act, (b) impermissibly burdens interstate commerce, (c) 

violates rights of free expression protected under the First and Fourteenth Amendments to the 

United States Constitution and/or Article I, Section 15 of the Utah Constitution, and/or (d) treats 

plaintiff and other e-marketers different than more traditional marketers under the law, in 

violation of Article I, Section 24 of the Utah Constitution. 

PARTIES 

6. Plaintiff Free Speech Coalition is a trade association which was founded in 1991 

and incorporated in the state of California. The mission of the Free Speech Coalition is to assist 

its members in the exercise of their First Amendment rights and in the defense of those rights 

against censorship. The Free Speech Coalition represents more than 3,000 member businesses 

and individuals involved in the production, distribution, sale and presentation of non-obscene, 
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adult–oriented materials. Members of the Free Speech Coalition include filmmakers, producers, 

distributors, wholesalers, retailers and Internet providers located throughout the United States. 

The Free Speech Coalition and its members make use of bulk commercial email to advertise 

their goods and services by sending non-fraudulent email messages addressed to recipients who 

have affirmatively given their consent to receive such email under a “double opt-in” method of 

consent, or its operational equivalent and The Free Speech Coalition and its members from time 

to time have historically and would like to continue to send non-obscene, adult–oriented 

materials through such permission based e-mail marketing but are chilled from doing so by the 

Utah statute at issue in this case and further have a serious and reasonable apprehension and fear 

of criminal liability –namely that unless plaintiff and its members pay the fees and comply with 

the draconian provisions of the statute at issue they will be prosecuted criminally. By a “double 

opt-in” method of consent is meant a method by which a recipient of bulk commercial email both 

affirmatively consents, or “opts in” to receiving such email in the course of its dealings with the 

sender, and then confirms such consent by responding to an email sent to the recipient and/or 

clicking on a link contained in such an email. The Utah CPR Act requires that even double opt-in 

email be subject to such CPR Act and that fees be paid by plaintiff and its members even for e-

mail addresses that are fully double opt-in and in full compliance with the Federal Can-Spam 

Act. 

7. The State of Utah (the “State”), through the Utah State Legislature (the 

“Legislature”), enacted the CPR Act, which became effective on July 15, 2005. Unless 

immediately enjoined, the State, through its Governor, Attorney General, Department of 

Commerce and/or Division of Consumer Protection, will enforce the provisions of the CPR Act, 

causing irreparable harm to plaintiff, its members and other e-marketers. 
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8. The Department of Commerce (the “Department”) is a department within the 

executive branch of the State. Through its Division of Consumer Protection, the Department has 

been granted the authority to promulgate rules under the CPR Act, and to enforce its provisions. 

Unless immediately enjoined, the Department may take efforts to require the Division of 

Consumer Protection to enforce the provisions of the CPR Act through the initiation of 

administrative investigations, the issuance of cease and desist orders and/or the imposition of 

administrative fines, thereby causing irreparable harm to plaintiff, its members and other e-

marketers. 

9. The Division of Consumer Protection is an administrative agency within the 

Department (the “Division”). The Division has been granted the authority to promulgate rules 

under the CPR Act, and has been instructed to enforce its provisions through administrative 

investigations, cease and desist orders and/or administrative fines. If not immediately enjoined, 

the Division may exercise its authority to administratively enforce the provisions of the CPR 

Act, thereby causing irreparable harm to plaintiff, its members and other e-marketers. 

10. Mark Shurtleff is the Attorney General of the State of Utah and is sued in his 

official capacity. Mr. Shurtleff is the chief legal officer of the State, and is charged with the duty 

of representing its interests, including its interest in enforcing its statutes and sustaining the 

validity of enactments of the State’s legislative branch. If not immediately enjoined, Mr. 

Shurtleff may take efforts to enforce the provisions of the CPR Act through civil lawsuits and/or 

criminal prosecutions, thereby causing irreparable harm to plaintiff, its members and other e-

marketers. 

11. Francine Giani is the Executive Director of the Utah Department of Commerce, 

and is also the Director of the Division of Consumer Protection in the Utah Department of 

Commerce. She is sued in said official capacities. If not immediately enjoined, Ms. Giani may 
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take efforts to require the Utah Department of Commerce Division, and the Division of 

Consumer Protection, as an agency of the Department, to enforce the provisions of the CPR Act 

through the initiation of administrative investigations, the issuance of cease and desist orders 

and/or the imposition of administrative fines, thereby causing irreparable harm to plaintiff, its 

members and other e-marketers. 

JURISDICTION AND VENUE 

12. This case arises primarily under the United States Constitution and the laws of the 

United States and presents federal questions over which this Court has original jurisdiction under 

Article III of the United States Constitution and 28 U.S.C. § 1331. 

13. Pursuant to 28 U.S.C. § 1367(a), this Court has supplemental jurisdiction over any 

related claims arising under the Constitution and laws of the State of Utah. 

14. Venue is proper in this district under 28 U.S.C. § 1391(b). 

GENERAL ALLEGATIONS 

A. The Internet 

15. The Internet is a decentralized, local medium of communication that links people, 

institutions, corporations and governments around the world. It is a giant computer network that 

interconnects innumerable smaller groups of linked computer networks and individual 

computers, and through which text, images and sounds are transported and displayed. 

16. Although exact estimates are difficult due to its constant and rapid growth, the 

Internet is currently believed to connect millions of users worldwide. 

17. The Internet is a unique, rapidly evolving medium of human communication and 

commerce. By its very nature, the Internet does not have any borders. Thus, persons who speak 

or do business over the Internet are able to make their communications, goods and services 

available to computer users throughout the country and around the world.  



 

   7

18. Given the broad reach of the Internet, it is virtually impossible for a local law or 

regulation to have a purely local effect. 

B. How the Internet Works 

19. In its most basic terms, the Internet works because individual computers/networks 

have the technological capacity to “link” or interact together in a way which allows the user of 

one computer/network to send information, in a variety of forms, from its own computer/network 

to the computer/network of another. 

20. In the United States, most people access the Internet through companies known as 

internet service providers (“ISPs”). Home Internet users are likely to contract on a monthly or 

annual basis with an ISP, and typically access that ISPs network over a “dial-up” telephone line, 

or a higher-speed connection such as a cable, “DSL”, or wireless circuit. Some ISPs charge a 

monthly fee, but some provide their users with free or very low-cost internet access. National 

“commercial online services,” such as MSN and America Online, serve as ISPs and provide 

subscribers with additional services, including access to email accounts and emailing software. 

C. Email 

21. Email is one of the simplest and perhaps most widely used methods of 

communication over the Internet.  

22. Email has become an increasingly attractive, inexpensive and effective means of 

communication. It is estimated that in the year 2005, approximately 11.5 Billion email messages 

are being sent in the United States each day, and approximately 26.1 Billion are being sent each 

day world-wide. 

23. An email address is a series of characters combined together in a unique format 

which identifies both the individual computer user and the particular computer network or 

“domain” to which that user links for purposes of obtaining and sharing information over the 
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Internet. By way of example, an individual computer user by the name of John Doe who 

maintains a contract with MSN as its ISP might have the email address jdoe@msn.com. The 

“jdoe” portion of the email address identifies the computer user (the “individual identifier”), 

whereas the “msn.com” portion of the email address identifies the ISP network or “domain” to 

which Mr. Doe links to obtain information over the Internet (the “domain identifier”). 

24. The individual computer user can select any available combination of characters 

as his or her individual identifier, and there is typically no way to determine, from the email 

address alone, the computer user’s legal identity (i.e. his or her legal name), address, physical 

location, state of residence, age, or other personal information. This anonymity is one of the 

features that makes email an increasingly attractive form of communication. 

25. To send an email message the sender uses its emailing software on his or her 

individual computer to compose an email message. Once the email message has been composed, 

the sender’s individual computer transmits the email message to the network which the sender 

uses to access and share information over the Internet (the “sender’s domain”). The sender’s 

domain then uses the recipient’s domain identifier to search the Internet and locate the network 

which the recipient uses to access and share information over the Internet (the “recipient’s 

domain”). Once the recipient’s domain is found, the sender’s domain “links” to the recipient’s 

domain and transmits the email message. The recipient’s domain receives the email message 

and, using the individual identifier, locates the intended recipient of the email message. The 

recipient’s domain then delivers the email message to the recipient’s email account, typically a 

section of the recipient’s domain which has been separately assigned to the individual recipient’s 

email address, and which should be accessible only by the email account holder and/or those 

persons with knowledge of the recipient’s password. The recipient uses his or her individual 

computer to link to the recipient’s domain, and, using his or her password, accesses his or her 



 

   9

email account, where he or she can then open and view the email message. Through the wonders 

of modern technology, all of this occurs in a matter of seconds. 

26. Emails frequently pass through multiple computer networks, and travel across 

multiple transmission lines, in multiple states, before reaching the intended recipient. For 

example, an email sent by one Utah resident to another Utah resident may be routed through any 

number of computer servers located in states outside the State of Utah. 

27. Individual computer users can often access their email accounts and view their 

email messages from any computer, located anywhere in the world. 

28. There is typically no limit to the number of email accounts and/or email addresses 

an individual can open, and many persons hold more than one email account and/or email 

address. 

29. Lists of email addresses, particularly active email addresses, have commercial 

value and are bought, sold or leased regularly in interstate commerce. As such, many of the 

companies which assemble and maintain their own email address lists zealously guard the 

privacy of such lists and carefully limit or control access to such lists by third parties. 

D. Email Marketing 

30. As email has become an increasingly popular method of communication, it has 

become an increasingly attractive tool for individuals and businesses wishing to market products 

and services to the national and/or international public. 

31. Many legitimate businesses, including plaintiff and some members of plaintiff 

herein, collect email addresses from their own customers (and potential customers) and maintain 

their own internal email lists which they then use to send promotional materials, newsletters, 

advertisements and offers. Other businesses, including some of plaintiff’s members herein, 

partner with legitimate e-marketing companies (service companies who have expended 
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considerable time and money to gather, collect and compile extensive email mailing lists), and 

pay these e-marketers to send out emails containing their promotional materials, newsletters, 

advertisements and offers.  

32. There are also a large number of unscrupulous persons and businesses, including 

(without limitation) pedophiles, who misuse email as a means of bombarding computer users 

with a significant amount of unwanted and often inappropriate email messages. Commonly 

referred to as “spammers,” many of these less scrupulous persons and businesses operate 

offshore and/or under pseudonyms, making it incredibly difficult or virtually impossible to track 

them down or enforce laws against them.  

33. It is estimated that legitimate businesses in the United States spend a substantial 

amount on email advertising annually, and that such advertising generates many millions of 

dollars a year in revenue for these legitimate businesses and constitutes a substantial portion of 

our national economy. 

34. Given the large number of people who use email on a daily basis, and the 

significant amount of revenue generated by email marketing (legitimate and illegitimate) on an 

annual basis, “good” email lists—i.e., those known to contain active email addresses, have 

become an increasingly valuable commodity. 

E. The CPR Act and the Division’s Administrative Rules 

Key Provisions of the CPR Act 

35. The CPR Act does four things. First, it authorizes the Division to create (either on 

its own or through contract with a third party) a registry of email addresses which purportedly 

belong to or may be accessed by Utah minors. Second, it makes it unlawful for “any person” to 

send any prohibited email to any email address listed in the registry which has been registered 

for more than thirty (30) days. Third, it establishes criminal, administrative and civil enforcement 
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mechanisms. Fourth, it requires any e-marketer who wishes to send a commercial email that may 

ultimately be received by a recipient located in Utah to submit its proprietary email list to the 

Division (and/or its third party contractor), and pay a fee to the Division (and/or the third-party 

contractor) to have its email list “scrubbed” against the registry. 

Creation of the Registry 

36. Section 201 of the CPR Act requires the Division to “establish and operate a child 

protection registry” (the “Registry”), “to compile and secure a list of contact points,” or to 

“contract with a third party to establish and secure the [R]egistry,” and requires the Division to 

“implement the [R]egistry . . . beginning on July 1, 2005.” U.C.A. § 13-29-201(1) & (2)(a). 

37. Section 102(1) of the CPR Act defines a “contact point” as any “electronic 

identification” to which a communication may be sent,” and initially includes only email 

addresses. Id. § 13-29-102(1). Pursuant to Sections 101(1)(b) and 201(2) of the CPR Act, the 

term “contact point” may be extended in the unspecified future to include instant message 

identities, cell phone numbers, telephone numbers, facsimile numbers and/or other similar 

electronic addresses. See U.C.A. §§ 13-29-101(1)(b) & -201(2). 

38. Section 201(3)(a) of the CPR Act allows any “person” to register with the 

Division any email address which either belongs to a Utah minor, or may be accessed by a Utah 

minor, including those belonging to and accessed primarily (if not exclusively) by adults. See id. 

§ 13-29-201(3)(a). 

39. Section 201(3)(b) of the CPR Act allows a “school or other institution that 

primarily serves minors” to register its entire domain name with the Division, and thereby 

register every email address on its domain, even those belonging to adult faculty and staff. Id. § 

13-29-201(3)(b). 
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Prohibited Emails 

40. Once an email address has been listed on the Registry for at least thirty (30) 

calendar days, Section 202(1) of the CPR Act makes it unlawful for any person to “send, cause 

to be sent, or conspire with a third party to send a communication” to that email address if the 

communication “(a) advertises a product or service that a minor is prohibited by law from 

purchasing; or (b) contains or advertises material that is harmful to minors. . . .” U.C.A. § 13-29-

202(1).  

41. The CPR Act does not specifically define the products and services “that a minor 

is prohibited by law from purchasing,” but effectively prohibits the transmission to any 

registered email address any email communication that in any way advertises, promotes or 

features, among other things, alcohol, tobacco, gambling and prescription drugs. Because there is 

nothing in the CPR Act that expressly requires the email to advertise “primarily” such goods or 

services, it potentially outlaws any email message that even tangentially references or refers to 

such goods and services, or contains a link to any website which may, knowingly or 

unbeknownst to the sender of the email, contain a reference to a prohibited good or service. 

42. The term “harmful to minors” is defined by reference to U.C.A. § 76-10-1201, 

and essentially outlaws any email message that contains or advertises material with sexual 

content, in any form. 

Enforcement 

43. The CPR Act provides for civil, criminal and administrative enforcement: 

a. Section 301 of the CPR Act (i) calls any violation of the CPR Act a 

“computer crime,” and (ii) renders each prohibited email a separate criminal violation. U.C.A. § 

13-29-301(1) & (4). 
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b. Section 302 of the CPR Act (i) allows a private cause of action to be 

brought by the “user” of a registered contact point and/or his or her “legal guardian,” (ii) allows 

the recovery of the greater of actual damages or $1,000 in statutory damages, and (iii) mandates 

an award of “costs and reasonable attorney fees” to the prevailing party in any such lawsuit. Id. § 

13-29-302. 

c. Section 303 of the CPR Act requires the Division to “investigate 

violations” and “assess cease and desist orders and administrative fines.” Id. § 13-29-303. 

Compliance 

44. In order to comply with the provisions of the CPR Act, email marketers like 

plaintiff and its members must either (a) refrain from sending any even potentially prohibited 

email messages to any email address, including those addresses which belong to adult users 

inside and outside of the State of Utah, or (b) submit its proprietary email lists to the Division 

(and/or its third party contractor) every thirty (30) calendar days to determine which of its email 

addresses might be listed on the Registry and then refrain from sending any even potentially 

prohibited email message to the identified email addresses. 

45. Section 202(2)(a) of the CPR Act requires the Division to “provide a mechanism 

under which a person” desiring to send email messages “may verify compliance with the registry 

to remove registered contact points from the person’s communications.” Id. § 13-29-202(2)(a). 

46. Pursuant to the authority granted it under Section 203 of the CPR Act, the 

Division has promulgated administrative rules establishing (a) a procedure for registering email 

addresses on the Registry, and (b) a mechanism under which persons such as plaintiff and its 

members “may verify compliance with the [R]egistry to remove registered contact points from 

the person’s communications.” U.C.A. § 13-29-203. 
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47. Pursuant to Section 13-29-201(1)(b) of the CPR Act, the Division has entered into 

a contract with Unspam Technologies, Inc. (“Unspam”), and has delegated its authority to create 

and maintain the Registry to Unspam.  

a. Unspam markets itself as “an Illinois-based business and government 

consulting company helping to draft and enforce effective anti-spam laws.” Upon information 

and belief, Unspam’s business model is centered around (a) its ability to secure passage of child 

protection registry statutes in as many states as possible, (b) its ability to defend such statutes 

against constitutional and other challenges, and (c) its ability to secure contracts with these states 

to create and maintain their registries, and perform the required scrubbing services. Upon 

information and belief, Unspam was one of the chief lobbyists for the CPR Act, and was 

instrumental in convincing the Legislature that the CPR Act was not pre-empted by the CAN-

SPAM Act, and did not violate the provisions of the United States Constitution and/or Utah 

Constitution.  

b. Pursuant to the terms and conditions of R152-39-3(1) of the Utah 

Administrative Code (“U.A.C.”), any email address may be registered on the Registry simply by 

providing Unspam with “(a) the email address the person desires to register; (b) an affirmation 

that a minor has access to the email address; (c) an affirmation that the minor who has access to 

the email address is a Utah resident; and (d) an affirmation that the person registering the email 

address is a parent or guardian of the minor who as access to the email account.”  

c. Neither Unspam nor the Division are required to take any action to verify 

the accuracy of the information provided by the registrant, or to confirm that the email address in 

fact belongs to or is accessible by a Utah minor, and there are no penalties for misrepresenting 

these facts. 
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d. Upon information and belief, Unspam’s proprietary software is new, and 

will be put to real time use for the first time in connection with the Registry created by the CPR 

Act. Upon information and belief, there is no way to know for sure whether Unspam’s software 

is truly secure, or whether the addresses maintained on the Registry could be unlawfully 

accessed by spammers, pedophiles, and other would be hackers. Indeed, the Legislature 

recognized this risk by requiring the Division to post on its website a disclaimer warning 

potential registrants that the security of the registered email addresses could not be guaranteed, 

and might be a greater risk of misappropriation. 

48. Pursuant to Section 202(2) of the CPR Act the Division has established a 

procedure whereby e-marketers such as plaintiff and its members can have their proprietary 

email lists “scrubbed” by Unspam to identify those email addresses contained on the Registry 

and thereby avoid sending to those addresses a potentially prohibited email message.  

a. Pursuant to R152-39-4, any e-marketer “desiring to verify compliance 

with the [R]egistry shall provide” to Unspam (1) “the name, address, and telephone number of 

the marketer,” (2) “the specific legal nature and corporate status of the marketer,” and (3) “the 

name, address and telephone number of a natural person who consents to service of process for 

the marketer.” 

b. The e-marketer must then submit its proprietary email list to Unspam, and 

pay the Division a fee of $0.005 for every email address on its email list. See U.C.A., R152-39-4. 

c. Using its own proprietary technology, Unspam then generates a list of 

those registered email addresses which are contained on the e-marketers mailing list. 

d. For providing this statutorily mandated service, Unspam will receive 4/5 

of the total fee paid to the Division by the e-marketer. 
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49. If the email marketer “scrubs” its email lists in accordance with Section 202(2) of 

the CPR Act, there is nothing in the CPR Act or the Division’s administrative rules that actually 

immunizes the e-marketer from liability if for some reason the process fails to identify a 

registered email address. 

G. Security Risks and Privacy Concerns 

50. The Registry creates a master list of active email addresses, particularly those 

belonging to and/or accessible by Utah minors.  

51. As a compilation of active email lists, the Registry will become an attractive 

target for would-be hackers, including off-shore spammers and pedophiles, who seek to quickly 

and inexpensively obtain a list of valid email addresses and/or verify the validity of their existing 

email lists, and who are the least likely to comply with the provisions of the CPR Act. 

52. Unscrupulous persons or entities could obtain information from the Registry in at 

least two ways. First, they could pose as a legitimate e-marketer, present an email list to Unspam, 

pay the required fee, and not only verify the email addresses as active, but identify which of 

those email addresses belong to or may be accessible by Utah minors. Second, they could hack 

into Unspam’s system and steal the ready compiled list of active email addresses. 

53. As a necessary result of compliance with the procedures created by the CPR Act, 

e-marketers will be forced to maintain a database of those email addresses identified on the 

Registry. These databases will be maintained on the computer networks of every legitimate e-

marketer who chooses to comply with the CPR Act, and could also be unlawfully obtained by 

hackers, including offshore spammers and pedophiles. 

54. Should the Registry or any discrete portion thereof find its way into the hands of 

these unscrupulous hackers, the result would be an increase in the amount of email messages, 
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particularly pornography and other inappropriate messages, being sent to the very persons the 

CPR Act seeks to protect. 

55. There can be no guarantee that either Unspam’s proprietary software or the 

security features on the networks of the various e-marketers can fully prevent against unlawful 

access by such hackers.  

56. Although the CPR Act contains provisions prohibiting the unlawful use and 

acquisition of the Registry, these provisions are not likely to deter the most unscrupulous 

hackers, and will be difficult to enforce. 

57. The Federal Trade Commission (“FTC”) issued a report to the United States 

Congress in June 2004, recognizing these risks and concerns, and recommended against the 

creation of a National Do Not Email Registry.  

58. The Utah Legislature likewise acknowledged these potential risks and concerns, 

expressly requiring the Division to specifically disclose them to potential registrants: 

The division shall provide a disclosure to a person who registers a 
contact point under this section that reads: “No solution is 
completely secure. The most effective way to protect children on 
the Internet is to supervise use and review all email messages and 
other correspondence. . . . While every attempt will be made to 
secure the Child Protection Registry, registrants and their 
guardians should be aware that their contact points may be at a 
greater risk of being misappropriated by marketers who choose to 
disobey the law.” 

U.C.A. § 13-29-201(3)(c). 

H. Pre-emption Under Section 7707 of the CAN-SPAM Act 

59. In 2003, the United States Congress (the “Congress”) enacted the CAN-SPAM 

Act in an effort to combat the increasing pervasiveness and negative consequences of unsolicited 

email messages. 
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60. One primary purpose of the CAN-SPAM Act was to harmonize inconsistent state 

statutes aimed at combating the proliferation of unsolicited email messages through the 

promulgation of a uniform national regime. 

61. Recognizing the national and international scope of the Internet in general, and of 

email in particular, and acknowledging the need and importance of uniform regulation of this 

national and international mode of communication, Congress included in Section 7707 of the 

CAN-SPAM Act language expressly pre-empting the ability of state and local governments to 

individually regulate commercial email messages: 

(1) In general  

This chapter supersedes any statute, regulation, or rule of a State 
or political subdivision of a State that expressly regulates the use 
of electronic mail to send commercial messages, except to the 
extent that any such statute, regulation, or rule prohibits falsity or 
deception in any portion of a commercial electronic mail message 
or information attached thereto.  

15 U.S.C. § 7707(b) (1) (2003) (italicized emphasis added).  

62. In enacting the CAN-SPAM Act, Congress specifically considered the creation of 

a national do not email list, expressly authorizing the FTC to prepare a plan for the 

implementation of such a nationwide registry. The FTC ultimately concluded, however, that such 

a registry was not feasible, would increase the prevalence of unsolicited email messages, and 

would expose our nation’s children to even more inappropriate content. 

63. Section 7707(b)(2) of the CAN-SPAM Act exempts from pre-emption only those 

state regulatory schemes that are not “specific” to email, or that relate to “acts of . . . computer 

crime.”  

The CPR Act Is Specific to Email 

64. The CPR Act is specific to email, and is therefore preempted by CAN-SPAM. 

The CPR Act prohibits the transmission of any commercial email message to any registered 
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email address insofar as the email message contains prohibited content, and its specific purpose 

is therefore the regulation of commercial email.  

65. Although the CPR Act may eventually allow the registration of and thereby 

regulate communications to other “contact points” besides email messages, such as instant 

messaging identities, cellular phone numbers, telephone numbers, and facsimile numbers, the 

CPR Act applies initially only to email addresses, and the Registry will not be made available to 

any other “contact point” (if at all) until some unspecified future time. See U.C.A. § 13-29-

201(2)(b) & (c).  

The CPR Act is Not a Computer Crimes Statute 

66. Section 301(1) of the CPR Act characterizes a violation of its provisions as a 

“computer crime” in an attempt to avoid application of Section 7707 of the CAN-SPAM Act.  

67. The sending of a prohibited email message to a registered email address does not 

constitute a “computer crime”; and is not a “computer crime” as that term has been defined 

elsewhere in the Utah Code, or as it is commonly understood in the law. 

H. The Cost of Compliance and the Effects on Interstate Commerce 

68. In order to comply with the CPR Act and avoid liability for sending an 

inappropriate email to a registered email address, legitimate e-marketers like plaintiff and its 

members will be required to either (a) disclose its proprietary email list to Unspam on a monthly 

basis, and pay the fee to have its list “scrubbed” against the Registry, or (b) refrain from sending 

any emails containing any even potentially inappropriate content to any email address for fear 

that the email address may be listed on the Registry. Compliance under either of these scenarios 

will result in significant costs and burdens to legitimate e-marketers, including plaintiff and its 

members, and will unduly and unreasonably burden interstate commerce. 
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The Cost of Scrubbing Email Lists Against the Registry 

69. The average member of plaintiff maintains an email list containing thousands of 

email addresses, and it will therefore cost the average member of plaintiff a substantial amount 

of money per month to have Unspam scrub its email list against the Registry.  

70. Plaintiff itself currently maintains an email list containing thousands of email 

addresses, and thus it will cost a substantial amount of money per month to have Unspam scrub 

its email list against the Registry.  

71. Upon information and belief, Unspam’s system does not currently interface with 

Mac and Linux based systems. E-marketers, including (without limitation) plaintiff’s members 

who maintaining their email address lists on these systems will either be unable to comply with 

the CPR Act, or will be required to convert their lists into a compatible system, at significant 

cost.  

72. In order to interface with the Unspam system and have its emails scrubbed 

plaintiff and its members will be required to make a number of hardware and software changes to 

their existing systems, at a significant cost. 

73. In addition to the hard cost of having Unspam scrub their email list, legitimate e-

marketers, including plaintiff and its members, will be required to (a) create and maintain their 

own secure database of those email addresses identified as being on the Registry, (b) review all 

of their email messages for any content that is even potentially prohibited under the CPR Act, 

and (c) insure that such email messages are not sent to any of the registered email addresses. 

Plaintiff estimate that the internal cost of implementing these procedures will cost millions 

thousands of dollars per year. 

74. Legitimate e-marketers such as plaintiff and its members have contracts and 

privacy agreements with their advertising partners or clients for whom they do email advertising 
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which require that their email lists be kept confidential, and that they not be sold or otherwise 

disclosed. The advertising partners themselves often have similar contracts and privacy 

agreements with their customers. Compliance with the provisions of the CPR Act may result in 

breaches of these underlying contracts and privacy agreements, and could result in damage 

awards and attorneys’ fees and costs, further escalating the cost of compliance. 

75. These additional costs will ultimately be passed through to the consuming public 

inside and outside of the State of Utah, impacting consumers nationwide and imposing an undue 

and unreasonable burden on interstate commerce. 

The Cost of Refraining From Sending Any Potentially Inappropriate Email 

76. Insofar as the cost of “scrubbing” the emails becomes prohibitive for plaintiff and 

other e-marketers, or is prohibited by existing contract and/or privacy agreements, the only way 

to comply with the CPR Act would be to refrain from sending to any email address any message 

that contains any potentially inappropriate content. In this regard, the CPR Act effectively 

regulates conduct that occurs wholly outside the State of Utah, imposes Utah’s standards on the 

citizens of other states, and imposes an undue and unreasonable burden on interstate commerce. 

Other Effects on Interstate Commerce 

77. The Internet, like other interstate and international communication systems, is by 

its very nature an instrument of interstate commerce, and constitutes an area of the economy and 

society that by its unique nature demands cohesive national treatment. 

78. Although the CPR Act purports to regulate the content only of email messages 

sent to a Utah resident, such emails frequently pass through multiple computer networks, and 

travel across multiple transmission lines, in multiple states, before reaching the intended 

recipient. Moreover, because email accounts can frequently be accessed from any computer, any 
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where in the world, there is no way to know whether the recipient is actually in Utah at the time 

the email is received, opened and reviewed.  

79. The CPR Act regulates the content of email messages based on predominately 

local standards, prohibiting email messages in anyway advertising products or services that 

cannot be lawfully purchased by minors in the State of Utah (and which may or may not be 

unlawful for minors to purchase in other states), as well as email messages containing material 

which is “harmful to minors” under Utah Code Ann. § 76-10-1201(4), a definition which 

depends, in part, on the “prevailing standards in the adult community” in the State of Utah as a 

whole. If each state implements its own regulations, as Utah and Michigan have now done, 

regarding what information can be legally distributed to minors (or others) via email, interstate 

commerce will be greatly inhibited and disrupted as email marketers throughout the country (and 

the world) try to discern what can and cannot be communicated to the registered email addresses 

in the various jurisdictions. As a result, email marketers will be forced to self-censor all of their 

email messages and conform them to the standards of the most restrictive jurisdiction(s), or 

create multiple email messages tailored to the standards of each individual state. This imposes an 

undue and unreasonable burden on interstate commerce. 

80. The CPR Act also prohibits interstate (rather than intrastate) communication, 

prohibiting the transmission of prohibited emails originating from e-marketers in one state to 

minors residing in Utah. 

81. The CPR Act likewise prohibits email communications to an email account 

belonging to a resident of a state other than Utah, merely on the representation that the account 

may be accessed by a minor residing in Utah, and thereby prohibits interstate communications 

outside the State of Utah. 
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82. Although the CPR Act requires the registrant to affirm at the time of registration 

that the registered email act belongs to or is accessible by minors residing in the State of Utah, 

there is nothing in the CPR Act or the Division’s rules that requires the registrant to remove the 

email address from the Registry if the minor moves out of State, and thus the CPR Act 

effectively regulates interstate communications outside the State of Utah. 

I. The CPR Act’s Effects and Burdens on Free Expression 

83. The irreparable impact of the CPR Act on email speech in general, and on the 

expressive rights of plaintiff and its members, in particular, are far reaching. 

84. Commercial speech is protected under the First and Fourteenth Amendments of 

the United States Constitution and Article I, Section 15 of the Utah Constitution. 

85. The CPR Act requires e-marketers and their advertising partners, including 

Plaintiff, to self-censor all of their email communications, and to send to registered email 

addresses only those emails that do not contain prohibited material under the CPR Act. In this 

regard, the CPR Act constitutes a content based, prior restraint on commercial speech. 

86. The terms of the CPR Act and its implementing regulations are vague and 

overbroad in at least the following ways. 

a. The CPR Act imposes criminal, civil and administrative penalties against 

anyone who sends a prohibited email to a registered email address, even if that person first 

scrubs their email list against the Registry in accordance with Section 202(2) of the CPR Act and 

R152-39-5 and an email address for some reason slips through.  

b. The CPR Act allows for the registration not only of those email addresses 

belonging to a minor, but of any email address even potentially accessible by the minor. 

Likewise, while the Division and/or Unspam have created a mechanism by which persons can 

remove their email address from the registry when the minor reaches the age of eighteen, there is 
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nothing in the CPR Act or the Division’s rules requiring removal. As such, the CPR Act unduly 

burdens free speech among adults. 

c. There is nothing preventing persons from registering email addresses on 

the Registry that do not actually belong to and are not actually accessible by minors within the 

State. Although the CPR Act purports to limit the Registry only to email addresses owned by or 

accessible to minors residing in the State of Utah, and although R152-39-3 technically requires 

registrants to affirm that these prerequisites are met at the time of registration, neither the 

Division nor Unspam are required to verify the accuracy of such representations, and neither the 

CPR Act nor the Division’s rules impose any penalty for misrepresentation of these facts. 

d. The CPR Act prohibits the transmission of any email message that in any 

way “advertises” a product or service which a minor cannot lawfully purchase in the State of 

Utah. The term “advertise” is not specifically defined, however, and could be broadly construed 

to include, among other things, (i) advertisements for events which are open to minors but 

sponsored, in whole or in part, by companies who sell prohibited goods or services, (ii) any 

email message which makes any reference to any prohibited item, including an email 

advertisement or newsletter that merely links to a website containing such content, and/or (iii) 

any email advertisement or newsletter relating to prescription drugs, firearms, or any other goods 

or services that may be lawfully acquired by minors with adult consent.  

e. The CPR Act prohibits the transmission of any email message containing 

content that is “harmful to minors,” as that term is defined in Utah Code Ann. § 76-10-1201(4). 

The CPR Act fails to distinguish, however, between material that is “harmful” for older as 

opposed to younger minors.  

f. Insofar as e-marketers determine that it is too cost prohibitive to scrub 

their email list against the Registry, or that existing contract and/or privacy agreements prevent 
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such disclosure, the only effective way to comply with the statute will be to purge all of their 

emails of any content that even potentially violates the provisions of the CPR Act. Because the 

CPR Act prohibits emails that advertise any product or service not lawfully purchased by a 

minor in Utah, regardless of whether minors may acquire such goods or services in other states, 

and because Section 76-10-1201(4) defines the phrase “harmful to minor” to include “prevailing 

standards in the adult community [in the State of Utah] as a whole with respect to what is 

suitable for minors,” the CPR Act effectively imposes Utah’s standards on email recipients in all 

other states. 

g. The CPR Act applies broadly to “any person” and is not limited to e-

marketers or other commercial entities who advertise for profit. There is nothing in the CPR Act 

that would preclude a civil claim, criminal prosecution or administrative action against an 

individual who merely uses email as a forum to share his or her beliefs and views with others 

about the prohibited topics. By way of non-exclusive example, the broad provisions of the CPR 

Act could apply to any individual activist who chooses email as the most effective means to 

advocate changes to Utah’s liquor laws, urge the adoption of a State lottery to fund public 

education, or call for broader rights to purchase and carry firearms. 

87. There are available alternative means to limit a minor’s access to offensive email 

material, and that do not unnecessarily burden free expression or interstate commerce. First, 

parents can monitor their children’s computer and Internet activities, and screen messages in 

their email accounts to identify and delete any offensive messages. Second, many ISPs and 

commercial online services like America Online already provide features that subscribes may use 

to block unwanted emails based on content and thereby prevent children from receiving such 

information. Third, computer owners may acquire special software applications, commonly 

referred to as “filters” or “spam-blockers” to effectively block and filter unwanted email 
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messages and control the content of the messages delivered to their accounts. Each of these 

alternatives, while not perfect, constitute a far less restrictive, and considerably more reasonable 

alternative means of protecting children than the far-reaching restrictions of the CPR Act. For 

parties unwilling or unable to comply with the scrubbing requirements of the Act, the CPR 

effectively reduces all email communications to that which is appropriate for children. 

J. Unequal Impact 

88. The CPR Act prohibits e-marketers and others from sending to any registered 

email address any email message advertising any good or service which it is unlawful for a Utah 

minor to buy, regardless of whether the advertisement is specifically targeted at minors. In this 

regard, the CPR Act prohibits conduct by e-marketers that is not prohibited by television and 

radio advertisers, billboard owners, newspapers, direct mail, or other more traditional forms of 

media. By way of non-exclusive example, there is no Utah law prohibiting a billboard operator 

from displaying an advertisement for Budweiser or some other alcoholic beverage, despite the 

fact that the advertisement may be viewed by minors. Thus, the CPR Act makes an irrational 

distinction between e-marketers on one hand, and more traditional marketers on the other.  

K. Irreparable Harm 

89. If enforcement of the CPR Act is not immediately enjoined, and plaintiff or its 

members are required to comply with its provisions, plaintiff and its members will be irreparably 

harmed in any number of ways: 

a. Insofar as plaintiff or its members decide to comply with the CPR by self-

censoring the content of their email messages and refraining from sending to any email address 

any email messages that contain any potentially prohibited content, plaintiff and its members will 

be irreparably harmed by, among other things: 



 

   27

i. Foregoing their rights of free expression protected under the First 

and Fourteenth Amendments to the United States Constitution and/or Article I, Section 15 of the 

Utah Constitution; 

ii. Foregoing the right to participate in interstate and foreign 

commerce under Article I, Section 8 of the United States Constitution; 

iii. Incurring the additional cost, burden and expense of reviewing the 

content of their email messages to eliminate those messages with any potentially prohibited 

content; 

iv. Foregoing the income they would otherwise receive from 

consumers or from their clients and advertising partners by sending potentially prohibited email 

messages;  

v. Breaching their existing contracts and agreements with clients 

and/or advertising partners whose email messages cannot be sent because they contain 

potentially prohibited content; and/or 

vi. Damaging their relationships with existing and prospective clients 

and/or advertising partners whose email messages cannot be sent because they contain 

potentially prohibited content. 

b. Insofar as plaintiff or its members decide to comply with the CPR by 

scrubbing their email list against the Registry and refraining from sending to any registered email 

address any email messages that contain any potentially prohibited content, plaintiff and its 

members will be irreparably harmed by, among other things: 

i. Foregoing their rights of free expression protected under the First 

and Fourteenth Amendments to the United States Constitution and/or Article I, Section 15 of the 

Utah Constitution; 
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ii. Foregoing their right to participate in interstate and foreign 

commerce; 

iii. Having to disclose their proprietary email lists to Unspam, 

increasing the chance of theft or misappropriation by some third party; 

iv. Incurring the substantial monthly expense of paying Unspam to 

scrub their email list against the Registry; 

v. Incurring the additional cost, burden and expense of maintaining 

an internal database of registered email addresses, reviewing the content of their email messages 

to eliminate those with even potentially prohibited content, and ensuring that such email 

messages are not sent to the registered email addresses; 

vi. Foregoing the income they would otherwise receive from their 

clients and/or advertising partners by sending potentially prohibited email messages to the 

identified email addresses; 

vii. Being forced to breach their contracts with existing clients and/or 

advertising partners whose email messages can no longer be sent because they contain 

potentially prohibited content, subjecting them to potential damages and/or attorneys’ fees and 

costs; and/or 

viii. Being forced to breach their existing contracts and/or privacy 

agreements with their clients and/or advertising partners by disclosing their email list to Unspam, 

subjecting them to potential damages and/or attorneys’ fees and costs;  

ix. Damaging their relationships with existing and prospective clients 

and/or advertising partners whose email messages cannot be sent to the registered addresses 

because they contain potentially prohibited content, or who are unwilling to provide email 

addresses to plaintiff or its members for fear of disclosure to Unspam. 
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FIRST CAUSE OF ACTION 
(For Violation of the First and Fourteenth Amendments to the United States Constitution) 

90. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

91. Among its activities, plaintiff publishes and disseminates by email a newsletter 

and other communications alerting its members and others, and discussing, news, information 

and opinion regarding public questions, and issues of social and political importance that are 

intertwined with its members commercial interests and activities. Such communications may also 

contain advertisements or other commercial speech, or links to web sites containing commercial 

speech. 

92. The email communications of plaintiff and its members are entitle to the full 

protection of the First Amendment to the U.S. Constitution, and defendants’ regulations of 

plaintiff’s and its members’ speech are subject to protection pursuant to a strict scrutiny analysis 

under the First Amendment. See New York Times Company v. Sullivan, 376 U.S. 254 (1964). 

In the alternative, plaintiff’s and its members’ email communications are entitled to protection 

under the First Amendment to the U.S. Constitution as constitutionally protected commercial 

speech. See Central Hudson Gas & Elec. Corp. v. Public Service Commission of New York, 447 

U.S. 557, 566 (1980). 

93. The CPR Act, on its face and as applied to plaintiff and its members, violates the 

First and Fourteenth Amendments of the United States Constitution because it, among other 

things: 

a. Constitutes an unlawful prior restraint on the expressive activities of 

plaintiff, its members and other e-marketers, depriving plaintiff, its members, their advertising 

partners and the members of the consuming public access to constitutionally protected speech, 

and the ability to transmit and receive information via email;  
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b. Prohibits truthful and non-misleading commercial speech; and/or 

c. Is vague and overbroad, prohibiting more expressive activity than is 

necessary to advance any governmental interest. 

94. The restraints and restrictions which the CPR Act imposes on the rights of 

plaintiff, its members and others to engage in expressive activity are not justified by any 

compelling state interest, and are not sufficiently tailored to advance any governmental purpose. 

95. Plaintiff and its members are entitled to an order declaring that the CPR Act is 

void and invalid because it impermissibly interferes with free expression as protected by the First 

and Fourteenth Amendments of the United States Constitution 

96. Plaintiff and its members are also entitled to a temporary, preliminary and 

permanent order from this Court enjoining the operation, effectiveness and enforcement of the 

CPR Act on the basis that it violates the First and Fourteenth Amendments of the United States 

Constitution. 

SECOND CAUSE OF ACTION 
(For Preemption Under Section 7707 of the CAN-SPAM Act) 

97. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

98. The CPR Act constitutes a specific regulation on email and is preempted by 

Section 7707(b) of the CAN-SPAM Act.  

99. Plaintiff are entitled to an order declaring that the CPR Act is void and invalid 

because it is preempted by Section 7707(b) of the CAN-SPAM Act. 

100. Plaintiff are also entitled to a temporary, preliminary and permanent order from 

this Court enjoining the operation, effectiveness and enforcement of the CPR Act on the basis 

that it is preempted by Section 7707(b) of the CAN-SPAM Act. 
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THIRD CAUSE OF ACTION 
(For Violation of the Commerce Clause of the United States Constitution) 

101. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

102. The CPR Act violates Article I, Section 8 (the “Commerce Clause”) of the United 

States Constitution by, among other things: 

a. Impermissibly regulating protected speech of plaintiff and its members 

outside the borders of the State of Utah; 

b. Imposing the community standards and regulations of the State of Utah on 

plaintiff, its members and email recipients nationwide; 

c. Subjecting plaintiff, its members and other e-marketers to inconsistent 

email regulations among the various states; and/or 

d. Unreasonably increasing the costs and burdens of conducting interstate 

commerce for plaintiff, its members and other e-marketers. 

103. The burdens that the CPR Act imposes on interstate and foreign commerce are 

undue, unreasonable and excessive in relation to any local benefits the CPR Act may confer. 

104. The CPR Act is vague and overbroad, prohibiting more interstate and foreign 

commerce than is reasonably necessary to advance any governmental interest. 

105. Plaintiff and its members are entitled to an order declaring that the CPR Act is 

void and invalid because it impermissibly interferes with interstate commerce in violation of the 

Commerce Clause of the United States Constitution. 

106. Plaintiff and its members are also entitled to a temporary, preliminary and 

permanent order from this Court enjoining the operation, effectiveness and enforcement of the 

CPR Act on the basis that it violates the Commerce Clause of the United States Constitution. 
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FOURTH CAUSE OF ACTION 
(For Violation of Article I, Section 15 of the Utah Constitution) 

107. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

108. The CPR Act, on its face and as applied to plaintiff and its members, violates 

Article I, Section 15 of the Utah Constitution because it, among other things: 

a. Constitutes an unlawful prior restraint on the expressive activities of 

plaintiff, its members and other e-marketers, depriving plaintiff, its members, their advertising 

partners and the members of the consuming public access to constitutionally protected 

commercial content, and the ability to transmit and receive information via email;  

b. Prohibits truthful and non-misleading commercial speech; and/or 

c. Is vague and overbroad, prohibiting more expressive activity than is 

necessary to advance any governmental interest. 

109. The restraints and restrictions which the CPR Act imposes on the rights of 

plaintiff, its members and others to engage in expressive activity are not justified by any 

compelling state interest, and are not sufficiently tailored to advance any governmental interest. 

110. Plaintiff and its members are entitled to an order declaring that the CPR Act is 

void and invalid because it impermissibly interferes with free expression as protected by Article 

I, Section 15 of the Utah Constitution. 

111. Plaintiff and its members are also entitled to a temporary, preliminary and 

permanent order from this Court enjoining the operation, effectiveness and enforcement of the 

CPR Act on the basis that it violates Article I, Section 15 of the Utah Constitution. 

FIFTH CAUSE OF ACTION 
(For Violation of Article I, Section 24 of the Utah Constitution) 
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112. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

113. The CPR Act does not operate uniformly, and prohibits conduct by e-marketers 

and internet advertisers, including (without limitation) plaintiff and its members, which is not 

unlawful for other marketers or advertisers 

114. Compliance with the CPR Act would impose a series of unreasonable, arbitrary 

and expensive burdens on plaintiff, its members and other e-marketers and internet advertisers; 

burdens that are not shared by other more traditional marketers or advertisers.  

115. The distinction between e-marketers and internet advertisers and other more 

traditional marketers is arbitrary and unrelated to the State’s stated interest of protecting Utah 

minors from harmful content, and unfairly and unnecessarily burden e-marketers and internet 

advertisers.  

116. Plaintiff and its members are entitled to an order declaring that the CPR Act is 

void and invalid because it impermissibly interferes with plaintiff’s and its members’ rights to 

equal treatment under the law under Article I, Section 24 of the Utah Constitution. 

117. Plaintiff and its members are also entitled to a temporary, preliminary and 

permanent order from this Court enjoining the operation, effectiveness and enforcement of the 

CPR Act on the basis that it violates Article I, Section 24 of the Utah Constitution. 

SIXTH CAUSE OF ACTION 
(For Attorneys Fees’ and Costs pursuant to 42 U.S.C. § 1988) 

118. Plaintiff repeats and realleges the allegations of the foregoing paragraphs of this 

Complaint as if fully set forth herein. 

119. The CPR Act’s restriction of plaintiff’s and its members’ right to engage in 

expressive activity under the First and Fourteenth Amendments of the United States 

Constitution, and its violation of the Commerce Clause of the United States Constitution, 
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constitute a deprivation under color of state law of rights, privileges, and immunities secured by 

the United States Constitution, within the meaning of 42 U.S.C. § 1983. 

120. Pursuant to 42 U.S.C. § 1988, plaintiff and its members are entitled to an award of 

those reasonable attorneys’ fees and costs incurred to prosecute this action. 

PRAYER FOR RELIEF 

WHEREFORE, Plaintiff request the following relief: 

1. An order declaring the Child Protection Registry Act, Utah Code Ann. § 13-29-

101 et seq., void and invalid because it is preempted by Section 7707(b) of the CAN-SPAM Act; 

2. An order declaring the Child Protection Registry Act, Utah Code Ann. § 13-29-

101 et seq., void and invalid because it impermissibly interferes with interstate commerce in 

violation of Article I, Section 8 of the United States Constitution. 

3. An order declaring the Child Protection Registry Act, Utah Code Ann., § 13-29-

101 et seq., void and invalid because it impermissibly restrains and restricts expressive activity in 

violation of the First and Fourteenth Amendments of the United States Constitution. 

4. An order declaring the Child Protection Registry Act, Utah Code Ann. § 13-29-

101 et seq., void and invalid because it impermissibly restrains and restricts expressive activity in 

violation of Article I, Section 15 of the Utah Constitution. 

5. An order declaring the Child Protection Registry Act, Utah Code Ann. § 13-29-

101 et seq., void and invalid because it unlawfully distinguishes between e-marketers and 

internet advertisers on one hand, and more traditional marketers and advertisers on the other, in 

violation of Article I, Section 24 of the Utah Constitution. 

6. A temporary, preliminary and permanent order enjoining the operation, effect and 

enforcement of the Child Protection Registry Act, Utah Code Ann. § 13-29-101 et seq., on the 

basis that it is void and invalid because it: 
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a. Is preempted by Section 7707(b) of the CAN-SPAM Act;  

b. Impermissibly interferes with interstate and foreign commerce in violation 

of Article I, Section 8 of the United States Constitution;  

c. Impermissibly restrains and restricts expressive activity in violation of the 

First and Fourteenth Amendments of the United States Constitution; 

d. Impermissibly restrains and restricts expressive activity in violation of 

Article I, Section 15 of the Utah Constitution; and/or 

e. Unlawfully distinguishes between e-marketers and other more traditional 

marketers in violation of Article I, Section 24 of the Utah Constitution. 

7. For an award of those reasonable attorneys’ fees and costs incurred in prosecuting 

this action, pursuant to 42 U.S.C. § 1988.  

8. For such other and further relief as this Court deems appropriate and just. 

DATED this 17th day of November, 2005. 
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