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Client:
Dr. Martens (www.drmartens.com)

Industry:
Footwear Manufacturer and Distributor

Challenges:
•	 Tape-based backups were laborious and unreliable

•	 Tape-based recoveries were tedious, taking up to four 
or more hours to restore vital data

•	 Need to fortify disaster recovery planning with an 
extra layer of protection

•	 Limited administrative resources required solutions 
that were simple to install and operate

Solution:
Lenovo® Iomega® ix4 Network Storage

Benefits:
•	 Streamlined disk-based backup and recovery 

have increased operational efficiency and lowered 
administrative overhead

•	 Disk-based recoveries can be completed in less than 10 
minutes; 30 days of data is stored on disk to ensure the 
most recent information can be recovered

•	 Streamlined device-to-device data replication has 
optimized data protection

•	 Portable, flexible storage platform facilitates fast moves 
and transport to alleviate disaster recovery concerns

Dr. Martens is a well-known maker of footwear whose iconic styles have been worn by trendy artists, 
counter-culture rebels and everyday people who prefer the bright colors, distinctive yellow stitching, 
patented “Airwair” air-cushioned sole and fashion-forward designs. The company’s first cherry red, 
eight-eyelet work boot recently celebrated its 50th birthday and has become the rugged boot of choice 
for postmen, punk rockers and even a pontiff or two. Amazingly – or not – both Pope John II and the 
Dalai Lama are among the long list of Dr. Martens’ enthusiasts.

The UK-based company has stores, distributors and locations worldwide to support its  immensely 
popular footwear line. In the United States, Dr. Martens Airwair LLC is a subsidiary based in 
 Portland, Ore., which supports domestic sales and operations. According to Shaun Guanco,  system 
 administrator for Dr. Martens Airwair LLC, a small yet efficient IT team supports 150 U.S.-based 
employees with leading-edge technologies. “We don’t have a large IT staff, so we’re always looking for 
innovative solutions to help us increase efficiency and productivity,” he says.

A five-person team oversees the Portland operation, which includes the corporate network, custom 
application development as well as a variety of Microsoft applications, SQL databases and Google 
Gmail. The company was an early adopter of server virtualization and has been consolidating data 
center operations with VMware® for more than six years. Dr. Martens’ production storage foundation 
relies on a legacy IBM Fibre Channel SAN EXP700 platform but the team is considering a move to an 
iSCSI SAN in the future.

THE CHallEngE
In protecting data across both its physical and virtual environments, Dr. Martens was conducting 
daily incremental and weekly full data backups to tape using Acronis backup, recovery and security 
software. Over time, however, the tape-based process became laborious and unreliable. “Tape is great 
for longterm archiving,” Guanco explains, “but it’s terribly inefficient for immediate recovery. Combing 
through tape to recover a file can take a great deal of time.” As the primary person responsible for data 
protection, Guanco discovered that recovering files from tape often could take hours if tapes were 
off site. In some cases, he had to revert to a previous week’s backup, which didn’t contain the most 
up-to-date data. “Tape drives failed all the time,” he notes. “Managing both tape-based backup and 
recoveries takes me away from more relevant duties.”

Another problem was the company’s anxiety over responding effectively in a disaster recovery 
 scenario. There was a growing concern that Dr. Martens might not be able to recover its VMware® 
 environment fast enough if the only recourse was to rebuild from tape. The need to respond quickly 
and effectively to any potential downtime risk as well as the mounting administrative drain of dealing 
with tape-based data protection prompted the team to consider alternatives.

THE SolUTion
In giving the boot to tape-based backup and recovery, Dr. Martens decided that its disk-based 
 replacement had to be fast, simple and flexible. “We wanted to accelerate overall backups and 
 restores, but it had to be straightforward as I’m a ‘one-man show’ with no time for a big learning 
curve,” says Guanco. “The new platform also had to be flexible enough to work well in our heavily 
 virtualized environment.” Guanco also wanted a desktop solution that could be easily removed from 
the office and taken to an offsite location in the event of a regional or local disaster. “Portability was 
an important factor because we didn’t want to have to remove the storage device from a rack mount 
system if we needed to pick it up and leave quickly,” he adds. Since fortifying its disaster recovery 
 capabilities was one of its key objectives, the team also wanted replication functionality that could 
 deliver extra protection by copying vital files and databases. Of course, the ideal platform would be 
affordable and expandable, which would enable Dr. Martens to easily accommodate data growth 
without expensive upgrades. 
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wHaT i waS looking For. 
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–  Shaun Guanco, System Administrator, 
Dr. Martens Airwair LLC
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To assist in finding the ideal disk-based backup platform, Dr.  Martens sought expertise from PC 
Connection, a valued reseller that had been instrumental in other  technology decisions. After 
examining the selection criteria, PC Connection recommended the  Lenovo® Iomega® ix4 network 
storage devices. The cost-effective, four-drive network attached storage (NAS) desktop appliance 
offers storage capacity of up to 12TB, along with a variety of high-availability and flexibility features. In 
evaluating this platform, Dr. Martens determined that the ix4 network storage devices was a great fit on 
all levels. The platform offered robust and affordable network storage with fast data throughput along 
with simple operation for file sharing and backup. The portable desktop system came with a replication 
function that made it easy to copy files to and from the device to another NAS device, network share or 
USB-attached storage system.

Advanced features, including multiple RAID configurations and iSCSI block-level access, offered 
 elevated reliability and flexibility. In addition, the well-established LenovoEMC brand brought extra 
 credibility to the table. “I’ve used a lot of Lenovo products over the years with favorable results,” says 
Guanco. “I wasn’t familiar with many of the other storage companies out there, but I knew Iomega and 
it was a brand I could trust.”

THE bEnEFiTS
After exploring different options, Dr. Martens deployed a pair of ix4 network storage devices, each 
configured with 2TBs of capacity. The first immediate benefit was the ease with which the devices 
were installed, thanks to the simple set-up wizard. “Setting up the system was a slam dunk,” says 
Guanco. “With four-clicks, we were up and running.” Dr. Martens took advantage of its ix4 to expedite 
disk-based backup and recovery. The team performed one full Acronis backup, which took about 
six hours. Now, each night the team performs a one-hour  incremental backup, which continues to 
perform flawlessly. The LenovoEMC system dashboard provides an  at-a-glance status update on the 
completion of all backups. The result: dramatically improved backup and recovery operations as well 
as lowered administrative overhead. “Backups and  recoveries are a dream now,” adds Guanco. “I’m 
able to keep 30 days of data on disk, which means we can respond more efficiently to an employee’s 
restore requests.” In fact, Dr. Martens has been able to realize  significant benefits in recovery time as 
files now can be restored in about two minutes instead of the four or more hours it took previously. 
“Being able to recover data in minutes is a huge  advantage of the ix4 network storage devices,” says 
Guanco. “It greatly reduces my time and boosts  overall  productivity.” Another plus is the fortified data 
protection provided by its  straightforward device-to-device data replication, which enabled Dr. Martens 
to define a policy for copying and synchronizing backup files from one ix4 device to the other. “It was 
so simple to match the two devices,” Guanco adds. “I couldn’t afford to spend two weeks getting the 
replication to work. Luckily, it took less than an hour.”

Guanco also gives the ix4 high marks for system reliability. “I’ve worked with devices that were simple 
yet unreliable,” Guanco says. “With Lenovo, I get the best of both worlds. The ix4 is effortless and is 
always there and ready to go.” Aside from being a top performer, the ix4 brings additional versatility 
into the mix with iSCSI connectivity.

This feature, combined with the fact that the ix4 network storage device is the first NAS Server in its 
class to be VMware® certified, provides Dr. Martens with additional opportunities for taking advantage 
of the robust platform.

For instance, the ix4 network storage device could be used to store production data, which might give 
Dr. Martens an easy replacement option for its aging IBM SAN. The Dr. Martens IT team plans to put its 
two ix4 network storage devices through the paces and test throughput with VMware®, among other 
things. In the meantime, Dr. Martens will continue to protect both its physical and virtual environment 
with the ix4 units so that individual files and data can be recovered nearly instantaneously while 
also protecting overall operations should disaster strike. “The ix4 network storage device is exactly 
what I was looking for,” concludes Guanco. “This highly functional NAS platform has exceeded my 
expectations in terms of supporting disk-based backup, recovery and disaster recovery. I’m looking 
forward to additional uses in the future.”
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LenovoEMC is a joint venture established in 

December 2012 between Lenovo and EMC 

that includes the Iomega network storage 

product business. Lenovo and EMC created 

the joint venture based on Lenovo’s record 

as one of the fastest-growing information 

technology companies and Iomega’s 

heritage as a leader in network storage 

solutions. LenovoEMC delivers quality and 

ease-of-use that make its network storage 

products the best choice for customers 

of all types. LenovoEMC develops and 

updates the LenovoEMC LifeLine™ storage 

operating system for its family of Iomega-

branded products. To learn more about all 

of LenovoEMC’s Iomega-branded network 

storage products, please go to the Web at 

www.iomega.com or www.lenovoemc.com. 

Resellers can visit Iomega at www.ioclub.net.
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