
Introduction
OPSWAT releases quarterly market share reports for several 
sectors of the security industry. This report includes both 
worldwide and North American market share for antivirus 

worldwide market share for peer-to-peer applications. The
data used was collected between March 23, 2011 and 
February 15, 2012, and comparisons are made to data from 
March 23, 2010 through February 15, 2011.  Please note 
that OPSWAT is not a research institution; this report aims to 
distribute the unique data collected to inspire public 
discussion, not to make any claims as to why changes have 
occurred.

 About OPSWAT

IT professionals with development tools and data services to 
power manageability and security solutions. The company’s 
flagship product, OESIS Framework, is a manageability 
solution licensed by major technology companies like Cisco 

others. As the industry standard for enabling endpoint 
application manageability and compliance regulation, OESIS 
has already been deployed on an estimated hundred million 
endpoint systems worldwide. To learn more about OESIS, 
please visit the product page at 
www.opswat.com/products/oesis-framework.
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The Research
This report shows usage data for security applications on 
Windows systems. The data was collected using OPSWAT’s 
AppRemover tool, which utilizes the detection capabilities of 
the OESIS Framework to collect information regarding the 
applications installed on endpoint computers. This tool is 
free for download on www.appremover.com and various 
download sites around the web, and is used around the world 
by home and business users, both expert and inexperienced 

representative of the market for this report, based on the wide 
accessibility of the tool to a large range of users.

If the user of the tool opts in, a report of the applications 
installed on the computer is created. These opt-in reports 
are compiled to generate the market share calculations in 
this report. More than 353,000 data points were compiled for 
this report.

In addition to applications detected by the OESIS 
Framework, other well known applications are also included 
in the P2P market share based on registry searches. 
OPSWAT acknowledges that not every security application 
is included in this report. Antivirus, P2P and other security
application vendors interested in inclusion in these reports
and the OESIS Framework are encouraged to contact 
certification@opswat.com to learn how to partner
with OPSWAT.
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Avast! So�ware has had a strong lead in the worldwide 
antivirus market for the past few years, with 16.26% in 
the last year and 17.27% the previous year.  Avira, AVG, 
Microso�, and ESET follow in this year’s rankings, each 
with over 10% of the market.  Microso� has made the 
biggest gains in the past year, increasing its share from 
7.27% a year ago to 10.08% today. Symantec holds the 
fi�h position with 9.97% of the worldwide market.  
While some shi�ing has occurred between 2011 and 
2012, the vendors that appear in the top 10 remain the 
same, with the exception of Trend Micro, who rose to 
push PC Tools from the 10th position.

The percentage of the market held by the top 10 vendors 
was 87.46%, a slight increase from 86.57% in 2010.
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Worldwide Antivirus Vendor Market Share
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North America Antivirus Vendor Market Share

Symantec continues to lead the North American 
antivirus market at the beginning of 2012 with 
16.09%, a slight decrease from their 16.65% in 2011.  
Microso� leaped from fourth to second place in this 
year’s ranking with an increase from 9.94 to 14.92% 
over the last year.  This increase by Microso� 
pushed AVG into third place despite an increase in 
market share for AVG as well.  Avast! dropped from 
12.59% to 11.96% and lowered its rank from third to 
fourth.  Trend Micro knocked PC Tools off the top 
ten, while Avira and Kaspersky made gains from last 
year.

The top four vendors in this report control 56.19% 
of the market, and individually hold considerably 
higher shares of the market than the fi�h largest 
vendor (ESET with 7.06%). 

MARCH 2010 - FEBRUARY 2011
MARCH 2011 - FEBRUARY 2012



The top ten individual antivirus products worldwide, 
(A-J in the graph to the right) together control 64.94% 
of the worldwide  AV market.  In North America, the top 
ten products hold 63.08% of the market (A-J in the 
graph below).  Microso� Security Essentials has a 
strong lead in the North American market, while avast! 
Free Antivirus leads worldwide, ahead of Microso� 
Security Essentials by about 2 percentage points. 

Antivirus Product Market Share

Conclusions

In North America, 81 different antivirus vendors and 257 
antivirus products were detected in this report.  A total of 
87 vendors and 367 products were detected worldwide.  A 
large percentage of the market is controlled by a small 
group of vendors, with the top five controlling 59.01% of the 
worldwide market.  

As in our previous reports, free solutions remain at the top 
of the market with the highest numbers of installations. The 
top three products in North America and worldwide are 
available free for download. 
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6.01%

Windows Operating System Deployments

OPSWAT’s data for this report show that Windows XP 
remains the most popular Windows operating system in 
both North America and worldwide, with slightly under 
half of computers using XP.   Windows 7 usage is strong in 
both North America and worldwide, approaching the 
popularity of XP, while Windows Vista is much less 

common .   Other operating systems represent less than 
one percent of the data for both regions.  Generally, 
differences between worldwide and North American 
Windows users were small, with worldwide users tending 
to use XP slightly more and Vista slightly less than North 
American users did.
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Peer to Peer Application Market Share

A total 86,237 installations of peer-to-peer (P2P) 
applications were detected.  For the purpose of this 
report, we define a P2P application as a product with 
public file sharing as its primary function.  Based on 
this definition, we have excluded Skype, Opera, and 
ReelTime from the chart below. 

 While some consider Skype a P2P application, file 
sharing is only possible between contacts, rather than 
publicly, between peers.  Opera has P2P capabilities, 
but it would be impossible to determine from our 
reports whether it was being used for P2P functions, 
or just as a browser. If added to the data, Skype would 
have 23.70% of the market and Opera would have 
34.60%.  Including Skype, Opera, and other eliminated 
applications would reduce the share of µTorrent  
users to  22.86%.

Conclusions

Much more dominant than the top two antivirus 
vendors, the top two P2P applications control more 
than half of the market, with a combined 51.65%.   The 
top 10 control 88.58% of the market.
  



June Instant Messenger Report Details

Don’t miss our next quarterly market share report, coming in 
June!  The next report will cover antivirus market share, 
Windows OS usage and instant messenger (IM) application 
market share.

Visit www.opswat.com/about/media/reports to see 
all of OPSWAT’s reports, including last June’s report, 
which also covered instant messenger applications.

Follow OPSWAT

www.facebook.com/opswat

www.twitter.com/opswat

www.linkedin.com/company/opswat

www.opswat.com/blog

Check out the newly released demo of OPSWAT’s Secure Virtual Desktop technology! 
Secure Virtual Desktop allows users to browse privately and anonymously from any 
computer, and protects sensitive data by ensuring that no traces of your activities are le� on 
the machine when you exit the secure session.  Learn more about how Secure Virtual Desktop 
can help prevent data leaks, and try the free, five-minute demo at 
www.securevirtualdesktop.com!

OPSWAT recently launched a demo of GEARS, a white-labeled, cloud-based solution for 
monitoring and managing computers, servers, and switches.  GEARS quickly exposes 
unpatched computers that may put an organization at risk by monitoring whether machines 
have the latest OS security patches and latest antivirus, firewall, and antispyware so�ware 
updates.  See how GEARS enables simple network management through the demo at 
www.opswatgears.com.

GEARS

Secure Virtual 
Desktop

New from OPSWAT

Get updates about the latest reports as well as company 
and product information by connecting with us online.  Sign 

www.opswat.com/mailing-lists, or follow OPSWAT:



Company and Reproduction Information

Please contact sales@opswat.com for more information on 
the OESIS Framework. For more information about this 
report, please contact marketing@opswat.com.

Parties interested in hosting this report are free to do so as 
long as credit is given to OPSWAT, Inc., and a link is provided 
to www.opswat.com/about/media/reports. 

About OPSWAT

Founded in 2002, OPSWAT is the industry leader in so�ware 
management SDKs, interoperability certification, and 
multiple-engine scanning solutions.  With both so�ware 
manageability and multi-scanning products, OPSWAT offers 
simplified and comprehensive SDKs that reduce time and 
costs for your engineering and testing teams.  

OPSWAT Certification

The OPSWAT Certification Program is a free interoperability 
program designed to enable technology partnerships 
between independent so�ware vendors and leading network 
and technology solution vendors, by verifying that their 
security applications will work seamlessly with solutions 
employing the OESIS Framework.  Additional information is 
available at www.opswat.com/certified. 

Multi-scanning

OPSWAT offers several multi-scanning solutions to enable 
fast, powerful content scanning. Because no single antivirus 
engine is perfect, using multiple engines significantly 
improves the likelihood of detecting malware.

Metascan technology powers each of OPSWAT’s 
multi-scanning solutions, enabling IT professionals and 
so�ware engineers to enhance network security by scanning 
with up to 30 built-in antivirus engines from market leaders 
such as ESET, Norman, AVG and many others. Metascan 
allows for custom implementations, such as integration with 
other engines of your choice, and can be used for rapid 
malware analysis and to implement sophisticated data loss 
prevention systems.

For specific multi-scanning needs, OPSWAT also offers 
MetaDefender for Secure Access (MD4SA), which quickly 
scans endpoints’ running processes and memory for key 
loggers, viruses and other malware, and MetaDefender for 
Media (MD4M), which scans removable media such as USB 
drives, CDs, DVDs, and memory cards. 

A free demo of Metascan technology is available at 
www.metascan-online.com.

GEARS

OPSWAT GEARS provides cloud-based endpoint 
management and monitoring to help IT managers prevent 
security compromises caused by missing patches and 
out-of-date or ineffective security so�ware (such as 
antivirus, antispyware and desktop firewalls). GEARS is 
available as a white label solution ideal for wireless access 
point and storage vendors, and a free demo is available at 
www.opswatgears.com.

Secure Virtual Desktop

Browse securely and privately from any computer using 
Secure Virtual Desktop (SVD).  By creating an isolated 
environment, SVD ensures that no trace of file creation, file 
modification, or other activities remain on the computer 
when you leave the private session.  SVD is an ideal solution 
for protecting data accessed from public computers or guest 
laptops.  To learn more, visit www.securevirtualdesktop.com. 

Products

OESIS

OESIS Framework is a cross platform, open development 
framework that enables so�ware engineers and technology 
vendors to develop products that detect, classify and manage 
thousands of third-party so�ware applications.  OESIS is 
perfect for SSL VPN, network access control (NAC) and other 
manageability solutions, and is already deployed on an 
estimated 100 million endpoints worldwide. 

AppRemover

The free AppRemover utility enables the thorough 
uninstallation of security applications like antivirus and 
antispyware from your computer.  AppRemover is available 
for commercial licensing if you wish to deploy multiple copies 
of AppRemover within an organization or entity, or if you wish 
to bundle AppRemover with hardware, so�ware or other 
services.  More information is available at 
www.appremover.com.  

Disclaimer of Warranty
OPSWAT Inc. makes no representation or warranties, either express or implied by or with respect to 
anything in this document, and shall not be liable for any implied warranties of merchantability or 
fitness for a particular purpose or for any indirect special or consequential damages. 

Copyright Notice
OPSWAT, OESIS, Metascan, MetaDefender, AppRemover and the OPSWAT logo are trademarks and 
registered trademarks of OPSWAT, INC.  All other trademarks, trade names and images mentioned 
and/or used herein belong to their respective owners.  No part of this publication may be reproduced, 
stored in a retrieval system or transmi�ed, in any form or by any means, photocopying, recording or 
otherwise, without prior wri�en consent of OPSWAT Inc.  No patent liability is assumed with respect to 
the use of the information contained herein.  While every precaution has been taken in the preparation 
of this publication, OSPWAT Inc. assumes no responsibility for errors or omissions.  This publication and 
features described herein are subject to change without notice.  
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