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the electronic exchange of health care data, and streamline processes related to prior 

authorization, while continuing CMS’ drive toward interoperability, and reducing burden in the 

health care market. In addition, on behalf of the Department of Health and Human Services 

(HHS), the Office of the National Coordinator for Health Information Technology (ONC) is 

adopting certain specified implementation guides (IGs) needed to support the Application 

Programming Interface (API) policies included in this rule. Each of these elements plays a key 

role in reducing overall payer and provider burden and improving patient access to health 

information. 

DATES: These regulations are effective 60 days after the date of publication in the Federal 

Register. 

Implementation Dates:  The provisions of this regulation will be implemented on January 1, 

2023, with the exception of amendatory instructions 5, 22, and 28, which will be implemented on 

January 1, 2024. 

FOR FURTHER INFORMATION CONTACT: 

Alexandra Mugge, (410) 786-4457, for general issues related to this rule and CMS 

interoperability initiatives. 

Lorraine Doo, (443) 615-1309, for the API policies, implementation guides (IGs), prior 

authorization process policies and CMS interoperability initiatives.  

Amy Gentile, (410) 786-3499, for issues related to Medicaid managed care. 

Brandon Smith, (410) 786-1151, for issues related to Medicaid fee for service (FFS). 

Cassandra Lagorio, (410) 786-4554, for issues related to the Children’s Health Insurance 

Program (CHIP). 

Russell Hendel, (410) 786-0329, for issues related to the Collection of Information and 

Regulatory Impact Analysis.  
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Rebecca Zimmermann, (301) 492-4396, for issues related to Qualified Health Plans (QHPs). 
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I.  Background and Summary of Provisions  

A.  Purpose 

In the May 1, 2020 Federal Register, we published the first phase of CMS 

interoperability rulemaking in the “Medicare and Medicaid Programs; Patient Protection and 

Affordable Care Act; Interoperability and Patient Access for Medicare Advantage Organization 

and Medicaid Managed Care Plans, state Medicaid Agencies, CHIP Agencies and CHIP 

Managed Care Entities, Issuers of Qualified Health Plans on the Federally-facilitated Exchanges 
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and Health Care Providers” final rule (85 FR 25510) (hereinafter referred to as the “CMS 

Interoperability and Patient Access final rule”).  

This final rule builds on the policies finalized in the CMS Interoperability and Patient 

Access final rule and continues to emphasize improving health information exchange and 

achieving appropriate and necessary access to complete health records for patients, health care 

providers, and payers, while simultaneously improving prior authorization processes and helping 

to ensure that patients remain at the center of their own care. This rule enhances certain policies 

from the CMS Interoperability and Patient Access final rule, as described below, and adds 

several new provisions to increase data sharing and reduce overall payer, health care provider, 

and patient burden through improvements to prior authorization practices.  

We are taking an active approach to move participants in the health care market toward 

interoperability and reduced burden by proposing policies for the Medicaid program; the 

Children’s Health Insurance Program (CHIP); and qualified health plan (QHP) issuers on the 

individual market Federally-facilitated Exchanges (FFEs).  

For purposes of this final rule, references to QHP issuers on the FFEs exclude issuers 

offering only stand-alone dental plans (SADPs). Likewise, we are also excluding QHP issuers 

only offering QHPs in the Federally-facilitated Small Business Health Options Program 

Exchanges (FF-SHOPs) from the provisions of this rule. We believe that the standards would be 

overly burdensome to both SADP and FF-SHOP issuers, as their current enrollment numbers and 

premium intake from QHP enrollment are unlikely to support the costs of the requirements that 

this rule would impose, and could result in those issuers no longer participating in the FFEs, 

which would not be in the best interest of enrollees. We note that, in this rule, FFEs include those 

Exchanges in states that perform plan management functions. State-based Exchanges on the 

Federal Platform (SBE-FPs) are not FFEs, even though consumers in these states enroll in 
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coverage through HealthCare.gov, and QHP issuers in SBE-FPs would not be subject to the 

requirements in this rule. We encourage states operating Exchanges to consider adopting similar 

requirements for QHPs on State-based Exchanges (SBEs) and SBE-FPs. 

In the CMS Interoperability and Patient Access final rule (85 FR 25510), we finalized 

policies impacting Medicare Advantage organizations, state Medicaid and CHIP FFS programs, 

Medicaid managed care plans, CHIP managed care entities, and QHP issuers on the FFEs. The 

policies finalized in that rule requiring those impacted payers to build and maintain application 

programing interfaces (APIs) were critical and foundational policies, increasing patient access 

and data exchange and improving interoperability in health care. In this final rule, we are 

requiring certain policies to expand upon those foundational policies for state Medicaid and 

CHIP FFS programs, Medicaid managed care plans, CHIP managed care entities, and QHP 

issuers on the FFEs. As addressed later in this section of the preamble, starting with this payer 

population is a critical first step for these new provisions. For instance, state Medicaid and CHIP 

FFS programs were excluded from the payer-to-payer data exchange policies finalized in the 

CMS Interoperability and Patient Access final rule (85 FR 25564 through 25569). In our first 

phase of interoperability policy, we chose to limit the burden on these programs so they could 

focus their attention and resources on implementing the Patient Access and Provider Directory 

APIs. This final rule is a critical step forward in requiring state Medicaid and CHIP FFS 

programs to similarly exchange patient health information in a more efficient and interoperable 

way, leveraging the technology and experience gained from implementing the initial set of API 

policies from the CMS Interoperability and Patient Access final rule to these new policies in this 

rule. 

Our authority to regulate Medicaid and CHIP FFS, Medicaid and CHIP managed care, 

and QHP issuers on the FFEs puts us in a unique position to align policies across these programs 
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to the benefit of patients across the nation. Unlike in Medicare, where eligibility is based on age 

and health factors that are unlikely to change, patients enrolled in the Medicaid and CHIP 

programs may not only move from payer to payer within a given program, but also from 

program to program. For example, a Medicaid beneficiary may change eligibility status for 

Medicaid and enroll with a QHP issuer, then switch back to Medicaid within a given enrollment 

year.  

While we did not propose and are not finalizing any changes for Medicare Advantage 

organizations at this time, we acknowledge that payers with multiple lines of business may 

choose to implement these polices for their Medicare Advantage lines of business to support 

better internal alignment, as well as to create more efficiencies and transparency for their 

enrollees. Neither the provisions in the CMS Interoperability and Patient Access final rule nor 

the provisions of this final rule would preclude any payer from implementing these proposed 

policies regardless of whether the payer is directly impacted by the rule.  

In this final rule, when we refer to “impacted payers,” we are referring to state Medicaid 

and CHIP FFS programs, Medicaid managed care plans, CHIP managed care entities, and QHP 

issuers on the FFEs.  

Throughout this final rule, we refer to terms such as “patient”, “consumer”, 

“beneficiary”, “enrollee”, and “individual.” We note that every reader of this final rule is a 

patient who has received or will receive medical care at some point in his or her life. In this final 

rule, we use the term “patient” as an inclusive term, but because we have historically referred to 

patients using the other terms noted above in our regulations, we use specific terms as applicable 

in sections of this final rule to refer to individuals covered under the health care programs that 

we administer and regulate. We also note that when we discuss patients, the term includes a 

patient’s personal representative. Per the privacy regulations issued under the Health Insurance 
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Portability and Accountability Act of 1996 (HIPAA) (Pub. L. 104-191, enacted on August 21, 

1996), as modified, at 45 CFR 164.502(g), a personal representative, generally, is someone 

authorized under state or other applicable law to act on behalf of the individual in making health 

care-related decisions (such as a parent, guardian, or person with a medical power of attorney).1 

A patient’s personal representative could address policies in this final rule that require a patient’s 

action. 

We also use terms such as “payer”, “plan”, and “issuer” in this final rule. Certain portions 

of this final rule are applicable to state Medicaid FFS programs, state CHIP FFS programs, 

Medicaid managed care plans (managed care organizations (MCOs)), prepaid inpatient health 

plans (PIHPs), prepaid ambulatory health plans (PAHPs)), CHIP managed care entities (MCOs, 

PIHPs, and PAHPs), and QHP issuers on the FFEs. We use the term “payer” in the preamble of 

this final rule as an inclusive term for all these programs and (in the case of plans) plan types, but 

we also use specific terms as applicable in sections of this final rule.  

As opposed to the narrower title XVIII definitions, we use the terms “provider” and 

“supplier” too, as inclusive terms comprising individuals, organizations, and institutions that 

provide health services, such as clinicians, hospitals, skilled nursing facilities, home health 

agencies, hospice settings, laboratories, suppliers of durable medical equipment (such as portable 

X-ray services), community based organizations, etc., as appropriate in the context used. 

Finally, we reference “items and services” when discussing prior authorization. 

Throughout this final rule, when we discuss “items and services,” we intend to exclude 

prescription drugs and/or covered outpatient drugs.  

                                                           
1 See OCR guidance regarding personal representatives at https://www.hhs.gov/hipaa/for-

professionals/faq/2069/under-hipaa-when-can-a-family-member/index.html and https://www.hhs.gov/hipaa/for-

professionals/faq/personal-representatives-and-minors/index.html.  

https://www.hhs.gov/hipaa/for-professionals/faq/2069/under-hipaa-when-can-a-family-member/index.html
https://www.hhs.gov/hipaa/for-professionals/faq/2069/under-hipaa-when-can-a-family-member/index.html
https://www.hhs.gov/hipaa/for-professionals/faq/personal-representatives-and-minors/index.html
https://www.hhs.gov/hipaa/for-professionals/faq/personal-representatives-and-minors/index.html
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We received a total of 256 timely comments from state Medicaid and CHIP agencies, 

associations representing Medicaid, associations representing payers and health care providers, 

individual payers and health care providers, EHR vendors, advocacy groups, standards 

development organizations, developers and the general public. Throughout the remainder of this 

document, we acknowledge and respond to the comments we received. In response to the 

proposed rule, some commenters raised issues that were beyond the scope of the proposals, and 

in this final rule, we neither summarize nor respond to those comments.  

Comment: Most commenters supported and appreciated CMS’ efforts toward achieving 

full interoperability and reducing burden on health care stakeholders and agree with CMS’ goals 

to improve exchange of health information by facilitating patient access to their electronic health 

records. Other commenters noted disagreement with CMS’ overall approach in this rule, stating 

that it is not patient-centric and that the policies do not go far enough in reducing burden. Some 

commenters also noted the information technology (IT) security vulnerabilities of a peer-to-peer 

exchange model. Commenters expressed concerns about insufficient participation in these 

policies, the burden of implementing additional interoperability requirements, and the expedited 

timeframe for meeting these requirements. 

Response: We thank the commenters for their support and their high-level suggestions for 

improvement on the policies; this feedback is appreciated as we continue our work to achieve 

our interoperability goals. Our goals remain enhancing data exchange that will benefit the patient 

and moving our health care system toward more value-based care. 

We note that security in Fast Healthcare Interoperability Resources® (FHIR) is based on 

the same technologies (OAuth 2.0, OpenID Connect) already in wide use throughout the internet, 

including at several top security companies. While data breaches have occurred, they were due to 

poor implementations of these established technical standards, not due to the underlying OAuth 
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2.0 and OpenID Connect frameworks themselves. It is incumbent on any holder of health 

information to provide the necessary security measures and use industry best practices. OAuth 

2.0 and OpenID Connect are flexible in this regard and provide the necessary tools to safeguard 

this information. 

Comment: We received many comments recommending inclusion of Medicare 

Advantage in the policies to be finalized in this final rule. Commenters expressed concern that 

this rule does not impose these requirements on Medicare Advantage plans. Specifically, by not 

standardizing these policies across all payers governed by CMS, commenters stated this rule may 

not meaningfully reduce administrative burdens on payers, health care providers, and patients. 

Commenters mentioned the large and growing market share of Medicare Advantage plans, and 

pointed to examples of studies and surveys suggesting that Medicare Advantage plans have a 

large role to play in implementing policies that will help reduce the burdens associated with prior 

authorization. 

Response: We thank commenters for their recommendation, and believe aligning these 

policies across all payers would benefit all payers alike. However, we do not believe our 

approach that starts with state Medicaid and CHIP FFS programs, Medicaid managed care plans, 

CHIP managed care entities, and QHP issuers on the FFEs will have a negative impact on 

patients. Rather, it is our belief that initiating these requirements with Medicaid, CHIP and QHP 

issuers on the FFEs will provide foundational experience upon which Medicare Advantage may 

voluntarily rely now, and we may conduct rulemaking to include them in the future. 

Furthermore, Medicare Advantage plans are not prohibited from adopting any of these policies, 

and we anticipate that some of them may do so, given the multiple lines of business and types of 

plans offered by different parent organizations in the Medicare Advantage, Medicaid/CHIP 

managed care, and Exchange programs. We believe these policies would provide a net benefit to 
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beneficiaries and enrollees, bringing the impacted payers closer in alignment with one another, 

even if Medicare Advantage in not initially included. We are aware that these provisions may 

create misalignments between Medicaid and Medicare that could affect dually eligible 

individuals enrolled in both a Medicaid managed care plan and a Medicare Advantage plan. 

While we currently do not believe it is necessary to apply these policies to Medicare Advantage 

organizations, we intend to further evaluate the implementation of these policies to determine 

whether they would also be appropriate to apply to Medicare Advantage organizations for future 

rulemaking.  

Comment: We received comments recommending inclusion of prescription drugs in the 

definition of “items and services”, as well as including prescription and outpatient drugs in the 

prior authorization policies. Many health care provider organizations commented that omitting 

prescription and outpatient drugs from this rule’s policies was concerning and provides no relief 

for health care providers and their patients, who will continue to experience delays in obtaining 

necessary services and/or therapy. Commenters indicated that not including prescription drugs 

overlooks the most significant contributor to prior authorization-related burden for many health 

care providers. Commenters encouraged CMS to require payers to include information regarding 

pending or active prior authorizations for prescription drugs and/or covered outpatient drugs as it 

does for other items and services discussed in the rule. A number of specialty health care 

providers, including oncologists, indicated that cancer treatment requires patient access to life-

saving outpatient drugs, and the prior authorization requirements associated with these drugs are 

extremely burdensome for the health care providers and their patients. Other commenters 

indicated that electronic prior authorization is currently required for drugs in Medicare Part D, 

and that the differential treatment of beneficiaries of Medicaid and CHIP, and enrollees in QHPs 

in the FFEs would lead to delays in these patients obtaining needed drugs. 
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Response: We appreciate commenters’ interest in including prescription and outpatient 

drugs in this rule, and acknowledge the administrative and technical challenges these 

commenters described pertaining to the barriers of obtaining and/or waiting for prior 

authorizations of prescription and outpatient drugs. We note that there are a number of other 

regulations related to prescription drugs, such as those adopted for the Medicare Part D program 

(42 CFR 423.160), which adopted version 2017071 of the National Council for Prescription 

Drug Programs (NCPDP) SCRIPT standard. This standard is uniquely tailored to transmit 

medication prior authorization data, and not for medical items or services. 

There are also existing timeframes for prior authorization approvals, such as for Medicaid 

FFS, where there are specific statutory prior authorization requirements that apply to covered 

outpatient drugs, found at section 1927(d)(5) of the Act. Specifically, that provision mandates 

that states that require approval of a drug prior to the drug being dispensed must provide a 

determination within 24 hours of a request for prior authorization, which is a significantly shorter 

timeframe than what we proposed for medical items and services in the CMS Interoperability 

and Prior Authorization proposed rule. As opposed to this existing statutory requirement on 

states, we do not believe payers presently have the technology or standards in place to support 

such a short timeframe, though we hope that the introduction of the APIs covered in section II.C. 

of this final rule will ultimately help payers get to similarly short turnaround times for prior 

authorization of medical items or services. 

Given that the standards and timelines for drug prior authorization is covered elsewhere, 

and are in some ways more advanced than what is currently available for medical items and 

services, we are not including discussion of drug prior authorization in this final rule. 

B.  Summary of Major Provisions 
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To drive interoperability, improve care coordination, reduce burden on health care 

providers and payers, and empower patients, in the December 18, 2020 Federal Register, we 

published the “Medicaid Program; Patient Protection and Affordable Care Act; Reducing 

Provider and Patient Burden by Improving Prior Authorization Processes, and Promoting 

Patients’ Electronic Access to Health Information for Medicaid Managed Care Plans, state 

Medicaid Agencies, CHIP Agencies and CHIP Managed Care Entities, and Issuers of Qualified 

Health Plans on the Federally-facilitated Exchanges; Health Information Technology Standards 

and Implementation Specifications” proposed rule (85 FR 82586) (hereinafter referred to as the 

“CMS Interoperability and Prior Authorization proposed rule”) where we proposed several 

initiatives that would build on the policies finalized in the CMS Interoperability and Patient 

Access final rule (85 FR 25510), and impact state Medicaid FFS programs, Medicaid managed 

care plans, state CHIP FFS programs, CHIP managed care entities, and QHP issuers on the 

FFEs. We also included several Requests for Information (RFIs) in the CMS Interoperability and 

Prior Authorization proposed rule to gather information that may support future rulemaking or 

other initiatives. We received many comments in response to these RFIs, and we thank 

commenters for their insights. While we do not respond to these comments in this final rule, we 

will consider these comments in future policy and other initiatives. 

As with the CMS Interoperability and Patient Access rulemaking, our provisions provide 

for program requirements to cross-reference technical specifications in HHS regulations codified 

at 45 CFR part 170; in the CMS Interoperability and Prior Authorization proposed rule, ONC 

proposed the adoption of certain specified Health Level Seven International® (HL7) FHIR-based 

API implementation guides (IGs) needed to support the new API policies for impacted payers. 

We received comments regarding the adoption of IGs, which are discussed in section II.E of this 

final rule. 
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In the CMS Interoperability and Prior Authorization proposed rule, we made several 

proposals to require impacted payers to implement a variety of APIs and supporting policies to 

further our interoperability goals. In this final rule, we are now finalizing enhancements to the 

Patient Access API for impacted payers by requiring the use of certain IGs, which are being 

adopted by ONC on behalf of HHS in this final rule, and requiring that payers include 

information about pending and active prior authorization decisions. In addition, we are finalizing 

requirements that impacted payers establish, implement, and maintain a process to facilitate 

requesting an attestation from a third-party patient health application (“app”) developer 

requesting to retrieve data via the Patient Access API that indicates the app adheres to certain 

privacy provisions. We are also finalizing requirements for these impacted payers to annually 

report to CMS certain metrics about patient data requests via the Patient Access API. We are 

finalizing that these requirements must be implemented by January 1, 2023. 

In addition, we are finalizing that, starting January 1, 2023, payers would be required to 

use a specific IG for the Provider Directory API.  

To better facilitate the coordination of care across the care continuum, and in support of a 

move to value-based care, we are finalizing a requirement that impacted payers implement and 

maintain a Provider Access API that, consistent with the APIs finalized in the CMS 

Interoperability and Patient Access final rule (85 FR 25510), utilizes HL7 FHIR version 4.0.1 to 

facilitate the exchange of current patient data from payers to health care providers, including 

adjudicated claims and encounter data (not including cost information), clinical data as defined 

in the USCDI, and information related to pending and active prior authorization decisions. We 

are finalizing that this API must be implemented by January 1, 2023. 

In an effort to improve patient experience and access to care, we are finalizing several 

policies as proposed, and several policies as proposed but with modifications, associated with the 
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prior authorization process that strive to reduce burden on patients, health care providers, and 

payers. Most notably, we are extending the implementation timeline by one (1) year to January 1, 

2024 for this set of prior authorization policies. As described in the CMS Interoperability and 

Patient Access proposed rule published on March 4, 2019 (84 FR 7610, 7613), we partnered with 

industry stakeholders to build a FHIR-based web service that enables health care providers to 

search documentation and prior authorization requirements for Medicare FFS directly from their 

electronic health records (EHRs). We refer to this FHIR-based service as the Documentation 

Requirements Lookup Service (DRLS) API, and, in this rule, we are finalizing requirements for 

impacted payers to build and maintain their own DRLS API to further ease the burden of 

completing prior authorization requests. In response to public comments, and as discussed in our 

proposed rule, we are finalizing a phased approach to implementation of this API. 

To further streamline the process of submitting a prior authorization request, and reduce 

processing burden on both health care providers and payers, we are finalizing requirements for 

impacted payers to implement and maintain a FHIR-based Prior Authorization Support (PAS) 

API that would have the capability of supporting prior authorization requests and decisions, and 

could be integrated within a health care provider’s workflow, while maintaining alignment with, 

and facilitating the use of, HIPAA transaction standards.  We note that health care provider use 

of both the DRLS and PAS APIs are voluntary, but strongly encouraged, and CMS intends to 

further evaluate ways to encourage or require health care providers to adopt and use these APIs 

to facilitate more streamlined prior authorization processes between payers and health care 

providers. While we did not make any proposals in the proposed rule to require providers to 

adopt and use these APIs, we did include an RFI, Reducing Burden and Improving Electronic 

Information Exchange of Prior Authorizations (85 FR 82639 through 82641). We received 

comments on this RFI that we will consider for future rulemaking. We believe this final rule is a 
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critical first step in our roadmap to improving prior authorization. The future of our roadmap 

includes engaging providers and health IT developers in adoption of this technology. We will 

monitor the adoption of these APIs, and propose requirements for providers as necessary to 

encourage further adoption.  

We are finalizing policies that require impacted payers, with the exception of QHP 

issuers on the FFEs, to respond to prior authorization requests within certain timeframes.  

We are also finalizing requirements for impacted payers to publicly report, for purposes 

of transparency, certain metrics about prior authorization processes. While we are not finalizing 

the exact metrics, we are finalizing our policy to require payers to report metrics regarding prior 

authorization on their websites. 

In addition, we are finalizing our proposal extending the patient-initiated Payer-to-Payer 

Data Exchange requirements to state Medicaid and CHIP FFS programs. These new 

requirements will enhance and expand the existing Payer-to-Payer Data Exchange, and require 

this exchange to be conducted via a specified HL7 FHIR-based API. We are finalizing that 

impacted payers must implement and maintain a Payer-to-Payer API to facilitate the exchange of 

patient information between impacted payers, both with the approval and at the direction of the 

patient, and when a patient moves from one payer to another, as permitted, and in accordance 

with applicable law. We are finalizing that this API and associated requirements must be 

implemented by January 1, 2023. 

Finally, on behalf of HHS, ONC is adopting the implementation specifications described 

in this regulation at 45 CFR 170.215—Application Programming Interfaces—Standards and 

Implementation Specifications as implementation specifications for health care operations. These 

implementation specifications are being adopted by ONC (on behalf of HHS) as part of a 

nationwide health information technology infrastructure that supports reducing burden and health 
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care costs and improving patient care. CMS and ONC will work together to ensure a unified 

approach to advancing standards in HHS that adopts all interoperability standards in a consistent 

manner, in one location, for HHS use.  

II. Summary of the Provisions of the Proposed Rule, Analysis and Response to Public 

Comments, and Provisions of the Final Rule 

A. Patient Access API 

1.  Background 

Claims and encounter data, used in conjunction with clinical data, can offer a more 

complete picture of an individual’s health care experience. In the CMS Interoperability and 

Patient Access final rule (85 FR 25523), we noted examples of how claims data can be used to 

benefit patients, as well as health care providers. For example, inconsistent benefit utilization 

patterns in an individual’s claims data, such as a failure to fill a prescription or receive 

recommended therapies, can indicate to a health care provider or a payer that the individual had 

difficulty financing a treatment regimen, may require less expensive prescription drugs or 

therapies, or may need additional explanation about the severity of their condition. Claims data 

can also include other information that could be used to understand care utilization and create 

opportunities for future services or care coordination or management. These are a few examples 

of how access to these data can improve patient care.  

Patients tend to access care from multiple health care providers throughout their lifetime, 

leading to fractured patient health records in which various pieces of an individual’s data are 

locked in disparate, siloed data systems. With patient data scattered among these segregated 

systems, it can be challenging for health care providers to get a clear picture of the patient’s care 

history, and patients may forget or be unable to provide critical information to their health care 

provider during an office visit. This lack of comprehensive patient data can impede care 
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coordination efforts and access to appropriate care. Through the FHIR-based Patient Access API, 

finalized in the CMS Interoperability and Patient Access final rule (85 FR 25558 through 

25559), we required certain impacted payers to share, among other things, patient claims and 

encounter data and a sub-set of clinical data with the third-party apps of a patient’s choice so that 

patients could get their health information in a way that was most meaningful and useful to them. 

We noted that this FHIR-based API could also allow the patient to facilitate their data moving 

from their payer to their health care provider, and discussed the benefits of sharing patient claims 

and encounter data with health care providers, which we discuss in more detail in the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82586).  

We received multiple comments about the Patient Access API proposals to add Medicaid 

payers to the policy, include new HL7 Implementation Guides, and add new requirements for the 

exchange of prior authorization information. A summary of comments and responses follow:  

Comment: Commenters were generally supportive of the Patient Access API proposals, 

stating the importance of patient access to meaningful clinical data, including prior authorization 

information. However, many commenters also expressed concern with the January 1, 2023 

implementation timeline of the Patient Access API policies, some stating it was not feasible, and 

others requesting additional time (24 months) or a delay in implementation to January 1, 2024. 

One commenter suggested that the January 1, 2023 implementation timeline is unrealistic due to 

constraints on IT resources, that are currently focused on high priority projects and the public 

health emergency for COVID-19, as well as uncertain scalability of proposed technical 

standards. Another commenter requested that the implementation timeline for the CMS 

Interoperability and Patient Access final rule (issued in May 2020) also be delayed to January 

2023 to allow states to pursue multi-state collaboratives, ensure secure data protocols, obtain 

needed funds, and increase efficiencies across both rules. 
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Multiple commenters expressed concern over the associated burden. One commenter 

noted that the proposals create significant patient, health care provider, payer, and state burden 

amidst current implementations of other recent CMS and HHS provisions.  

Response: We acknowledge commenter concerns regarding the implementation timeline 

and also thank reviewers for their support. We recognize that impacted payers need time to 

evaluate the implications of implementation and determine the impact on human and operational 

resources. We note that the initial Patient Access API was finalized in the CMS Interoperability 

and Patient Access final rule (85 FR 25570) with a January 1, 2021 implementation date. The 

policies in this final rule build on those finalized in that final rule, and we believe two years 

between the implementation of the policies from the first rule is sufficient to implement the 

policies in this subsequent rule. Therefore, we are finalizing the January 1, 2023 implementation 

date for the Patient Access API policies finalized in this rule as proposed. 

Comment: One commenter noted disagreement with CMS’ decision to exclude Health 

Information Exchanges (HIE), which allow health care professionals and patients to 

appropriately access and securely share a patient’s medical information electronically, as an 

approach to the Patient Access API, stating that just because all patients do not have access to an 

HIE does not mean none of them should. The commenter noted the benefits of HIEs and the 

collaborative nature of the interoperability work occurring there. Another commenter proposed 

that before requirements can be adopted at scale, CMS and ONC should seek industry adoption 

of the ONC FAST technical solutions for, at a minimum, identity resolution, security, and 

directory. 

One commenter requested clarification on the mapping of specific API functionalities to 

specific IGs to support implementation of the Patient Access API policies. One commenter 

expressed concern about the Patient Access API creating redundant work for payers, managed 
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care organizations, and the health care provider community due to CMS’ requirements 

competing with pre-existing patient-focused API solutions. The commenter noted concerns over 

patients needing assistance to understand prior authorization decisions and recommended that 

CMS work with industry to determine the best methods to present content in a manner patients 

understand and can benefit from, and with clear instructions on how to review the content. 

Response: We appreciate the commenter’s feedback and support the collaborative nature 

of the work occurring on the HIEs. The commenter is correct in noting the important role HIEs 

play in advancing interoperability and the sizeable investment made in them by the government.  

While not directly discussed in the rule, we wish to reiterate that we believe that organizations 

providing health information exchange services can support many of the policies in this final 

rule. We believe that HINs and HIEs can play an important role in facilitating seamless exchange 

of data among payers and between payers and other stakeholders, particularly health care 

providers who may rely on HIEs to support exchange with a wide range of trading partners.  

Further, we note that we do not discourage the use of HIEs to meet the Patient Access API 

requirement. Rather, in our proposal, we explained that a patient portal linked to an HIE would 

not meet the requirements. In fact, we encourage payers to use HIEs to the extent they may have 

clinical data not otherwise accessible to the payer. However, to meet the requirements of this 

rule, those data must be accessible via an API, not merely through a patient portal. 

We also appreciate and acknowledge the commenter’s request for additional clarification 

and guidance. This past year, we arranged for states to have access to educational resources from 

HL7 regarding the implementation of the IGs, and will continue to do so for the IGs referenced 

in this final rule to ensure such support is available to the states and affiliated plans.  

We will continue to work with ONC and industry partners to seek industry adoption of 

collaborative federal government solutions and frameworks for identity resolution, security, and 
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directory information. We recognize that true interoperability is a journey that will require 

ongoing collaboration and multiple iterative steps, and, therefore, will continue to work with 

industry and federal partners to support future collaborative solutions that meet industry 

challenges. 

Comment: One commenter recommended that CMS establish a stakeholder workgroup to 

identify best practices in data sharing with Medicaid beneficiaries prior to requiring information 

sharing through the Patient Access API to better understand the Medicaid population’s unique 

needs. 

In response to CMS’ request for comment on whether or not impacted payers should be 

required to include information about prescription drug and or covered outpatient drug pending 

and prior authorization decisions, one commenter noted that due to the existence of Part D 

electronic prior authorization (ePA) and real-time prescription benefit transactions, this was 

unnecessary. The commenter also noted the benefits of the NCPDP Prior Authorization Transfer 

Standard to allow payers to exchange prior authorization information. 

Response:  We appreciate the commenters’ concerns about the need to ensure that 

patients understand data collection practices and potential secondary uses of data and refer these 

commenters and others to the HL7 patient empowerment workgroup. This workgroup specializes 

in a variety of patient focused topics, but in particular the data rights of the patient.  

We agree that the ePA for pharmacy transactions is a robust and effective standard for the 

exchange of prescriptions and prior authorization between health care providers, pharmacy 

benefit managers and payers, and appreciate the commenter confirming use of the standard for 

that purpose. However, payers do not use it to exchange information with health care providers, 

therefore we believe the proposal adds value for purposes of this policy.  

2.  Enhancing the Patient Access API 
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In the CMS Interoperability and Patient Access final rule, we finalized that certain 

payers, specifically MA organizations, state Medicaid and CHIP FFS programs, Medicaid 

managed care plans, CHIP managed care entities, and QHP issuers on the FFEs, must permit 

third-party applications to retrieve, with the approval and at the direction of a current beneficiary 

or enrollee, data specified at 42 CFR 422.119, 431.60, 457.730, and 45 CFR 156.221, 

respectively. We required that the Patient Access API must, at a minimum, make available 

adjudicated claims (including health care provider remittances and beneficiary or enrollee cost-

sharing); encounters with capitated health care providers; and clinical data, including laboratory 

results when maintained by the payer. We required that data must be made available no later than 

one (1) business day after a claim is adjudicated or encounter data are received, including data 

they maintain with a date of service on or after January 1, 2016.  

a. Patient Access API Implementation Guides (IGs) 

When we finalized the Patient Access API, we provided a link to a CMS website that 

identified IGs and related reference implementations demonstrating use of these IGs available to 

support implementation (85 FR 25529) at https://www.cms.gov/Regulations-and-

Guidance/Guidance/Interoperability/index, where we explain how these IGs can help payers 

meet the requirements of the final rule efficiently and effectively in a way that reduces burden on 

them and ensures patients have timely access to their health information. Although these IGs 

were available for payers and third-party app vendors, we did not require payers to use these IGs 

in the CMS Interoperability and Patient Access final rule. We did not specifically propose these 

IGs for possible finalizing in that final rule, but in this final rule we proposed to require these 

IGs. Requiring use of these IGs, without option, would better ensure that the APIs can support 

true interoperability and facilitate the desired data exchange. Additionally, as we proposed these 

same IGs for use for other APIs proposed in the CMS Interoperability and Prior Authorization 

https://www.cms.gov/Regulations-and-Guidance/Guidance/Interoperability/indexw
https://www.cms.gov/Regulations-and-Guidance/Guidance/Interoperability/indexw
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proposed rule, consistent use of the IGs will help ensure that health care providers (see 85 FR 

82598) and payers (see 85 FR 82623) will be consistently able to access and use the data as 

needed. As proposed, requiring these IGs would result in consistent use of the IGs, which could 

improve interoperability.    

In the CMS Interoperability and Patient Access final rule (85 FR 25523), we finalized 

requirements for CHIP managed care entities at 42 CFR 457.1233(d). API requirements were 

codified at 42 CFR 457.1233(d)(2) and (d)(3) through a cross-reference to CHIP FFS program 

requirements at 42 CFR 457.730 and 457.760, respectively. In the proposed rule, we proposed to 

revise 42 CFR 457.1233(d)(2) and (d)(3) and add paragraphs (d)(4) and (d)(5).  

On November 3, 2020, we published a final rule titled “Medicaid Program; Medicaid and 

Children’s Health Insurance Program (CHIP) Managed Care” (85 FR 72842). In this rule, we 

removed 42 CFR 457.1233(d)(1) through (3) and in 42 CFR 457.1233(d), we cross-referenced to 

Medicaid managed care at 42 CFR 438.242. Therefore, the policies in the CMS Interoperability 

and Patient Access final rule (85 FR 25523) and in this final rule are now applicable to CHIP 

managed care entities in 42 CFR 457.1233(d) through a cross reference to Medicaid managed 

care at 42 CFR 438.242, and no further revisions to 42 CFR 457.1233(d) are being made. We 

have noted this change throughout this rule. 

We proposed to require specific IGs for the Patient Access API, by amending 42 CFR 

431.60(c)(3)(iii) for state Medicaid FFS programs, 42 CFR 457.730(c)(3)(iii) for state CHIP FFS 

programs, and 45 CFR 156.221(c)(3)(iii) for QHP issuers on the FFEs. These requirements 

would be equally applicable to Medicaid managed care plans and CHIP managed care entities 

based on cross-references to the state Medicaid and CHIP FFS requirements at 42 CFR 

438.242(b)(5) for Medicaid and 42 CFR 457.1233(d)(2) for CHIP managed care entities 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 
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457.1233(d) to 42 CFR 438.242). We noted in the CMS Interoperability and Prior Authorization 

proposed rule that, were it to be finalized as proposed, beginning January 1, 2023, impacted 

payers would be required to ensure their APIs are conformant with the specified IGs (for 

Medicaid managed care plans and CHIP managed care entities, by the rating period beginning on 

or after January 1, 2023). The CARIN IG for Blue Button, the Da Vinci Patient Data Exchange 

(PDex) IG, and the Da Vinci Patient Data Exchange (PDex) US Drug Formulary IG were 

proposed for HHS use at 45 CFR 170.215(c). The US Core IG was adopted by HHS at 45 CFR 

170.215(a)(2) in the ONC 21st Century Cures Act final rule.  

We recognized that while we proposed to require compliance with the specific IGs noted 

above, the need for continually evolving IGs typically outpaces our ability to amend regulatory 

text. Therefore, we proposed to amend 42 CFR 431.60(c)(4), 438.242(b)(5), 457.730(c)(4), 

457.1233(d)(2) (finalized as applicable to CHIP managed care entities via an existing cross-

reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 CFR 156.221(c)(4) to provide that 

regulated entities would be permitted to use a specified updated version of any or all IGs 

finalized for adoption in this rule if use of the updated IG does not disrupt an end user's ability to 

access the data through any of the specified APIs (85 FR 82591). This would then extend the 

process to allow payers to use the next version of standards as they are available and indicated by 

CMS as ready and available for use, as we finalized in the CMS Interoperability and Patient 

Access final rule, to these IGs. 

In making the proposals, we noted that these IGs are publicly available at no cost to a 

user (see 85 FR 82591). All HL7 FHIR IGs are developed through an industry-led, consensus-

based public process. HL7 is an American National Standards Institute (ANSI)-accredited 

standards development organization. HL7 FHIR standards are unique in their ability to allow 

disparate systems that otherwise represent data differently and speak different languages to 
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exchange such information in a standardized way that all systems can share and consume via 

standards-based APIs. HL7 FHIR IGs are also open source, so any interested party can go to the 

HL7 website and access the IG. Once accessed, all public comments made during the balloting 

process, as well as the IG version history, are available for review. In this way, all stakeholders 

can fully understand the lifecycle of a given IG. Use of IGs developed through such a public 

process would facilitate a transparent and cost-effective path to interoperability that ensures the 

IGs are informed by, and approved by, industry leaders looking to use technology to improve 

patient care.  

We requested comment on these proposals and include summaries of comments and 

responses at the end of this section. 

We finalized in the CMS Interoperability and Patient Access final rule that the Patient 

Access API at 42 CFR 422.119(b)(1)(iii), 431.60(b)(3), and 457.730(b)(3), and 45 CFR 

156.221(b)(1)(iii) must make available clinical data, including laboratory results. We specified at 

42 CFR 422.119(c)(3)(i), 431.60(c)(3)(i), and 457.730(c)(3)(i), and 45 CFR 156.221(c)(3)(i) that 

such clinical data must comply with the content and vocabulary standards at 45 CFR 170.213, 

which is the USCDI version 1. Through a cross-reference to 45 CFR 170.215(a)(2) and (c)(6), at 

42 CFR 431.60(c)(3)(iii) for state Medicaid FFS programs, 42 CFR 457.730(c)(3)(iii) for state 

CHIP FFS programs, and 45 CFR 156.221(c)(3)(iii) for QHP issuers on the FFEs, we proposed 

that payers would be allowed to conform with either the US Core IG or the PDex IG to facilitate 

making the required USCDI data available via the Patient Access API. ONC, on behalf of HHS, 

proposed to adopt the PDex IG at 45 CFR 170.215(c)(6); currently, the US Core IG is adopted at 

45 CFR 170.215(a)(2) (85 FR 82632). The proposed new requirements to conform with either IG 

would be equally applicable to Medicaid managed care plans and CHIP managed care entities 

based on cross-references to the state Medicaid and CHIP FFS requirements at 42 CFR 
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438.242(b)(5) for Medicaid managed care plans and 42 CFR 457.1233(d)(2) for CHIP managed 

care entities (finalized as applicable to CHIP managed care entities via an existing cross-

reference at 42 CFR 457.1233(d) to 42 CFR 438.242). When we first finalized the CMS 

Interoperability and Patient Access final rule and suggested IGs payers could use to implement 

the APIs, we only suggested the US Core IG; however, some payers informed us that they 

preferred to leverage the PDex IG because it offered additional resources for payer-specific use 

cases and was compatible with the US Core IG ensuring interoperable data regardless of which 

IG was used (see https://www.cms.gov/Regulations-and-

Guidance/Guidance/Interoperability/index for additional information). We sought comment on 

whether only one of the two proposed IGs should ultimately be required for the USCDI data.  

We received public comments on the proposed Patient Access API IGs. The following is 

a summary of the comments we received and our responses. 

Comment: Multiple commenters were supportive of CMS’ proposal to standardize 

implementation guidance and adopt requirements for using specific IGs. Commenters noted the 

necessity of standardization to facilitate data exchange, support greater interoperability, reduce 

burden, and improve patient care. Commenters also acknowledged potential implementation 

challenges, including industry readiness, described burdens associated with the provisions, raised 

questions for clarification, and recommended we provide additional flexibilities.  

One commenter noted that this work is IT developer work and is therefore not 

appropriate to require of health plans. One commenter requested CMS provide flexibility to 

leverage alternative standard approaches due to the regulatory process being slower than the 

emergence of new standards. Another commenter requested we provide additional funding to 

address the financial burdens associated with implementation. 
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Multiple commenters expressed concern with our proposal to finalize IGs that are not yet 

published and requested additional clarification and/or action by CMS prior to finalizing. 

Commenters raised concerns about the type of representation in the standards development 

process and recommended fair and transparent processes. Another commenter noted specifically 

that the CARIN IG for Blue Button, PDex IG, and PDex U.S. Drug Formulary IG for the Patient 

Access API are not yet published via the HL7 publication process. Another commenter raised the 

concern of backwards compatibility, while another commenter noted that the Patient Access API 

IGs do not cover prior authorization requests. One commenter also sought clarification on when 

the CMS BCDA and DPC specifications will be fully aligned to the IGs and requested that health 

care providers not be required to support guidance that still needs to be aligned. Another 

commenter recommended these IGs be named as provisional standards until they can be adapted 

to reach full maturity through testing, implementation, evaluation, and refinement processes. 

Commenters noted that the IGs have not had significant implementation experience. 

Commenters were concerned that by including these IGs in regulation, CMS is effectively 

locking the IGs down in a Standard for Trial Use (STU) state and limiting the potential for 

needed updates. One commenter appreciated CMS’ proposal to permit regulated entities to use 

an updated version of any of the IGs proposed, but requested that CMS clearly define the term 

“disruption” and who determines when it occurs and also outline a clear and practical process for 

payers to navigate the HL7 IG versioning.  

Commenters raised multiple clarifying questions on IG implementation and encouraged 

CMS to work with ONC to address questions regarding STU/Normative IG versioning issues, 

potential consequences for payer optionality, electronic physician documentation requirements 

by payers to demonstrate care relationships, and API technical standards while also 

synchronizing approaches and providing information on the results from the pilots of the 
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implementation guides and current levels of adoption in production environments. One 

commenter recommended that CMS work with ONC to devise a method or process to 

incorporate the IG in the CMS rules into the ONC certification criteria and process. Several 

commenters recommended CMS establish a “floor” approach for standards development that 

allows the IGs to go through a maturation process while maintaining a basic and required level of 

functionality.  

Commenters raised concerns about the implementation timeline for the APIs, stating that 

January 1, 2023 is too aggressive and not feasible. One commenter identified several gaps in the 

proposed rule around the availability and maturity of implementation guides (IG) and standards, 

and with limited industry pilot experience, believes 2 years is an insufficient time period to 

achieve a reliable and scalable solution and fully comply with the requirements specified. One 

commenter mentioned that the rule lists USCDI v1 and noted the upcoming availability of v2. 

The commenter suggested that payers plan to conform to the newer version of USCDI v2.  

Other commenters recommended different approaches to requiring IG implementation. 

One commenter urged CMS to go beyond the current provisions to enhance standards testing by 

adding a requirement for a formal analysis and public report of the outcomes of technologies 

implemented under this final rule to create a feedback loop with standards development 

organizations and developers.  

One commenter recommended that CMS transition away from adopting specific technical 

standards since the regulations cannot keep up with the constant changes that are required in 

standards for rapid technology advancement. The commenter suggested an alternative approach 

of adopting functional specifications and allowing industry to develop/implement standards that 

meet those specifications. One commenter requested that CMS name the NCPDP SCRIPT 

Standard V2017071 ePA transactions, including all future versions, as the standard for the 
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exchange of prior authorization information between prescribers and processors for prescription 

drugs to provide consistency and improved interoperability within the industry.  

One commenter noted that there are many improvements to FHIR included in R4 and 

many changes that are not backwards compatible. Therefore, the commenter recommended 

referencing R4 as the minimum standard. Another commenter noted the need for clinical input 

into the standards development process and recommended a robust set of testing tools, a 

community and outreach program to engage EHR vendors and clinical organizations in testing 

and onboarding, and tools to support or enhance clinical interfaces to interact with the payer 

APIs. Finally, one commenter recommended CMS work with IG developers to improve the 

existing specifications and create sets of optional requirements above and beyond existing IGs 

and testing tools to support implementation of these requirements. 

Response: We appreciate commenters’ concerns regarding requiring specific versions of 

FHIR IGs in regulation. We understand that stakeholders have concerns about the IGs’ maturity, 

current capabilities, and lack of implementation experience.  

Finalizing a specific version of the IGs allows us to provide clarity to stakeholders 

regarding the IGs that are required at the current time, and to keep pace with updates and 

innovation for standards and implementation specifications adopted in 45 CFR 170.215 in 

alignment with the Standards Version Advancement Process (SVAP) described in the ONC 21st 

Century Cures Act proposed rule (84 FR 7424), as finalized. Specifically, the ONC SVAP policy 

allows health IT developers to use an updated version of a standard or implementation 

specification adopted at 45 CFR 170.215 provided the updated version has been approved by the 

National Coordinator for use in the ONC Health IT Certification Program.  We would permit 

payers to similarly use an updated version of standards and implementation specifications in 45 

CFR 170.215 once approved. In this way, the next version of an available standard or 
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implementation specification can be used, when this and other conditions are met, for instance, 

when use of the new version does not disrupt an end-user’s access to data that must be made 

available through the API, until such a time when the new version is officially required via 

notice and comment rulemaking. Some commenters have astutely referred to this approach as 

establishing a “floor” for standards development.  

Given this process, we do not believe requiring a specific version of an IG creates an 

issue or will have an impact on implementation and maintenance of the APIs discussed in this 

final rule, or the CMS Interoperability and Patient Access final rule. Rather, we believe this 

approach establishes a baseline across all stakeholders while allowing the standards time to 

mature through proven and collaborative industry development processes.  

For these reasons, we are finalizing our policies as proposed. 

Comment: Commenters provided additional feedback on the Consumer Directed Payer 

Data Exchange (CARIN IG for Blue Button) Implementation Guide: Version STU 1.0.0. A 

commenter provided support for the work by CARIN, as it is directly related to the CMS Blue 

Button initiative already in use. Other commenters noted that the CARIN Blue Button IG does 

not have profiles that allow for the exchange of an explanation of benefits (EOB) without cost 

information and requested CMS provide clarification. The commenter noted that there does not 

appear to be a rationale for supplying both the EOB, as defined by the CARIN Blue Button IG, 

and the clinical data support, as defined by the PDex IG. Since there is no intent to exchange cost 

information associated with an EOB, the PDex IG for USCDI information covers all the relevant 

items available in the EOB and therefore the two appear to be duplicative in relation to the 

exchange of claims and encounter information 

One commenter recommended that CMS clarify the overlap between the PDex IG and 

the CARIN Blue Button IG and noted that sharing claims information (without cost) and clinical 
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information associated with a prior authorization eliminates the need to share USCDI within the 

Payer to Payer API. Another commenter recommended that CMS consider requiring only 

USCDI information as defined by the PDex IG and require that any USCDI information 

available from a claim or encounter must be available via the Provider API as defined in the 

PDex IG. This would then require only the use of the PDex IG, the PDex Formulary IG, and 

(depending upon the decision made by CMS) either the PDex IG (as written) or the PCDE IG to 

support prior authorization information. 

Response: We appreciate the insight provided by these commenters who have expertise 

with the CARIN Blue Button and the HL7 PDex IG. We note that we are finalizing adoption of 

the CARIN Blue Button IG for claims and encounter data, and the PDex IG for USCDI data, as 

proposed. While each of these IGs maintains its intended purpose, they are finalized together to 

address different aspects of the Patient Access API. 

Comment: We received multiple comments in support of finalizing the Payer Data 

Exchange (PDex) Implementation Guide and/or the U.S. Core IG. We received multiple 

comments in support of finalizing a single IG. The majority of commenters favored the PDex IG 

over the U.S. Core IG since the PDex IG is built on the U.S. Core Standard and fills in gaps 

identified by the health care community through connect-a-thons and workflow evaluations. 

However, one commenter supported CMS’ decision to allow both IGs. 

We received multiple comments regarding the proposal to give impacted payers the 

option of choosing between the PDex IG or U.S. Core. One commenter recommended that CMS 

require the use of the PDex IG and remove the optionality to use either US Core or PDex. One 

commenter expressed concern with CMS providing impacted payers the ability to choose which 

IG to adopt without accounting for potential fees charged to health care providers by EHR 

vendors to integrate the IGs into pre-existing workflows and products. The commenter noted that 
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these policies could lead to additional costs and incompatibility with physicians’ EHRs. The 

commenter recommended that CMS outline the expected physician return on investment if 

payers use PDex instead of U.S. Core. One commenter recommended CMS develop a centralized 

process to identify and address issues of optionality as they may relate to misalignment with 

other programs or standards that will be addressed by CMS and the states. Finally, one 

commenter recommended that CMS identify what can be accomplished through the use of 

certified EHR technology that physicians are required to adopt for participation in federal 

reporting programs. 

Multiple commenters agreed that the current U.S. Core profiles (STU3.1.1) do not 

contain all the information needed by payers.  

We received multiple comments related to the general topic of burden associated with 

implementing either PDex or U.S. Core. Multiple commenters agreed that the current U.S. Core 

profiles (STU3.1.1) do not contain all the information needed by payers. Another commenter 

noted that health care providers could incur additional costs if IGs that overlap with the 

requirements of the Provider Access API are used inconsistently. The commenter questioned 

why CMS would propose a payer IG policy that could result in incompatibility with the 

physician’s EHR. The commenter urged CMS to adopt policies where physician costs and 

burden were minimized. One commenter noted disagreement with CMS’ approach to imposing 

new regulation requirements on pre-existing system capabilities and collected data and urged 

CMS to work with ONC to establish a practical approach using USCDI versions to expand on 

provenance to better align with the needs of stakeholders. 

We received many additional comments regarding various other aspects of this topic. 

One commenter requested additional clarification that PDex applies to payer APIs and not all 

APIs that vendors would implement for other purposes. One commenter recommended 
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clarification of guidance to emphasize USCDI instead of “Clinical data including lab results” 

which may cause confusion. 

Response: We appreciate the concerns raised by stakeholders that noted the challenges of 

creating ‘optionality’ by allowing two different IGs. We understand that some commenters 

believe this will create misalignment during implementation into workflows, create 

inconsistencies across systems, and may lead to incompatibility and future unintended costs. We 

also recognize that many stakeholders preferred the PDex IG over the U.S. Core due to the fact 

that it is more advanced and that the U.S. Core profiles do not currently contain all the 

information needed by payers. We note that we are finalizing the use of the PDex IG for the 

proposes of the API policies discussed in sections II.A., II.B. and II.C of this final rule. 

b. Additional Information. 

In addition to enhancing the Patient Access API by proposing to require that the API be 

conformant with the specified IGs, we also proposed to require that information about prior 

authorization decisions be made available to patients through the Patient Access API in addition 

to the accessible content finalized in the CMS Interoperability and Patient Access final rule (85 

FR 25558 through 25559). The primary goal of the Patient Access API is to give patients access 

to and use of their health information. By ensuring patient access to this additional information, 

we intend to help patients be more informed decision makers and true partners in their health 

care.  

In section II.C. of the CMS Interoperability and Prior Authorization proposed rule, we 

proposed making the prior authorization process less burdensome for payers and health care 

providers, and in turn, avoiding care delays for patients, which we anticipate would also improve 

patient outcomes. Patients can only truly be informed if they understand all aspects of their care. 

We noted that we believe more transparency would help ensure patients better understand the 
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prior authorization process. For the full discussion, see the CMS Interoperability and Prior 

Authorization proposed rule (85 FR 82606).  

We proposed to require impacted payers to provide patients access to information about 

the prior authorization requests made on their behalf, and the decisions made on those requests, 

through the Patient Access API. Specifically, we proposed at 42 CFR 431.60(b)(5) for state 

Medicaid FFS programs, at 438.242(b)(5) for Medicaid managed care plans, at 457.730(b)(5) for 

state CHIP FFS programs, at 457.1233(d)(2) for CHIP managed care entities (finalized as 

applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) 

to 42 CFR 438.242), and at 45 CFR 156.221(b)(1)(iv) for QHP issuers on the FFEs to require 

these payers to make available to patients information about any pending and active prior 

authorization decisions (and related clinical documentation and forms) for items and services via 

the Patient Access API conformant with the HL7 FHIR Da Vinci Payer Data Exchange (PDex) 

IG no later than one (1) business day after a health care provider initiates a prior authorization 

request or there is a change of status for the prior authorization. We noted that we believe one (1) 

business day is appropriate because in order for patients to have true transparency into the 

process, they need timely access to this information. We proposed that this requirement begin 

January 1, 2023 (for Medicaid managed care plans and CHIP managed care entities, by the rating 

period beginning on or after January 1, 2023).  

By “active prior authorization decisions,” we mean prior authorizations that are currently 

open and being used to facilitate current care and are not expired or no longer valid. By “pending 

prior authorization decisions,” we mean prior authorizations that are under review, either 

pending submission of documentation from the health care provider, or being evaluated by the 

payer’s medical review staff, or for another reason have not received a determination. As 

discussed in section I.B. of the CMS Interoperability and Prior Authorization proposed rule (85 
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FR 82588), when we state “items and services,” we are referring to items and services excluding 

prescription drugs and/or covered outpatient drugs. In addition, the “status” of the prior 

authorization means information about whether the prior authorization is approved, denied, or if 

more information is needed to complete the request. We also noted that the required information 

and documentation through the API would include the date the prior authorization was approved, 

the date the authorization ends, the units and services approved, and those used to date.  

Similarly, we proposed in section II.B. of the CMS Interoperability and Prior 

Authorization proposed rule (85 FR 82598) to require impacted payers to share the same 

information about prior authorization decisions with a patient’s health care provider via the 

Provider Access API upon a health care provider’s request, and, in section II.D. of the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82623), we proposed that the same 

information about prior authorization decisions be made available via the Payer-to-Payer API. In 

this way, if a patient authorizes their new payer to access data from their old payer, this data 

exchange would include information about pending and active prior authorizations, if such 

information is applicable.  

In the CMS Interoperability and Prior Authorization proposed rule, we did not include 

information about denied or expired prior authorization decisions because this could result in a 

significant amount of information being shared that may or may not be clinically relevant at the 

moment in time the data are exchanged. Pending and active prior authorizations are much more 

likely to be clinically relevant and important for patients, health care providers, and payers to 

know in order to support treatment and care coordination, as well as efficient and effective payer 

operations that can lead to the best possible outcomes for patients. We noted that if a prior 

authorization is “pending,” and the status changes to “denied,” that information would be shared 
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as a “change in status.” As a result, a patient would have access to that information via the API 

as proposed. 

As with all information being made available via the Patient Access API, we noted that 

we believe industry is in the best position to develop applications, or apps, that patients can use 

to most effectively use this information, and we look to innovators in industry to produce apps 

that would help patients understand this information and access it in a way that is useful to them.  

We requested comment on this proposal. 

We also requested comment for possible future consideration on whether or not impacted 

payers should be required to include information about prescription drug and/or covered 

outpatient drug pending and active prior authorization decisions with the other items or services 

proposed via the Patient Access API, the Provider Access API, or the Payer-to-Payer API. We 

did not include information about prescription drugs and/or covered outpatient drugs in any of 

the proposals in the CMS Interoperability and Prior Authorization proposed rule. However, we 

noted that we were interested in better understanding the benefits and challenges of potentially 

including drug information in future rulemaking. We thank commenters for their insight into the 

benefits and challenges of potentially including pending and active prior authorization drug 

information in the Patient Access API in future rulemaking. We are reviewing these comments 

for future consideration. 

We received public comments on requiring impacted payers to include pending and 

active prior authorization decisions in the Patient Access API conformant with the Da Vinci 

PDex IG. The following is a summary of the comments we received and our responses. 

Comment: We received multiple comments on using the Payer Data Exchange (PDex) IG 

for prior authorization information. One commenter noted that while the HL7 DaVinci PDex IG 

is a good foundation, the standard itself is not in a state that will result in meeting the proposed 
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January 1, 2023 compliance deadline because it does not address prior authorizations. Another 

commenter noted that it is not feasible to implement this solution at present. One commenter 

noted that a structured approach to prior authorization documentation may require data and code 

sets beyond USCDI/U.S. Core. One commenter noted that the PDex IG must be extended to 

support prior-authorization data as defined in the proposed rule. This is work that can addressed 

in 2021 and made available as an update to the PDex IG when appropriate. 

Response: We appreciate the commenter’s feedback and are aware of the IG’s current 

limitations. We understand that edits to the PDex IG are needed to best facilitate payers using 

this IG to share pending and active prior authorization decisions with patients via the Patient 

Access API, and health care providers via the Provider Access API discussed in section II.B. of 

this final rule. Therefore, we are not requiring that the information about the prior authorization 

requests be conformant to that IG at this time. However, we understand that a Draft Standard for 

Trial Use 2 is targeted for publication in 2021, and strongly encourage the use of the Da Vinci 

Patient Data Exchange (PDex) IG for prior authorization requests once it is included. 

Comment: We received multiple comments on the proposal to exclude denied or expired 

prior authorization decisions. Commenters provided feedback on CMS’ proposal to not display 

denied or expired prior authorization decisions through the Patient Access API. One commenter 

supported the proposal not to include denied and expired PAs because they could result in a 

significant amount of information being shared that may not be clinically relevant and could 

adversely impact a patient’s treatment plan. However, another commenter recommended that 

CMS require inclusion of denied and expired prior authorization decisions in addition to pending 

and active decisions in the PAS API, and did not support the “change of status” notifications as 

sufficient means for making patients aware of prior authorizations that have changed from 

pending to denied.  
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One commenter recommended that CMS clarify how long prior authorization denial 

information should be retained in the API following a change in status to ensure that patients 

have sufficient time to access this information. Commenters recommended that CMS include 

denied prior authorization decisions, authorizations for prescription medications, and historical 

determinations in the Patient Access API and Provider Access API. Commenters noted that this 

information would be helpful for understanding prior authorization decisions, managing care 

decisions, tracking the history of prior authorization determinations to ensure consistency, and 

facilitating continuity when a patient switches payers.  

Response: We appreciate the commenters’ feedback and acknowledge that prior 

authorization determinations and explanations are helpful for patients and health care providers 

for understanding treatment options, managing care decisions, tracking historical determinations, 

and facilitating continuity of care if a patient switches payers. However, we also acknowledge 

the mixed feedback about our proposal to exclude denied or expired prior authorization 

decisions. We appreciate commenters’ suggestions and engagement with this concept and 

acknowledge the merit of many of the ideas provided in response to CMS’ proposal. 

We also appreciate feedback from commenters about how prior authorization information 

should be managed, documented, and presented to the patient. This aligns with our goal of 

making sure patients have the right data at the right time in order to support sound clinical 

decision making. We believe our proposal represents a strong first step in getting prior 

authorization determinations to patients in a timely fashion to support such actions. Though we 

are not adapting the proposed policy in this final rule, we will consider these proposals for future 

rulemaking and we look forward to stakeholder feedback throughout implementation. 
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Comment: We received comments on the implementation timeline for this specific 

policy. A commenter recommended that CMS implement these policies ahead of the proposed 

January 1, 2023 date, citing the need to eliminate implementation delays. 

Response: We thank the commenter for this suggestion, but believe the implementation 

date of January 1, 2023 is appropriate given the work involved in ensuring that appropriate 

planning can take place to recruit and/or train staff to implement the FHIR IGs, that systems are 

evaluated, that budgets are developed and, as appropriate for each payer submitted to the 

appropriate approving organization.  

Comment: We received multiple comments on the availability of prior authorization 

information, including multiple comments in support of CMS’ proposals. Commenters also 

supported include prescription drug information.  

One commenter provided support for the proposal but raised concerns over patients not 

being able to understand expectations for managing information, patient access not resulting in 

improvements to the processing and response time of prior authorizations, patients lack of 

awareness about the prior authorization process, patients having multiple sources to access 

similar information, and standards limitations. 

Commenters also provided feedback on the timing for payers to provide pending or 

active prior authorization decision requests and the ability for patients to engage in the prior 

authorization process. Some commenters supported CMS’ proposal to require that information 

about any pending or active prior authorization decisions for items and services be made 

available to patients through the Patient Access API no later than one (1) business day after the 

health care provider initiates the request. Other commenters recommended that the timeframe 

should be based on what is “practically feasible.” Commenters expressed concern that patient 

engagement, while optional currently, could at some point become a requirement. The 
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commenters urged CMS to clarify that payers should never require, as part of a prior 

authorization approval, review, or any pending or active process, that patients contribute to or 

review information. 

One commenter noted that data exchanges are not currently established to support patient 

access to fee-for-service claims and authorization information. Additionally, they noted 

significant burden and complexity for establishing the infrastructure to this requirement. Another 

commenter recommended CMS provide additional clarity on exactly what prior authorization 

information needs to be available.  

One commenter recommended several other issues on this proposal, including the kinds 

of patient/family education and support payers will have to provide to patients; health literacy 

and/or digital health literacy considerations for the target patient populations; and the amount of 

information patients and families really know about the prior authorization process as a baseline. 

Another commenter noted that Medicaid members and dual-eligible beneficiaries will need to 

address specific prior authorization requirements for each state, which will involve supporting 

additional functionality. Therefore, the commenter recommended CMS clearly define the 

flexibility needed to address state-specific prior authorization requirements. 

Response: We thank reviewers for their comments and will consider the additional 

comments on consumers’ ability to access their prior authorization decisions using an app of 

their choice into consideration for future rulemaking.  

We understand and appreciate the challenges of patient health literacy and lack of 

awareness about prior authorization processes. We hope that by providing this information in an 

easily accessible format, patients will better understand the processes that support and determine 

their health care, and thus, will take a more active role in understanding and managing this 
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process. We also state that we do not intend for patient engagement in this process to become a 

requirement, either now or in the future.  

We appreciate the comments and feedback on the challenges payers may experience in 

meeting the decision timelines. We understand this process may require changes to payers’ 

current processes and supporting infrastructure to support faster determinations across all payer 

types, but we believe this is a necessary change to support timely and effective patient care. 

However, we believe it is important for patients to have accurate and timely information to direct 

their care. Therefore, we are finalizing our proposal to require, beginning January 1, 2023, 

impacted payers to provide patients access to information about the prior authorization requests 

made on their behalf, and the decisions made on those requests, through the Patient Access API 

no later than one (1) business day after a health care provider initiates a prior authorization 

request or there is a change of status for the prior authorization. 

We also thank the commenter that raised concern of access challenges, needed Medicaid 

flexibilities, and unique circumstances for underserved populations. We are committed to 

developing solutions that support better patient care for all persons across the country. We will 

continue to monitor these issues through implementation and will work with our federal 

government partners and industry stakeholders to support develop solutions through future 

rulemaking, as needed.  

c. Privacy Policy Attestation  

As we discussed in detail throughout the CMS Interoperability and Patient Access final 

rule, one of the most important aspects of unleashing patient data is protecting the privacy and 

security of patient health information, especially appreciating that once a patient’s data is 

received by a third-party app, it is no longer protected under HIPAA. Throughout that final rule, 

we noted the limitations to our authority to directly regulate third-party applications. We 
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previously finalized a provision that payers could deny Patient Access API access to a third-party 

app that a patient wished to use only if the payer determined that such access would pose a risk 

to the personal health information (PHI) on their system. See 42 CFR 422.119(e) for Medicare 

Advantage organizations, 431.60(e) for state Medicaid FFS programs, 438.242(b)(5) for 

Medicaid managed care plans, 457.730(e) for state CHIP FFS programs, and 45 CFR 156.221(e) 

for QHP issuers on the FFEs.  

In the ONC 21st Century Cures Act final rule (85 FR 25814 through 25815), ONC noted 

that it is not information blocking to provide information that is factually accurate, objective, 

unbiased, fair, and non-discriminatory to inform a patient about the advantages and 

disadvantages and any associated risks of sharing their health information with a third party. We 

previously finalized provisions at 42 CFR 422.119(g) for Medicare Advantage organizations, at 

431.60(f) for state Medicaid FFS programs, at 438.242(b)(5) for Medicaid managed care plans, 

at 457.730(f) for state CHIP FFS programs, at 457.1233(d)(2) for CHIP managed care entities 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242), and at 45 CFR 156.221(g) for QHP issuers on the FFEs, 

requiring that impacted payers share educational resources with patients to help them be 

informed stewards of their health information and understand the possible risk of sharing their 

data with third-party apps.  

Taking into consideration comments on the CMS Interoperability and Patient Access 

proposed rule indicating strong public support for additional privacy and security measures, we 

encouraged, but did not require, impacted payers to request an attestation from third-party app 

developers indicating the apps have certain privacy provisions included in their privacy policy 

prior to the payer providing the app access to the payer’s Patient Access API (85 FR 25549 

through 25550). In the CMS Interoperability and Prior Authorization proposed rule, we proposed 
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to require that impacted payers request a privacy policy attestation from third party app 

developers when their app requests to connect to the payer’s Patient Access API (85 FR 82592 

through 82594).  

We proposed at 42 CFR 431.60(g) for state Medicaid FFS programs, at 438.242(b)(5) for 

Medicaid managed care plans, at 457.730(g) for state CHIP FFS programs, at 457.1233(d)(2) for 

CHIP managed care entities (finalized as applicable to CHIP managed care entities via an 

existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 156.221(h) 

for QHP issuers on the FFEs that beginning January 1, 2023 (for Medicaid managed care plans 

and CHIP managed care entities, by the rating period beginning on or after January 1, 2023), that 

impacted payers must establish, implement, and maintain a process for requesting an attestation 

from a third-party app developer requesting to retrieve data via the Patient Access API that 

indicates the app adheres to certain privacy provisions.  

We noted that there are many ways that an impacted payer could meet the proposed 

requirement and we did not wish to be overly prescriptive regarding how each payer could 

implement this process. For instance, a reliable private industry third party may offer a pathway 

for apps to attest that they have established a minimum set of privacy provisions to comply with 

this proposed requirement. A payer could work with such an organization to meet this 

requirement. Or, an impacted payer could establish its own process and procedures to meet this 

proposed requirement. This process could be automated.2 We noted that we believe it is 

important to allow the market to develop and make available innovative solutions, and we do not 

look to preclude use of such options and services. Regardless of the proposed flexibility, we 

noted impacted payers must not discriminate in implementation of the proposed requirement, 

including for the purposes of competitive advantage. We noted that whatever method a payer 

                                                           
2 See Example 1 in ONC’s 21st Century Cures at final rule (85 FR 25816).  
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might choose to employ to meet this proposed requirement, the method must be applied 

equitably across all apps requesting access to the payer’s Patient Access API.  

At a minimum, we proposed that the requested attestation include whether: 

●  The app has a privacy policy that is publicly available and accessible at all times, 

including updated versions, and that is written in plain language,3 and the third-party app 

developer has affirmatively shared this privacy policy with the patient prior to the patient 

authorizing the app to access their health information. To “affirmatively share” means that the 

patient had to take an action to indicate they saw the privacy policy, such as click or check a box 

or boxes.  

●  The app’s privacy policy includes, at a minimum, the following important information: 

++  How a patient’s health information may be accessed, exchanged, or used by any 

person or other entity, including whether the patient’s health information may be shared or sold 

at any time (including in the future); 

++  A requirement for express consent from a patient before the patient’s health 

information is accessed, exchanged, or used, including receiving express consent before a 

patient’s health information is shared or sold (other than disclosures required by law or 

disclosures necessary in connection with the sale of the application or a similar transaction);  

++  If an app will access any other information from a patient’s device; and 

++  How a patient can discontinue app access to their data and what the app’s policy and 

process is for disposing of a patient’s data once the patient has withdrawn consent. 

As we discussed in the CMS Interoperability and Patient Access final rule (85 FR 

25550), payers can look to industry best practices, including the CARIN Alliance’s Code of 

                                                           
3 Plain Language Action and Information Network. (2011, May). Federal Plain Language Guidelines. Retrieved 

from https://www.plainlanguage.gov/media/FederalPLGuidelines.pdf.  
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Conduct and the ONC Model Privacy Notice for other provisions to include in their attestation 

request that best meet the needs of their patient population.4,5 In particular, we believe that 

explaining certain practices around privacy and security in a patient-friendly, easy-to-read 

privacy policy would help inform patients about an app’s practices for handling their data. It 

helps patients understand if and how the app will protect their health information and how they 

can be an active participant in the protection of their information. Also, as explained in the CMS 

Interoperability and Patient Access final rule (85 FR 25517), if an app has a written privacy 

policy and does not follow the policies as written, the Federal Trade Commission (FTC) has 

authority to act. 

We proposed that impacted payers must request the third-party app developer’s 

attestation at the time the third-party app engages the API. Under our proposal, the payer must 

inform the patient within 24 hours of requesting the attestation from the app developer of the 

status of the attestation – positive, negative, or no response, with a clear explanation of what 

each means. The patient would then have 24 hours to respond to this information. For instance, if 

the app developer cannot attest that the app meets these provisions, or if there is no response to 

the payer’s request for the attestation, the payer can inform the patient there may be risk 

associated with sharing their health information with the app per the proposal. The patient may 

choose to change his or her mind and, at that point, the payer would no longer be obligated to 

release the patient’s data via the API. However, if the patient does not respond or the patient 

indicates they would like their information made available regardless, the payer would be 

obligated to make the data available via the API. As proposed, the patient would have already 

authorized the app to access their data, as the request from the payer for an attestation would 

                                                           
4 See https://www.carinalliance.com/our-work/trust-framework-and-code-of-conduct/.  
5 See https://www.healthit.gov/topic/privacy-security-and-hipaa/model-privacy-notice-mpn.  
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only happen after the patient had already authorized the app to access their information and 

provided information about their payer to the app. In such a scenario, the patient’s original 

request must be honored. Because the patient has already consented to the app receiving their 

data, it is important that this process not overly delay the patient’s access to their health 

information via the app of their choice. However, we sought public comments that discuss this 

process, and the payer’s obligation to send the data regardless of whether or not the patient 

responds to the payer after notification of the app’s attestation results, specifically notification if 

the app does not attest to meeting the above privacy provisions. 

We noted that we believe it is important for patients to have a clear understanding of how 

their health information may be used by a third party, as well as how to stop sharing their health 

information with a third party, if they so choose. We also noted that we believe the use of this 

required attestation, if finalized as proposed, in combination with patient education,6 would help 

patients be as informed as possible. Therefore, we proposed that the payer must include 

information about the specific content of their privacy policy provisions included in the 

attestation in the required beneficiary or enrollee resources. The beneficiary or enrollee resources 

must also include, at a minimum, the timeline for the attestation process and the method for 

informing beneficiaries or enrollees about the app developer’s attestation response or non-

response. The beneficiary or enrollee resources would also have to include the beneficiary’s or 

enrollee’s role and rights in this process, such as what actions the beneficiary or enrollee may 

take when a payer informs the beneficiary or enrollee about the status of the attestation, and 

information about a beneficiary’s or enrollee’s right to access their data via a third-party app of 

their choice no matter what the status of the attestation request is. Together, this privacy policy 

                                                           
6 In the CMS Interoperability and Patient Access final rule, we required impacted payers to make available 

beneficiary or enrollee resources regarding privacy and security on its public website and through other appropriate 

mechanisms through which it ordinarily communicates with current and former patients at 42 CFR 422.119(g), 42 

CFR 431.60(f), 42 CFR 457.30(f), and 45 CFR 156.221(g).  



CMS-9123-F  46 

attestation framework and the requirement for payers to provide patients with educational 

resources would help ensure a more secure data exchange environment and more informed 

patients. We noted this would help build patient trust in apps, and therefore, encourage them to 

take advantage of this opportunity to access their health information through a third-party app. 

We stated that privacy and security remain a critical focus for CMS, and we look forward 

to continuing to work with stakeholders to keep patient privacy and data security a top priority. 

Accordingly, we requested comment on additional content requirements for the attestation that 

impacted payers must request and additional required beneficiary or enrollee resources that 

impacted payers must make available related to the attestation as proposed. We noted we were 

particularly interested in hearing feedback on how best to engage available industry-led 

initiatives, as well as the level of flexibility payers think is appropriate for defining the process 

for requesting, obtaining, and informing patients about the attestation. For a complete discussion 

see the CMS Interoperability and Prior Authorization proposed rule (85 FR 82592 through 

82594).   

We also requested comment on whether the request for the app developer to attest to 

certain privacy provisions should be an attestation that all provisions are in place, as it was 

proposed, or if the app developer should have to attest to each provision independently. We 

noted that we wish to understand the operational considerations of an “all or nothing” versus 

“line-item” approach to the attestation for both the app developers and the payers who would 

have to communicate this information to patients. We also noted that we wish to understand the 

value to patients of the two possible approaches.  

We requested comment on the proposal to require impacted payers to request a privacy 

policy attestation from third-party app developers. 
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We received public comments on the proposed privacy policy attestation. The following 

is a summary of the comments we received and our responses. 

Comment: Commenters supported CMS’ proposal to require payers to collect attestation 

statements from third-party apps accessing patient data via application programming interfaces 

(APIs) and to provide patients with insight into such apps’ privacy practices. 

Response: We thank the commenters for their support. 

Comment: Multiple commenters provided feedback on the privacy policy attestation 

requirements. One commenter specifically noted agreement with the scope of the application 

attestation questions, though multiple commenters noted that the attestation process was 

confusing, lacked specificity, and is counter to industry standards, such as the CARIN Code of 

Conduct. One commenter recommended that CMS should support payers adopting the CARIN 

code of conduct as the industry standard for application attestation. Commenters expressed 

concerns with the requirement and process and requested that CMS provide additional clarity on 

this requirement to eliminate potential confusion. In some cases, commenters suggested 

alternatives such as a process mirroring the open-standard authorization protocol or framework 

(OAuth process).  

Another commenter suggested that the burden for attestation as proposed in the rule 

should not be the responsibility of a payer. Another recommended that CMS make certain that no 

liability is attached to impacted payers that rely on attestations from third-party apps. 

Additionally, the commenter requested that CMS finalize the proposal that health plans and 

health insurance issuers provide beneficiaries or enrollees with information about the potential 

privacy and security risks associated with sharing information with third-party applications. One 

commenter suggested that CMS should permit plans to deny access to app developers that do not 

have these certifications. 
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One commenter noted that the proposed solution is not likely to result in enhanced data 

security or more robust patient understanding of the risks involved in permitting third party 

access to their health data. The commenter noted that it is unlikely that consumers will have the 

digital and privacy literacy to fully understand the disclosures. The commenter urged CMS to 

create privacy standards that such applications must meet in order to access patient health data 

or, as an alternative, to allow payers to set their own privacy standards for access to their APIs. 

Multiple commenters provided feedback on CMS’ proposed attestation process. One 

commenter suggested that CMS and ONC could require plans to sign agreements with app 

developers as business associates that require compliance with HIPAA and state privacy rules. 

One commenter stated that CMS could reduce the burden associated with these requirements by 

issuing guidance or by establishing a centralized registration process for third party apps, with all 

appropriate attestations, so that each health plan does not have to develop its own system.  

Commenters expressed concerns with the gaps in the national privacy framework and the 

proposed privacy policy. One commenter recommended that CMS work with the FTC to 

establish a process whereby apps are vetted for adequacy of consumer disclosures. Commenters 

recommended CMS, ONC, and the FTC work with a certification entity to identify and perform 

this function as an independent third party where API developers can certify their products to 

industry acceptable standards. Another commenter recommended CMS share information 

learned from vetting processes for Blue Button 2.0 to establish ratings of various applications on 

its website.  

One commenter noted disagreement with CMS’ proposal that payers would not be 

required to request and capture attestations of apps participating in the private industry third 

party app attestation processes. The commenter does not believe apps participating in a voluntary 
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private organization meet the necessary transparency and reporting requirements CMS outlines 

in its proposed rule.  

Multiple payers commented on the content of the attestations, and requested additional 

clarifications. Commenters noted that the attestation should provide sufficient clarity to enable 

the patient to fully understand the meaning of the attestations, including what data is being 

shared, who it is being shared with, how it is used, and how long the consent remains in effect. 

Suggestions included presenting the attestation in a language and literacy level appropriate for 

the patient, providing a clear option for changing or revoking consent, and a requirement for 

third-party app developers and vendors to have a statement or process in place describing how 

patients will be notified of data breaches, and how such breaches will be mitigated, should they 

occur.  

One commenter recommended processes for providing conditional use of the API if an 

app is unable to certify privacy policies during the certification process and noted that payers 

should have the right to periodically audit all authorized users and notify patients about the 

nature of the applications they are using.  

Response: We appreciate the commenters’ concerns and various suggestions on how to 

improve and ensure patient privacy and acknowledge the merit in commenters’ suggestions to 

improve privacy standards across the industry, including stakeholders’ feedback about 

opportunities to enhance this policy, advance privacy standards through additional regulation, 

and address gaps in the national privacy framework through collaboration with ONC and the 

FTC. We will consider these suggestions in future rulemaking and will, as an agency, continue to 

support efforts to improve and maintain patient privacy policies. Though we did not propose to 

include specific requirements such as those identified in the commenter letters in the CMS 

Interoperability and Prior Authorization proposed rule, should we move forward with future 
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regulatory action related to this policy, we will consider these ideas and determine if they can be 

incorporated in future CMS or HHS proposals, or if such protections may be available through 

other regulating bodies such as the FTC. 

We acknowledge commenter concerns about potential data exposures, limited patient 

understanding of privacy policies, and varying privacy standards across third-party applications. 

We understand the severity of these concerns and appreciate commenters raising them. We 

remain committed to safeguarding patient information across the health care industry. We 

believe the proposed policy provides an opportunity to engage patients in their data privacy 

rights while offering them the opportunity to more meaningfully engage in their care.  

We also appreciate commenters’ feedback on our proposed privacy policy attestation. We 

understand stakeholders seek consistent guidance from us on this process. We will continue work 

with stakeholders throughout implementation and will propose policy solutions to identified 

challenges in future rulemaking, as needed. We are finalizing this policy as proposed, and as 

described in the final action statement in this section. 

Comment: Commenters expressed concern over the 24-hour timeframe to inform the 

patient of the attestation status. One commenter recommended changing the 24-hour requirement 

to a minimum of two days due to lack of automation and clear guidance. Commenters also noted 

that if CMS requires impacted payers to collect the privacy attestation, it should be a one-time 

occurrence at the point of registration. 

Response: We have stated in this final rule that the payer only needs to require the app to 

attest once, when the app first connects to the payer’s API. We note that once this initial process 

is complete, the payer has the information they need from the app to be able to alert patients in a 

timely manner about the app’s attestation status. We believe the requirement to send the patient’s 

data within 24 hours is sufficient time for the payer to notify the patient, given that the payer has 
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the information necessary to notify the patient immediately upon request. We do not believe this 

process will impose undue delay to patients accessing their health information.  

Comment: Several commenters requested that CMS exercise or enforce authority over 

the third-party application developers to provide uniform protection against false attestation and 

other harmful app deficiencies. One commenter strongly urged CMS to adopt an approach that 

ensures third-party application developers have only that information necessary for providing 

health care. One commenter recommended that the attestation required for third-party 

applications include a statement of how the third-party application vendor or developer will 

mitigate data breaches and notify the beneficiary or enrollee, and the payer, regarding breaches. 

Applications should also attest whether they have previously suffered breaches and that they will 

provide breach notifications to impacted users and payers. The commenter also recommended 

that third-party application vendors and their developers be required to attest to information 

about the developer’s ownership structure and location and relationships with any entities who 

may access information on behalf of the developer. 

Response: We note that we do not regulate third party applications, and therefore cannot 

require them to attest or submit certain data to payers or to us. We also note that patients have the 

right and ability to choose a health app that represents their interests, and should not be refused 

access to their data once they have requested access and provided their information through the 

app. 

Comment: Commenters provided feedback on the privacy policy attestation proposal that 

indicates apps should default to data sharing even without affirmative action taken by the patient.  

Commenters expressed concerns about patient PHI being inappropriately disclosed and 

patients lacking appropriate levels of understanding or education. One commenter requested that 

payers not have to take unreasonable steps to ensure the patient has access to the information the 
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payer gathered from an app developer. Another commenter requested that CMS reconsider the 

24-hour consent request and consider allowing patients to revoke permissions. Another 

commenter stated that CMS should not require plans to share information with a third-party 

application unless they receive an affirmative response from the member after communicating 

information about the third-party application’s privacy policy attestations to the member. 

Response: We appreciate the concerns commenters raised about patient engagement and 

the policy defaulting to sharing a patient’s data with an app in cases where the app developer 

does not attest affirmatively or does not respond to the payer’s request for an attestation, and the 

patient does not respond to the payer’s outreach regarding this. As discussed in the CMS 

Interoperability and Patient Access final rule, the patient has already directed their data to be 

shared with the app and this initial request should be honored as patients have a right to their 

health information (85 FR 25550). We believe patients have a right to access their data timely, 

and given that the patient has already taken the steps to engage with the chosen app and provided 

personal information to the app prior to the app connecting to the payer’s API, we believe the 

patient has made their intent to access their data clear. 

Regarding privacy in an enrollment group, at this time, a policyholder can see the claims 

for all members of their enrollment group unless there is an agreed upon privacy provision 

available and in place. The HIPAA Privacy Rule states at 45 CFR 164.522 that individuals have 

a right to request restrictions on how a covered entity will use and disclose protected health 

information about them for treatment, payment, and health care operations. However, a covered 

entity is not generally required to agree to an individual’s request for a restriction unless certain 

limited exceptions are met,7 but is bound by any restrictions to which it does agree. After the 

Affordable Care Act extended the age that group health plans and issuers of health insurance 

                                                           
7 See 45 CFR 154.522(a)(1)(vi) for a discussion of the limited exceptions. 
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coverage in the group or individual market that offer dependent coverage of children must 

continue to make such coverage available to adult children until age 26, some states, including 

California, Colorado, Washington, Oregon, and Maryland, have enacted stricter protections 

regarding privacy rights, and although all of these states operate their own SBEs and issuers on 

these Exchanges are not implicated in this rule, to the extent issuers are operating in both these 

and FFE states, and have applied their privacy policies across markets, consumers in FFE states 

may also benefit from these stricter protections. This final rule does not alter obligations under 

any existing federal, state, local, or tribal law. Again, we note that this data sharing is currently 

ongoing; the API just provides an additional way to facilitate this exchange. 

Comment: Commenters provided feedback on the privacy policy attestation and shared 

thoughts about requiring a “all or nothing” attestation versus a “line item approach. The majority 

of commenters supported an all or nothing approach and cited benefits, including ease of 

implementation as compared to a “line-item” approach, less confusion among patients, and 

potential for more standardization across the industry. 

One commenter urged CMS to require that app developers be required to attest to each 

item independently through a “line-item” attestation to allow patients to select apps that have 

privacy values most like theirs, make more informed decisions when selecting apps, and bolster 

trust in emerging technologies. One commenter noted that for patients to benefit from app 

attestation transparency, they must have consistent access to app attestations that are provided by 

an authoritative source with the backing of federal oversight. Another commenter noted that 

CMS’ privacy policy provisions still leave significant gaps in protections for patient information. 

The commenter recommended that CMS finalize a policy to permit impacted payers to deny 

access by a third party application to a member API or health care provider API if the application 

fails to affirmatively attest to adherence with basic privacy and security standards. 



CMS-9123-F  54 

Response: We appreciate the commenters’ feedback. This was proposed as an “all or 

nothing” attestation, meaning that the app developer would have to attest to all provisions, or the 

app would be considered not in adherence with the desired privacy provisions. We appreciate 

that the requirements we are finalizing for the privacy policy attestation set the floor- the 

minimum of what a privacy policy should include. As such, we agree it is critical that all of these 

provisions should be in place. Understanding the level of effort for collection of a line-item 

attestation response and explain that to a patient in a way that is meaningful to them may be a 

greater effort than the benefit of capturing that level of granularity. As a result, we are finalizing 

this as proposed as an “all or nothing” attestation request.  

d. Patient Access API Metrics 

In the CMS Interoperability and Prior Authorization proposed rule (85 FR 82594), we 

proposed to require impacted payers to report metrics about patient use of the Patient Access API 

to CMS.8 We noted that we believe this is necessary to better understand whether the Patient 

Access API requirement is efficiently and effectively ensuring that patients have the required 

information and are being provided that information in a transparent and timely way. We would 

be better able to evaluate whether policy requirements are achieving their stated goals by having 

access to aggregated, patient de-identified data on the use of the Patient Access API from each 

payer. With this information, we expected that we would be better able to support payers in 

making sure patients have access to their data and can use their data consistently across payer 

types. As a first step in evaluating the adoption of the Patient Access API, we proposed to 

require states operating Medicaid and CHIP FFS programs at the state level, Medicaid managed 

care plans at the plan level, CHIP managed care entities at the entity level, and QHP issuers on 

                                                           
8 We note that the regulation text for QHP issuers on the FFEs in part 156 refers to HHS. In the regulation text for 

QHP issuers on the FFEs, we propose the reporting to HHS for consistency, noting that CMS is a part of HHS. 
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the FFEs at the issuer level to report specified data to CMS. We sought comment on whether we 

should consider requiring these data be reported to CMS at the contract level for those payers 

that have multiple plans administered under a single contract or permit Medicaid managed care 

plans, CHIP managed care entities, or QHP issuers on the FFEs to aggregate data for the same 

plan type to higher levels (such as the payer level or all plans of the same type in a program).  

Specifically, we proposed that these payers report quarterly: 

●  The total number of unique patients whose data are transferred via the Patient Access 

API to a patient designated third-party app; and  

●  The number of unique patients whose data are transferred via the Patient Access API 

to a patient designated third-party app more than once.  

Tracking multiple transfers of data would indicate repeat access showing patients are either using 

multiple apps or are allowing apps to update their information over the course of the quarter. 

We proposed these new reporting requirements at 42 CFR 431.60(h) for state Medicaid 

FFS programs, at 438.242(b)(5) for Medicaid managed care plans, at 457.730(h) for state CHIP 

FFS programs, at 457.1233(d)(2) for CHIP managed care entities (finalized as applicable to 

CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242), and at 45 CFR 156.221(i) for QHP issuers on the FFEs. If finalized as proposed, we 

would redesignate existing paragraphs as necessary to codify the new text. We noted that we did 

not intend to publicly report these data at the state, plan, or issuer level at this time, but may 

reference or publish them at an aggregate, de-identified level. We proposed that by the end of 

each calendar quarter, payers would report the previous quarter’s data to CMS starting in 2023. 

As proposed, in the first quarter the requirement would become applicable, payers would be 

required to report, by the end of the first calendar quarter of 2023, data for the fourth calendar 

quarter of 2022. Therefore, beginning March 31, 2023 all impacted payers would need to report 
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to CMS the first set of data, which would be the data for October, November, and December 

2022. For Medicaid managed care, beginning with the end of the first full quarter of the rating 

period beginning on or after January 1, 2023 based on the previous quarter’s data.  

We requested comment on this proposal. 

We proposed a quarterly data collection. We sought comment on the burden associated 

with quarterly reporting versus annual reporting, as well as stakeholder input on the benefits and 

drawbacks of quarterly versus annual reporting. In addition, we requested comment on what 

other metrics CMS might require payers to share with CMS, and potentially the public, on 

Patient Access API use, so that CMS can consider this information for possible future 

rulemaking.9 In particular, we sought comment on the potential burden if payers were required to 

report the names of the unique apps that access the payer’s API each quarter or each year. We 

noted that we were considering collecting this information to help identify the number of apps 

being developed, potentially review for best practices, and evaluate consumer ease of use.  

We received public comments on the proposed Patient Access API metrics. The 

following is a summary of the comments we received and our responses. 

Comment: Multiple commenters provided general feedback on the proposed Patient 

Access API metrics. Multiple commenters recommended specific metrics for future reporting, 

including, but not limited to, additional process information on prior authorization decision 

resolution, standardized lists of reasons for denials, percentage of prior authorization requests 

that included errors, and the number of cases for which health care providers must submit 

multiple requests.  

                                                           
9 We note that the regulation text for QHP issuers on the FFEs in Part 156 refers to HHS. In the regulation text for 

QHP issuers on the FFEs, we propose the reporting to HHS for consistency, noting that CMS is a part of HHS. 
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Response: We thank reviewers for their recommendations and will consider these 

reporting requirements and suggested metrics in future rulemaking. 

Comment: We received multiple comments in support of the Patient Access API Metrics 

Reporting requirement. One commenter noted that quarterly reporting is appropriate and should 

not be a problem for the apps since many of the apps manage and report this data monthly. Other 

commenters noted that quarterly reporting seemed overly burdensome and that the data collected 

should be meaningful. One commenter opposed finalizing this requirement altogether because it 

would be burdensome, especially while the industry is in the early stages of implementing this 

API, while another suggested annual reporting. Another commenter noted support for annual 

reporting. Commenters urged CMS to increase transparency around reporting and one 

commenter suggested requiring payers to make public the answer each application provides to 

the privacy attestation, so as to give patients more insight into whether and how to use apps. 

One commenter recommended CMS require third-party apps to report these metrics. 

Another commenter requested that CMS leverage existing reporting requirements rather than 

creating additional reporting requirements to minimize administrative burden.  

One commenter recommended specific metrics for reporting and noted support for 

reporting of Patient Access API metrics provided that this information is not made publicly 

available in a manner that identifies specific payers. Commenters also requested additional 

clarifications on the definition of a “unique patient” and clarification on the process for assigning 

patient identifiers. 

One commenter disagreed with the agency’s proposal not to publicly report these data at 

the state, plan, or issuer level. The commenter noted that keeping these metrics hidden will 

prevent the industry from assessing the data and leveraging the results when calling for policy 

changes.  
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Response: We appreciate stakeholders’ comments and suggestions on how to improve the 

reporting process. We also acknowledge the comments about the challenges inherent in the 

reporting timeline. We do not mean for this process to be overly burdensome. Rather, we seek to 

collect only the metrics that provide the most meaning in terms of support effective and timely 

evaluation of these policies and industry adoption.  

We appreciate the suggestion that we should require payers to make public the answer 

each third party app provides to the privacy attestation. Third party apps are not regulated by us, 

and, in most cases, are not owned or developed by any particular payer. While we appreciate the 

commenter’s suggestion that this would give patients insight into the process of choosing an app, 

we do not believe this is the appropriate role for the payer to oversee or publicly report on 

another entity’s privacy policy. While we also appreciate the individual commenter’s request to 

publicly report these data at the state, plan, or issuer level, we do not believe that will provide 

valuable insights for other entities. As we evaluate the information, we may determine that the 

data could be informative and will decide how to make it available.  

We do not prescribe the way payers assign identifiers to patients, as this is a standard 

procedure for each organization. With respect to clarifying what we mean by a unique patient, 

this would be an individual who is in a provider’s or payer’s system at least once during the 

reporting period, and has a record number (or identifier) in the organizations system.  

Taking all of this into consideration, we are finalizing our proposal with modifications. 

We are finalizing that payers would report this data annually. 

e. Patient Access API Revisions  

To accommodate the proposed requirements regarding the use of the Patient Access API, 

we proposed two minor changes to the requirements finalized in the CMS Interoperability and 

Patient access final rule.  
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First, we proposed to revise language about the clinical data to be made available via the 

Patient Access API at 42 CFR 431.60(b)(3) for state Medicaid FFS programs, 457.730(b)(3) for 

state CHIP FFS programs, and 45 CFR 156.221(b)(1)(iii) for QHP issuers on the FFEs. In the 

CMS Interoperability and Patient Access final rule, these specific provisions require payers to 

make available “clinical data, including laboratory results.” We proposed to revise these 

paragraphs to read, “clinical data, as defined in the USCDI version 1.” Lab results are part of the 

USCDI, and clinical data were operationalized as the USCDI version 1 under the “technical 

requirements” where the content standard at 45 CFR 170.213 is adopted. Specifically calling out 

the USCDI here would help avoid unnecessary confusion, as it would be explicitly noted that the 

clinical data that must be available through the Patient Access API is the USCDI version 1 data 

elements. 

Second, we proposed to revise the language previously finalized for denial or 

discontinuation of access to the API to require that the payer make such a determination to deny 

or discontinue access to the Patient Access API using objective, verifiable criteria that are 

applied fairly and consistently across all applications and developers through which parties seek 

EHI. We are proposing to change the terms “enrollees” and “beneficiaries” to “parties” as we 

proposed to apply this provision to the Provider Access API, Payer-to-Payer API, and the prior 

authorization APIs discussed further in sections II.B., II.C., and II.D. of the CMS Interoperability 

and Prior Authorization proposed rule (85 FR 82589 through 82632). As other parties may be 

accessing these APIs, such as health care providers and payers, we noted that we believe it is 

more accurate to use the term “parties” rather than “enrollees” or “beneficiaries.” We proposed 

these revisions at 42 CFR 431.60(e)(2) and 457.730(e)(2), and 45 CFR 156.221(e)(2).  

We received multiple public comments on these proposed edits. 
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Comment: Regarding our proposal to specify clinical data as defined in the USCDI 

version 1, one commenter noted the upcoming availability of USCDI version 2. Another 

commenter suggested that payers should plan to conform to the newer version of USCDI version 

2 when it is available.   

Response: We appreciate commenters’ input on the proposal to update our definition of 

clinical data to refer to the USCDI version 1. We note that in the CMS Interoperability and 

Patient Access final rule, we finalized as part of the requirements of the Patient Access API that 

payers use certain content and vocabulary standards, including the standard at 45 CFR 170.213, 

which is currently the USCDI Version 1. This means payers are required to use content and 

vocabulary standards reflecting the current standard at 170.213, which would include future 

versions of the USCDI if updated in regulation. However, while this requirement specifies that 

standards in 45 CFR 170.213 must be used where applicable to the data type or element, our 

proposal in the CMS Interoperability and Prior Authorization rule was intended to clarify that the 

set of clinical data that payers must make available through the API would be defined by the set 

of data that is identified in the data classes and elements of the USCDI version 1. In other words, 

our proposal was intended to limit the scope of the definition of “clinical data” required for the 

various API use cases proposed. This would mean that while regulated entities could make 

additional clinical information available through the API, the requirement would be only for the 

clinical information included in the USCDI data classes and data elements.    

We agree with commenters that our proposal, which specifically defined clinical data 

through a reference to version 1 of the USCDI, may introduce additional complexity. As newer 

versions of the USCDI become available, payers would be required to use content and 

vocabulary standards adopted in 45 CFR 170.213. However, the set of clinical data that payers 

must share would be specified as version 1 of the USCDI unless we updated this provision in 
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future rulemaking. We believe modifying our proposal to support alignment with additional data 

that may be added under future versions of the USCDI would allow increased clarity and 

consistency for regulated payers who are already required to use the specific content and 

vocabulary standards adopted at 45 CFR 170.213. 

Specifically, we believe that modifying our proposal to more closely reflect the intent of 

the requirement for the payer-to-payer API in the CMS Interoperability and Patient Access final 

rule would help to achieve this goal. In that final rule, we specified that payers must exchange 

the “data classes and elements included in the content standard adopted at 45 CFR 170.213” (85 

FR 25626). We are finalizing our proposal for the Patient Access API at 42 CFR 431.60(b)(3) for 

state Medicaid FFS programs, 457.730(b)(3) for state CHIP FFS programs, and 45 CFR 

156.221(b)(1)(iii) for QHP issuers on the FFEs with modifications to refer to “data classes and 

elements included in the USCDI standard adopted at 45 CFR 170.213.” We believe this language 

more closely reflects the intention of our proposal to clarify that the set of clinical data payers 

must exchange is defined by the data classes and elements in the USCDI, while also allowing for 

alignment with subsequent versions of the USCDI which are adopted at 45 CFR 170.213.  

Comment: Commenters provided support for CMS’ proposal to be more specific about 

the types of clinical information that payers must make available via its APIs, as well as the 

clarification that multiple types of entities may access APIs. The commenter urged CMS to 

extend these technical changes to all payers impacted by the Patient Access Rule to promote 

consistency for payers and patients alike. 

Another commenter urged CMS to clarify that the clinical data that must be made 

available does not include data transmitted to the health plan solely for health plan administrative 

purposes, including payment.   
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Response: CMS thanks reviewers for their feedback and comments. CMS will finalize as 

proposed. We confirm that the clinical data that must be made available should be done so for 

the sole the purpose of health plan administration.  

Comment: Commenters provided feedback on the API discontinuation language change. 

One commenter suggested that CMS not use “parties” to define any role that is covered by the 

term patient as defined in the NPRM preamble. Another commenter believes that use of the term 

“parties” as opposed to “patients” or “enrollees” will lead to additional confusion given that 

“parties” is widely considered to be more generic. For this reason, the commenting organization 

advocates for using the term “patient” and would welcome the opportunity to provide any 

additional clarification on the definition if needed. 

Response: CMS thanks reviewers for their feedback on this proposal, however, as 

explained in section I.A. of this final rule, we have clarified how we use terms that we know 

have particular meanings in statute and regulation, such as patient, enrollee, and beneficiary and 

believe our explanation is clear.  

Although Medicare FFS is not directly impacted by this rule, we noted that we are 

targeting to implement the finalized provisions. In this way, the Medicare FFS implementation 

would conform to the same requirements that apply to the impacted payers under this 

rulemaking, so that Medicare FFS beneficiaries would also benefit from this data sharing. CMS 

started to liberate patients’ data with Blue Button 2.0, which made Parts A, B, and D claims data 

available via an API to Medicare beneficiaries. In an effort to align with the API provisions 

included in the CMS Interoperability and Patient Access final rule, we are updating the Blue 

Button 2.0 API to FHIR R4, and will begin use of the CARIN IG for Blue Button.10 We noted if 

                                                           
10 https://bluebutton.cms.gov/blog/FHIR-R4-coming-to-the-blue-button-api.html.  

https://bluebutton.cms.gov/blog/FHIR-R4-coming-to-the-blue-button-api.html
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the proposed provisions are finalized, we would work to align and enhance Blue Button 

accordingly, as possible. 

Comment: One commenter also noted that our proposals referenced language previously 

finalized in the CMS Interoperability and Patient Access rule that the payer APIs must be 

“conformant with 45 CFR 170.215.” The commenter stated that, with the addition of more 

implementation specifications at 45 CFR 170.215(c) in the proposed rule, not all of the 

implementation specifications in 45 CFR 170.215 are appropriate for all use cases for all three 

proposed APIs, and recommended that CMS make clear that it will provide payers the ability to 

only apply IGs to APIs that reasonably should be integrated to in order to prevent excessive 

burden. Specifically, the commenter noted the SMART Core Capabilities identified as 

mandatory in 170.215(a)(2) do not apply to each API use case. 

Response: We appreciate the commenter’s input regarding consistency in the API 

requirements. When we finalized the requirement referencing conformance with the 

specifications in 45 CFR 170.215 in the CMS Interoperability and Patient Access final rule, the 

section referred to a limited number of implementation specifications in 45 CFR 170.215(a) and 

(b). Our proposals in the CMS Interoperability and Prior Authorization proposed rule referenced 

an additional eight specifications proposed for adoption at 45 CFR 170.215(c). In this rule we are 

finalizing requirements for implementation of APIs which identify certain specifications within 

45 CFR 170.215(c) as required for specific API use cases. We are also finalizing requirements 

that identify the combined use of certain implementation specifications, for instance, for the 

Provider Access API, the use of the FHIR Bulk Data Access Implementation Guide previously 

adopted at 45 CFR 170.215(a)(4) with the PDex US Drug Formulary Implementation Guide, 

finalized for adoption at 45 CFR 170.215(c)(6) in section II.E.3. of this final rule. 
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Given the additional policies finalized in this final rule, we agree with the commenter that 

the existing requirement that payers “use API technology conformant with 45 CFR 170.215,” as 

included in payer API requirements in both this rule and the CMS Interoperability and Patient 

Access final rule, may introduce additional complexity for impacted payers seeking to 

understand compliance requirements. Accordingly, we are finalizing a modification to add “as 

applicable for the API requirements” to this provision. We believe that this revised language will 

clarify that payers are not required to use specifications including in 45 CFR 170.215 where use 

of a specification in 45 CFR 170.215 has not been identified by CMS as part of the requirements 

for a specific API, or where use of a specification in 45 CFR 170.215 is not appropriate given 

functional requirements defined by CMS for that specific API use case. We are finalizing this 

modified language where it is used in the existing requirements for the Patient Access API, and 

by extension in the references to this language we are finalizing for the Provider Access APIs, 

the DRLS API, the PAS API, and the Payer-to-Payer API finalized in this rule.  

f. Provider Directory API Implementation Guide 

We proposed to require that the Provider Directory API finalized in the CMS 

Interoperability and Patient Access final rule (85 FR 25563 through 25564) be conformant with a 

specified IG. The Provider Directory API provision requires impacted payers to ensure health 

care provider directory information availability to third-party applications. Specifically, payers 

need to make, at a minimum, health care provider names, addresses, phone numbers, and 

specialties available via the public-facing API. All directory information must be available 

through the API within 30 calendar days of a payer receiving the directory information or an 

update to the directory information. We proposed a new requirement at 42 CFR 431.70(d) for 

Medicaid state agencies, and at 457.760(d) for CHIP state agencies that the Provider Directory 

API be conformant with the implementation specification at 45 CFR 170.215(c)(8) beginning 
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January 1, 2023. Therefore, we proposed that the Provider Directory API be conformant with the 

HL7 FHIR Da Vinci PDex Plan Net IG: Version 1.0.0.11 Because QHP issuers on the FFEs are 

already required to make health care provider directory information available in a specified, 

machine-readable format, the Provider Directory API proposal did not include QHP issuers on 

the FFEs.12  

Through an existing cross-reference at 42 CFR 438.242(b)(6) (cross referencing the 

Medicaid FFS Provider Directory API requirement at 42 CFR 431.70 and applicable to CHIP 

managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242), Medicaid managed care plans and CHP managed care entities must also implement 

and maintain Provider Directory APIs. We proposed that Medicaid managed care plans and 

CHIP managed care entities must comply with the implementation specification at 45 CFR 

170.215(c)(8) (that is, the HL7 FHIR Da Vinci PDex Plan Net IG: Version 1.0.0) by the rating 

period that begins on or after January 1, 2023. Because of the different compliance deadline for 

the managed care programs, we proposed additional revisions at 42 CFR 438.242(b)(6) and 

457.1233(d)(3) (finalized via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242). We requested comment on these proposals.  

We received public comments on the proposed Provider Directory API IG. The following 

is a summary of the comments we received and our responses. 

Comment: A commenter urged CMS to take measures to ensure the burden of collecting 

health care provider directory information is not passed on to health care providers, while 

another commenter expressed support for CMS’ intent to ensure payers provide patient access to 

health care provider directories that are regularly updated.  

                                                           
11 HL7 International. (n.d.). Da Vinci Payer Data Exchange PlanNet (FHIR IG) Publication (Version) History. 

Retrieved from http://www.hl7.org/fhir/us/davinci-pdex-plan-net/history.cfml. 
12 Available at http://cmsgov.github.io/QHP-provider-formulary-APIs/developer/index.html.  

http://www.hl7.org/fhir/us/davinci-pdex-plan-net/history.cfml
http://cmsgov.github.io/QHP-provider-formulary-APIs/developer/index.html
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Another commenter requested that CMS clarify whether this requirement applies only to 

payers or whether third party app developers were required to use the same standard IG. 

Another commenter recommended that to ensure success of the Provider Directory API, 

CMS should establish a public-private partnership including impacted payers to develop a 

federally-operated national data repository with bi-directional access by health care providers 

and payers that can be leveraged as a source of truth for health care provider data accuracy and 

completeness given inconsistencies in reporting requirements across states and programs. 

Response: We acknowledge the commenter’s concern about health care provider burden 

and re-iterate that CMS intends to reduce burden across the health care system, including on 

health care providers, through these policies. We confirm that this policy only applies to payers 

and we hope the payers will provide the correct information without involving providers. We 

also appreciate the commenters’ suggestions about future opportunities to improve and advance 

interoperability.  

Comment: Multiple commenters support CMS adopting a specific standard and the PDex 

Plan Net IG for the Provider Directory API. One commenter also added that they urge CMS to 

pay careful attention to technical comments received on the maturity and readiness for use of the 

specified implementation guide, including comments from HL7 and the Da Vinci Project. 

Response: We appreciate the commenter’s feedback and support, and we intend to 

finalize these IGs as proposed. We have discussed readiness of the IGs and other technical 

requirements throughout this preamble. 

3. Statutory Authorities for the Patient Access and Provider Directory API Proposals 

a. Medicaid and CHIP 

For the reasons discussed below, the requirements in this section for Medicaid managed 

care plans and Medicaid state agencies fall generally under our authority in section 1902(a)(4) of 
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the Act, which requires that a state Medicaid plan provide such methods of administration as are 

found by the Secretary to be necessary for the proper and efficient operation of the state 

Medicaid plan. The requirements are also authorized under section 1902(a)(8) of the Act, which 

requires states to ensure that Medicaid services are furnished with reasonable promptness to all 

eligible individuals. Additionally, they are authorized by section 1902(a)(19) of the Act, which 

requires states to ensure that care and services are provided in a manner consistent with 

simplicity of administration and the best interests of the recipients.  

We proposed to require that state Medicaid agencies and Medicaid managed care plans 

implement the Patient Access and Provider Directory APIs finalized in the CMS Interoperability 

and Patient Access final rule conformant with specific IGs, as discussed in section II.A.2. of this 

final rule. In sections II.B.3., II.B.5., II.C.3., II.C.4., and II.D.2. of the CMS Interoperability and 

Prior Authorization proposed rule, we proposed that these payers implement new APIs, 

specifically the Provider Access APIs, the DRLS API, the PAS API, and the Payer-to-Payer API, 

in a manner that is conformant with specific IGs. We noted use of these APIs would support 

more efficient administration of the state plan, because, as discussed in more detail below, CMS 

expects that the APIs would improve the flow of information relevant to the provision of 

Medicaid services among beneficiaries, health care providers, and the state Medicaid program 

and its contracted managed care plans. Improving the flow of that information could also help 

states to ensure that Medicaid services are provided with reasonable promptness and in a manner 

consistent with simplicity of administration and the best interests of the beneficiaries, as 

discussed in the CMS Interoperability and Patient Access final rule related to the Patient Access 

and Provider Directory APIs and the Payer-to-Payer data exchange (for Medicaid managed care) 

(see 85 FR 25526). The state is also required to make health care provider directory data for the 

FFS program available per section 1902(a)(83) of the Act; Medicaid managed care plans are 
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similarly required to make a health care provider directory available under 42 CFR 438.10(g). 

Making health care provider directory information available via a standards-based API, and 

updating this information through this API, again adds efficiencies to administration of this 

process. As discussed in the CMS Interoperability and Prior Authorization proposed rule, the 

proposal was intended to further standardize implementation of the Provider Directory API. The 

DRLS API and the PAS API both have the potential to significantly improve the efficiency and 

response time for Medicaid prior authorization processes, making them more efficient in many 

ways, including limiting the number of denials and appeals or even eliminating requests for 

additional documentation. In all of these ways, the APIs are expected to make administration of 

the Medicaid program more efficient.  

Proposing to require these APIs be conformant with specific IGs is expected to simplify 

the process of implementing and maintaining each API, including preparing the information that 

must be shared via each specific API, and ensuring data are provided as quickly as possible to 

beneficiaries (in the case of the Patient Access API and the Provider Directory API), to health 

care providers (in the case of the Provider Access API), and to other payers (in the case of the 

Payer-to-Payer API). Implementing these APIs across payers using the same IGs, as would be 

the case via the Payer-to-Payer API as proposed, would ensure these APIs are functioning as 

intended, and are able to perform the data exchanges specified in a way that is interoperable and 

of value to both the sender and receiver of the information, and thus could help to ensure the 

APIs would improve the efficient operation of the state Medicaid program, consistent with 

section 1902(a)(4) of the Act. These IGs, by further ensuring that each API is built and 

implemented in a consistent and standardized way, transmitting data that are mapped and 

standardized as expected by both the sending and receiving parties, would further increase the 

efficiency of the APIs. It would help ensure that the data sent and received are usable and 
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valuable to the end user, whether that is the patient looking to have timely access to their records 

or the health care provider or payer looking to ensure efficient care and increased care 

coordination to support the timely administration of services. As a result, as noted in the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82586), proposing to adopt these 

IGs would further contribute to proper and efficient operation of the state plan, and is expected to 

facilitate data exchange in a way that is consistent with simplicity of administration of the 

program and the best interest of the participants. Requiring that the APIs be conformant with 

these IGs is therefore expected to make the APIs more effective in terms of improving the 

efficient operation of the Medicaid state plan and Medicaid managed care plans. If the APIs 

operate more efficiently, that, in turn, may help to ensure that beneficiaries receive care with 

reasonable promptness and in a manner consistent with simplicity of administration and 

beneficiaries’ best interests. 

As proposed, the requirement to make available information about pending and active 

prior authorization decisions and associated documentation through the Patient Access API is 

expected to allow beneficiaries to more easily obtain the status of prior authorization requests 

submitted on their behalf, so that they could ultimately use that information to make more 

informed decisions about their health care, improve the efficiency of accessing and scheduling 

services, and if needed, provide missing information needed by the state to reach a decision. 

Receiving missing information more quickly could allow states to respond more promptly to 

prior authorization requests, thus improving health care providers’ and beneficiaries’ experience 

with the process by facilitating more timely and successful prior authorizations, which would 

help states fulfill their obligations to provide care and services in a manner consistent with 

simplicity of administration and the best interests of the recipients, and to furnish services with 

reasonable promptness to all eligible individuals. Improving the prior authorization process could 
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also help states improve the efficient operation of the state plan. In these ways, these proposals 

are consistent with our authorities under sections 1902(a)(4), (8), and (19) of the Act.  

We also proposed that payers would be required to request that app developers attest to 

whether they have certain privacy policy provisions in place prior to making a beneficiary’s data 

available via the Patient Access API. We noted that proposing to require state Medicaid agencies 

and Medicaid managed care plans to implement a privacy policy attestation process is expected 

to help ensure beneficiaries be informed about how their information would be protected or not 

protected when it is provided by the state Medicaid agency or Medicaid managed care plan to a 

third-party app at their request. This attestation process is expected to help a beneficiary better 

understand how their data would be used, and what they can do to further control how and when 

their data is shared by other entities associated with the app. Taking additional steps to protect 

patient privacy and security would help to ensure that the Medicaid program, whether through 

FFS or managed care, is providing Medicaid-covered care and services in a manner consistent 

with the best interests of beneficiaries. In this way, it is within our authority under section 

1902(a)(19) of the Act to propose to require this privacy policy attestation.  

We also proposed to require state Medicaid agencies and Medicaid managed care plans to 

report Patient Access API metrics to CMS quarterly. We noted that we believe that having these 

metrics would support CMS’ oversight, evaluation, and administration of the Medicaid program, 

as it would allow us to evaluate beneficiary access to the Patient Access API. Use of the API 

could indicate that the policy is supporting program efficiencies and ensuring access to 

information in a timely and efficient way and in the best interest of beneficiaries, as intended. 

Section 1902(a)(6) of the Act authorizes CMS to request reports in such form and containing 

such information as the Secretary from time to time may require. These metrics would serve as a 

report to evaluate the implementation and execution of the Patient Access API. 
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For CHIP, we proposed these requirements under the authority in section 2101(a) of the 

Act, which sets forth that the purpose of title XXI is to provide funds to states to provide child 

health assistance to uninsured, low-income children in an effective and efficient manner that is 

coordinated with other sources of health benefits coverage. This provision provides us with 

authority to adopt these requirements for CHIP because the proposed requirements increase 

access to patient data, which can improve the efficacy of CHIP programs, allow for more 

efficient communication and administration of services, and promote coordination across 

different sources of health benefits coverage.   

As discussed above for Medicaid programs, requiring that the APIs finalized in the CMS 

Interoperability and Patient Access final rule, as well as those APIs proposed in the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82586), be conformant with 

specific IGs would support program efficiency. By ensuring that these APIs are implemented in 

a consistent, standardized way, use of the IGs is expected to help support patient, health care 

provider, and payer access to data they can best use to make informed decisions, support care 

coordination, and for the state, support efficient operations.  

We noted that we believe that requiring CHIP agencies, as well CHIP managed care 

entities, to make CHIP beneficiaries’ prior authorization data and other standardized data 

available through standards-based APIs would ultimately lead to these beneficiaries accessing 

that information in a convenient, timely, and portable way. This improved access would help to 

ensure that services are effectively and efficiently administered in the best interests of 

beneficiaries, consistent with the requirements in section 2101(a) of the Act. We believe making 

patient data available in this format would result in better health outcomes and patient 

satisfaction and improve the cost effectiveness of the entire health care system, including CHIP. 

Allowing beneficiaries or enrollees easy and simple access to certain standardized data can also 
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facilitate their ability to detect and report fraud, waste, and abuse—a critical component of an 

effective program. 

As proposed, the provisions align with section 2101(a) of the Act in that they also 

improve the efficiency of CHIP programs. For example, adding information about pending and 

active prior authorization decisions to the Patient Access API allows beneficiaries to easily 

obtain the status of prior authorization requests made on their behalf. This allows patients to 

make scheduling decisions, and provide any missing information needed by a payer to reach a 

decision, which makes the prior authorization process more efficient, ultimately streamlining the 

prior authorization process.  

Additionally, we noted that proposing to require the CHIP programs (FFS and managed 

care) to put a process in place to request that third-party app developers attest to whether they 

have certain privacy provisions in place would allow CHIP to provide services in a way that is in 

the beneficiary’s best interest by providing additional information to them about how they can 

best protect the privacy and security of their health information.  

Finally, we noted that proposing to require state CHIP agencies and CHIP managed care 

plans report Patient Access API metrics to CMS quarterly would help states and CMS 

understand how this API can be used to continuously improve the effectiveness and efficiency of 

state CHIP operations by providing information about its use, which is an indication of the 

effectiveness of the API. The more we understand about the use of the Patient Access API, the 

better we can assess that the API is leading to improved operational efficiencies and providing 

information to beneficiaries in a way that supports their best interests.  

Regarding the requiring the use of the PlanNet IG for the Provider Directory API under 

CHIP, we noted that 42 CFR 457.1207 requires CHIP managed care entities to comply with the 
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health care provider directory (and other information disclosure) requirements that apply to 

Medicaid managed care plans under 42 CFR 438.10. 

b. QHP Issuers on the FFEs 

For QHP issuers on the FFEs, we proposed these new requirements under our authority in 

section 1311(e)(1)(B) of the Affordable Care Act, which affords the Exchanges the discretion to 

certify QHPs on the FFEs if the Exchange determines that making available such health plans 

through the Exchange is in the interests of qualified individuals in the state in which the 

Exchange operates.  

Existing and emerging technologies provide a path to make information and resources for 

health care and health care management universal, integrated, equitable, more accessible, and 

personally relevant. Requiring the APIs discussed in the CMS Interoperability and Prior 

Authorization proposed rule (85 FR 82586) , including the Patient Access API, the Provider 

Access API, the DRLS API, the PAS API, and the Payer-to-Payer API be conformant with 

specific IGs would permit QHP issuers on the FFEs to meet the proposed requirements 

efficiently by simplifying the process of implementing and maintaining each API, including 

preparing the needed information to be shared via each specific API, and ensuring data, and 

ultimately services, are provided to enrollees as quickly as possible. These IGs, by further 

ensuring that each API is built and implemented in a consistent and standardized way, 

transmitting data that are mapped and standardized as expected by both the sending and 

receiving parties, would further increase the efficiency of the APIs. It would help ensure that the 

data sent and received are usable and valuable to the end user, whether that is the patient looking 

to have timely access to their records or the health care provider or payer looking to ensure 

efficient care and increased care coordination to support the timely administration of services. 

This could add significant operational efficiencies for QHP issuers on the FFEs. This would help 
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each proposed policy be most effective, the API solutions to be truly interoperable, and for QHP 

issuers on the FFEs to meet these requirements in a way that ensures enrollees’ needs are best 

met.  

We noted that we believe generally that certifying only health plans that take steps to 

make enrollees’ pending and active prior authorization decisions and related clinical 

documentation available through interoperable technology would ultimately lead to these 

enrollees having access to that information in a convenient, timely, and portable way, which is in 

the best interests of enrollees. Having simple and easy access, without special effort, to their 

health information also facilitates enrollees’ ability to detect and report fraud, waste, and 

abuse—a critical component of an effective program. Adding information about pending and 

active prior authorization decisions to the Patient Access API would allow enrollees to easily 

obtain the status of prior authorization requests submitted on their behalf and use that 

information effectively to make more informed decisions about their health care, improve the 

efficiency of accessing and scheduling services, and if needed, provide missing information 

needed by the issuer to reach a decision. This could allow QHP issuers on the FFEs to more 

promptly address prior authorization requests, streamlining this process, and thus simplifying 

prior authorization processes, and enrollees’ experience with the process, by facilitating timelier 

and potentially more successful initial prior authorization requests. We encouraged State-based 

Exchanges (SBEs) to consider whether a similar requirement should be applicable to QHP 

issuers in their states. 

We also noted that proposing to require QHP issuers on the FFEs to implement a privacy 

policy attestation process would ensure enrollees are informed about how their information 

would be protected and how it would be used, and would add an additional opportunity for 
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issuers to promote the privacy and security of their enrollees’ information. This again ensures 

enrollees’ needs are best met.  

Finally, we noted that proposing to require QHP issuers on the FFEs report Patient 

Access API metrics to CMS quarterly would help CMS understand the impact this API is having 

on enrollees and would inform how CMS could either enhance the policy or improve access or 

use through such things as additional consumer education. These data could help CMS 

understand how best to leverage this API, and consumer access to it, to ensure this requirement is 

being met efficiently and adding value to CMS operations, including leading to the efficiencies 

intended. 

We did not receive public comments on the statutory authorities for the Patient Access 

API. 

Final Action: After consideration of the comments received, and for the reasons outlined 

in our response to these comments and in the CMS Interoperability and Prior Authorization 

proposed rule, we are finalizing our proposal to require that beginning January 1, 2023 (for 

Medicaid managed care plans and CHIP managed care entities, by the rating period beginning on 

or after January 1, 2023), impacted payers would be required to ensure their Patient Access APIs 

are conformant with these specified IGs: The CARIN IG for Blue Button, the Da Vinci Patient 

Data Exchange (PDex) IG, and the Da Vinci Patient Data Exchange (PDex) US Drug Formulary 

IG by amending 42 CFR 431.60(c)(3)(iii) for state Medicaid FFS programs, 42 CFR 

457.730(c)(3)(iii) for state CHIP FFS programs, and 45 CFR 156.221(c)(3)(iii) for QHP issuers 

on the FFEs. 

Beginning January 1, 2023, we are also finalizing our proposal to require at 42 CFR 

431.60(b)(5) for state Medicaid FFS programs, at 438.242(b)(5) for Medicaid managed care 

plans, at 457.730(b)(5) for state CHIP FFS programs, at 457.1233(d)(2) for CHIP managed care 
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entities (finalized as applicable to CHIP managed care entities via an existing cross-reference at 

42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 156.221(b)(1)(iv) for QHP issuers on 

the FFEs to require these payers to make available to patients information about any pending and 

active prior authorization decisions (and related clinical documentation and forms) for items and 

services via the Patient Access API no later than one (1) business day after a health care provider 

initiates a prior authorization request or there is a change of status for the prior authorization. We 

note that we are not finalizing the use of the HL7 FHIR Da Vinci Payer Data Exchange (PDex) 

IG for this particular purpose. We understand that edits to the PDex IG are needed to best 

facilitate payers using this IG to share pending and active prior authorization decisions with 

patients via the Patient Access API, and health care providers via the Provider Access API 

discussed in section II.B. of this final rule. Therefore, we are not requiring that the information 

about the prior authorization requests be conformant to that IG at this time. However, we 

understand that an STU 2 is targeted for publication in 2021, and strongly encourage the use of 

the Da Vinci Patient Data Exchange (PDex) IG for prior authorization requests once it is 

included. 

We are also finalizing our proposal for impacted payers to implement a privacy policy 

attestation. We note that the privacy policy attestation only needs to be requested from an app 

developer the first time the specific app establishes a connection with the payer’s API, a process 

informally referred to as “registration”. In this way, if multiple patients use the same app, the 

payer will not have to request the same attestation from the same app developer each time. We 

note that we are not requiring payers to “register” apps, but are simply using this term as an 

example to represent the first time an app connects to the payer’s API.  

We are also finalizing that in cases where the app developer does not attest affirmatively 

or does not respond to the payer’s request for an attestation, and the patient does not respond to 
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the payer’s outreach regarding this, the payer must default to sharing the patient’s data with the 

patient’s selected health app. 

In addition, after reviewing public comments, we are finalizing the requirement at 42 

CFR 431.60(h) for state Medicaid FFS programs, at 438.242(b)(5) for Medicaid managed care 

plans, at 457.730(h) for state CHIP FFS programs, at 457.1233(d)(2) for CHIP managed care 

entities (finalized as applicable to CHIP managed care entities via an existing cross-reference at 

42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 156.221(i) for QHP issuers on the 

FFEs to report API Metrics with modifications. We finalize that this reporting is to be done 

annually. This data will allow CMS to meaningfully evaluate the effectiveness and adoption of 

these policies and continue to drive advances in interoperability across the health care 

continuum. 

Finally, we are finalizing our proposal that, starting January 1, 2023 (for Medicaid 

managed care plans and CHIP managed care entities, by the rating period beginning on or after 

January 1, 2023), impacted payers would be required to ensure that their Provider Directory APIs 

are conformant to the Payer Data Exchange (PDex) Plan Net Implementation Guide: Version 

STU 1.0.0. We note that a payer may also use the Bulk Data Access (Flat FHIR) specification in 

conjunction with the required Plan Net IG to meet this requirement. Because QHP issuers on the 

FFEs are already required to make health care provider directory information available in a 

specified, machine-readable format, these requirements do not apply to QHP issuers on the FFEs. 

B.  Provider Access APIs 

1.  Background 

As mentioned in the CMS Interoperability and Patient Access final rule, the Patient 

Access API (85 FR 25558 through 25559) could allow the patient to facilitate their data being 

accessible to their provider. A patient could use their mobile phone during a visit with their 
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provider to show the provider their data to help inform their discussion. In the CMS 

Interoperability and Patient Access final rule (85 FR 25555), we discussed the benefits of sharing 

patient health information with health care providers. We also encouraged payers to consider an 

API solution to allow health care providers to access patient health information through payer 

APIs, such as for treatment purposes, and received comments in support of this type of data 

exchange. We sought comment for possible consideration in future rulemaking on the feasibility 

of health care providers being able to request information on a shared patient population using a 

standards-based API. Among the comments we received, some comments stated that allowing 

health care providers to receive data directly from payers would allow the FHIR-based data 

exchange to be significantly more valuable for patients, health care providers, and payers, as the 

data would be available at the moment of care when health care providers need it most, affording 

patients the maximum benefit from the data exchange. We also received some comments that 

having health care providers receive information about prior authorization decisions would 

reduce burden on health care providers and their staff (85 FR 25541). 

While the use of the Patient Access API is a significant first step in facilitating sharing 

individual patient health information, we believe the benefits of making patient data available via 

a standards-based API would be greatly enhanced if health care providers had direct access to 

their patients’ data. As discussed in the CMS Interoperability and Prior Authorization proposed 

rule (85 FR 82586), we are working to get health care providers direct access to data through 

certain CMS programs, and based on this experience to date, we believe it would benefit health 

care providers if they were allowed ongoing access to information about their patients, 

particularly if they could access that information directly from clinical workflows in their EHRs 

or other health IT systems. We further believe provider access to patient information would 

improve both the provider and patient experience. Ensuring that health care providers have 



CMS-9123-F  79 

access to comprehensive patient data at the point of care could potentially reduce the burden on 

patients to recall certain information during an appointment, and might provide an additional 

way for both the provider and patient to confirm that the patient’s recollection of a prior care 

episode is accurate. If health care providers could access information about the care their patient 

received outside of the provider’s care network prior to a patient’s visit, the information might 

improve clinical efficiency and provide a more comprehensive understanding of the patient’s 

health, thus potentially saving time during appointments and potentially improving the quality of 

care delivered. 

We received multiple general comments on the Provider Access API provisions included 

in this section. A summary of the general and miscellaneous comments and CMS’ responses are 

provided below. Specific comments are further addressed in the relevant sections. 

 Comment: We received multiple comments in support of the Provider Access API 

policies. Commenters were in favor of our proposals citing the value of using standards-based 

APIs to exchange patient data for managing populations and directing care decisions, helping 

clinicians make more informed, coordinated care decisions for their patients at the point of care, 

and establishing a better knowledge base to support clinical care in real time. 

However, commenters noted the lack of consistency in the process and timing for various 

clinical procedures (for example, lab tests) among direct and indirect care health care providers. 

Commenters noted that there is a need for standards to query, respond to, and acknowledge prior 

authorization requests submitted by both ordering and rendering health care providers. 

Commenters also requested that CMS provide more information on security issues to promote 

the privacy and security of patient data.  

Commenters indicated that they understood that the proposed rule does not create 

prescriptive requirements for how provider organizations must interact with the proposed APIs. 
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These commenters also urged CMS to consider the potential future burden of these policies on 

health care providers, if provider participation were to eventually become mandatory at some 

point in the future. One commenter recommended that provider participation remain voluntary to 

reduce administrative burden. 

One commenter specifically voiced disagreement with the general shift from provider-to-

provider to payer-to-provider data exchange, noting that it does not support the uninsured and 

self-pay patients. 

Other commenters, while supportive of the overall proposals, recommended that the 

concepts be tested thoroughly so that the final regulations are evidenced-based prior to 

implementation. They also requested that CMS seek input on the potential impact to practice 

management workflows and EHR vendors, where current care delivery resources may need to 

shift in order to effectively support new protocols.  

Response: We thank commenters for their feedback and takes seriously reviewers’ 

comments regarding provider burden. We are committed to increasing standardization across the 

industry and eliminating burden across the health care system. With respect to the comments 

regarding lack of consistency in the process and timing for clinical procedures, such as lab tests 

among health care providers, and the need for standards to query, respond to, and acknowledge 

prior authorization requests submitted by both ordering and rendering health care providers, we 

believe that the PAS API referenced later in this final rule may provide one opportunity to 

improve communication between both providers and payers. Based on the comments we 

received on this specific topic, and the burden issues it appears to represent for both providers 

and patients, including those that are underinsured, it may represent a new use case for the API. 

Specifically, how can a request and response for a prior authorization for lab services, which 

involves several provider entities, be shared. The HL7 FHIR standard, IGs and HIPAA rules all 
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address patient privacy and security protections as patient data is exchanged between parties, 

including technical standards for its protection, as well as procedural policy requirements. 

Specific to the APIs, we recommend review of the IGs for details. We will take commenters’ 

feedback under advisement as we consider future stakeholder engagement or rulemaking. 

Comment: One commenter recommended that CMS coordinate with EHR and other 

technology vendors to ensure that provider access to the API does not require additional costly 

technology deployments, such that the burden of implementation is placed on the vendors and 

payers, not the health care providers. 

Response: We thank the commenter for their input and will take this feedback into 

consideration for future consideration. Our goal is to reduce burden and cost throughout the 

health care system, including on health care providers, payers and patients. We will continue to 

work with stakeholders to ensure health care providers are not unnecessarily burdened. However, 

each CMS program managers will be monitoring implementation and the number and type of 

complaints related to burden and cost to determine what other policies might be relevant for 

consideration in the future. 

Comment: One commenter requested that CMS provide liability protection (that is, a safe 

harbor) to parties who are required to provide data that originated elsewhere through an API they 

are hosting, because payers and health care providers should not be held accountable for the 

quality or accuracy of data of which they are not the original source. Likewise, the commenter 

stated there should be liability protection from secondary, unintended uses of the data by 

downstream entities once the data is delivered to the API. 

Response: We understand that payers and providers are not the source of this clinical 

information; however, both entities maintain clinical data that can be of value to each other and 

to patients. We note that provenance is one data class within the USCDI. As such, this 
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information would be available to share. Payers can choose to indicate the part of a data 

exchange that was received from an outside source so the receiving party understands where to 

direct questions. This will also help the other party understand how to address incorrect 

information as it can be made clear where questions should be directed. Payers are under no 

obligation under this Patient Access API requirement to validate or correct clinical data received 

from another source; and, providers are under no obligation to submit updated data to payers 

should patients suggest there is an error in their data. We encourage payers and providers to 

continually work to ensure the accuracy of the patient data they maintain and share to the extent 

possible. 

As we stated in the CMS Interoperability and Patient Access final rule (85 FR 25558) 

HIPAA covered entities and business associates are responsible for meeting their HIPAA privacy 

and security obligations to protect patient data they maintain, and absent patient requests to the 

contrary, are obligated to take reasonable measures to protect these data in transit. Once these 

data are received by a third-party and no longer under the control of the covered entity or its 

business associate, the covered entity and business associate are not liable for the privacy and 

security of the PHI or any electronic health information sent. While HIPAA covered entities and 

their business associates may notify patients of their potential concerns regarding exchanging 

data with a specific third-party not covered by HIPAA, they are not required to do so, and they 

may not substitute their own judgment for that of the patient requesting the data be transferred. 

CMS does not have the authority to provide liability protection to organizations, and we also 

addressed this concern, and a request for safe harbor in the final rule. We thank commenters for 

these concerns.  

Comment: One commenter strongly supported CMS’ position that provider data requests 

fall under the HIPAA Treatment purpose and would not be subject to “minimum necessary” 
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limits. Clarity on such an approach is essential to effective implementation of this functionality 

and policy. 

Response: We thank the commenter for their support of our position regarding minimum 

necessary limits on provider data requests. We agree that these data requests fall under the 

HIPAA Treatment purpose and would not be subject to “minimum necessary” limits.  

Comment: Commenters noted that CMS and ONC must establish policies to encourage 

vendors to build and health care providers to adopt the systems to exchange information through 

the Provider Access API as well as support the use of its added functionality. Commenters also 

noted that CMS should consider working with ONC to establish specific requirements for EHR 

developers to include the proposed Provider Access API functions in their technologies for 

clinical data as part of the ONC Health IT Certification Program. Doing so would help to ensure 

data exchange and prior authorization interfaces are incorporated into existing workflows and do 

not add to EHR complexity or burden. In addition, commenters noted that ONC should establish 

specific requirements for both health care providers and EHR developers as part of the 

Information Blocking regulations. 

Response: We thank commenters for their input and appreciate this feedback. We will 

continue to work with ONC and industry stakeholders to evaluate the feasibility of future efforts 

to align EHR technology and functionality development and certification with the data exchange 

pathways established through these APIs. 

Comment: One commenter urged CMS to consider focusing efforts on electronic 

provisioning of data from patients to health care providers. The commenter noted that if patients 

can get all payer information via the Patient Access API, then the patient should also be 

considered an “agent of interoperability.” The commenter also noted that in this context, patients 

can elect to make their payer data records available to any provider of their choosing if third-
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party app vendors and EHRs implement a Bulk Data transfer capability. The commenter noted 

that in any case, health care providers will need EHR vendors to provide a “curation function” so 

health care providers and patients can selectively incorporate data into the longitudinal patient 

record. 

Response: We thank commenters for this input regarding the patient’s role in the 

management of their data and compilation of their patient data record. The Provider Access API 

provisions finalized in this rule will allow a provider to access to an individual patient’s 

information directly, including information regarding prior authorization requests, without 

having to burden the patient by requiring that the patient be the conduit for that data exchange. 

We will continue to work with stakeholders to evaluate the need for any potential EHR 

functionality that will assist health care providers in creating a curated longitudinal patient 

record.  

2.  HIPAA Disclosures and Transaction Standards 

As noted in the CMS Interoperability and Prior Authorization proposed rule, health care 

providers would be allowed to request the claims and encounter data for patients to whom they 

provide services for treatment purposes. The HIPAA Privacy Rule, at 45 CFR 164.502, generally 

permits a covered entity to use or disclose protected health information (PHI) for treatment, 

payment, or health care operations without individual authorization. Covered entities must 

reasonably limit their disclosures of, and requests for, PHI for payment and health care 

operations to the minimum necessary to accomplish the intended purpose of the use, disclosure, 

or request (45 CFR 164.502(b)). However, covered entities are not required to apply the 
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minimum necessary standard to disclosures to or requests by a health care provider for treatment 

purposes (45 CFR 164.502(b)(2)(i)).13 

HIPAA also identifies specific transactions for which the Secretary must adopt standards 

and specifies a process for updating those standards. For a full discussion, see the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82599).  

We note that the HHS Secretary has not adopted an applicable HIPAA transaction 

standard for communications of claims or encounter data that are not sent for the purpose of 

requesting payment. Although our proposals in the CMS Interoperability and Prior Authorization 

proposed rule would facilitate payers sharing claims data with health care providers, this would 

not be done for the purpose of obtaining (or making) payment (as described under 45 CFR 

162.1101(a)). We did not propose to report health care encounters in connection with a 

reimbursement contract that is based on a mechanism other than charges or reimbursement rates 

for specific services (as described under 45 CFR 162.1101(b)). Therefore, the use of a HIPAA 

transaction standard is not required for our proposals in this section, or regarding proposals for 

data sharing in sections II.C. and II.D. in the CMS Interoperability and Prior Authorization 

proposed rule, because the Secretary has not adopted a HIPAA transaction applicable to 

communications of claims or encounter information for a purpose other than requesting 

payment.14 

We proposed to require that certain payers implement a standards-based Provider Access 

API that makes patient data available to health care providers both on an individual patient basis 

and for one or more patients at once using a bulk specification, as permitted by applicable law, 

so that health care providers could use data on their patients for such purposes as facilitating 

                                                           
13 See, Office for Civil Rights. (2013, July 26). Uses and Disclosures for Treatment, Payment, and Health Care 

Operations (45 CFR 164.506). Retrieved from https://www.hhs.gov/hipaa/for-

professionals/privacy/guidance/disclosures-treatment-payment-health-care-operations/index.html.  
14 See 45 CFR 162.923(a). 
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treatment and ensuring their patients receive better, more coordinated care. As noted, the HIPAA 

Privacy Rule generally permits HIPAA covered entities to use and disclose PHI for these 

purposes without need of an individual’s authorization.15 However, under other federal, state, 

local, or tribal laws (for example, the “part 2” regulations addressing substance use disorder data 

at 42 CFR part 2), payers and health care providers may need to obtain some specified form of 

patient consent to request or disclose behavioral health, certain substance use disorder treatment, 

or other sensitive health-related information, or they may have to use specified transactions to 

carry out certain defined data transfers between certain parties for specific purposes. We noted 

these proposals do not in any way alter a payer’s or a provider’s obligations under all existing 

federal, state, local, or tribal laws.  

3.  Requirements for Payers: Provider Access API for Individual Patient Information 

Access 

In the CMS Interoperability and Patient Access final rule (85 FR 25558 through 25559), 

we required impacted payers to make certain health information available to third–party apps 

with the approval and at the direction of a patient though the Patient Access API for patient use. 

We noted in the CMS Interoperability and Prior Authorization proposed rule that we believe 

there would be value to health care providers having access to the same patient data through a 

FHIR-based API that allows the provider to request data for a single patient as needed. We noted 

that we recognize that the impacted payers as proposed would have largely prepared the 

necessary infrastructure and implemented the FHIR standards to support the Patient Access API 

finalized in the CMS Interoperability and Patient Access final rule (85 FR 25558 through 25559) 

by January 1, 2021 (for QHP issuers on the FFEs, for plan years beginning on or after January 1, 

2021). As a result, we proposed to require impacted payers to implement a Provider Access API. 

                                                           
15 See 45 CFR 164.506. 
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As proposed, the Provider Access API and the Patient Access API would facilitate the 

FHIR-based exchange of claims and encounter data, as well as the same set of clinical data as 

defined in the USCDI version 1, where such clinical data are maintained by the payer, and 

formulary data or preferred drug list data, where applicable. As proposed, both APIs would also 

require the sharing of pending and active prior authorization decisions (and related clinical 

documentation and forms) for items and services. One difference is that the Provider Access API 

would not include remittances and beneficiary cost-sharing information. Another key difference 

is that in the case of the Provider Access API proposals, the provider, not the patient, requests 

and ultimately receives the patient’s information, and would typically make such a request for 

treatment or care coordination purposes. Where a patient would receive this data via a third-party 

app for use on a mobile device, in the case of the Provider Access API, the provider would 

receive the data directly from the payer and incorporate it into their EHR or other practice 

management system.  

Through the proposed cross-reference to the Patient Access API requirements, the 

Provider Access API would also require adherence to the same technical standards, API 

documentation requirements, and discontinuation and denial of access requirements. For a 

complete discussion of these requirements, we refer readers to the CMS Interoperability and 

Patient Access final rule (85 FR 25526 through 25550) and to section II.A. of the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82589). 

We proposed two approaches to the Provider Access API. First, we proposed a Provider 

Access API that allows health care providers to have access to an individual patient’s 

information. Second, we proposed that the Provider Access API allow access to multiple 

patients’ information at the same time; this is discussed in section II.B.5. of the CMS 

Interoperability and Prior Authorization proposed rule, and this final rule below. The individual 
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request approach may be better suited for situations such as, but not limited to, when the provider 

needs “real-time” access to a patient’s data prior to or even during a patient visit or for small 

practices with limited server bandwidth. In these situations, health care providers may wish to 

gain access to patient data through an API that yields the data through an individual, by patient, 

request.  

To support this individual patient use case, we proposed to require state Medicaid and 

CHIP FFS programs at 42 CFR 431.61(a)(1)(i) and 457.731(a)(1)(i) respectively; and QHP 

issuers on the FFEs at 45 CFR 156.222(a)(1)(i), to implement and maintain a Provider Access 

API conformant with the requirements at 45 CFR 170.215, as detailed in section II.A.2. of the 

CMS Interoperability and Prior Authorization proposed rule for the Patient Access API. As 

proposed, the Provider Access API would leverage the same IGs in the same way as the Patient 

Access API discussed in section II.A.2. of this final rule. These requirements would be equally 

applicable to Medicaid managed care plans and CHIP managed care entities based on cross-

references to the state Medicaid and CHIP FFS requirements at 42 CFR 438.242(b)(7) for 

Medicaid managed care plans other than Non-Emergency Medical Transportation (NEMT) 

PAHPs16 and 457.1233(d)(4) for CHIP managed care entities (finalized as applicable to CHIP 

managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242). We proposed that payers implement this Provider Access API individual patient data 

approach for data maintained by the payer with a date of service on or after January 1, 2016 by 

January 1, 2023 (for Medicaid managed care plans and CHIP managed care entities, by the rating 

period beginning on or after January 1, 2023). We noted that health care providers may or may 

not have a provider agreement with or be in- or out-of-network with the payer that is providing 

the information, as we believe health care providers should have access to their patients’ data 

                                                           
16 See 42 CFR 438.9(b)(7). 
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regardless of their relationship with the payer. Therefore, as proposed, we did not propose to 

permit a payer to deny use of or access to the Provider Access API based on whether the 

provider using the API is under contract with the payer. A provider that is not in network would 

need to demonstrate to the patient’s payer that they do have a care relationship with the patient. 

In the context of Medicaid managed care, we proposed that NEMT PAHPs, as defined at 

42 CFR 438.9(a), would not be subject to the requirement to establish a Provider Access API. 

MCOs, PIHPs, and non-NEMT PAHPs are subject to this CMS Interoperability and Prior 

Authorization final rule. We noted that we believe that the unique nature and limited scope of the 

services provided by NEMT PAHPs is not consistent with the proposed purposes of the Provider 

Access API proposed at 431.61(a). Specifically, we noted that we did not believe that health care 

providers have any routine need for NEMT data nor that having NEMT PAHPs implement and 

maintain a Provider Access API would help achieve the goals of the proposal, namely to help 

avoid patients needing to recall prior services, ensure that health care providers are able to spend 

time with patients focusing on care versus collecting redundant information, or improve patient 

care through enhanced care coordination. However, we include NEMT PAHPs in the scope of 

some of our other requirements that apply to all other Medicaid managed care plans as proposed 

at 438.242(b)(5) through (8). We noted in the CMS Interoperability and Prior Authorization 

proposed rule that NEMT PAHPs are currently exempt from compliance with requirements in 42 

CFR part 438 unless the provision is listed in 438.9(b), which does currently apply 438.242 to 

NEMT PAHPs. Therefore, we proposed to revise 438.9(b)(7) to require compliance with the 

requirements at 438.242(b)(5) through (8) other than the reference to 431.61(a) and (c) at 

438.242(b)(7). 

 We requested public comment on this proposal for impacted payers to implement a 

Provider Access API for individual patient information access. 



CMS-9123-F  90 

We received public comments on the proposed requirements for payers: Provider Access 

API for individual patient information access. The following is a summary of the comments we 

received and our responses. 

Comment: A commenter recommended the PAS API be included as part of the provider 

access API rather than as a separate requirement. The commenter suggests combining the 

requirements would reduce burden. 

Response: We thank the reviewer for their comment, but do not agree with the 

commenter’s assessment. The two APIs have separate functions and therefore should remain 

separate. While the Provider Access API enables communicating the status of pending or active 

prior authorization requests for a given patient, the PAS API is used to complete the workflow to 

secure a prior authorization determination. Combining these functionalities will add complexity 

to the API implementation and create additional decision requirements for the user. Thus, as the 

two purposes and uses are different, they should remain separate. However, this does not prohibit 

these two APIs from existing in the same software application. 

Comment: Commenters provided several specific recommendations regarding the content 

of the Provider Access API. Specifically, commenters requested that CMS clarify how long the 

API must retain information regarding prior authorization denials. Commenters also encouraged 

CMS to require use of the “current version” of USCDI, instead of Version 1, noting that Version 

2 may be available when the API is implemented in 2023 and it would be burdensome to 

maintain two sets of core data. Commenters recommended clarifying what precise information 

must be available on pending prior authorization decisions and withdrawing the requirement that 

the pending and active authorizations include “the related clinical documentation forms.” 

Finally, commenters recommended excluding all cost information in claims data disclosures, 



CMS-9123-F  91 

including the billed amount for the item or service, in addition to the provider remittance and 

cost sharing amounts already excluded from disclosure by the proposed rule. 

Response: While we appreciate the request for precise information about what must be 

available on pending prior authorization decisions, we believe it is important that payers 

determine what information will be most useful to send to providers and patients that will enable 

them to understand the status of the decision and any next steps that are required, in the most 

clear language. Consistent with our policy that the denial reason must be clear and communicate 

specific information about next steps, similar information should be provided in a pending prior 

authorization. For example, payers could provide the reason a prior authorization is pending, the 

next date for its review, any information that is to be submitted, and when a response may be 

expected. We are not changing the requirement that the pending and active authorizations 

include “the related clinical documentation forms, because this information could help avoid 

redundant requests for the same information. We did not propose a retention period for prior 

authorization denials but are confident that payers already have existing record retention policies 

within their own organizations and suggest that these policies be used as guidelines for the APIs. 

A patient or provider may find this information useful for historical purposes, to ensure that a 

duplicate request is not made, and to help identify services that are likely to be denied in the 

future.  

As discussed in section II.A. of this final rule, we agree with the commenters regarding 

our proposed reference to the USCDI. We are finalizing a modification to this language to refer 

to “data classes and elements included in the USCDI standard at 45 CFR 170.213.”  

We note that we did not propose to include cost data in the Provider Access API. 

Comment: Commenters provided feedback on the use of the specific IGs to support 

implementation. Several commenters suggested that CMS define use of the Da Vinci PDex 
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Implementation Guide as the sole requirement for exchanging claims and encounter data that 

meets the USCDI standard. PDex provides a mapping of the claims and encounter information to 

clinical resources. As payers must provide PDex capability to support the Patient Access API, 

they will have built the capability. With this approach, payer and provider data would be 

exchanged via one API rather than two. The commenter notes that this approach would require 

less development and support and maintenance costs for health care providers. 

One commenter noted that, while the IG provides a good foundation, the standard itself is 

not in a state that will result in meeting the proposed January 1, 2023 compliance deadline. The 

commenter felt that not requiring Flat FHIR IG will result in added implementation burden 

because the Patient Access API implementations cannot be as easily reused. Flat FHIR will 

require industry consensus on the mechanisms to specify and maintain aligned patient panels (for 

example, naming conventions for population groups).  

In addition, commenters stated that the ONC FAST specification outlines infrastructure 

requirements that are needed for scaling provider-payer interactions, which are in-scope when 

moving beyond a single payer, such as Medicare FFS. These would include solutions for 

endpoint discovery, security, and identity resolution. 

Response: We note that we are finalizing that, in the same way as finalized for the Patient 

Access API discussed in section II.A.2. of this final rule, impacted payers would be required to 

ensure their Provider Access APIs are conformant with these specified IGs: The CARIN IG for 

Blue Button, the Da Vinci Patient Data Exchange (PDex) IG, and the Da Vinci Patient Data 

Exchange (PDex) US Drug Formulary IG. We refer readers to section II.A.2 for further 

discussion comments on the IGs. 

We agree that the ONC FAST initiative is a good project, focused on developing the 

component solutions to enable industry to use FHIR on a macro level, and are aware that it 
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includes development of technical solutions for architecture, as well as guidance for identity 

management, security, and payer end points.  

Comment: Commenters provided feedback on the proposed implementation timeline. 

Some commenters raised concerns regarding the feasibility of the January 1, 2023 

implementation timeline for the Provider Access API requirements, recommending alternatives 

of January 1, 2024 and no earlier than one year following publication of the final IGs. 

Specifically, commenters noted that the timeline would be difficult for organizations impacted 

by the COVID-19 public health emergency, as well as for EHR vendors required to comply with 

the ONC 2015 Edition Cures’ certification requirements by the end of 2022. 

Since ONC is not making the technical provisions of the Provider Access API part of its 

certification program, they are voluntary for EHR vendors to implement, thus making it unlikely 

that they will deploy the time and resources to adopt the Provider Access API amongst 

competing priorities. This would have a negative impact on health care providers seeking to 

realize the benefits of CMS’ proposed technical enhancements. Given the regulatory bottleneck 

towards the end of 2022, the commenter urged CMS to work with the EHR vendor community 

and identify a practical timeline that balances the realities of EHR development with the 

improvements CMS is seeking to promote. 

Response: We thank commenters for this feedback and for these concerns regarding the 

implementation timeline for Provider Access API provisions. We recognize that the COVID-19 

public health emergency has placed serious constraints on the health system and are sympathetic 

to payers who have taken on additional work to support the emergency response. We note that 

the use of APIs in healthcare, and particularly in payer-to-provider data exchange will be critical 

to future public health efforts, and potentially support vaccination efforts through data exchange 

in the future, and believe that for this very reason, these policies cannot be delayed. We further 
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note that the requirements for this API align almost identically with the already established 

Patient Access API (85 FR 25510). In this section II.A.2. of this final rule, we are finalizing IGs 

that will support the build of these APIs and provide further clarity for payers on how to 

implement the APIs, thus reducing some of the implementation burden. The implementation of 

the Patient Access API is already underway as a result of the CMS Interoperability and Patient 

Access final rule, and thus we believe these timelines are appropriate for implementation of the 

Provider Access API requirements.  

We appreciate commenter concerns regarding EHR implementation and development of 

solutions related to the provider access API requirements. We will continue to work with the 

ONC and the EHR vendor community on future EHR development efforts. 

Comment: Commenters also commented on the proposal’s technical standards. One 

commenter expressed general concern regarding requirements for health plans (payers) to build 

and maintain tools, noting that this is the function of an IT developer, not a health plan. The 

commenter urged CMS to use its section 1115 waiver authority to incentivize states to pilot 

implementations, create a detailed implementation schedule, and clarify the steps required to 

implement the requirements of the Provider Access API at scale.  

Response: We thank the commenter for this suggestion, but do not agree with the 

commenter’s assessment. Health plans (payers) play a critical role in collecting, maintaining, and 

facilitating the sharing of healthcare information for patients and the provider community. As 

such, they are in a unique position to promote the secure exchange of data across the care 

continuum. With respect to the availability of 1115 state waivers, section 1115 of the Act gives 

the Secretary of Health and Human Services authority to approve experimental, pilot, or 

demonstration projects that could assist in promoting the objectives of the Medicaid program. 

These demonstrations give states additional flexibility to design and improve their programs. 
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These demonstration projects are typically used for states to institute reforms related to routine 

medical care and focus on evidence-based interventions that drive better health outcomes and 

quality of life. Should the Medicaid program determine that the development of APIs would fall 

under the purview of a waiver, it will send notice out to the states for the opportunity to apply for 

such a waiver.  

Comment: Commenters supported CMS’s proposal to require that the Provider Access 

API comply with the same technical standards, API documentation requirements, and 

discontinuation and denial of access requirements as the Patient Access API. However, one 

commenter requested that CMS outline the security controls required for the provider to gain 

access to the API and clarify who (that is, individual clinician vs. physician group) should obtain 

access.  

In addition, one commenter noted that the process outlined in the proposed rule seems to 

contradict the process flow outlined in the CMS Interoperability and Patient Access final rule 

which emphasized the role of health information networks (HINs) and the use of health 

information exchanges (HIEs) as the avenue for health care providers to exchange and retrieve 

data. The Trusted Exchange Framework and Common Agreement (TEFCA), which is still under 

development, was intended to be a foundational component of exchange between payers and 

health care providers. Without this, impacted payers will have to establish individualized rules 

diminishing the value of interoperability. 

Response: In the CMS Interoperability and Patient Access final rule we stated that we 

appreciated that HIEs and HINs can provide patients with valuable information, and that we 

looked forward to innovative solutions from this community. We also stated that one option 

would be to leverage APIs and support patient access via this technology.  With respect to the 
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TEFCA, we are aware that there is increasing interest in a framework for the exchange between 

payers and providers, and also look forward to the development of this agreement. 

4.  The MyHealthEData Initiative Experience with Sharing Patient Data with Providers 

Understanding the benefits of provider access to patient information discussed above, as 

part of the MyHealthEData initiative, we launched the Beneficiary Claims Data API (BCDA), 

which enables Accountable Care Organizations (ACOs) participating in the Shared Savings 

Program to retrieve Medicare Part A, Part B, and Part D claims data for their prospectively 

assigned or assignable beneficiaries17 utilizing the HL7 FHIR Bulk Data Access (Flat FHIR) 

specification.18 In addition, in July 2019, we announced a pilot program called “Data at the Point 

of Care” (DPC)19 in support of our mission to transform the health care system. Also part of the 

MyHealthEData initiative, DPC— utilizing the HL7 FHIR Bulk Data Access (Flat FHIR) 

specification—allows health care health care providers to access synthetic Medicare FFS claims 

data, either by integrating with their EHR or with the health IT system they utilize to support 

care, without requiring access to other applications. See the CMS Interoperability and Prior 

Authorization proposed rule for a full discussion of both CMS programs (85 FR 82600). 

When leveraged, the HL7 FHIR Bulk Data Access (Flat FHIR) specification permits the 

efficient retrieval of data on entire patient populations or defined cohorts of patients via the bulk 

transfer of data using standard data exchanges. Health care providers who are responsible for 

managing the health of multiple patients may need to access large volumes of data. Exchanging 

patient data for large numbers of patients may require large exports, which would usually require 

multiple requests and a number of resources to manage the process that can overburden 

                                                           
17 Centers for Medicare and Medicaid Services. (n.d.). Beneficiary Claims Data API. Retrieved from 

https://bcda.cms.gov/.  
18 HL 7 International. (n.d.). FHIR Bulk Data Access (Flat FHIR). Retrieved from 

https://hl7.org/fhir/uv/bulkdata/history.html. 
19 Data at the Point of Care. (n.d.). Retrieved from https://dpc.cms.gov/. 



CMS-9123-F  97 

organizations and be time consuming and costly. Even using more efficient methods of data 

exchange like secure APIs can present challenges for a large number of patient records. For 

example, for a health system with thousands of Medicaid patients, accessing those patients’ 

claims data one by one would require thousands of API calls.20 We believe that providing a 

streamlined means of accessing this information via FHIR-based APIs utilizing the HL7 FHIR 

Bulk Data Access (Flat FHIR) specification greatly improves health care providers’ ability to 

deliver quality, value-based care, and ultimately better manage patient health. 

5.  Requirements for Payers: Bulk Data Provider Access API 

We believe that the benefits of data sharing would be greatly enhanced if other payers 

were sharing health information about their patients with health care providers for multiple 

patients at once, as CMS is now beginning to do under BCDA and as we are also further testing 

through the DPC pilot, for instance. As a result, we proposed a second approach to require 

impacted payers to implement payer-to-provider data sharing using the HL7 FHIR Bulk Data 

Access (Flat FHIR) specification – a Bulk Data Provider Access API. 

Given the many benefits of giving health care providers efficient access to their patients’ 

data, and the relative ease of doing so by leveraging the HL7 FHIR Bulk Data Access (Flat 

FHIR) specification, we proposed to require that all Medicaid and CHIP FFS programs at 42 

CFR 431.61(a)(1)(ii) and 457.731(a)(1)(ii), Medicaid managed care plans at 438.242(b)(7), 

CHIP managed care entities at 457.1233(d)(4) (finalized as applicable to CHIP managed care 

entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and QHP 

issuers on the FFEs at 45 CFR 156.222(a)(1)(ii) implement and maintain a standards-based 

Provider Access API using the HL7 FHIR Bulk Data Access (Flat FHIR) specification at 45 

CFR 170.215(a)(4) to allow health care providers to receive the same information as indicated 

                                                           
20 A ‘call’ is an interaction with a server using an API to deliver a request and receive a response in return. 
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above for the individual patient request Provider Access API -- their patients’ claims and 

encounter data (not including cost information such as provider remittances and enrollee cost-

sharing); clinical data as defined in the USCDI version 1, where such clinical data are 

maintained; and formulary data or preferred drug list data, where applicable; as well as 

information on pending and active prior authorization decisions. The regulations for Medicaid 

managed care plans and CHIP managed care entities are cross-referenced and incorporate the 

regulations we propose for state Medicaid and CHIP FFS programs. 

We proposed that payers would be required to implement this Bulk Data Provider Access 

API approach for data maintained by the payer with a date of service on or after January 1, 2016, 

by January 1, 2023 (for Medicaid managed care plans and CHIP managed care entities, by the 

rating period beginning on or after January 1, 2023). We requested public comment on whether 

this timeline is feasible and whether the benefits would outweigh the costs of this Bulk Data 

Provider Access API proposal. 

We noted that we understand and acknowledge that payers and developers may view the 

proposed requirements as burdensome, as they could involve building multiple APIs to share 

data between payers and health care providers. We invited public comment on the benefits of 

having the Provider Access API available with and without the use of the HL7 FHIR Bulk Data 

Access (Flat FHIR) specification. As we look to balance providing this flexibility with the 

burden of potentially implementing and maintaining multiple APIs, we invited input on whether 

we should require payers to implement just one API that leverages the HL7 FHIR Bulk Data 

Access (Flat FHIR) specification for when they are requesting data for just one patient, or for 

more than one patient, or should we finalize as we are proposing here to have payers implement 

one API solution that does not leverage the Bulk specification for a single patient request (as 

discussed in section II.B.3. above in the CMS Interoperability and Prior Authorization proposed 
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rule), and a second solution that uses the Bulk specification for requests for more than one 

patient. We noted that we believe both proposed functionalities offer necessary benefits to health 

care providers depending on the specifics of the situations in which they would need patient data. 

For example, a large health system or large group practice may benefit from using the bulk 

specification if it is updating records annually. We also noted that we believe that requiring 

payers to have both API approaches available gives health care providers flexibility. For 

example, a provider practicing within a large health system, such as in the example above, may 

want quick access to a specific patient’s information right before that patient’s scheduled 

appointment. 

We requested comment on this proposal. 

We received public comments on the proposed requirements for payers: Bulk Data 

Provider Access API provisions. The following is a summary of the comments we received and 

our responses. 

Comment: We received multiple comments supporting CMS’ proposal to require payers 

to implement a Bulk Data Provider Access API, citing how the bulk access had the potential to 

reduce provider burden. One commenter noted that it would decrease the burden on health care 

providers and potentially payers if health care providers would have the ability to regularly pull 

and update data on their patients in bulk. To promote adoption, CMS should work with health 

care providers to ensure the API returns useful information and that health care providers are 

capitalizing on the investment payers will make to provide this functionality. 

However, some commenters raised concerns that the bulk specification has not been 

adequately implemented and tested to assess if it will be sufficient to meet the proposed need and 

timeframes. They also raised concerns about technical feasibility with the large volume of data 

transferred via the API, suggesting that payers need to be able to put reasonable limits on such 
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bulk data requests, or alternatively, CMS should remove the Bulk Data transfer from the initial 

requirements. 

Regarding implementation of the Bulk Access API, one commenter requested that the 

referenced IG be modified to adequately support the use of bulk data and help avoid the creation 

of multiple different solutions. 

Response: We thank the reviewers for their comments and appreciate their input on the 

bulk access API for payer-provider data exchange. 

We note that bulk data transfers in FHIR can address the type of exchanges done by batch 

transactions, where a significant amount of data can be transferred through a single interaction. 

While, apart from an optional use reference in the PDEX IG,  bulk data access is not currently 

specified in the published versions of the implementation specification adopted in this final rule, 

in many cases, the core set of commands described in the Bulk Data Access (Flat FHIR) IG can 

be applied unambiguously to the data models and structures defined in those IGs. Specifically, 

transfers involving formulary, provider directory, and individual patient data can be supported 

using existing published IGs in conjunction with the FHIR Bulk Data Access IG previously 

adopted by ONC at 45 CFR 170.215(a)(4).  

We note that the FHIR Bulk Data Access IG does not need to be extended or modified to 

support any specific set of FHIR profiles (for example, CPCDS or USCDI, etc.). The FHIR bulk 

implementation specification is agnostic to the data delivered that is contained in another 

specification, as long as it is provided with a list of resource IDs (for example, Patient IDs).  

Regardless of the data being retrieved, an API conformant to the FHIR Bulk Data Access IG 

provides an efficient way to get the data (that is, using asynchronous query, ndJSON, and the 

system scopes) as long as the server can create a “group”. The FHIR Bulk Data Access IG has 
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also been tested at multiple Connectathons, where developers used the “Group” resource to 

create groups of patients. 

However, we are not finalizing our proposal to require a Bulk Access API nor are we 

requiring use of the  HL7 FHIR Bulk Data Access at this time because we recognize that 

additional work may be needed for the specific use cases to support and standardize the 

appropriate specification of a “group” to facilitate bulk exchange and ensure retrieval and 

response can be conducted in a consistent manner.  We encourage the use of the FHIR Bulk Data 

Access IG and the engagement of the community to test these health care operations use cases as 

we believe the ability to engage in bulk exchange will support optimization of APIs for these 

purposes in the future. 

Comment: Commenters submitted a number of comments in response to CMS’ request 

for input on the bulk data specification. Comments cited the pros and cons of both batch platform 

transactions and real-time transactions. Commenters specifically recommended that CMS 

finalize the requirement as two separate APIs for individual and bulk data access, as proposed, 

given that they serve two separate use cases. They noted that a bulk data API is essential, and 

supported CMS’ proposal of the Flat FHIR specification. However, one commenter raised 

concerns about the maturity and readiness for use of the specified IG in supporting 

implementation. 

One commenter supported the use of the HL7 FHIR Da Vinci PDex, in concert with Flat 

FHIR, to allow for both batch and individual data exchange, creating conformance and 

consistency across the payer landscape. The commenter noted, though, that the proposed 

requirements, as specified, will require the modification of multiple FHIR IGs, including the 

CRD, DTR, and Prior Authorization Support (PAS) IGs. 



CMS-9123-F  102 

Commenters supported limiting the Provider Access API to individual enrollee data 

requests, urging CMS not to require that the FHIR Bulk Data Access specification be adopted for 

the Provider API at this time. Their rationale focused on potential challenges for implementing 

the bulk data specification, including the fact that that IGs will need to be updated and industry-

approved to define the bulk access patterns and would require testing at scale for industry-wide 

adoption. They also raised concerns about patient consent for bulk transactions, the technical and 

administrative burden on smaller health plans, the potential for duplicative requests, and the 

utility of the information resulting from bulk transactions, which would be largely dependent on 

the EHR’s ability to filter and consolidate the data. One commenter noted that some of these 

challenges could be mitigated if CMS worked with health care providers to make them aware of 

tools that could facilitate use of the API, such as the CARIN search parameters. 

Commenters who disagreed with the proposal also noted that CMS’ assumption that 

impacted payers will have largely prepared the necessary infrastructure and implemented the 

FHIR standards as part of the Patient Access API is flawed. As proposed, the bulk specification 

is far more complex than that Patient Access API, requiring a model with the infrastructure, 

security, and privacy of a one-to-many instead of a one-to-one model. 

Response: We thank the commenter for this input regarding the pros and cons of batch 

and real-time transactions, as well as for the general support of our proposal to maintain two 

separate APIs for one (individual) and more than one (bulk) patient. However, we are not 

finalizing the requirement for the Bulk Access API and, as a result, we are not finalizing a 

requirement to use the HL7 FHIR Bulk Data Access IG previously adopted by ONC at 45 CFR 

170.215(a)(4) at this time. We encourage the use of the FHIR Bulk Data Access IG due the 

benefits it can provide for retrieving data for multiple patients.  For specific use cases that 

require the combination of the bulk IG and another IG, we encourage the use of the FHIR Bulk 
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Data Access IG and the engagement of the community to test “group” identification for these 

health care operations use cases.  We believe the ability to engage in bulk exchange will support 

optimization of APIs for these purposes in the future. 

In the CMS Interoperability and Prior Authorization proposed rule, we described the 

process for states operating Medicaid and CHIP programs to be able to access federal matching 

funds to support their implementation of this Provider Access API, because the API is expected 

to help the state administer its Medicaid and CHIP state plans properly and efficiently, consistent 

with sections 1902(a)(4) and 2101(a) of the Act.  

We noted that we do not consider state expenditures for implementing the proposal to be 

attributable to any covered item or service within the definition of “medical assistance.” Thus, 

we noted that we would not match these expenditures at the state’s regular federal medical 

assistance percentage. However, federal Medicaid matching funds under section 1903(a)(7) of 

the Act, at a rate of 50 percent, for the proper and efficient administration of the Medicaid state 

plan, might be available for state expenditures related to implementing the proposal for their 

Medicaid programs, because use of the Provider Access API would help ensure that health care 

providers can access data that could improve their ability to render Medicaid services effectively, 

efficiently, and appropriately, and in the best interest of the patient, and thus help the state more 

efficiently administer its Medicaid program.  

We noted in the CMS Interoperability and Prior Authorization proposed rule that states’ 

expenditures to implement the proposed requirements might also be eligible for enhanced 90 

percent federal Medicaid matching funds under section 1903(a)(3)(A)(i) of the Act if the 

expenditures can be attributed to the design, development, or installation of mechanized claims 

processing and information retrieval systems. Additionally, 75 percent federal matching funds 

under section 1903(a)(3)(B) of the Act may be available for state expenditures to operate 
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Medicaid mechanized claims processing and information retrieval systems to comply with the 

proposed requirement.  

States request Medicaid matching funds under section 1903(a)(3)(A)(i) or (B) of the Act 

through the Advance Planning Document (APD) process described in 45 CFR part 95, subpart F. 

States are reminded that 42 CFR 433.112(b)(12) and 433.116(c) require them to ensure that any 

system for which they are receiving enhanced federal financial participation under section 

1903(a)(3)(A)(i) or (B) of the Act aligns with and incorporates the ONC Health Information 

Technology standards adopted in accordance with 45 CFR part 170, Subpart B. The Provider 

Access API, and all proposed APIs in the CMS Interoperability and Prior Authorization 

proposed rule, complement this requirement because these APIs further interoperability through 

the use of HL7 FHIR standards proposed for adoption by ONC for HHS use at 45 CFR 

170.215.21 In addition, we reminded states that 42 CFR 433.112(b)(10) explicitly supports 

exposed APIs as a condition of receiving enhanced federal financial participation under section 

1903(a)(3)(A)(i) or (B) of the Act.  

Similarly, 42 CFR 433.112(b)(13) requires the sharing and re-use of Medicaid 

technologies and systems as a condition of receiving enhanced federal financial participation 

under section 1903(a)(3)(A)(i) or (B) of the Act. CMS would interpret that sharing and re-use 

requirement also to apply to technical documentation associated with a technology or system, 

such as technical documentation for connecting to a state’s APIs. Making the needed technical 

documentation publicly available so that systems that need to connect to the proposed APIs in 

the CMS Interoperability and Prior Authorization proposed rule can do so would be required as 

part of the technical requirements at 42 CFR 431.60(d) for all proposed APIs in the CMS 

Interoperability and Prior Authorization proposed rule, including the Provider Access API.  

                                                           
21 See SHO # 20-003, https://www.medicaid.gov/federal-policy-guidance/downloads/sho20003.pdf.  
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Separately, for CHIP agencies, section 2105(c)(2)(A) of the Act, limiting administrative 

costs to no more than 10 percent of CHIP payments to the state, would apply in developing the 

proposed APIs in the CMS Interoperability and Prior Authorization proposed rule.  

We noted that the temporary federal medical assistance percentage (FMAP) increase 

available under section 6008 of the Families First Coronavirus Response Act (Pub. L. 116-127) 

does not apply to administrative expenditures.  

We received public comments on the availability of federal matching funds to States 

implementing the Provider Access API. 

Comment: One commenter stressed the importance of Medicaid managed care payers 

receiving funding quickly to start building the technology for these programs. Another 

commenter recommended that CMS require states to include funding for the API implementation 

within the capitation rates for Medicaid managed care plans. 

Response: We appreciate the commenters’ input and enthusiasm to start building the 

technology and infrastructure for the programs, indicating an understanding of the need for 

planning. We encourage managed care organizations and entities to collaborate and partner with 

states to prepare budget requests for additional capitation rates to accommodate the provisions in 

this final rule.  

In response to the comment regarding the inclusion of funding for API implementation in 

capitation rates, we encourage managed care plans to engage in discussions with states to 

consider how these expenses would or could be incorporated into rates based on current formulas 

or algorithms. In particular, under the Medicaid managed care program, 42 CFR 438.4 requires 

actuarially sound rates to be “projected to provide for all reasonable, appropriate, and attainable 

costs that are required under the terms of the contract and for the operation of the MCO, PIHP, or 

PAHP for the time period and the population covered under the terms of the contract.  
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6.  Additional Proposed Requirements for the Provider Access APIs 

In general, the proposals discussed in this section would align with the requirements for 

the Patient Access API finalized in the CMS Interoperability and Patient Access final rule (85 

FR 25558 through 25559) and as proposed in section II.A.2. of the CMS Interoperability and 

Prior Authorization proposed rule with respect to the data that are available through the API and 

the technical specifications (other than the proposed use of the Bulk specification). We noted in 

the CMS Interoperability and Prior Authorization proposed rule that we anticipate that this 

alignment would provide consistency and help ensure that payers could build on the foundation 

of work done to meet the final Patient Access API requirements to meet the proposed 

requirements related to the Provider Access API. The accessible content, technical standards, 

API documentation requirements, and discontinuation and denial of access requirements would 

generally be consistent between the Patient Access API and the Provider Access API proposals, 

and thus we will not repeat the details of these requirements in this final rule. Instead, a summary 

of the additional proposed requirements specific to the Provider Access API proposals related to 

attribution, patient opt-in, and provider resources are discussed in this section.  

We received public comments on the benefits of aligning the data available through the 

API and the technical specifications with the Patient Access API, which are discussed further in 

section II.A. of this final rule. 

a. Attribution 

Data sharing between the payer and provider via the Provider Access API starts with a 

request from the provider for one or more patients’ health information. Data sharing via the 

Provider Access API would be possible only if the patients for whom the provider is requesting 

information can be identified, especially if the provider is requesting data for more than one 

patient at a time using the proposed Bulk specification. We noted that we did not believe there is 
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only one approach to identifying the patients whose information would be requested, and we 

look to provide impacted payers with the opportunity to establish a process that will work best 

for them in light of their existing provider relationships.  

As discussed in the CMS Interoperability and Patient Access final rule, use of a 

standards-based FHIR API consistent with the privacy and security technical standards required 

provides a base level of protections (see 85 FR 25515 through 25519 and 85 FR 25544 through 

25547). For instance, use of the API would allow payers to determine if the provider who is 

requesting the data is who they say they are by leveraging the required authorization and 

authentication protocols at 45 CFR 170.215. As mentioned above, the existing HIPAA Privacy 

and Security Rules apply. As a covered entity under HIPAA, the health care provider has a 

responsibility to use and disclose data in accordance with these existing rules.  

As part of the DPC pilot, as one example, we are planning to test a process that allows for 

the provider to add their active patients to a roster through self-attestation, which is further 

checked against claims to verify the provider has furnished services to the patient. The provider 

must attest electronically that they have an active treatment need for the data, and the provider 

must agree to the DPC terms of use for each roster submitted or updated.22 This approach was 

identified given the specific goals of the DPC pilot and the provider and patient population 

involved. For new patients, payers could consider a process for confirming a patient has an 

upcoming appointment scheduled to facilitate data sharing when there is not a claims history to 

use to verify a care relationship. 

We noted that we recognize that the payers impacted by this rule have a variety of 

provider relationships to consider. Therefore, we proposed that each payer establish, implement, 

                                                           
22 Data at the Point of Care. (n.d.). Terms of Service. Retrieved from https://dpc.cms.gov/terms-of-service.  
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and maintain for itself, a process to facilitate generating each provider’s current patient roster to 

enable this proposed payer-to-provider data sharing via the Provider Access API. 

We proposed this at 42 CFR 431.61(a)(2) for state Medicaid FFS, at 438.242(b)(7) (to 

comply with the requirement at 431.61(a)) for Medicaid managed care plans other than non-

emergency transportation (NEMT) PAHPs, at 457.731(a) for state CHIP FFS, at 457.1233(d)(4) 

(to comply with the requirement at 457.731(a)) for CHIP managed care (finalized as applicable 

to CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242), and at 45 CFR 156.222(a)(2) for QHP issuers on the FFEs. To facilitate this data 

sharing, it is necessary that health care providers give payers a list of the patients whose data 

they are requesting. We noted that we did not wish to be overly prescriptive about how to 

generate this list for all payers. But we noted that it would be necessary for payers to put a 

process in place that is compliant with existing HIPAA Privacy and Security Rules and provided 

the information they need to complete their payer-specific compliance processes.  

We requested comments on the proposal. We also sought comment on whether payers 

would like to maintain the option to define their own process or if they would prefer us to require 

a process across payers, such as the one we plan to test as part of the DPC pilot. 

Comment: Commenters provided feedback on the challenges of incorporating out-of-

network health care providers. Commenters supported CMS’ proposal to prevent payers from 

denying use of or access to the Provider Access API based on whether the provider using the 

API is under contract with the payer. Commenters stated that many health care providers who are 

not in-network with a payer have a patient care relationship and it is important they can access 

the patient’s information. 

Commenters urged CMS to set a standard for demonstrating a care relationship and 

addressing attribution for out-of-network health care providers. One commenter specifically 
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recommended requiring out-of-network health care providers to demonstrate their relationship 

with the patient by supplying the payer with the patient’s insurance plan member ID, first and 

last name, and date of birth. Another suggested that if a scheduled appointment is sufficient, then 

the final rule should require an API to confirm a scheduled appointment exists in the EHR. Still 

another recommended that a provider’s request for data be considered an attestation to a care 

relationship for out-of-network exchange. 

In addition, one commenter supported CMS and state Medicaid and CHIP agencies 

implementing a public key infrastructure (PKI) or blockchain structure to efficiently authenticate 

out-of-network health care providers, establishing a digital certificate and public-key encryption 

among Medicaid health care providers. 

One commenter stated that the rule, as proposed, gives insufficient time for payers to 

administer out-of-network provider requests. Instead, they support an iterative approach that 

starts with in-network health care providers and adds out-of-network health care providers at a 

later date; or, at a minimum, increases the one-day time requirement for out-of-network health 

care providers to five business days to better support electronic health information data security 

and privacy. 

Response: We appreciate the reviewers support and feedback on this provision and 

finalize as proposed our requirement to prevent payers from denying out-of-network health care 

providers access to the Provider Access API.  

While we do not intend to be overly prescriptive regarding the process for out-of-network 

providers, we note that for a payer to verify a provider and patient relationship, the provider 

should be able to demonstrate to the payer that they are a licensed provider, and have a care 

relationship, for example, by providing a copy of the member’s insurance card, evidence of an 

upcoming appointment, or recent claim for the patient. 
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Comment: We received multiple comments discussing care relationships and patient 

roster matching. One commenter encouraged CMS and payers to create a solution to uniquely 

identify patients and ensure the right patient is being matched to the correct record. Another 

commenter proposed a one-to-many solution.  

Other commenters requested clarity on the process for implementing the patient roster 

and requested that CMS share the results of the DPC pilot. Several others recommended that that 

CMS work with industry stakeholders to develop a consistent, standardized process across 

payers to make patient rosters available through the health care provider API. Commenters stated 

that additional clarification is a critical pre-requisite to understanding the intended level and 

methodology of attribution for access to a patient’s data and how payers should address 

attribution for health care providers who do not participate in their network. This uniformity 

would reduce burden for Health IT developers and their provider clients, preventing them from 

implementing several different processes for exchanging roster data with payers for this purpose. 

Regarding patient attribution, several commenters recommended that CMS identify the 

Da Vinci Risk Based Contracts Member Attribution List IG to serve as the exchange standard. 

CMS should only require payers to accommodate the Bulk Download use case when a DaVinci 

use case for a roster of patients and health care providers is available. The IG needs to have 

workflow and specific content examples for FFS, including the CMS Data at the Point of Care 

(DPC) pilot. 

Several others requested that CMS clarify in final rulemaking how health care providers 

can successfully demonstrate a care relationship with the patient, and provide guidance on 

permissible processes for user authentication that payers, including states, can use to validate or 

the relationship between patients and health care providers prior to providing electronic health 

information to a requestor. They recommended that CMS and ONC create clear criteria for 
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defining the care relationship necessary to access data via the API, such that health care 

providers are required to show they have actively participated in an enrollee’s care, potentially 

on multiple occasions, before getting access to their data. One commenter stated that an 

electronic standard should be developed for verifying a patient relationship and confirming a 

patient has an upcoming appointment. 

However, commenters noted that it is also important that the requirement to demonstrate 

a care relationship not include unnecessary, time-consuming, and burdensome practices that 

negatively impact patient care (for example, lengthy documentation requirements, obfuscation of 

guidelines used by payers, delays in responses to requests, denials without clear explanation, 

inefficient workflows requiring the use of cumbersome payer web portals). Health care providers 

should not be expected to use methods that are beyond what in-network health care providers 

would need to take to demonstrate a relationship with a patient, or that take physicians outside of 

their normal workflows to demonstrate a care relationship; nor should payers be permitted place 

additional contractual demands on physicians in an attempt to push the cost and burden of 

implementation onto health care providers. One commenter suggested that the CMS companion 

guide on the HIPAA-mandated eligibility transaction supporting Medicare Beneficiary Matching 

could serve as a model for what should be required to facilitate beneficiary matching. 

Response: We thank the reviewers for their comments. While we do not wish to be overly 

prescriptive in how proivders implement a policy for providers demonstrate a care relationship, 

we have considered that providers may, for example, provide a copy of the patient’s insurance 

card, provide evidence of an upcoming appointment, or demonstrate a claims history that 

establishes that the provider has provided care to the patient.We have had significant interest in 

our Data at the Point of Care pilot, and continue to gather information from interested parties. 

We do not have any public information to share at this time. 
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The Da Vinci Payer Data Exchange IG specifies a $member-match operation to match 

patients across payers. As pointed out in the IG, “[the $member-match] specification is not 

attempting to define the member matching logic that is used by a Payer that processes a 

$member-match operation.” The $member-match operation is successful only if a single unique 

match can be found between the payers. The $member-match specification continues: “An 

important objective of this operation is to ensure that a payer operating a $member-match 

operation has sufficient data provided to enable a match operation to be performed. “For the 

requesting payer the operation assumes that a new member is able to provide their demographic 

information (name, date of birth, gender) and the identification details that would be present on 

the health plan insurance card provided by their old health plan.” 

Member-matching algorithms can vary with each organization due to a number of factors 

which includes variations in their member population data. Subsequently, we recommend that a 

payer's existing member-matching algorithms be maintained, and a trust relationship established 

between the payers involved in the exchange, assuring that a reliable matching algorithm capable 

of determining a unique member match is implemented. 

b. Opt-In 

We proposed that impacted payers would be permitted to put a process in place for 

patients to opt-in to use of the Provider Access API for data sharing between their payer and 

their health care providers. As with the attribution process discussed above, we did not want to 

be overly prescriptive regarding how this opt-in process might be implemented. However, we are 

considering whether to suggest a specific process for all payers who choose to implement this 

opt-in. One possible approach might be for CMS to have all payers engaging in an opt-in 

approach to include information about the ability to opt-in to this data sharing as part of their 

annual notice or regular communication with patients – such as when they communicate with 
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patients about claims, and to permit opt-in via a variety of options, including by phone, via a 

website, or using an app, for instance. 

Currently the HIPAA Privacy Rule does not require health plans to obtain patient consent 

to share data with health care providers for treatment purposes or care coordination, for instance. 

However, we noted that we believe it is important to honor patient privacy preferences, and thus 

see value in possibly providing patients with options regarding which health care providers have 

access to their information as it relates to this proposed policy. We also noted that all existing 

applicable laws and regulations apply. This opt-in option is only specific to using the Provider 

Access API as the means to share data that the payer otherwise has authority to share with the 

provider. Therefore, we proposed at 42 CFR 431.61(a)(3) for state Medicaid FFS, at 

438.242(b)(7) (to comply with the requirement at 431.61(a)(3)) for Medicaid managed care, at 

457.731(a)(3) for state CHIP FFS, at 457.1233(d)(4) (to comply with the requirement at 

457.731(a)(3)) for CHIP managed care (finalized as applicable to CHIP managed care entities 

via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 

156.222(a)(3) for QHP issuers on the FFEs that payers may put a process in place to allow a 

patient to opt-in to the Provider Access API data exchange for each provider from whom they are 

currently receiving care or are planning to receive care.  

We requested comment on the proposal. In addition, we sought comment on whether 

payers would like to maintain the option to define their own process or if they would prefer CMS 

to suggest a process, such as the examples provided above, for all payers who would be required 

to implement and maintain the Provider Access API. We noted that we also considered the 

following alternatives: (1) permit an opt-out process, (2) default to data sharing without patient 

engagement in the process consistent with the HIPAA Privacy Rule and require an opt-out 

process. We sought comment on whether stakeholders would prefer we finalize an opt-out versus 
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an opt-in approach, and whether either opt-out, or as currently proposed – opt-in, be permitted 

but not required. We requested comment on the associated benefits and burdens with these 

different approaches, and any other considerations we should take into consideration as we 

consider a final policy. 

We received public comments on the opt-in process proposed for the Provider Access 

API. The following is a summary of the comments we received and our responses. 

Comment: Commenters recommended defaulting to an “opt-out” approach instead of the 

proposed “opt-in” process, as permitted under HIPAA and applicable state law. They stated that 

a default opt-in approach, as described in the proposed rule, would create significant clinical and 

operation hurdles for physicians, including procedural fragmentation, increased educational 

burden on health care providers, and added confusion for dual-eligible beneficiaries. Payers also 

noted challenges with existing opt-in processes, strongly favoring an opt-out approach that 

leverages industry best practices to promote adoption (for example, patients can opt-out at any 

time, annual opt-out reminders, multiple modalities for patient outreach).  

One commenter also noted that disparities in access to broadband internet further 

disincentivize an opt-in approach, especially for Medicaid beneficiaries.  

Another commenter recommended that CMS could reduce provider burden and increase 

participation by setting baseline consent requirements across states that are consistent with 

current state requirements (for example, collecting consent at the time of the eligibility 

determination). 

Some commenters supported an opt-in approach. If CMS does pursue an opt-in approach, 

one commenter suggested that the provider, qualified health care professional, or ancillary staff 

be allowed to obtain the necessary permissions during the patient visit. 
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Response: Based on the comments we received, and per the discussion in the CMS 

Interoperability and Prior Authorization proposed rule we are not finalizing the option that 

payers may establish an opt-in process for patients under the Provider Access API. Instead, 

consistent with the HIPAA Privacy Rule at 45 CFR 164.502, which generally permits a covered 

entity to use or disclose protected health information (PHI) for treatment, payment, or health care 

operations without individual authorization, we are finalizing that payers would be able to share 

patient data with providers directly. Generally, covered entities must reasonably limit their 

disclosures of, and requests for, PHI for payment and health care operations to the minimum 

necessary to accomplish the intended purpose of the use, disclosure, or request (45 CFR 

164.502(b)). However, covered entities are not required to apply the minimum necessary 

standard to disclosures to or requests by a health care provider for treatment purposes (45 CFR 

164.502(b)(2)(i)).23  

We agree with commenter sentiment that this will increase the number of patients who 

choose to request that their data be shared, while still respecting the patients’ privacy and 

relieving health care providers of additional burden. 

c. Provider Resources 

We proposed that payers make educational resources available to health care providers 

that describe how a provider can request patient data using the payer’s Provider Access APIs in 

non-technical, simple, and easy-to-understand language. This requirement would be codified at 

42 CFR 431.61(a)(3) for Medicaid FFS, at 438.242(b)(7) (to comply with the requirement at 

431.61(a)) for Medicaid managed care other than NEMT PAHPs as defined at 438.2, at 

457.731(a)(3) for CHIP FFS, at 457.1233(d)(4) (to comply with the requirement at 457.731(a)) 

                                                           
23 See, Office for Civil Rights. (2013, July 26). Uses and Disclosures for Treatment, Payment, and Health Care 

Operations (45 CFR 164.506). Retrieved from https://www.hhs.gov/hipaa/for-

professionals/privacy/guidance/disclosures-treatment-payment-health-care-operations/index.html.  
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for CHIP managed care (finalized as applicable to CHIP managed care entities via an existing 

cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 156.222(a)(3) for 

QHP issuers on the FFEs. As proposed, this would include information on using both the 

individual patient request function as well as the bulk data request function. We proposed that 

these resources be made available on the payer’s website and through other appropriate 

mechanisms through which the payer ordinarily communicates with health care providers. We 

noted that we believe these resources would help health care providers understand how they can 

leverage the available APIs to access patient data, thus helping to ensure that the full value of the 

proposed APIs is realized and that health care providers gain access to needed patient data for 

use at the moment of care.  

We received public comments on proposing to require payers make provider resources 

available for the Provider Access API. The following is a summary of the comments we received 

and our responses. 

Comment: We received several comments in support of CMS’ proposal that payers make 

educational resources available to health care providers in simple, non-technical language. 

Materials should be easily accessible (for example, on the payers’ websites and through other 

appropriate mechanisms). Per one commenter, this information should include information on 

registration for access to the API so that EHRs can connect with and obtain the data. 

Standardization of materials across payers was also encouraged. One commenter 

suggested that CMS and ONC collaboratively develop template materials that impacted payers 

can use to fulfill these requirements. Standardized educational content and messaging will give 

health care providers a uniform understanding of the uses and benefits of APIs and can be 

tailored by payers to meet specific needs. This approach is similar to that taken by CMS in 
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creating information privacy and security educational materials regarding the Patient Access API 

for payers to share with members. 

Health plans noted that they will need to work with health care providers in their 

networks to ensure understanding of API and how to use it. One commenter suggested that CMS 

provide meaningful incentives for health care providers to adopt this new technology, especially 

if the HHS ONC does not require EHR vendors to adopt the same standards and implementation 

is not seamless for the provider. 

Some commenters went further to suggest that payers also provide patient-facing 

materials for physician offices that provide information on how the information is accessed and 

secured at the point of care, together with service representatives available to answer questions 

from patients and health care providers. This information would serve to promote shared 

decision making and inform patients about the positive outcomes that result from greater control 

of their health information. 

Response: We appreciate the commenters’ support and feedback. We have taken 

comments request that incentives for providers be pursued for adopting the API technology and 

will be considering these during the next year. We provided educational templates for patient 

education and links to resources for APIs to support payers implementing provisions of the CMS 

Interoperability and Patient Access final rule (85 FR 25510) and can identify similar resources 

for health care providers for this final rule. However, we understand that every population is 

slightly unique, and some programs may require additional resources.  

d. Extensions and Exemptions for Medicaid and CHIP FFS Programs 

In the CMS Interoperability and Prior Authorization proposed rule, we noted that if our 

proposals regarding the Provider Access API were finalized, we would encourage state Medicaid 
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and CHIP FFS programs to implement the Provider Access API as soon as possible 

understanding the many benefits of the API as discussed previously in this section.  

However, we also recognized that state Medicaid or CHIP FFS agencies could face 

certain unique circumstances that would not apply to other impacted payers, as discussed in more 

detail later in this section. As a result, a few states might need to seek an extension of the 

compliance deadline or an exemption from these requirements. To address this concern, we 

proposed a process through which states may seek an extension of and, in specific circumstances, 

an exemption from, the Provider Access API requirements if they are unable to implement these 

API requirements. Providing for these flexibilities might allow these states to continue building 

technical capacity in support of overall interoperability goals consistent with their needs. 

Therefore, we proposed the following. 

Extension. At 42 CFR 431.61(e)(1) and 457.731(e)(1), respectively, we proposed to 

provide states – for Medicaid FFS and CHIP FFS - the opportunity to request a one-time 

extension of up to one (1) year for implementation of the Provider Access API specified at 42 

CFR 431.61(a) and 457.731(a). We noted that unique circumstances that might present a 

challenge to specific states to meet the proposed compliance date could include resource 

challenges, such as funding. Depending on when the final rule is published in relation to a state’s 

budget process and timeline, some states may not be able to secure the needed funds in time to 

both develop and execute implementation of the API requirements by the proposed compliance 

date. A one-year extension could help mitigate this issue. Also, some states may need to initiate a 

public procurement process to secure contractors with the necessary skills to support a state’s 

implementation of these proposed API policies. The timeline for an open, competed procurement 

process, together with the time needed to onboard the contractor and develop the API, could 

require additional time as well. Finally, a state might need to hire new staff with the necessary 
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skillset to implement this policy. Again, the time needed to initiate the public employee hiring 

process, vet, hire, and onboard the new staff may make meeting the proposed compliance 

timeline difficult, because, generally speaking, public employee hiring processes include stricter 

guidelines and longer time-to-hire periods than other sectors.24 In all such situations, a state 

might need more time than other impacted payers to implement the requirements.  

We noted that if a state believes it can demonstrate the need for an extension, its request 

must be submitted and approved as a part of its annual Advance Planning Document (APD) for 

Medicaid Management Information System (MMIS) operations costs and must include the 

following: (1) a narrative justification describing the specific reasons why the state cannot 

reasonably satisfy the requirement(s) by the compliance date, and why those reasons result from 

circumstances that are unique to states operating Medicaid or CHIP FFS programs, (2) a report 

on completed and ongoing implementation activities to evidence a good faith effort toward 

compliance, and (3) a comprehensive plan to meet implementation requirements no later than 

one year after the initial compliance date.  

An extension would be granted if CMS determines based on the information provided in 

the APD that the request adequately establishes a need to delay implementation, a good faith 

effort to implement the proposed requirements as soon as possible, and a clear plan to implement 

no later than one year after the proposed compliance date. We would expect states to explain 

why the request for an extension results from circumstances that are unique to states operating 

Medicaid or CHIP FFS programs. We solicited comment on whether our proposal would 

adequately address the unique circumstances that affect states, and that might make timely 

compliance with the proposed API requirement sufficiently difficult for states and thus justify an 

                                                           
24 State hiring processes are comparable with federal hiring processes. According to OMB, the average time-to-hire 

for federal employees was 98.3 days in 2018, significantly higher than the private sector average of 23.8 days. See: 

https://www.opm.gov/news/releases/2020/02/opm-issues-updated-time-to-hire-guidance/.  
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extension. In particular, we sought comment on whether we should require or use additional 

information on which to base the determination or whether we should establish different 

standards in the regulation text for evaluating and granting the request. 

Exemption. At 42 CFR 431.61(e)(2) and 457.731(e)(2), respectively, we proposed two 

circumstances that would permit state requests for exemption; namely, (1) when at least 90 

percent of all covered items and services are provided to Medicaid or CHIP beneficiaries through 

Medicaid or CHIP managed care contracts with MCOs, PIHPs, or PAHPs, rather than through a 

FFS delivery system; or (2) when at least 90 percent of the state’s Medicaid or CHIP 

beneficiaries are enrolled in Medicaid or CHIP managed care organizations as defined in 42 CFR 

438.2 for Medicaid and 457.10 for CHIP. In both circumstances, the time and resources that the 

state would need to expend to implement the API requirements may outweigh the benefits of 

implementing and maintaining the API. Unlike other impacted payers, state Medicaid and CHIP 

FFS programs do not have a diversity of plans to balance implementation costs for those plans 

with low enrollment. If there is low enrollment in a state Medicaid or CHIP FFS program, there 

is no potential for the technology to be leveraged for additional beneficiaries as states, unlike 

other payers, do not maintain additional lines of business. 

We acknowledged that the proposed exemption could mean that a few Medicaid or CHIP 

FFS systems would not receive the benefits of having this API available to facilitate health 

information exchange. To address this, we proposed that states meeting the above thresholds 

would be expected to employ an alternative plan to enable the electronic exchange and 

accessibility of health information for those beneficiaries who are served under the FFS program. 

A state meeting the above criteria would be permitted to submit a request for an 

exemption to the requirements for the Provider Access API once per calendar year for a one (1) 

year exemption. The state would be required to submit this annual request as part of a state’s 
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annual APD for MMIS operations costs. The state would be required to include in its request 

documentation that it meets the criteria for the exemption using data from any one of the three 

most recent and complete calendar years prior to the date the exemption request is made. We 

noted that we proposed that the request be made annually as from year-to-year the nature of the 

FFS population could change and so it is important that the state provide the most current 

information for CMS’ consideration.  

As proposed, exemptions would be granted for a one-year period if a state establishes to 

CMS’ satisfaction that it meets the criteria for the exemption and has established a plan to ensure 

that health care providers will have efficient electronic access to the same information through 

alternative means.  

We requested and received comment on the proposed extension and exemption. The 

discussion of those comments is included later in this section. 

For Medicaid and CHIP managed care, we did not propose an extension process at this 

time because we believe that managed care plans are actively working to develop the necessary 

IT infrastructure to be able to comply with the existing requirements in 42 CFR part 438 and part 

457 and also benefit from efficiencies resulting from their multiple lines of business impacted by 

these interoperability policies. Many managed care plans are part of parent organizations that 

maintain multiple lines of business, including Medicaid managed care plans and plans sold on 

the Exchanges. As discussed in the CMS Interoperability and Patient Access final rule (85 FR 

25607, 25612, 25620), work done by these organizations can benefit all lines of business and, as 

such, we do not believe that the proposals would impose undue burden or are unachievable by 

the compliance date. We solicited comment on whether our belief concerning the scope of 

resources and ability of managed care parent organizations to achieve economies of scale is well-

founded. Further, we sought comment on whether an extension process is warranted for certain 
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managed care plans to provide additional time for the plan to comply with the requirement at 42 

CFR 438.61(a) (which cross references 438.242(b)(7)) for Medicaid managed care plans and at 

proposed 457.731(a) (which cross references 457.1223(d)(4)) for CHIP managed care entities. 

While we did not propose a process for managed care plans and entities and do not believe one is 

necessary for the reasons outlined here, we noted that we are open to considering one if 

necessary.  

We did not receive specific comments on our proposal for extension and exemption 

policies, but rather received several comments requesting additional time for implementation for 

Medicaid more broadly. We elaborate on this discussion in section II.C. of this final rule.  

e. Exception for QHP issuers on the FFEs 

 For QHP issuers on the FFEs, we proposed an exception at 45 CFR 156.222(d) to these 

Provider Access API proposals. We proposed that if an issuer applying for QHP certification to 

be offered through a FFE believes it cannot satisfy the proposed requirements in 45 CFR 

156.222(a) for the Provider Access APIs, the issuer must include as part of its QHP application a 

narrative justification describing the reasons why the issuer cannot reasonably satisfy the 

requirements for the applicable plan year, the impact of non-compliance upon health care 

providers and enrollees, the current or proposed means of providing health information to health 

care providers, and solutions and a timeline to achieve compliance with the requirements of this 

section. We proposed that the FFE may grant an exception to the requirements in 45 CFR 

156.222(a) for the Provider Access APIs if it determines that making such health plan available 

through such FFE is in the interests of qualified individuals in the state or states in which such 

FFE operates. The proposal would be consistent with the exception for QHP issuers on the FFEs 

we finalized for the Patient Access API in the CMS Interoperability and Patient Access final rule 

(85 FR 25552 through 25553). For instance, as noted in that final rule, that exception could apply 
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to small issuers, issuers who are only in the individual or small group market, financially 

vulnerable issuers, or new entrants to the FFEs who demonstrate that deploying standards based 

API technology consistent with the required interoperability standards would pose a significant 

barrier to the issuer’s ability to provide coverage to consumers, and not certifying the issuer’s 

QHP in the FFEs or QHPs would result in consumers having few or no plan options in certain 

areas. We noted that we believe that having a QHP issuer offer QHPs through an FFE is in the 

best interest of consumers and we would not want consumers to have to go without access to 

QHP in the FFE coverage because the issuer is unable to implement this API timely. 

As mentioned in section II.A. of the CMS Interoperability and Prior Authorization 

proposed rule, although Medicare FFS is not directly impacted by this rule, we noted that we are 

targeting to implement a Provider Access API, if finalized. In this way, the Medicare FFS 

implementation would conform to the same requirements that apply to the impacted payers under 

this rulemaking, as applicable, so that Medicare FFS beneficiaries would also benefit from this 

data sharing.  

We received public comments on the exception for QHP issuers in the FFEs proposal for 

the Provider Access API, and the APIs discussed in section II.C. and II.D. of this final rule. The 

following is a summary of the comments we received and our responses. 

Comment: Some commenters requested that all impacted payers have the opportunity to 

apply for an extension or exemption across all APIs, while another recommended that CMS 

adopt an implementation timeline that negates the need for extensions and exceptions. CMS 

should also clarify that a state can request a second extension, if circumstances warrant, in the 

following year rather than seeking an exemption from the start.  

One commenter noted that QHPs in the FFEs should not be exempt from any of the 

provisions in this rule. They stated that, by offering an exemption to QHPs in the FFEs, over 8 
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million Americans who have coverage through the FFEs could potentially be without access to 

streamlined and expedited health and prior authorization information. 

Alternatively, another commenter requested that smaller QHPs in the FFEs be entirely 

exempt from the requirements, or that CMS provide a funding mechanism to accommodate the 

added cost. The commenter believes doing so would prevent small QHPs in the FFEs from 

leaving the Marketplace entirely when faced with additional requirements. 

One commenter raised concerns that the proposed rule would allow CHIP and Medicaid 

programs to opt in or out of the requirements annually, which could cause confusion and 

negatively impact patients and health care providers, as well as other payers subject to the rule. 

They recommended that exceptions and exemptions be considered only once, and that HHS 

address implementation issues and timeframes uniformly across all impacted payers, such that 

patients and health care providers do not have unequal access to information.  

Response: We believe that the APIs in this final rule will provide patients with a better 

health care experience, and move the health care industry toward value-based care. We also 

believe that, in this time of a global pandemic, now more than ever it is critical for health care 

providers and payers to be coordinating on patient care to improve public health. We agree with 

commenters who noted that payers should not be exempted from the provisions of this rule, and 

while we wish to balance the needs of patients with the burdens placed on impacted payers, 

where necessary, we come down on the side of ensuring patients have a better health care 

experience. We note that patients enrolled in Medicaid and CHIP FFS should have the same 

ability for their providers to access their data, and the same streamlined prior authorization 

experience as patients enrolled in Medicaid managed care. As patients may churn between these  

programs, we believe they should maintain the same health care experience between the 

programs.  
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Additionally, we note that commenters requested more uniformity across payers and the 

ability for all impacted payers to have the opportunity to apply for an extension or exemption 

across all APIs. The impacted payers of this rule are regulated under unique authorities, and have 

a patient make-up that is unique to their programs. Therefore, we do not have the ability to 

extend any one particular policy as described above to all of the payer types equally. We note 

that we have extended the implementation dates for the DRLS and PAS APIs as described in 

section II.C. of this final rule to afford more time for these new APIs. However, we believe the 

Provider Access API and Payer-to-Payer APIs are nearly identical to the Patient Access API 

finalized in the CMS Interoperability and Patient Access final rule in terms of their technical 

build, and thus, should not be as much of a burden for impacted payers to implement. Therefore, 

we are not finalizing our proposals to provide an opportunity for a one-time extension of up to 

one (1) year to states for their Medicaid FFS and CHIP FFS programs for the implementation of 

the Provider Access API and the APIs discussed in section II.C. and II.D. of this final rule. We 

are also not finalizing an exemption for either of the two proposed circumstances described 

above for the Medicaid FFS and CHIP FFS programs for the implementation of the Provider 

Access API and the APIs discussed in section II.C. and II.D. Finally, we are not finalizing an 

exception for QHP issuers in the FFEs for the Provider Access API, and the APIs discussed in 

section II.C. and II.D. of this final rule. In response to the comments received, we will consider 

the use of enforcement discretion on the Provider Access API, should it be necessary, as we 

approach the implementation timeline. This is a more uniform approach for all impacted payers, 

and their patients.  

7.  Statutory Authorities for Provider Access API Proposals 

a. Medicaid and CHIP 
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The proposed requirements in this section for Medicaid managed care plans and 

Medicaid state agencies fall generally under the authority in the following provisions of the 

statute. 

●  Section 1902(a)(4) of the Act, which requires that a state Medicaid plan provide such 

methods of administration as are found by the Secretary to be necessary for the proper and 

efficient operation of the state Medicaid plan.  

●  Section 1902(a)(8) of the Act, which requires states to ensure that Medicaid services 

are furnished with reasonable promptness to all eligible individuals.  

●  Section 1902(a)(19) of the Act, which requires states to ensure that care and services 

are provided in a manner consistent with simplicity of administration and the best interests of the 

recipients.  

We noted statutory authority for proposals to require specific IGs for this and all 

proposed APIs is discussed in section II.A.3. of the CMS Interoperability and Prior 

Authorization proposed rule. 

We noted that we believe the proposals are generally consistent with all these provisions 

of the statute, because they would help ensure that health care providers can access data that 

could improve their ability to render Medicaid services effectively, efficiently, and appropriately. 

We noted that the proposals are expected to help states fulfill their obligations to operate their 

state plans efficiently and to ensure that Medicaid services are furnished with reasonable 

promptness and in a manner consistent with the best interest of patients.  

We noted that proposing to require states to implement a Provider Access API to share 

data about certain claims, encounter, and clinical data, including data about pending and active 

prior authorization decisions, for a specific individual beneficiary or for more than one 

beneficiary at a time could improve the efficiency of and simplify how states ensure the delivery 
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of Medicaid services. This API would enable health care providers to easily access accurate and 

complete beneficiary utilization and authorization information at the time of care, or prior to a 

patient encounter, and that, in turn, would enable the provider to spend more time on direct care. 

This would support efficient and prompt delivery of care as well as care in the best interest of 

patients. The proposals also are expected to allow for better access to other health care providers’ 

prior authorization decisions. This would give a provider a more holistic view of a patient’s care 

that could reduce the likelihood of ordering duplicate or misaligned services. This could also 

facilitate easier and more informed decision making by the provider, and therefore, would 

support efficient provision of care in the best interest of patients. Additionally, because the data 

could be incorporated into the provider’s EHR or other practice management system, the 

proposal was expected to support efficient access to and use of the information. The proposal 

was also expected to make it more likely that a more complete picture of the patient could be 

available to the provider at the point of care, which could result in the provision of more 

informed and timely services. These process efficiencies may ultimately improve practice 

efficiency and make more of health care providers’ time available for appointments. These 

outcomes and process efficiencies would help states fulfill their obligations to ensure prompt 

access to services in a simpler manner and in a manner consistent with the best interest of 

beneficiaries, consistent with section 1902(a)(8) and (19) of the Act, and the efficiencies created 

for health care providers might help the state to administer its Medicaid program more 

efficiently, consistent with section 1902(a)(4) of the Act.  

The proposal related to the Bulk specification for the Provider Access API would help 

facilitate data sharing about one or more beneficiaries at once. This could further improve the 

efficiency and simplicity of operations because it would eliminate the need for a provider to 

make individual API calls when seeking information about a large number of beneficiaries, 
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taxing both the payer’s and provider’s systems. The ability to receive beneficiary data in bulk 

would also permit practices to analyze practice and care patterns across patient populations, thus 

helping them to improve processes and maximize efficiencies that could lead to better health 

outcomes. All of these expected positive outcomes could help states fulfill their obligations to 

ensure prompt access to services in a simpler manner and in a manner consistent with the best 

interest of beneficiaries, consistent with section 1902(a)(8) and (19) of the Act, and the 

efficiencies created for health care providers might help the state to administer its Medicaid 

program more efficiently, consistent with section 1902(a)(4) of the Act.  

For CHIP, we proposed these requirements under the authority in section 2101(a) of the 

Act, which states that the purpose of title XXI is to provide funds to states to provide child health 

assistance to uninsured, low-income children in an effective and efficient manner that is 

coordinated with other sources of health benefits coverage. We noted that we believe the 

proposals in the CMS Interoperability and Prior Authorization proposed rule, if finalized, could 

strengthen states’ ability to fulfill these title XXI statutory obligations in a way that recognizes 

and accommodates the use of electronic information exchange in the health care industry today 

and would facilitate a significant improvement in the delivery of quality health care to CHIP 

beneficiaries.  

When health care providers have access to patient utilization and authorization 

information directly from their EHRs or other health IT systems, they can provide higher quality 

care. Improving the quality of care aligns with section 2101(a), which requires states to provide 

CHIP services in an effective and efficient manner. The more information a provider has to make 

informed decisions about a patient’s care, the more likely it is that patients will receive care that 

best meets their needs. Additionally, health care providers can be more effective and efficient in 

their delivery of CHIP services by having direct access to patient utilization and authorization 



CMS-9123-F  129 

information. If a provider has information about a patient prior to or at the point of care, the 

provider will be able to spend more time focused on the patient versus on their need to collect 

information. The information they do collect will not be based solely on patient recall. As noted 

above for Medicaid, we believe this could save time, improve the quality of care, and increase 

the total amount of direct care provided to CHIP beneficiaries. When data are standardized, and 

able to be incorporated directly into the provider’s EHR or practice management system, they 

can be leveraged as needed at the point of care by the provider, but also be used to support 

coordination across health care providers and payers. This is inherently more efficient, and 

ultimately, more cost effective, as the information does not have to be regularly repackaged and 

reformatted to be shared or used in a valuable way. As such, the Provider Access API proposals 

also align with section 2101(a) of the Act in that the proposals could improve coordination 

between CHIP and other health coverage. For these reasons, we noted that we believe the 

proposal is in the best interest of the beneficiaries and within our authorities.  

b. QHP Issuers on the FFEs 

For QHP issuers on the FFEs, we proposed that the new requirements under our authority 

in section 1311(e)(1)(B) of the Affordable Care Act, which affords the Exchanges the discretion 

to certify QHPs if the Exchange determines that making available such health plans through the 

Exchange is in the interests of qualified individuals in the state in which the Exchange operates. 

We noted statutory authority for proposals to require specific IGs for this and all proposed APIs 

are discussed in section II.A.3. of the CMS Interoperability and Prior Authorization proposed 

rule. 

We noted that we believe that certifying only health plans that make enrollees’ health 

information available to their health care providers via the Provider Access API is in the interests 

of enrollees. Giving health care providers access to their patients’ information supplied by QHP 
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issuers on the FFEs would ensure that health care providers are better positioned to provide 

enrollees with seamless and coordinated care, and helps to ensure that QHP enrollees on the 

FFEs are not subject to duplicate testing and procedures, and delays in care and diagnosis. 

Access to the patients’ more complete medical information may also maximize the efficiency of 

an enrollee’s office visits. We encouraged SBEs to consider whether a similar requirement 

should be applicable to QHP issuers participating in their Exchanges. 

 We also noted that we believe that requiring QHP issuers on the FFEs to use the Bulk 

specification for the Provider Access API would improve the efficiency and simplicity of data 

transfers by allowing the provider to get all the info for a full panel of patients at once. 

We did not receive public comments on the statutory authorities for the Provider Access 

API provisions. We are finalizing these provisions, with the modifications discussed in this 

section (II.B.) of this final rule under these authorities. 

Final Action: After consideration of the comments received, and for the reasons outlined 

in our response to these comments and in the CMS Interoperability and Prior Authorization 

proposed rule, we are finalizing with modifications our proposal to require state Medicaid and 

CHIP FFS programs at 42 CFR 431.61(a)(1)(i) and 457.731(a)(1)(i) respectively; Medicaid and 

CHIP managed care programs at 42 CFR 438.242(b)(7) and 457.1233(d)(4) respectively; and 

QHP issuers on the FFEs at 45 CFR 156.222(a)(1)(i), to implement and maintain a Provider 

Access API that allows health care providers to have access to an individual patient’s 

information, including information regarding prior authorization requests. We are finalizing that 

payers would be able to share patient data with providers directly, without an opt-in process. 

Because the fundamental requirements of this API would align with the requirements for 

the Patient Access API finalized in the CMS Interoperability and Patient Access final rule (85 

FR 25558 through 25559) and as finalized in section II.A.2. of this final rule, we are finalizing 
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that the requirements for this API would begin starting January 1, 2023 (for Medicaid managed 

care plans and CHIP managed care entities, by the rating period beginning on or after January 1, 

2023). 

We finalize that, in the same way as finalized for the Patient Access API discussed in 

section II.A.2. of this final rule, impacted payers would be required to ensure their Provider 

Access APIs are conformant with these specified IGs: The CARIN IG for Blue Button, the Da 

Vinci Patient Data Exchange (PDex) IG, and the Da Vinci Patient Data Exchange (PDex) US 

Drug Formulary IG. 

We are not finalizing a requirement to use the HL7 FHIR Bulk Data Access IG previously 

adopted by ONC at 45 CFR 170.215(a)(4) at this time. We encourage the use of the FHIR Bulk 

Data Access IG due to the benefits it can provide for retrieving data for multiple patients.  For 

specific use cases that require the combination of the Bulk Data Access IG and another IG, we 

encourage the use of the FHIR Bulk Data Access IG and the engagement of the community to 

test “group” identification for these health care operations use cases.  We believe the ability to 

engage in bulk exchange will support optimization of APIs for these purposes in the future.  

C. Reducing the Burden of Prior Authorization through APIs 

1.  Background 

As we explained in the CMS Interoperability and Prior Authorization proposed rule, 

improving the prior authorization process is an opportunity to reduce burden for payers, 

providers, and patients. The proposals were intended to build on the foundation in the CMS 

Interoperability and Patient Access final rule to increase interoperability, and were based on 

substantive industry input, which we described extensively (85 FR 82586).  

In this final rule, we refer to “prior authorization” as the process through which a 

provider must obtain approval from a payer before providing care and prior to receiving payment 
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for delivering items or services. As we stated in the proposed rule, prior authorization 

requirements are established by payers to help control costs and ensure payment accuracy by 

verifying that an item or service is medically necessary, meets coverage criteria, and is consistent 

with standards of care before the item or service is provided rather than undertaking that review 

for the first time when a post-service request for payment is made. This final rule addresses the 

payer policies, provider workflow challenges, and technical barriers that have created an 

environment in which the prior authorization process is a primary source of burden for both 

providers and payers, a major source of burnout for providers, and a health risk for patients when 

it causes their care to be delayed.  

The policies in this final rule apply to any formal decision-making process by which 

impacted payers render an approval or disapproval determination, or decision, regarding 

payment for clinical care based on the payer’s coverage guidelines and policies before services 

are rendered or items provided.  

As described in the CMS Interoperability and Prior Authorization proposed rule, we 

identified the main burdens associated with prior authorization as difficulty in determining 

payer-specific requirements related to items and services that require prior authorization; 

inefficient use of provider and staff time to submit and receive prior authorization requests 

through burdensome channels such as fax, telephone, and various web portals; and unpredictable 

and lengthy amounts of time to receive payer decisions (85 FR 82606). 

In the CMS Interoperability and Prior Authorization proposed rule, we provided 

highlights from physician surveys conducted between 2017 and 2019 describing the workload 

burden on providers, the costs of managing the prior authorization tasks, and the complexities of 

the prior authorization process. Some of these burdens and complexities were created by the 

uncertainty of the documentation requirements, which differ from payer to payer (85 FR 82606).   
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In the proposed rule, we described input from stakeholders suggesting that payers should 

disclose their prior authorization requirements in a standard format because the current process 

relies on a variety of submission channels, including payer-specific web-based portals, telephone 

calls, and fax exchange technology. In the proposed rule, we noted that even though a 2017 

coalition of 16 provider organizations collaborated with payer associations to develop a set of 

principles to identify ways to reduce administrative burdens related to prior authorizations and 

improve patient care, including the need for industry-wide adoption of electronic prior 

authorization,25 industry is still at a point where payers and IT developers have addressed prior 

authorization in an ad hoc manner with the implementation of unique interfaces that reflect their 

own technology considerations, lines of business, and customer-specific constraints.26 (85 FR 

82607). The proposals in the CMS Interoperability and Prior Authorization proposed rule 

reflected several of the principles in the industry consensus statement, including transparency 

and communication regarding prior authorization to encourage effective communication between 

health plans, providers, and patients to minimize care delays and articulate prior authorization 

requirements, as well as automation to improve transparency, through the adoption and 

implementation of electronic prior authorization with the potential to streamline and improve the 

process for all stakeholders. 

In March and November of 2019, the Health IT Advisory Committee (HITAC) and 

National Committee on Vital and Health Statistics (NCVHS) held joint hearings with 

stakeholders to discuss the ongoing challenges with prior authorization workflow, standards, and 
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payer policies. During these hearings, payers and providers agreed that solutions to address prior 

authorization issues may not rest with one single action, but, rather, they believed that the 

opportunity to use new standards and/or technology, coupled with the movement towards more 

patient focused policies, would provide substantial relief and progress. At the November 13, 

2019 NCVHS Full Committee meeting,27 ONC joined NCVHS and invited six industry experts 

to discuss ongoing challenges with prior authorization standards, policies, and practices. The 

themes from panelists were consistent with information provided elsewhere in this final rule, that 

changes are still needed in technology, payer policies, and payer/provider workflow. America’s 

Health Insurance Plans (AHIP) reported the results of its 2019 fall plan survey, which included 

both AHIP and non-AHIP members, and reported that plans were evaluating opportunities for 

prior authorization policy changes to address issues. AHIP launched a pilot of alternative prior 

authorization strategies with several plans in 2020.28 In early 2020, NCVHS and HITAC 

convened another task force, the Intersection of Clinical and Administrative Data (ICAD), which 

met weekly to address an overarching charge to convene industry experts and produce 

recommendations related to electronic prior authorizations.29 The task force report was presented 

to HITAC in November 2020.30 Several recommendations pertaining to the use of FHIR-based 

APIs for prior authorization were included in the ICAD report, and are consistent with proposals 
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in this final rule. Those recommendations and others are described in more detail in the section 

II.E. of the CMS Interoperability and Prior Authorization proposed rule.  

 We believe the provisions in this final rule can make meaningful progress in alleviating 

the burdens associated with prior authorization and facilitate more efficient and prompt health 

care service delivery to patients.  

2.  Electronic Options for Prior Authorization  

To mitigate provider burden and improve care delivery to patients, we proposed 

requirements for payers to implement APIs that are conformant with certain implementation 

guides that would facilitate the exchange of information between payers and providers and allow 

providers to more effectively integrate the prior authorization process within their clinical 

workflow. Stakeholder input has confirmed that payers and providers do not take advantage of 

standards that are currently available for the exchange of electronic prior authorization 

transactions and resort to proprietary interfaces and web portals supplemented by inefficient and 

time-consuming manual processes such as phone calls or faxes. However, if payers made the 

requirements for prior authorization more accessible and understandable through APIs, and 

providers had access to the tools to initiate a prior authorization from within their workflow, 

providers would be more likely to submit the request and necessary documentation to the payer 

using electronic standards.  

In section II.B.2. of the CMS Interoperability and Prior Authorization proposed rule (85 

FR 82598), we referenced transactions for which the Secretary must adopt electronic standards 

for use by covered entities (health plans, health care clearinghouses, and certain health care 

providers), and list the transactions there. In section II.C. of this final rule, we referenced 

standards for referrals certifications and authorizations (hereafter referred to as the prior 

authorization transaction standard) under HIPAA (45 CFR 162.1302) (85 FR 82608).   
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Though payers are required to use the HIPAA X12 278 standard for electronic prior 

authorization transactions, and providers have been encouraged to conduct the transaction 

electronically, we explained that the prior authorization standard transaction has not achieved an 

adoption rate above 20 percent by covered entities. The Council for Affordable and Quality 

Health Care (CAQH) 2019 annual report indicated that the X12 278 standard was the least likely 

to be supported by payers, practice management systems, vendors, and clearinghouse services.31 

According to this report, 14 percent of the respondents indicated that they were using the adopted 

standard in a fully electronic way while 54 percent responded that they were conducting 

electronic prior authorization using web portals, Integrated Voice Response (IVR) and other 

options, and 33 percent were fully manual (phone, mail, fax, and email). Reported barriers to use 

of the HIPAA standard include lack of vendor support for provider systems, inconsistent use of 

data content from the transaction, and lack of an attachment standard to submit required medical 

documentation (CAQH Index). The proposed PAS API could support increased use of the 

HIPAA standard through its capability to integrate with a provider’s system directly, automation, 

and improved timeliness for obtaining a response to a prior authorization request, particularly 

when paired with the Documentation Requirement Lookup Service (DRLS) API.  

We explained that HIPAA also requires that HHS adopt operating rules, defined at 45 

CFR 162.103, for the HIPAA standard transactions. The NCVHS reviews potential HIPAA 

operating rules and advises the Secretary as to whether HHS should adopt them (section 1173(g) 

of the Act). We listed current operating rules in the proposed rule at 85 FR 82608.    

3.  Requirement for Payers: Documentation Requirement Lookup Service (DRLS) API 
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Based on information from the listening sessions and non-governmental surveys, we 

stated in the CMS Interoperability and Prior Authorization proposed rule that one of the most 

highly burdensome parts of the prior authorization process for payers and providers included 

identifying the payer rules and determining what documentation is required for an authorization. 

We provided several references to this topic in in the proposed rule (85 FR 82608) and refer the 

reader to the preamble there. Industry input underscored the fact that while there is no single 

solution to improving the prior authorization process, some action on certain burdens could be 

transformative. Therefore, we proposed to streamline access to information about prior 

authorization and related documentation requirements to potentially reduce this burden. To that 

end, at 42 CFR 431.80(a)(1), 438.242(b)(7), 457.732(a)(1), 457.1233(d)(4) (finalized as 

applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) 

to 42 CFR 438.242), and 45 CFR 156.223(a)(1), we proposed to require that, beginning January 

1, 2023 (for Medicaid managed care plans and CHIP managed care entities, by the rating period 

beginning on or after January 1, 2024), state Medicaid and CHIP FFS programs, Medicaid 

managed care plans, CHIP managed care entities, and QHP issuers on the FFEs, implement and 

maintain a FHIR-based DRLS API conformant with the HL7 FHIR Da Vinci Coverage 

Requirements Discovery (CRD) IG: Version STU 1.0.032 and the HL7 FHIR Da Vinci 

Documentation Templates and Rules (DTR): Version STU 1.0.033 IG, populated with their list of 

covered items and services, not including prescription drugs and/or covered outpatient drugs, for 

which prior authorization is required, and with the organization’s documentation requirements 
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for submitting a prior authorization request, including a description of the required 

documentation. Through a cross-reference to the Patient Access API requirements at 42 CFR 

431.80(a)(1) for Medicaid FFS; at 42 CFR 438.242(b)(7) (to comply with the requirement at 42 

CFR 431.80) for Medicaid managed care; at 42 CFR 457.732(a)(2) for CHIP FFS; at 42 CFR 

457.1233(d)(4) (to comply with the requirement at 42 CFR 457.732) for CHIP managed care 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242); and at 45 CFR 156.223(a)(2) for QHP issuers on the FFEs, we 

proposed to require that the DRLS API comply with the same technical standards, API 

documentation requirements, and discontinuation and denial of access requirements as apply to 

the Patient Access API (and as proposed for the Provider Access API in section II.B. of the CMS 

Interoperability and Prior Authorization proposed rule). In this final rule, we updated the 

regulatory citations to more clearly differentiate the technical requirements for the DRLS and 

PAS APIs from the requirement to send a denial reason, and we have provided the updated 

regulatory text in the final action statement and in the regulation text itself.  

For a complete discussion of these requirements, we referred readers to the CMS 

Interoperability and Patient Access final rule (85 FR 25526 through 25550).  

We stated that payer implementation of DRLS APIs conformant with the CRD and DTR 

IGs which we proposed at 45 CFR 170.215(c)(1) and (2) would make prior authorization 

requirements and other documentation requirements electronically accessible and more 

transparent to health care providers at the point of care. As explained, providers are faced with 

maintaining complex procedures to manage the prior authorization process, because each payer 

has a different set of rules which determine when prior authorization is required, and what 

information is necessary to obtain approval. The payer’s DRLS API would enable a query to 

their prior authorization requirements for each item and service and identify in real time the 
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specific rules and documentation requirements. Based on the information, the provider could be 

prepared to submit any necessary documentation to the payer based on those requirements, and 

complete any available electronic forms or templates, which would be incorporated into the API.  

Payers who implement a DRLS API could see improvements in the prior authorization 

process within their own organization, reducing the number of unnecessary requests, denials or 

appeals, and minimizing follow up. For similar reasons, the API could contribute to burden 

reduction for providers as well. We believe that requiring impacted payers to implement the API 

would increase provider demand for this functionality; providers would want access to the API if 

the payer offered it. 

 We indicated that by the time the DRLS API would be required to be implemented 

beginning January 1, 2023, impacted payers would have the technology needed to support a 

FHIR API, because they would have implemented the Patient Access API as adopted in the CMS 

Interoperability and Patient Access final rule (85 FR 25558 through 25559). We noted that we 

intend to enforce the requirement for a Patient Access API, as adopted in that rule, starting July 

1, 2021, and taking into account the 6 months of enforcement discretion we are exercising due to 

the public health emergency.34 In order to implement the Patient Access API, payers will have 

installed the FHIR servers, mapped claims and clinical data for data exchange via FHIR, and 

implemented a FHIR API. We believe the experience of implementing the Patient Access API, 

including having made upgrades to their computer systems and trained or hired staff to support 

its use, would enable impacted payers under the CMS Interoperability and Prior Authorization 

proposed rule to implement the DRLS API by January 1, 2024 (or, for Medicaid managed care 

plans and CHIP managed care entities, by the rating period beginning on or after January 1, 
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2024). We considered whether it would be beneficial for payers to implement the proposed 

DRLS APIs in phases. For example, we considered whether payers should implement the DRLS 

API via an incremental approach, incorporating the top 10 percent or top 10 highest volume prior 

authorization rules in the first year, and continue adding to the DRLS API over a 2- or 3-year 

period before the DRLS is fully implemented. However, we noted that we believe that fully 

implementing the DRLS API in year one of such a phased timeline, by January 1, 2024, would 

be critical to streamlining the prior authorization process, and would be instrumental in moving 

towards increased use of electronic prior authorization.  

We requested comments on the proposal for impacted payers to implement a DRLS API. 

We also requested input on a potential short-term solution to address the challenge of accessing 

payer requirements for prior authorizations. We solicited feedback on how payers currently 

communicate prior authorization requirements, and on the potential for payers to post, on a 

public-facing website, their list of items and services for which prior authorization is required, 

populate the website with their associated documentation rules as in interim step while they 

implement the DRLS. This is not intended to harmonize prior authorization requests, but rather 

to quickly address the issue identified by stakeholders regarding access to prior authorization 

information. Finally, we requested comments on how the posting of this information on payer 

websites would provide a satisfactory interim solution to the challenge of accessing payer 

requirements for prior authorizations in advance of implementing the DRLS API.  

The following is a summary of the comments and responses on the proposal to require 

payers to implement a DRLS API: 

Comment: Most commenters were supportive of the requirement for payers to build the 

DRLS API, stating that it will be helpful to have consistency in the format and location of the 
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documentation requirements for prior authorization. One commenter expressed support for using 

the Da Vinci CRD and DTR IGs for providers to look up prior authorization requirements. 

Response: We appreciate the comments in support of the DRLS API and agree that it will 

provide more consistency in the information payers can offer providers regarding coverage, 

documentation requirements and rules related to coverage, whether prior authorization is 

required, care alternatives, and forms that may need to be submitted. Providers will be able to 

make more informed decisions with and for their patients, conserving time, meeting the objective 

of a less burdensome process. 

Comment: Some commenters expressed concern about the requirement to have all of 

their items and services included in the API by the compliance date, indicating that the task was 

very difficult, and might take more than two years to complete, given that there were several 

other API requirements as well which required funding and staffing resources. Commenters 

recommended delaying the implementation timeline to limit stakeholder confusion and protect 

patient safety. Several commenters suggested that it be permissible to use a subset of 

requirements, to test the capability of the DRLS API. These commenters stated that it would be 

more efficient to focus on the high-volume prior authorization services and items rather than to 

try to build the rules for every service and item by the compliance date. One commenter 

recommended that CMS phase in the Prior Authorization API requirements, beginning with the 

DRLS (CRD) API. Some commenters suggested redesigning the timeline as a roadmap with 

staggered implementation dates that begin January 1, 2024.  

Some commenters said that the DRLS API is premature because it would require widely 

recognized authoritative standards-setting to prevent confusion of multiple variant requirements, 

and Medicare is best suited to develop such a standard, as a precondition prior to developing any 

API.  
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Response: CMS appreciates commenters’ feedback on the DRLS API implementation 

timeline but maintains that the potential for reducing burden and improving the prior 

authorization process overall through this API is too great to delay finalizing the policy. We 

believe, and comments support this, that some steps must be taken now, and that changes, even 

incremental ones, will save time, increase efficiencies, and most importantly improve patient 

care. Furthermore, based on the outcomes from the HL7 Burden Reduction work group, which is 

responsible for the development, testing, balloting and publication of the CRD and DTR IGs, we 

believe that these guides are ready for use. The demonstrations at the HL7 and other industry 

connectathons have proven through use case testing that they work.35 Finally, as we explain 

below, we have modified the required implementation date for this provision, to allow sufficient 

time for payers to evaluate their prior authorization policies and develop the rule sets to populate 

the coverage requirements and build the templates. 

We also appreciate commenters concerns regarding the difficulty of meeting the 

compliance date and suggestions to focus on high-volume prior authorizations. We understand 

that payers will need to expend time evaluating their prior authorization policies for each plan 

type, parsing out coverage requirements and programming those requirements for each one, in 

accordance with the CRD IG. We agree that such an effort will require staff time for such 

evaluation and development, and that testing will be necessary to be certain the API works as 

designed. The HL7 Da Vinci DRLS work group has been working on sample use cases, and is a 

good resource for how to build out these rules. CMS will continue to work with HL7 to develop 

educational sessions that may be helpful to payers for the analysis of prior authorization rules, 

and programming the requirements with the CRD IG. However, because we recognize that this 

                                                           
35 Link to use cases for the HL7 Burden Reduction Use Cases for the DRLS IGs: 

https://build.fhir.org/ig/HL7/davinci-crd/usecases.html. 
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effort will require additional effort for the payers, and our modifying our proposal to finalize 

instead our alternative, phased approach as discussed in the CMS Interoperability and Prior 

Authorization proposed rule (85 FR 82609), whereby payers should implement the DRLS API 

via an incremental approach, incorporating the top 10 highest volume prior authorization rules in 

the first year, by January 1, 2024, (for Medicaid managed care plans and CHIP managed care 

entities, by the rating period beginning on or after January 1, 2024) and continue adding to the 

DRLS API over a 3-year period before the DRLS is fully implemented. 

Comment: Some commenters asked if Medicare (Fee-for-Service) was going to build the 

DRLS API and if they would share their information publicly.  

Response: As discussed in the CMS Interoperability and Patient Access proposed rule, in 

June 2018, in support of the Da Vinci project, the CMS Medicare FFS program began: (1) 

developing a prototype DRLS for the Medicare FFS program; (2) populating it with a small list 

of items/services for which prior authorization is required by the Medicare FFS program; and (3) 

populating it with the documentation rules for oxygen and Continuous Positive Airway Pressure 

(CPAP) devices. More information about the FFS Medicare program’s efforts to support these 

Da Vinci use cases are available at go.cms.gov/MedicareRequirementsLookup. The Medicare 

FFS program has not deployed that program for public use as yet. We have continued our 

development efforts to establish a permanent DRLS using the CRD and DTR IGs.  

Comment: Some commenters asked why outpatient drugs and pharmacy authorizations 

were not included in the proposal for a DRLS API, indicating that drugs and prescriptions are 

often more problematic than other services with respect to prior authorization delays and 

documentation requirements. Commenters noted that prescription drugs are the most significant 

contributor to prior authorization burden, and a number of specialty health care providers 
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including oncologists indicated that the prior authorization requirements associated with life-

saving outpatient cancer treatment drugs are extremely burdensome. 

Response: We addressed the topic of why we did not include prescriptions and outpatient 

drugs in these prior authorization policies in the introduction section of this final rule. 

Prescriptions and outpatient drugs were excluded in part because we believed the existing 

timeframe requirements for the states, Medicaid and CHIP, which require a 24-hour response, 

were meeting stakeholder needs. Though prescriptions and outpatient drugs were not specifically 

included in the requirements for the DRLS and PAS API, payers may be interested in developing 

some of those rule sets in their initial work as they collaborate with providers on identifying the 

most important prior authorization requirements to include in the first year. Though we are not 

providing guidance on how medications and services performed in facility or covered under a 

medical benefit should be automated, we encourage stakeholders to leverage the APIs to their 

best advantage, and to work together to advance their use for these items. 

Comment: One commenter noted that that posting requirements on a website would not 

provide a satisfactory interim solution to the challenge of identifying documentation 

requirements because physicians would have to know which payer provides coverage for each 

patient, would have to maintain credentials at each payers website, and navigate to the 

appropriate place on each site to identify and extract the needed information. They said this 

would not be any better than it is today. Another commenter responded that requiring prior 

authorization and associated documentation requirements on a public-facing website is an 

improvement but still insufficient, while another did not support this approach and recommended 

a centralized system to allow physicians to query prior authorization requirements across 

services. One commenter recommended against this short-term solution over concern that it will 
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force physicians and practice staff to exit the EHR workflow and navigate many different payer 

websites to obtain this information.  

Response: We appreciate the reviewer’s feedback on this question. We encourage payers 

to make prior authorization information available to providers and patients as easily and clearly 

as possible while they are developing their DRLS API, and before health IT developers build out 

the technology for EHRs connect. We agree that the approach to posting prior authorization on 

websites is similar to what exists today and can be cumbersome to use because it requires that 

providers use individual payer portals, and have a certain amount of patient and payer specific 

information in order to find the relevant detail. And while we understand the desire to continue 

using existing web portals, our requirements to use APIs for these types of transactions, when 

fully implemented, will ensure all relevant data needed is included in transactions.    

Comment: Some commenters expressed concerns about security risks and the specific 

access to provider systems granted under the IGs, and noted that consumers are not likely to have 

the robust digital and privacy literacy to fully understand the disclosures and the risks involved 

in permitting third-party access to their health data. Commenters recommended that CMS 

implement guardrails or mechanisms to limit access to only specific information needed for 

adjudication of prior authorization. 

Response: CMS thanks commenters for raising these concerns and for their 

recommendations. We agree that appropriate privacy and security protections are important, and 

that guardrails to protect patient information at the right levels is a necessary feature in the IGs.  

The IGs include provisions for security and access to the systems, and we encourage 

implementers to review the technical documentation available on the HL7 website. Furthermore, 

all entities must meet both the HIPAA Security and Privacy Rule policies. However, it is also 

important that all involved parties have access to the information they need to adjudicate the 
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prior authorization timely, which falls under the HIPAA privacy rules access provision for 

Treatment, Payment and Health Care Operations at 45 FR 164.506. This provides the appropriate 

policy protections to ensure that payers may obtain the data they need, at the right level, but that 

the provider can also ensure the patient data is protected as well.        

Comment: Several commenters noted the need for established standards for the DRLS 

API and recommended one standardized template for submission of prior authorization clinical 

data. Another recommended that CMS address the significant inconsistency between each 

impacted plan’s prior authorization documentation requirements.  

Response: We appreciate the comment regarding a standardized template for submission 

of clinical data for prior authorizations. This is in part the purpose of the DTR portion of the 

DRLS API, to enable providers to enter information into a system such the data is standardized 

as it is transmitted. We encourage and applaud such industry collaboration to address 

inconsistencies between requirements.     

Comment: Several commenters expressed support for the proposal to require payers to 

implement a DRLS API and mandatory electronic prior authorization to help streamline prior 

authorization submissions. 

Response: Again, we were pleased at the level of support for the DRLS, as well as the 

PAS, per the comments in the section below. There is already a mandatory standard for 

electronic prior authorizations, which is the HIPAA X12 278. However, that standard has not 

been widely implemented. Nonetheless, we believe the policy we are finalizing in this final rule, 

for payers to build the DRLS and PAS APIs, and with the PAS API include the X12 278, could 

both streamline prior authorization, and increase use of electronic standards. We believe the use 

of these two APIs will streamline prior authorization because the DRLS would, over time, 

provide the much-needed information about what is required to obtain a prior authorization.  
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Comment: Commenters support the DRLS and PAS API requirements as a mechanism 

for reducing burden and improving electronic data exchanges. Some commenters recommended 

use of EHRs to ease burden and decrease delays in prior authorization. Commenters suggested 

that CMS include certification criteria in the ONC Health IT Certification Program that address 

EHR functionalities to ensure health IT developers implement integration functions and facilitate 

adoption of electronic prior authorization. A commenter recommended that CMS work with 

ONC to define site-specific, essential data elements that are required by each provider type and 

to ensure consistency with the 21st Century Cures Act Information Blocking rule.  

One commenter urged ONC to establish specific requirements for EHR developers to 

include these functions in their technologies as part of the ONC Health IT Certification Program, 

and for both providers and EHR developers as part of the Information Blocking regulations. One 

commenter recommended that CMS add certification criteria to the ONC Health IT Certification 

Program so that health IT developers would be required to implement these functions within 

their EHRs. Some commenters expressed concern that the proposed rule did not address the 

considerable investment needed by providers in their EHRs, and stated it is unlikely that 

physicians will invest in EHR updates and implement a new prior authorization process. Other 

Commenters support provider use of DRLS API and proposals that payers make educational 

resources available to providers. One commenter recommended that CMS consider specific 

provider incentives to encourage uptake of the DRLS API and PAS API. Another commenter 

urged CMS to require EHR systems to include DRLS functionality as a condition of 

certification. One commenter suggested that CMS delineate how DRLS will be deployed within 

provider workflows. Another recommended that CMS provide definitions of standards and pilot 

industry-wide solutions for the three infrastructure needs so that participants can test the 

technology to achieve efficient interoperability. 
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One commenter requested that CMS include clarification on the meaning of the term 

“workflow” in the final rule.   

Response: ONC establishes certification criteria for health IT modules under the ONC 

Health IT Certification program. We will work with ONC to consider addressing certification 

criteria related prior authorization in the ONC Certification Program in the future.  

With respect to piloting industry-wide solutions for the three infrastructure needs, we 

note that HL7 and other organizations hold regular connectathons throughout the year to test the 

IGs, specifically to identify opportunities for improvement, and understand how they work in the 

real world. We do not have funding at present to support industry wide pilots for the standards, 

but would be interested in learning about how innovators might collaborate together to evaluate 

and report on how the technology has improved interoperability. 

Comment: A commenter noted that the DTR relies on HL7 CQL and FHIR 

questionnaires to codify documentation templates and that these do not perform reliably. The 

commenter stated that prescriptive DTR IG could restrict other prior authorization innovations 

and be burdensome for payers to implement and recommended a simpler IG for the DRLS API 

based on SMART-on-FHIR and Clinical Decision Support specification underpinning.  

Response: We appreciate this commenter’s feedback and suggestions but based on so 

much other overwhelming support for the DRLS with the DTR and CRD, we are confident that 

we are able to finalize the requirements as proposed. Furthermore, to best of our knowledge, 

there is no evidence of the FHIR questionnaires being unreliable; in fact, there is significant 

evidence to the contrary.  

Multiple commercial vendors have demonstrated working implementations of DTR at 

over 4 Connectathons in the last year. In addition, the DTR reference implementation also has 

worked reliably for over a year on multiple use cases. We are not aware of any implementations 
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that provide equivalent DTR functionality of the type described (using SMART-on-FHIR and 

CDS specification), so to our knowledge the proposed alternative is theoretical at this point. 

Also, the DTR IG has undergone a robust HL7 maturation process involving multiple 

stakeholders and community input. 

We appreciate commenter input and are finalizing our proposal, with modifications, to 

require impacted payers to implement a DRLS API by January 1, 2024.  

4.  Requirement for Payers: Implementation of a Prior Authorization Support API  

We described the current state in industry in which electronic prior authorizations are not 

used consistently between payers and providers, even with the availability of an adopted HIPAA 

standard. The burden of navigating the various submission mechanisms falls on the provider and 

can detract from providing care to patients. Additionally, many provider administrative practice 

management systems and vendors do not support the adopted HIPAA standard. To help address 

this issue, we proposed that impacted payers implement a Prior Authorization Support (PAS) 

API that facilitates a HIPAA compliant prior authorization request and response, including any 

forms or medical record documentation required by the payer for items or services for which the 

provider is seeking authorization. 

Specifically, we proposed to require that Medicaid and CHIP FFS programs, Medicaid 

managed care plans, CHIP managed care entities, and QHP issuers on the FFEs implement and 

maintain a PAS API conformant with the HL7 FHIR Da Vinci Prior Authorization Support 

(PAS) IG beginning January 1, 2023 (for Medicaid managed care plans and CHIP managed care 

entities, by the rating period beginning on or after January 1, 2023). We proposed to codify this 

requirement at 42 CFR 431.80(a)(2) and 457.732(a)(2), (finalized as applicable to CHIP 

managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.252 

and 45 CFR 156.223(a)(2) and, as with our proposal for the Provider Access API we proposed to 



CMS-9123-F  150 

use cross-references in 42 CFR 438.242(b)(7) and 42 CFR 457.1233(d)(4) to impose this new 

PAS API requirement on Medicaid managed care plans and CHIP managed care entities 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242). The API would be required to be conformant with the 

implementation specification at 45 CFR 170.215(c)(3). When this provision is finalized, the 

payer would be required to implement the API, and, when sending the response, include 

information regarding whether the organization approves (and for how long), denies, or requests 

more information for the prior authorization request, along with a reason for denial in the case of 

a denial. The PAS API would provide an opportunity to leverage the convenience of API 

technology, while maintaining compliance with the adopted HIPAA transaction standard. We 

believe use of the PAS API would accelerate adoption and use of electronic prior authorization 

transactions by impacted payers and by providers, particularly when coupled with 

implementation of the DRLS API, increasing efficiencies for both parties. In this final rule, we 

have updated the regulatory citations to more clearly differentiate the technical requirements for 

the DRLS and PAS APIs from the requirement to send a denial reason. 

We are aware that the flow of the payer API may not be intuitive to all readers, and 

encourage all users to refer to the implementation guides for payer API flow details, which are 

also provided on our webpage at: https://www.cms.gov/Regulations-and-

Guidance/Guidance/Interoperability/index. As we did in the CMS Interoperability and Prior 

Authorization proposed rule, we include a summary of how the payer would make a PAS API 

available for providers. When a patient needs authorization for a service, the payer’s PAS API 

would enable the provider, at the point of service, to send a request for an authorization. The 

payer is responsible for establishing the ability to convert the PAS IG specified FHIR bundle to a 

HIPAA compliant X12 278 request by working with an intermediary (such as a clearinghouse). 
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The API would send the request through an intermediary (such as a clearinghouse) that would 

convert it to a HIPAA compliant X12 278 request transaction for submission to the payer. It is 

also possible that the payer converts the request to a HIPAA compliant X12 278 transaction, and 

thus the payer acts as the intermediary. The payer would receive and process the request and 

include necessary information to send the response back to the provider through its intermediary, 

where the response would be transformed into a HIPAA compliant 278 response transaction. The 

response through the API would indicate whether the payer approves (and for how long), denies, 

or requests more information related to the prior authorization request, along with a reason for 

denial in the case of a denial.  

We noted in the CMS Interoperability and Prior Authorization proposed rule that we 

believe it would be valuable for payers to implement the PAS API for prior authorizations, 

because doing so would enhance the overall process generally, and, specifically, would increase 

the uptake of electronic prior authorizations by providers. Implementation of the PAS API would 

also maintain compliance with the adopted HIPAA standards, so other legacy system changes 

may not be necessary. We also believe that existing business arrangements with intermediaries or 

clearinghouses would remain in place to support transmission of the X12 transaction. Payers who 

implement the PAS API would likely see an improvement in efficiencies, particularly when 

coupled with implementation of the DRLS API because when providers know clearly what 

documentation is required to support a prior authorization request, they do not need to call or fax 

for additional instructions. Fewer phone calls or errors would decrease administrative costs for a 

payer. Use of the PAS API could facilitate a real time exchange of the authorization request, so 

that payers could provide a real time response.  

We stated that we believe that requiring the impacted payers to implement the FHIR 

based APIs that would be available for providers might ultimately result in broader industry-
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wide changes to address the prior authorization issues identified by stakeholders and discussed 

above. Similarly, if the APIs are successfully implemented by the impacted payers as proposed, 

the demand for this functionality would motivate EHR vendors to invest in integrating a PAS 

API directly into a provider’s workflow, which might ultimately result in APIs becoming the 

preferred and primary method to facilitate prior authorization processes. As with the proposed 

DRLS API, we noted that functionality to interact with the proposed PAS API is not 

standardized across provider systems today, but that industry interest in this initiative is 

extremely high.  

We received a number of comments on the proposal that impacted payers implement the 

PAS API. Some of the comments are beyond the scope of the proposed rule and we are not 

summarizing or responding to those comments.   

Comment: Several commenters expressed support for the proposal to require payers to 

implement a PAS API that facilitates a HIPAA-compliant prior authorization request and 

response. 

Response: We appreciate the commenters’ support for our proposal.   

Comment: A number of commenters from the payer and provider sector supported this 

proposal and indicated that they would like to move directly to FHIR to FHIR exchanges and not 

use the adopted (HIPAA) X12 278 standard for the prior authorization request. Another 

commenter suggested that CMS reduce the barrier to exchanging the FHIR bundle specified by 

the PAS IG directly between provider and payer without requiring translation into and out of the 

X12 278 standard (the commenter clarified they are not proposing to discontinue support of the 

X12 278). The commenter added that if CMS lowers the prior authorization requirements for an 

exception, as allowed by current HIPAA transaction regulation, it should allow trading partners 

to request the exception by completing a standard form and substantially reduce the reporting 
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requirements and cost associated with each exception. One commenter supported using the Da 

Vinci PAS IG but recommended updates to simplify. A large stakeholder group also requested 

that CMS promote and support the HIPAA exceptions process to enable and test new standards, 

specified at 45 CFR 162.940, which could allow for the testing of an HL7 standard to replace 

X12 for the adopted prior authorization standard transaction.    

Response: CMS appreciates stakeholder interest in using the FHIR standards to conduct 

the prior authorization process. However, CMS does not have the authority to authorize 

enforcement discretion or the exception process for use and/or testing of the HIPAA standard 

transactions. HIPAA standards are adopted under the authority of HHS, and may be based on 

recommendations from a standards organization to NCVHS. Should NCVHS make a 

recommendation to HHS to adopt FHIR for purposes of prior authorization,  HHS could consider 

that recommendation and conduct rulemaking to adopt FHIR. HHS may also consider adopting a 

HIPAA standard without a recommendation from NCVHS. Furthermore, the Department is not 

bound by NCVHS recommendations, and may choose to adopt standards as the Secretary deems 

appropriate.  Given other regulatory requirements to use adopted standards for prior 

authorization transactions, covered entities must continue to use the HIPAA standard until an 

alternative is adopted. Though the exception process under HIPAA is outside the scope of this 

final rule, there is no prohibition on organizations applying for an exception to test other 

standards, and we encourage interested organizations to collaborate as they deem appropriate. In 

the interim, we are finalizing the policy to require implementation of the PAS IG as proposed. 

Comment: Several commenters expressed support for the proposal to require payers to 

implement a PAS API that facilitates a HIPAA-compliant prior authorization request and 

response. 
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Response: CMS thanks these commenters for their support of the proposal for the PAS 

API which will include the HIPAA compliant prior authorization. We are optimistic that this API 

coupled with the DRLS API could improve the overall prior authorization process, because 

providers will have better information about information that may be required to submit the 

request in advance.  

Response: The PAS IG was developed specifically to align with the DRLS API, to 

support the request and response for a prior authorization based on the coverage and 

documentation information that will be provided from the payer for the provider to submit. This 

IG was not designed to provide information from a payer to a patient. However, once there is a 

disposition for the authorization, such as pending and active prior authorization decisions, that 

information may be available to share through the other APIs finalized in this rule, and we refer 

the reader to the Patient and Provider Access API provisions.    

Comment: Commenters requested that CMS delay PAS API implementation. In addition 

to issues surrounding the COVID-19 PHE, states requested more time to develop and test the 

PAS API and noted how many competing priorities this rule places on state Medicaid agencies, 

which already operate on thin margins and are generally under-resourced. Commenters also 

suggested that more time is needed to ensure EHR vendor readiness to integrate this API into 

existing clinician workflows. Implementation will require additional funds for staff and system 

resources, which states have not yet received, and which will need to be aligned with states’ 

existing budget and contracting cycles.  

Response: We understand the timing concerns raised by stakeholders and appreciate that 

more time is needed to implement the PAS API for prior authorization. For this reason, we are 

finalizing our proposal, with modifications to extend the implementation date to January 1, 2024 
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(for Medicaid managed care plans and CHIP managed care entities, by the rating period 

beginning on or after January 1, 2024).  

Comment: A commenter suggested that CMS develop a single set of standards for prior 

authorization policies and incorporate those standards into payers' star ratings. Another 

recommended that CMS create a standard for an initial authorization of care. One commenter 

recommended a single document to map from the PAS API with the HIPAA-compliant X12 278 

to limit inconsistencies among payers and resulting burden to providers. 

 Some commenters requested clarification on what plans (payers) are expected to provide 

as part of the PAS API and what is required for identifying the “length of approval” for an 

authorization. 

Response: The PAS API allows the payer to support the providers submission of a prior 

authorization, using FHIR IGs, while maintaining compliance with the HIPAA standard. The 

payer is expected to have provided, through the DRLS API, the coverage requirements and 

information about documentation. The payer is to make the API available for the submission of a 

request, and to be capable of responding, either in real time or near real time, with the disposition 

the authorization request. The PAS IG provides all of the technical requirements for the build of 

the API, and diagrams showing the various data exchanges are available on the HL7 PAS 

workgroup page.36   

Comment: Some commenters expressed that the PAS API is premature and that CMS 

should delay adoption until the implementation guides can include relevant standards that have 

been reviewed and tested. One commenter noted that the standard is not yet established in 

Medicare. Some commenters recommended that CMS extend the PAS API implementation 

timeline to ensure consistent adoption and protect patient safety. A commenter suggested that 

                                                           
36 Link to PAS API Information: https://build.fhir.org/ig/HL7/davinci-pas/usecases.html. 
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CMS incentivize vendor adoption and support of prior authorization data exchange technology 

before requiring payers to establish new transaction mechanisms and expressed concern that 

providers may not be sufficiently incentivized to use new API technologies and have limited 

ability to direct vendor offerings. 

Response: We appreciate commenters’ feedback on the PAS API implementation 

timeline and agree that more time is appropriate, though we disagree that the PAS API is 

premature. We are finalizing our proposal for payers to build and maintain a PAS API, though 

we are adjusting the implementation date to January 1, 2024 (for Medicaid managed care plans 

and CHIP managed care entities, by the rating period beginning on or after January 1, 2024). 

Comment: Some commenters recommended that CMS use enforcement discretion and 

permit providers and payers to elect not to use the 278 transaction. Commenters suggest that 

CMS could modify existing HIPAA administrative transactions to mandate the use of the 278 

transaction once FHIR-based API systems are in place and widely used. Some commenters 

recommended that CMS grant HIPAA exceptions for any health plans that wish to pilot the PAS 

API without including the X12 278, allowing the industry to test this new technology to inform 

future decisions regarding prior authorization electronic standards under HIPAA. One 

commenter recommended that CMS update the language such that the payer is responsible for 

establishing the ability to convert the PAS IG specified FHIR bundle to a HIPAA compliant X12 

278. One commenter requested that CMS include the specific components of the X12 275 

message in the requirement. Another recommended removing the 278 ceiling to enable FHIR 

based transactions the freedom to achieve desired efficiency and outcomes. 

Response: Authority for enforcement discretion for compliance with the HIPAA 

standards falls under HHS. The Secretary may consider this option warranted based on industry 

input and other relevant factors. HHS also has authority for adoption of HIPAA standards, and 
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for exceptions to the use of and/or testing of HIPAA standard transactions. The Secretary adopts 

HIPAA standards based on recommendations from a standards organization to NCVHS, which 

initiates a public hearing to obtain input. Following public review, NCVHS sends a 

recommendation to HHS. For example, should the standards organization (SDO) and industry 

stakeholders wish to use FHIR without the X12 standard adopted for prior authorization under 

HIPAA, the SDO may make the proposal to NCVHS and request  a public hearing and review. 

The Secretary may also decide to adopt the standard under HIPAA without a request from 

NCVHS. More details for this process are available in the HIPAA rules at 65 FR 50369.  

Comment: One commenter requested clarification related to the expected relationship 

between the PAS API and the 278/275 HIPAA transaction standards, specifically the need for 

consent structures and standardized data controls. Another commenter expressed confusion 

regarding the transaction standard that the new PAS API is required to meet. 

Response: We understand some stakeholders may be unfamiliar with the design of the 

PAS API and how it has been structured to enable use of the 278/275 HIPAA standards, 

including the consent structures and data controls. The IG includes guidance for the use of the 

standards, describing how the payer and provider intermediaries may receive, process and return 

the transactions with FHIR, while still maintaining a compliant HIPAA transaction. We 

recommend that stakeholders use the resources provided from the HL7 Financial Management 

work group to obtain detailed information.  

Comment: One commenter recommended additional stakeholder engagement prior to 

requiring the CAQH operating rules for prior authorization, suggesting broader research on the 

timing and costs associated with all stakeholders moving to a more secure methodology for all 

transactions. Another commenter urged CMS to review the CAQH CORE 278 Prior 

Authorization Infrastructure Rule and the CAQH CORE 278 Prior Authorization Data Content 
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Rule which set national expectations for prior authorization turnaround times using the HIPAA-

mandated X12 278 standard to move the industry toward greater automation. 

Response: Operating rules apply to HIPAA standard administrative transactions, and are 

adopted by HHS based on a recommendation from NCVHS to HHS. We agree stakeholder 

engagement and research on timing and costs for any standard or operating rule is important 

prior to their adoption. Specific to HIPAA standards and operating rules, NCVHS considers 

stakeholder input through a public hearing. NCVHS held a public hearing for operating rules for 

the HIPAA prior authorization standard in August 2020, after which NCVHS did not recommend 

their adoption.37 Though the policies in this rule are not operating rules, they do improve the 

timeframes for decisions on prior authorization requests, and require use of certain APIs to 

encourage better use of automation for the process. 

Comment: One commenter noted that CMS should expedite the regulation establishing 

an electronic attachment standard to ensure that it aligns with the requirements of this rule. 

Response: CMS appreciate the commenter’s interest in an electronic standard for 

attachments. When HHS proposed rule to adopt attachments standards under HIPAA, 

stakeholders will have an opportunity to comment on its alignment with this rule.  

Based on these comments, we are finalizing our proposal that impacted payers must 

implement the PAS API by January 1, 2024. 

a.  Requirement to Provide a Reason for Denial 

In the CMS Interoperability and Prior Authorization proposed rule, we stated that when a 

provider has submitted an electronic prior authorization request, there is an expectation that the 

payer send a response to indicate that an item or service is approved (and for how long), denied, 

or if there is a request for more information. Regardless of the mechanism through which a prior 

                                                           
37 Letter from NCVHS to HHS regarding HIPAA operating rules for prior authorization 
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authorization request is received and processed, in the case of a denial, providers need to know 

why the request has been denied, so that they can either re-submit it with updated information, 

identify alternatives, appeal the decision, or communicate the decision to their patients. A payer 

might deny a prior authorization because the items or services are not covered, because the items 

or services are not medically necessary, or because documentation to support the request was 

missing or inadequate. However, payers do not always provide consistent communication about 

the reasons for denials or information about what is required for approval.  

To improve the timeliness, clarity, and consistency of information for providers regarding 

prior authorization status, specifically denials, we proposed that impacted payers send certain 

response information regarding the reason for denying a prior authorization request. We 

proposed at 42 CFR 431.80(a)(2)(iii) for Medicaid FFS, at 42 CFR 438.242(b)(7) (to comply 

with the requirement at 42 CFR 431.80) for Medicaid managed care, at 42 CFR 

457.732(a)(2)(iii) for CHIP FFS, at 42 CFR 457.1233(d)(4) (to comply with the requirement at 

42 CFR 457.732) for CHIP managed care (finalized as applicable to CHIP managed care entities 

via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and at 45 CFR 

156.223(a)(2)(iii) for QHP issuers on the FFEs that impacted payers transmit, through the 

proposed PAS API, to include information regarding whether the payer approves (and for how 

long), denies, or requests more information related to the prior authorization request. In addition, 

we proposed at 42 CFR 431.80(a)(2)(iv) for Medicaid FFS, at 42 CFR 438.242(b)(7) (to comply 

with the requirement at 42 CFR 431.80) for Medicaid managed care, at 42 CFR 

457.732(a)(2)(iv) for CHIP FFS, at 42 CFR 457.1233(d)(4) (to comply with the requirement at 

42 CFR 457.732) for CHIP managed care, (finalized as applicable to CHIP managed care entities 

via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242) and at 45 CFR 

156.223(a)(2)(iv) for QHP issuers on the FFEs that impacted payers include a specific reason for 
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denial with all prior authorization decisions, regardless of the method used to send the prior 

authorization decision.   

As proposed, impacted payers would be required to provide a specific reason a prior 

authorization request is denied, such as indicating necessary documentation was not provided, 

the services are not determined to be medically necessary, or the patient has exceeded limits on 

allowable (that is, covered) care for a given type of item or service, so that a provider knows why 

a request was denied and can determine what steps to take to secure an approval and/or care for 

their patient. A clear and specific reason for a denial would improve communication between 

payers and providers and supports our drive to reduce payer, provider, and even patient burden.  

We received the following comments regarding our proposal that impacted payers 

provide a specific reason when a prior authorization was denied:  

Comment: Several commenters expressed support for requiring the inclusion of the 

specific denial reason in denied prior authorization communications through the API. However, 

one commenter opposed the timing of this new requirement due to the financial stress and 

burden of the COVID-19 public health emergency and recommended that CMS use its section 

1115 waiver authority in a pilot instead. One commenter recommend that CMS not finalize this 

policy until it has convened a stakeholder group to develop standard denial reasons taxonomy for 

use across payers. 

Commenters suggested CMS establish enforcement mechanisms to ensure payer 

compliance with this requirement and recommended that payers and vendors, not providers, be 

held responsible for system errors resulting in incorrect denials. One commenter recommended 

that CMS require payers to have an internal process for addressing TPAs’ arbitrary application of 

standards for denials that place an undue burden on patients and providers and result in 

overturned appeals. 
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Response: We appreciate the commenters’ support and suggestions. We note that we are 

delaying the implementation date for this policy to January 1, 2024, and thus we do not believe 

the section 1115 waiver authority is necessary for addressing the need for payers for including 

the denial reason when communicating prior authorization denials. We also maintain that the 

proposed API standards will provide an effective vehicle for this information.  

Comment: Commenters recommended that CMS require the denial reason provided 

through the API to be clear and concise to ensure it is sufficient to identify covered alternative 

treatments, and that it include information and instructions or a mechanism for providers and 

patients to appropriately and efficiently appeal prior authorization decisions. One commenter 

also recommended the communication of denial reason should cross-reference the HIPAA X12 

278 response standard for electronic health care transactions. A commenter recommended CMS 

clarify the term "specific reason" as it is subject to interpretation. One commenter suggested 

CMS require the denial decision to include the name and qualifications of the prior authorization 

reviewer. Another suggested CMS require payers to use standardized denial rationales. Others 

recommended that communication to the patient be included in denial responses via the patient 

API, and that patients have access to CPT and ICD-10-CM codes.  

One commenter recommended that CMS require impacted health plans to provide 

complete information detailing the reasons for prior authorization denials, the plan’s covered 

alternative treatment, and details on appeal rights and process. 

Response: We thank the commenters for their suggestions for how to make even more 

improvements to the prior authorization policy. Payers will be using the adopted HIPAA 

standard (X12 278) and may use the existing codes available in the transaction. However, each 

payer may have programmed their system to use some or none of the available reason codes, 

depending on how they apply to their policies. At a minimum, our policy of requiring denial 
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information that explains clearly why something has not been approved, with clear information 

about next steps, will ensure that a provider knows what to do in the case of a denial. We 

understand that the available codes in the X12 278 do not provide guidance on next steps when 

an authorization is denied.  

Comment: Commenters suggested standardized denial reason codes/taxonomy to 

promote consistency in electronic denial responses. A commenter recommended that CMS work 

with X12 and other entities to standardize the application of denial codes to be an effective 

communication tool, decrease cost, and decrease the burden of implementation for payers, 

providers, and vendors.  

Response: We considered weather to require the use of standardized denial reason codes 

or a taxonomy to promote consistency in electronic denial responses and anticipate that some 

payers may use the available codes in the X12 278 standard when sending a response. However, 

we also understand that payers do not consistently use the codes and that the available codes may 

not provide clear and concise information about the specific reason for a denial with specific 

information about next steps the provider must take to resubmit the request. We encourage the 

stakeholders to work with X12 to update the codes in the standard so that they effectively 

communicate denial reasons and next steps. To supplement the available codes in the standard, 

we are finalizing our policy for payers to send clear communication about the reason for the 

denial and next actions for the provider.  

Based on these comments, we are finalizing our policy, with modifications. We finalize 

these policies with an implementation date of January 1, 2024 for QHPs on the FFEs, Medicaid, 

and Medicaid managed care plans and CHIP managed care entities (by the rating period 

beginning on or after January 1, 2024).  
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States operating Medicaid and CHIP programs may be able to access federal matching 

funds to support their implementation of the DRLS and PAS APIs, because these APIs are 

expected to help the state administer its Medicaid and CHIP state plans properly and efficiently 

by supporting a more efficient prior authorization process, consistent with sections 1902(a)(4) 

and 2101(a) of the Act, as discussed in the CMS Interoperability and Prior Authorization 

proposed rule.  

We noted that we did not consider state expenditures for implementing the proposal to be 

attributable to any covered item or service within the definition of “medical assistance.” Thus, 

we would not match these expenditures at the state’s regular federal medical assistance 

percentage. However, federal Medicaid matching funds under section 1903(a)(7) of the Act, at a 

rate of 50 percent, for the proper and efficient administration of the Medicaid state plan, might be 

available for state expenditures related to implementing this proposal for their Medicaid 

programs, because use of the DRLS and PAS APIs would help the state more efficiently 

administer its Medicaid program by increasing the efficiencies in the prior authorization process. 

For instance, use of these APIs would allow administrative efficiencies by making the process 

timelier, and by helping reduce the number of denied and appealed prior authorization decisions, 

making the process clearer and more transparent via the APIs.  

States’ expenditures to implement these proposed requirements might also be eligible for 

enhanced 90 percent federal Medicaid matching funds under section 1903(a)(3)(A)(i) of the Act 

if the expenditures can be attributed to the design, development, or installation of mechanized 

claims processing and information retrieval systems. Additionally, 75 percent federal matching 

funds under section 1903(a)(3)(B) of the Act may be available for state expenditures to operate 

Medicaid mechanized claims processing and information retrieval systems to comply with this 

proposed requirement.  
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States request Medicaid matching funds under section 1903(a)(3)(A)(i) or (B) of the Act 

through the APD process described in 45 CFR part 95, subpart F. States are reminded that 42 

CFR 433.112(b)(12) and 433.116(c) require them to ensure that any system for which they are 

receiving enhanced federal financial participation under section 1903(a)(3)(A)(i) or (B) of the 

Act aligns with and incorporates the ONC Health Information Technology standards adopted in 

accordance with 45 CFR part 170, subpart B. The DRLS and PAS APIs, and all APIs proposed 

in the rule, would complement this requirement because these APIs further interoperability 

through the use of HL7 FHIR standards proposed for adoption by ONC for HHS use at 45 CFR 

170.215.38 In addition, we reminded states that 42 CFR 433.112(b)(10) explicitly supports 

exposed APIs as a condition of receiving enhanced federal financial participation under section 

1903(a)(3)(A)(i) or (B) of the Act.  

Similarly, 42 CFR 433.112(b)(13) requires the sharing and re-use of Medicaid 

technologies and systems as a condition of receiving enhanced federal financial participation 

under section 1903(a)(3)(A)(i) or (B) of the Act. CMS would interpret that sharing and re-use 

requirement also to apply to technical documentation associated with a technology or system, 

such as technical documentation for connecting to a state’s APIs. Making the needed technical 

documentation publicly available so that systems that need to connect to the proposed APIs in 

the CMS Interoperability and Prior Authorization proposed rule can do so would be required as 

part of the technical requirements at 42 CFR 431.60(d) for all proposed APIs in the CMS 

Interoperability and Prior Authorization proposed rule, including the DRLS and PAS APIs.  
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Separately, for CHIP agencies, section 2105(c)(2)(A) of the Act, limiting administrative 

costs to no more than 10 percent of CHIP payments to the state, would apply in developing the 

APIs proposed in this rule.  

We noted that the temporary federal medical assistance percentage (FMAP) increase 

available under section 6008 of the Families First Coronavirus Response Act (Pub. L. 116-127) 

does not apply to administrative expenditures.  

All comments on the availability of federal matching funds to States implementing the 

API provisions discussed in this section of the rule, are addressed in section II.B. of this final 

rule. 

b.  Program Specific Notice Requirements to Accompany Prior Authorization Denial 

Information – Medicaid and CHIP Managed Care 

In the CMS Interoperability and Prior Authorization proposed rule, we stated that some 

of the impacted payers would be required by existing regulations to notify providers and patients 

when they made an adverse decision regarding a prior authorization. The proposal to send a 

denial reason would not reduce or replace existing notification requirements. Rather, the 

proposed requirement, which we are finalizing in this final rule, to use the PAS API to provide a 

notification whether the authorization has been approved (and for how long) or denied (along 

with a reason for the denial) would supplement current notice requirements for those payers, and 

offer an efficient method of providing such information for those payers who currently do not 

have a requirement to notify providers of the decision on a prior authorization request. We noted 

in the CMS Interoperability and Prior Authorization proposed rule that we believed use of the 

proposed denial reasons in addition to the notification requirements would provide enhanced 

communication, increase transparency, reduce burden and improve efficiencies for both payers 

and providers.  
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For Medicaid managed care plans and CHIP managed care entities,39 existing regulations 

at 42 CFR 438.210(c) requires notice to the provider without specifying the format or method 

while 42 CFR 438.210(c) and 42 CFR 438.404(a) require written notice to the enrollee of an 

adverse benefit determination. We intended that an indication of whether the payer approves, 

denies, or requests more information for the prior authorization request, if transmitted to 

providers via the PAS API, and a denial reason in the case of denial, would be sufficient to 

satisfy the current requirement for notice to providers at 42 CFR 438.210(c) and (d). Therefore, 

the payer would not be required to send the response via the PAS API and a denial reason, as 

well as a separate notice in another manner to the provider with duplicate information. We 

reminded managed care plans that their obligations to provide these required notices would not 

be reduced or eliminated regardless of the proposals included in this rule. We acknowledged that 

some providers may need more time to adapt to submitting prior authorization requests via an 

API and are encouraging managed care plans to comply with other applicable regulations to 

ensure that their prior authorization practices and policies do not lead to impeding timely access 

to care or affect network adequacy. Lastly, we noted that the proposal to electronically transmit 

information through the PAS API about whether the payer approves, denies, or requests more 

information for the prior authorization request is about notice to the provider and is limited to 

transmission to a provider’s EHR or practice management system. This final rule would have no 

effect on the requirements for notice to an enrollee at 42 CFR 438.210(c) and (d) and 438.404. 

We received the following comments regarding our proposed notice requirements to 

accompany prior authorization denial information: 
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Comment: A commenter representing the labs noted the current lack of standard 

processes to query, respond, and acknowledge prior authorizations. The commenter cited a 2019 

Workgroup for Electronic Data Interchange (WEDI) survey that showed 64 percent of payers 

allow either the ordering or rendering provider to request a prior authorization, so when the 

ordering provider requests the PA, the rendering provider needs to be able to see the PA’s 

submission and decision status. 

Response: We appreciate the ongoing communication challenges that exist, and may 

continue to exist in the prior authorization process, particularly when multiple levels of provider 

types are involved, such as an ordering provider and the rendering provider, because the decision 

does not always get communicated to the next provider. The Provider Access API may address 

an information gap when prior authorization is included in the future, should labs be included in 

the exchange. We also encourage the lab community to continue working with the HL7 Financial 

Management workgroup to determine if the PAS API can be leveraged to provide this 

information to them once a prior authorization has been approved.  

Comment: Commenters requested clarification on whether the proposed requirement to 

provide specific denial reasons applies only to electronic communication via the API which 

would supplement the written notice currently required, and recommended that the shortened 

notice timeframes only apply to electronic prior authorizations. 

Response: We thank the commenters and note that that the requirement in this rule to 

provide specific reasons for a denial would apply to all denials, regardless of submission 

mechanism. Please refer to the CMS Interoperability and Prior Authorization proposed rule for a 

more complete discussion (85 FR 82612). We also note that the payer would not be required to 

send the prior authorization response via the PAS API in addition to a denial reason, as well as a 

separate notice in another manner to the provider. For example, if the provider submits the prior 
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authorization request via a payer portal instead of the PAS API, the payer would only need to 

provide a response one time via the portal, and would not need to send a denial reason to the 

provider by other means. We note that this final rule would have no effect on the requirements 

for notice to an enrollee at 42 CFR 438.210(c) and (d) and 438.404. 

5.  Comments on Prohibiting Post-Service Claim Denials for Items and Services Approved 

Under Prior Authorization  

During the listening sessions, stakeholders raised concerns about denials of claims for 

approved prior authorizations explaining that provider staff spend significant time on appeals to 

resolve these denials, and in some cases, patients receive unexpected bills for the services, after 

the fact. We requested input on policies that could help improve this process, and requested input 

from payers and other industry stakeholders on the issues that could inform a future proposal to 

prohibit impacted payers from denying claims for covered items and services for which a prior 

authorization has been approved. Specifically, we requested input on the criteria that could be 

included in a new policy, and the potential costs of such a policy on payers (85 FR 82612).  

We noted in the CMS Interoperability and Prior Authorization proposed rule if we were 

to address these topics, we would do so in a future notice and proposed rulemaking. 

We received public comments on the comment solicitation on prohibiting post-service 

claim denials for items and services approved under prior authorization. The following is a 

summary of the comments we received and our responses.  

Comment: Commenters supported the prohibition on post-service claim denials for items 

and services approved under prior authorization. One commenter noted that it is the payer’s 

responsibility at the time of prior authorization to determine if the patient’s plan covers the 

requested service and if the patient has made his or her premium payment. Another commenter 

suggested payers should be precluded from denying payment for services which are recoded 
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post-surgery but still in the same family as the codes which were approved through the prior 

authorization process. Some commenters recommended that CMS take additional denial reasons 

into account for future proposals, including eligibility at the time of service, expiration before 

time of service, site/level of care, duplicate services, and fraud. Commenters also suggested that 

CMS consider the program integrity, patient safety and quality of care reasons for a retrospective 

denial of an item or service that has been given prior authorization in future rulemaking. 

Conversely, one commenter recommended that CMS not prohibit post-service claim denials for 

items and services approved under prior authorization, but rather request input through the RFI 

process and work with stakeholders to identify and promote opportunities to minimize such 

denials. One commenter urged CMS to continue to defer to states to create and enforce 

regulations regarding post-service claims denials. 

Response: We received many comments on this topic, virtually all supportive of 

prohibiting denials of claims once a prior authorization had been approved. Some payers had 

concerns however, suggesting that there could be valid reasons for a denial, including changes to 

eligibility or modifications to the services provided. Though we did not propose and cannot 

adopt a policy regarding prohibition on claim denials at this time we appreciate commenter 

feedback and insights on this topic. 

Comment: One commenter suggested that CMS evaluate all post-service claim denials to 

ensure that surgical services are not denied payment. Another commenter suggested that CMS 

prohibit plans from denying payment for an approved service within 45 days from the date an 

authorization was approved or when a provider is unable to initiate a new or updated prior 

authorization request. 
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Response: We thank the commenters for their responses. Since we did not make a 

proposal in this regard, we are not finalizing any policies related to prohibiting post-service 

claim denials for items and services approved under prior authorization 

We appreciate the volume of stakeholder input on this topic and will retain this feedback 

for consideration in future policy. 

6.  Requirements for Prior Authorization Decision Timeframes and Communications 

a.  Overview of Decision Timeframe Issue 

As described in the CMS Interoperability and Prior Authorization proposed rule, we 

heard from providers that excessive wait times for prior authorization decisions often caused 

delays in the delivery of services to patients. One risk of the time burden associated with some of 

the prior authorization processes is the potential patient harm resulting from delays in responses 

to prior authorization requests – whether for the approval of the initial request, or delays in the 

resolution of the request – for example, waiting for a payer’s review and decision based on 

required documentation for the request. The AMA study reported that 28 percent of physicians 

stated that delays in care due to the prior authorization process, specifically the wait for approval, 

led to serious, life-threatening adverse events, including death, for their patients.40 In addition, 

91 percent of physicians reported that delays related to prior authorization have had other 

negative impacts on their patients.41 We also described outreach conducted by CMS through 

listening sessions, interviews, observational visits, RFIs and other means to obtain information 

about how to improve the transparency, efficiency, and standardization of the prior authorization 
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process (85 FR 82612 through 82613). From the high volume of comments and additional survey 

information we received on the subject of timeframes for processing prior authorizations, it is 

apparent that delays in securing approvals for prior authorization directly affect patient care by, 

for example, delaying access to services, transfers between hospitals and post-acute care 

facilities, treatment, medication, and supplies.  

In the CMS Interoperability and Prior Authorization proposed rule, we used the term 

“standard” prior authorization to refer to non-expedited request for prior authorization and the 

term “expedited” prior authorization to indicate an urgent request, which are consistent with the 

provisions at 42 CFR 438.210(d) (for Medicaid managed care plans). A standard prior 

authorization is for non-urgent items and services. An expedited prior authorization is necessary 

when failure to decide could jeopardize the health or life of the patient. 

b.  Current Regulations Establishing Timeframes for Certain Payers for Standard and Expedited 

Prior Authorization Requests  

In the CMS Interoperability and Prior Authorization proposed rule, we provided a 

comprehensive background of current regulations establishing timeframes for the impacted 

payers at 85 FR 82613. Please refer to that section of the proposed rule for the references for 

Medicaid managed care and CHIP managed care.  

We have regulated in this area previously and have established timeframes for certain 

payers to make decisions and provide notice regarding prior authorizations, as well as time 

requirements for certain decisions on appeals. Specifically, in the Medicaid managed care 

program, and for CHIP managed care entities, payers must, for standard authorization decisions, 

make a decision, and send notice of that decision, as expeditiously as the enrollee’s condition 

requires and within state-established timeframes that may not exceed 14 calendar days following 

receipt of the request for items or services (42 CFR 438.210(d)(1), 457.495(d), and 457.1230(d)). 
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For cases in which a provider indicates or the payer determines that following the standard 

timeframe could seriously jeopardize the enrollee or beneficiary’s life, health or ability to attain, 

maintain, or regain maximum function, the Medicaid managed care plan, or CHIP managed care 

entity must make an expedited authorization decision and provide notice as expeditiously as the 

enrollee's health condition requires, but no later than 72 hours after receiving the request (42 

CFR 438.210(d)(2) and 457.1230(d)).  

In addition, under these existing regulations, the enrollee or the provider may request an 

extension of up to 14 additional calendar days from the standard timeframe to make a decision 

on a prior authorization request for an item or service, or the payer may also initiate the 

extension up to 14 additional calendar days if the payer can justify a need for additional 

information and how the extension is in the enrollee or beneficiary's interest (42 CFR 

438.210(d)(1)-(2) and 457.1230(d)). For example, a payer may need to gather additional 

information by consulting with additional providers with expertise in treating a particular 

condition to enable the payer to make a more informed decision.  

In the CMS Interoperability and Prior Authorization proposed rule, we explained that 

under existing CHIP regulations, prior authorization of health services must be completed within 

14 days after receipt of a request for services or in accordance with existing state law regarding 

prior authorization of health services (42 CFR 457.495(d)). An extension of 14 days may be 

permitted if the enrollee requests the extension or if the physician or health plan determines that 

additional information is needed (42 CFR 457.495(d)(1)).  

c. Provisions for Timeframes for Prior Authorization Requests  

In the CMS Interoperability and Prior Authorization proposed rule, we proposed to 

require that state Medicaid and CHIP FFS programs, Medicaid managed care plans, and CHIP 

managed care entities provide notice of prior authorization decisions as expeditiously as a 
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beneficiary’s health condition requires and under any circumstances not later than 72 hours of 

receiving a request for expedited decisions. Notice should be provided no later than 7 calendar 

days after receiving a request for standard decisions. For Medicaid managed care plans, we also 

proposed to maintain that an extension of 14 days is authorized if the enrollee or provider 

requests it or a health plan determines additional information is needed and how the extension is 

in the enrollee’s best interests.  

We did not propose to change timeframes for prior authorization (pre-service) claims 

processes for QHP issuers on the FFEs.  

We did not propose changing the existing Medicaid managed care rules (at 42 CFR 

438.404(c)(5)), that a payer’s failure to make prior authorization decisions within the required 

timeframe is considered a denial, with appeal rights available to the enrollee or provider. 

However, we did request comments on the impact of proposing a policy whereby a prior 

authorization would be automatically approved if a payer did not respond to a prior authorization 

request within the regulated timeframes. We solicited feedback on the potential volume of such 

occurrences, the costs to payers in increasing prior authorization staffing levels or inappropriate 

items and services and the benefits to providers and patients in terms of reduced burden and 

faster access to necessary items and services.  

We received comments on the potential for modifying the policy whereby prior 

authorizations could be automatically approved if a payer fails to respond to a request.   

We received the following comments on timeframes and process questions in this 

section:  

Comment: A few commenters requested that we define or clarify the definitions for 

standard, expedited and urgent cases. AA commenter also requested clarification of whether the 
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proposed decision timeframe requirements will preempt current State Medicaid contractual 

requirements and become the standard for Medicaid decision timeframes. 

Response: We thank the commenter for the request for clarification. However, the 

definition available at 42 CFR 438.210(d) (for Medicaid managed care plans), applies to 

virtually all of the payers implicated by this policy, therefore we believe it is useful to use the 

available definition in this regulation. We did not receive any suggested modifications to those 

definitions, so we do not make any revisions to the terms in this final rule. For Medicaid FFS 

plan operations, the prior authorization timeframes are not intended to displace existing state 

practices that apply more stringent timeframes to prior authorization decisions. Where 

compliance with both state contracts and federal law is possible, states may apply prior 

authorization timeframes that are more stringent without being in conflict with the federal 

timeframe requirements  

Comment: Most providers stated that the 72-hour and 7-day timeframes are not 

aggressive enough, and that there is no reason that a decision cannot be made in real time, or 

within a day – less than 24 hours. These commenters stated that with electronic communication, 

there is little reason that payers cannot automate many of the decisions and respond in real time. 

These commenters pointed to the example of pharmacy prior authorization, which is practically 

instantaneous, and asked why CMS did not have the same expectations.  

Response: Payers are not precluded from responding to prior authorization requests in 

less time than those currently in regulations or in this final rule, particularly when improved 

processes and electronic transactions are available. If no documentation is required, or a provider 

has submitted necessary documentation in advance, shorter response times would benefit payers, 

providers and patients.  
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For Medicaid managed care, we adopted the current 72-hour timeframe for expedited 

requests in our 2016 rule; prior to that rule, it was 3 working days. As we stated in our preamble, 

“The 72-hour timeframe for expedited authorizations is the prevailing standard in those markets 

for expedited determinations and appeals and we do not see a compelling reason to treat 

Medicaid managed care plans differently.” (81 FR 27635). Standard and expedited prior 

authorization timeframes both include “as expeditiously as the enrollee’s condition requires” 

which means that the timeframe for processing a request must be determined based on the 

enrollee’s condition. Additionally, standard decisions are required “within State established 

timeframes that may not exceed 7 calendar days.” This means that states have the discretion to 

select whatever timeframe (that does not exceed 7 calendar days) that they believe best meets the 

needs of their enrollees.  

As to the 14-day extension available for a Medicaid managed care plan or CHIP managed 

care entity to use before responding to a request for prior authorization, this can be requested by 

the enrollee or the plan. See §§ 438.210(d) and 457.1230(d). Plans can only utilize this extension 

“if the enrollee requests an extension, or if the MCO, PIHP, or PAHP justifies (to the State 

agency upon request) a need for additional information and how the extension is in the enrollee’s 

interest.” States should be routinely monitoring their managed care plans’ (or entities’) use of 

these extensions and can institute additional monitoring processes if they notice problematic 

trends or receive enrollee or provider complaints regarding a plan’s use of extensions.  

Regarding incentives for the states and plans to meet the standards, the required reporting 

of performance metrics in the rule provides sufficient incentive for impacted payers to meet 

established timeframes. Furthermore, states submit a report to CMS on each managed care 

program they administer each year. The report provides information on the operations of the 

managed care program, which includes grievances, appeals and state fair hearings for the 
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programs, results of any sanctions or corrective action plans. CMS issues guidance on the 

content of the report each year. After publication of this final rule CMS may determine if any 

provisions will be included in this report.   

Comment: Some payers stated they do not have sufficient staff to meet the timeframe 

requirements, and that to change their policies would be difficult on the timetable in this final 

rule. Some states indicated that they did not have staff working on the weekends, and would 

therefore have a difficult time meeting the 72-hour expedited timeframe requirement as a result. 

Response: We agree with commenters that shorter timeframes than those in the proposed 

rule are both desirable and feasible, and note that payers are not precluded from being more 

efficient in their responsiveness. Patients have health care needs that occur on a Friday or 

weekend and a response could be necessary for them to receive proper care and treatment. We 

note that we have extended the implementation date of this final policy to be January 1, 2024, 

and expect that the additional time should alleviate some of the commenters concerns about the 

timetable for developing and implementing the policy.  We note that in section V. of this final 

rule, we allowed 25 percent maintenance costs which would cover additional hires or overtime 

pay in our burden estimates.  

Comment: Several commenters expressed support for CMS’ efforts to increase the speed 

and utilization of prior authorization and agreed that the prior authorization timeframes should be 

established as proposed. 

Response: We appreciate the commenters’ support and feedback. 

Comment: One commenter suggested that CMS consider the different roles of ordering 

providers and laboratories when determining timeframes for prior authorization decisions. Other 

commenters recommended standard timeframes for all payers because multiple processes are 

overly burdensome. Another commenter (payer) noted the potential for CHIP and Medicaid 
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managed care entities to face conflicting or contradictory prior authorization requirements due to 

states that have adopted prior authorization provisions with different response times depending 

on the type of item or service, level of medical need, and method of prior authorization request 

(paper vs. electronic), as well as additional utilization management State licensure and 

accreditation requirements. This commenter suggested CMS work with State CHIP and 

Medicaid programs to establish uniform timeframe standards that align with State licensure and 

accreditation requirements.   

Response: We understand that laboratory providers must know whether a test has been 

approved or not, but that the timing of that information is often delayed by the time they must 

provide the service to the patient. To address this issue, payers may be able to make the PAS API 

accessible to laboratory providers, to help them determine if an authorization has been approved, 

or they may use the Provider Access API to exchange this information as well.  

We appreciate the detailed comments from some organizations regarding additional 

challenges for prior authorization policies, including utilization management rules for coverage, 

review requirements, and similar topics. Some of these requirements may be appropriate for 

inclusion as the states and managed care organizations build the rules in their DRLS APIs, and 

others may require additional policy discussions between the states and managed care 

organizations, to determine if there are conflicts to be resolved. We encourage ongoing 

discussion between the state and payer organizations to identify opportunities where change at 

the state level might be possible to reduce burden as the policies in this rule are being 

implemented.  

Comment: Several commenters expressed concern that the proposed timeframes for 

communication of prior authorization decisions were too long and recommended that CMS 

shorten them. For standard prior authorization responses, some commenters recommended a 
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timeframe of 48 hours and three recommended a timeframe of 72 hours/3 days. Other 

commenters suggested shortening the timeframe for expedited requests from 72 hours to 24 

hours, while others suggested 48 hours. Some commenters suggested a 48-hour timeframe for 

appeals and one suggested 48 hours for expedited oncology prior authorization reviews. One 

commenter suggested decisions should be instantaneous at the point of care. Conversely, other 

commenters requested that CMS not implement the proposed 7-day timeframe, or that CMS 

extend it to 10 days, for standard prior authorizations for Medicaid managed care organizations 

which are currently given 14 days to review standard authorizations because shortening this 

window will drastically increase costs to Medicaid health plans and ultimately to states and 

CMS. Other commenters suggested the 14-day extension for Medicaid managed care plans be 

removed or reduced to 7 days. Some commenters indicated the proposed timeframes are 

unrealistically short, especially for payers with no existing relationship with the provider. A 

commenter suggested an additional category of “time sensitive requests” that would have three 

days, in between standard (7 calendar days) and expedited (24 hours). Another commenter 

suggested CMS require payers to adhere to the deadlines in Section 4.5 of the CAQH 

Infrastructure Rule. 

Response: We appreciate the comments on our proposed timeframes. Both the standard 

and expedited prior authorization timeframes are determined by the enrollee’s condition and are 

to be completed “as expeditiously as the enrollee’s condition requires.” We are finalizing our 

policy as proposed by requiring a response timeframe of 72 hours for urgent/expedited requests, 

and 7 days for standard requests. We are extending the implementation date to January 1, 2024 to 

align with the other policies in this section. Based on the feedback received, we will consider 

proposing shorter timeframes in future rulemaking. It is clear that providers and patients need 

decisions from payers as expeditiously as possible, and although we did not propose shorter 
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timeframes than the 72 hours and 7 days, we understand now from stakeholders that they desire a 

shorter turnaround times. We believe that once the DRLS and PAS APIs are implemented in 

2024, and payers have time to adjust to this new technology and the efficiencies that it affords, 

shorter timeframes will be easier for payers to achieve. We note the 14-day extension for 

Medicaid managed care plans remains in place despite this change, and states should be routinely 

monitoring plans’ use of extensions (which is included in the reporting metrics) and can institute 

additional monitoring if they notice problematic trends or receive complaints regarding a plan’s 

use of extensions. 

Comment: Some commenters disagreed with the current policies that a prior 

authorization would not be automatically approved when the payer fails to meet the required 

decision timeframes and urged CMS to require that if the payer does not adhere to the required 

timeframes, authorization for a requested service would be automatically approved. One 

commenter suggested CMS reconsider allowing a lack of timely response to serve as a denial 

because it shifts the burden to providers to appeal the decision. 

Response: We acknowledge the commenters’ concerns regarding this issue and note that 

because we did not make a formal proposal to modify policies for the payers, we cannot impose 

a new requirement that would make a failure to respond to an authorization an automatic 

approval under the Medicaid managed care rule (which also applies to CHIP managed care 

entities). In this final rule, for all of the impacted payers, including Medicaid, a payer’s failure to 

meet the required timeframe is a denial that can be appealed by the enrollee or provider. States 

may monitor the issue of non-responsiveness to prior authorization requests by reviewing the 

public information of the Medicaid managed care plans, and CHIP managed care entities, and 

tracking such information in their annual managed care reports of appeals and quality care.  
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Comment: One commenter recommended that CMS establish a prior authorization 

waiver that allows physicians to provide necessary medical care in situations of acute (but non-

emergency) care. Another recommended that prior authorization requirements be completely 

waived for emergency care. 

Response: We thank the commenter for the suggestions and believe that the timeframe 

for expedited decisions should assist in acute but non-emergency care, by requiring payers to be 

responsive to such situations. Furthermore, as payers evaluate their prior authorization 

requirements for the DRLS API, they may choose to publish a list of such acute conditions that 

do not require prior authorization. With respect to emergency care, there are already regulations 

in place to address this issue for states, Medicaid managed care, CHIP and managed care entities 

at 42 CFR 438.114 and 438.1128. As an example, across the regulations, the description of 

emergency care describes an emergency medical condition as an acute condition that a prudent 

layperson could reasonably expect the absence of immediate medical attention to result in the 

following: (1) Placing the health of the individual (or, with respect to a pregnant woman, the 

health of the woman or her unborn child) in serious jeopardy. (2) Serious impairment to bodily 

functions. (3) Serious dysfunction of any bodily organ or part.  

Comment: Commenters recommended that CMS monitor and enforce payers’ 

compliance with prior authorization timeframes. One commenter suggested CMS audit payers 

and impose penalties if unnecessary delays are identified. Another recommended that CMS 

clarify that the timeframes start upon payer receipt of the request and payers must take 

appropriate steps to secure all necessary information before invoking the 14-day extension 

outlined in the rule. Other commenters recommended the timeframes start when the payer has 

received all required documentation to determine medical necessity. 
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Response: We thank the commenters for the suggestions about how the prior 

authorization process should work, and additional policy requirements CMS could consider 

adding, such as when the “clock starts” for the making the decision, and requiring inclusion of 

documentation with the prior authorization submission to determine medical necessity. These are 

useful suggestions. We do believe that when the payers begin to provide their coverage and prior 

authorization requirements in the DRLS API, the providers will be better able to submit accurate 

complete prior authorization requests for review. Payers may be able to include suggested 

deadlines for submission, to encourage providers to expedite their own internal processes, 

especially since they will be using electronic tools as well. We will take these suggestions into 

account for future policy consideration, particularly as we receive feedback on implementation 

of the APIs and prior authorization policies. The states do monitor all managed care plans for 

compliance with regulatory requirements through annual reporting and other quality measures, 

and could use the public metrics information on the websites as another tool, with the caveat that 

there could be outliers based on uptake of the APIs, prior authorization requirements, provider 

profiles and other policies.   

Comment: Commenters recommended that approved prior authorizations for treatments 

of chronic or serious conditions such as cancer should not need to be repeated and should not 

expire or be modified without direction from patient’s care team. A commenter recommended 

that CMS institute a 12-month reauthorization standard for patients with rare or chronic 

conditions, or create a process for providers to attest to a patient's chronic health condition and 

grant them a reauthorization exemption or an extended authorization. One commenter urged 

CMS to consider how authorizations may be approved for episodes of care or bundled care 

arrangements where the course of care may extend for an episode period or an extended course 

of treatment that spans care settings and individual providers. 
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Response: We received a number of comments on the topic of extended prior 

authorization approvals for chronic or serious conditions and agree that this is a matter for 

discussion with stakeholders. We believe that there are opportunities to reduce both burden and 

cost by identifying those chronic conditions or episodes of care that could be eligible for 

extended authorizations, and suggest that payers consider developing policies that could support 

this. Such policies could then be incorporated in the DRLS API.  

Comment: Several commenters recommended that CMS require prior authorization 

approvals to transfer with the patient when they switch payers. One commenter suggested payers 

be required to review information from the previous payer to determine whether to reaffirm a 

prior authorization decision. Some commenters suggested the new payer should honor a current 

authorization during a transition period of at least 60 days to review and authorize the treatment. 

One commenter recommended that CMS conduct additional study and consultation with 

stakeholders before implementing the requirement for prior authorizations to follow a patient 

when they change to a new payer. Another recommended that CMS explore options to improve 

the transition of prior authorizations between different payers. 

Response: We agree that it would be helpful for approvals to transfer with the patient 

when they switch payers. As described earlier in this final rule, we are requiring implementation 

of a Provider Access API to facilitate the FHIR-based exchange of certain data, including the 

sharing of pending and active prior authorization decisions (and related clinical documentation 

and forms) for items and services. As described, in the case of the Provider Access API, the 

provider would request and ultimately receives the patient’s information, and would typically 

make such a request for treatment or care coordination purposes. The provider would receive the 

data directly from the payer and incorporate it into their EHR or other practice management 

system. Similarly, in the payer-to-payer API, we are finalizing the FHIR-based exchange of 



CMS-9123-F  183 

certain data, including pending and active prior authorization decisions as described above. 

Though the implementation guides will be available at different times, we believe this 

requirement will serve the purpose of sharing important information between payers and 

providers for prior authorization decisions that can be used for improved decision making.  

We are finalizing the timelines for decisions on requests for prior authorization at 42 CFR 

440.230(d)(1)(i) for Medicaid FFS, at 42 CFR 457.495(d) for CHIP FFS, at 42 CFR 438.210(d) 

for Medicaid managed care, at 42 CFR 457.1230(d) for CHIP managed care (through the 

existing requirement to comply with 42 CFR 438.210). Impacted payers must meet revised 

timeframes beginning January 1, 2024 (for Medicaid managed care plans and CHIP managed 

care entities, by the rating period beginning on or after January 1, 2024.  

d.  Requirements for Notifications Related to Prior Authorization Decisions  

In the CMS Interoperability and Prior Authorization proposed rule, we addressed 

requirements for certain impacted payers to maintain patient communications about prior 

authorization decisions through notifications, in concert with proposals to improve the timeliness 

of prior authorization decisions.  

 For Medicaid, we are finalizing timeframes for sending notice of both expedited and 

standard prior authorization requests, applicable to prior authorization decisions beginning 

January 1, 2024, at 42 CFR 440.230(d)(1)(i).   

We are finalizing the policy that notice of the state Medicaid program’s decision 

regarding an expedited request for prior authorization would have to be communicated as 

expeditiously as a beneficiary’s health condition requires, and in any event not later than 72 

hours after receiving a provider’s request for an expedited determination. Notice of a decision on 

a standard request for a prior authorization would have to be communicated to the requesting 

provider as expeditiously as a beneficiary’s health condition requires, and under any 
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circumstance, within 7 calendar days. If the state determines that it needs additional information 

from a provider to make a decision, or if the beneficiary or provider requests an extension, this 

proposed decision-making and communication timeframe could be extended by up to 14 

calendar days. State Medicaid FFS programs must also comply with the requirements in section 

1927 of the Act regarding coverage and prior authorization of covered outpatient drugs.  

We described current Medicaid notice and fair hearing regulations, notice and fair 

hearing rights at 85 FR 82614) and proposed certain changes in regulation text to make it explicit 

that existing Medicaid notice and fair hearing rights apply to Medicaid fee-for-service prior 

authorization decisions. First, we proposed paragraph (1)(ii) in 42 CFR 440.230(d) to specify 

that states must provide beneficiaries with notice of the Medicaid agency’s prior authorization 

decisions and fair hearing rights in accordance with 42 CFR 435.917 and part 431, subpart E. 

Second, we proposed to revise the definition of an “action” at 42 CFR 431.201 to include 

termination, suspension of, or reduction in benefits or services for which there is a current 

approved prior authorization. We also proposed to revise the definition of the term “action” to 

improve readability. Third, to align with our proposal at 42 CFR 431.201 (definition of “action”) 

and 42 CFR 440.230(d)(1)(ii), we proposed to modify 42 CFR 431.220(a)(1) to add a paragraph 

(vi) to add a prior authorization decision to the list of situations in which a state must provide the 

opportunity for a fair hearing. Fourth, we proposed a modification to 42 CFR 435.917(b)(2) to 

add a notice of denial or of change in benefits or services to the types of notices that need to 

comply with the requirements of 42 CFR 431.210. Finally, we proposed modifications to the 

paragraph headings at 42 CFR 435.917(a) and (b) to clarify that the information contained in 42 

CFR 435.917 relates broadly to eligibility, benefits, and services notices. Specifically, we 

proposed to remove the word “eligibility” from the paragraph headings of paragraphs (a) and (b) 
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of 42 CFR 435.917 to more accurately reflect the content of these paragraphs. We are finalizing 

these changes in this final rule.  

The proposed changes were intended to make it explicit in regulation text how existing 

Medicaid fair hearing regulations apply to states’ prior authorization decisions. As we explained, 

the partial or total denial of a prior authorization request is appealable through a state fair hearing 

under current regulations. Even though current regulations at 42 CFR 431.220(a)(1) do not 

expressly refer to denials of prior authorization requests, a denial of a prior authorization request 

is a denial of benefits or services as described in that section because a prior authorization denial 

results in denial of coverage of a benefit or service requested by the beneficiary. Therefore, the 

state must provide a beneficiary who receives a partial or total denial of a prior authorization 

request the opportunity to have a fair hearing.  

We explained that under current regulations at 42 CFR 431.220(a)(1), the state must 

provide beneficiaries the opportunity to request a fair hearing if the state fails to act on a claim 

with reasonable promptness. Just as states must furnish medical assistance to eligible individuals 

with reasonable promptness under section 1902(a)(8) of the Act, states must also provide 

individuals with access to a fair hearing if the state fails to act on a claim for medical assistance 

with reasonable promptness under section 1902(a)(3) of the Act. Therefore, for example, after 

January 1, 2024, the failure to render a prior authorization decision within the timeframe at 

proposed 42 CFR 440.230(d)(1)(i) would be considered a failure to act with reasonable 

promptness and subject to fair hearing rights available to individuals under 42 CFR part 431, 

subpart E. Existing regulations require that states grant Medicaid beneficiaries the opportunity 

for a fair hearing whenever a state takes an action as defined in 42 CFR 431.201. This definition 

includes “a termination, suspension of, or reduction in covered benefits or services.” Therefore, 

under the current definition of “action” at 42 CFR 431.201, any termination, suspension of, or 
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reduction in benefits or services for which there is a current approved prior authorization is 

considered an action for which the state must afford a beneficiary the opportunity for a fair 

hearing in accordance with 42 CFR 431.220(a)(1).  

The changes at 42 CFR 440.230(d)(1)(ii) are intended to make it explicit in regulation 

text that existing Medicaid notice regulations apply to states’ prior authorization decisions. 

Under 42 CFR 435.917(a), a state must provide timely and adequate written notice of its prior 

authorization decisions, consistent with 42 CFR 431.206 through 431.214. The notice must 

include information about the beneficiary’s fair hearing rights. Similar to what we proposed in 

the CMS Interoperability and Prior Authorization proposed rule, the final rule requires a state to 

provide notice of a decision within the timeframes in 42 CFR 440.230(d)(1)(i) when the state 

approves or partially or totally denies a prior authorization request after January 1, 2024. 

However, whenever a state makes a prior authorization decision that is considered an action, 

including the termination, suspension of, or reduction in benefits or services for which there is a 

current approved prior authorization, the state must provide the individual at least 10 days 

advance notice consistent with 42 CFR 431.211 prior to taking the action and afford the 

beneficiary the right to the continuation of services pending the resolution of the state fair 

hearing, in accordance with 42 CFR 431.230. Furthermore, under 42 CFR 431.206(c)(2), the 

state must inform the beneficiary in writing whenever a fair hearing is required per 42 CFR 

431.220(a), which includes when a state has not acted upon a claim with reasonable promptness. 

For example, after January 1, 2024, this would mean that a state must also provide notice to the 

beneficiary when it fails to reach a decision on a prior authorization request within the 

timeframes in 42 CFR 440.230(d)(1)(i). 

To enhance beneficiary notice, we are finalizing as proposed linking the required notice 

content in 42 CFR 431.210 to denials of or changes in benefits or services for beneficiaries 
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receiving medical assistance by proposing amendments to 42 CFR 435.917(b)(2) to include a 

reference to denials of or changes in benefits and services for beneficiaries receiving medical 

assistance. The notice content requirements at 42 CFR 431.210 include a requirement that 

notices include a clear statement of the specific reasons supporting the intended action, so the 

finalized amendment would ensure that individuals receiving medical assistance who are denied 

benefits or services receive a notice clearly explaining the reasons for a denial. Because a denial 

of a prior authorization request is a denial of a benefit or service, this change would also apply to 

notices for denials of prior authorization decisions.  

We noted that the current application of existing notice and fair hearing requirements to 

Medicaid fee-for-service prior authorization decisions, which we proposed to make explicit in 

regulation text, is consistent with current regulations for notice and appeal rights for managed 

care prior authorization decisions (sometimes referred to as service authorizations or adverse 

benefit determinations). See 42 CFR 438.400 (definition of adverse benefit determination), 42 

CFR 438.404 (timely and adequate notice for adverse benefit determination), and 42 CFR 

438.420 (continuation of benefits while managed care plan appeal and the state fair hearing 

process are pending).  

The modifications generally apply existing regulations to prior authorization decisions 

and do not generally change Medicaid notice or fair hearing policy. As such, we proposed that 

the revisions to 42 CFR 431.201, 431.220, 431.917, and 440.230(d)(1)(ii) would be effective 

upon publication of the final rule, with the understanding that any notice or fair hearing rights 

based solely on the proposed provisions in the CMS Interoperability and Prior Authorization 

proposed rule would take effect in accordance with the effective date of the final rule including 

the timeframes for notifications about prior authorization decisions.  
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To implement the proposed authorization timeframes for Medicaid managed care, we 

proposed to revise 42 CFR 438.210(d)(1) such that the new timeframes for Medicaid managed 

care plans to issue decisions on prior authorization requests would apply beginning with the 

rating period on or after January 1, 2023. We are finalizing the proposal that, beginning with the 

rating period that starts on or after January 1, 2024, the state-established timeframe that a 

decision may not exceed 7 calendar days following the plan’s receipt of the request for service 

would go into effect. As proposed, this effectively would limit the period of time that a Medicaid 

managed care plan must make and provide notice of an authorization decision to a maximum of 

7 days (or fewer if the state establishes a shorter timeline) unless there is an extension. We 

proposed that the authority to extend that timeframe by up to 14 additional calendar days would 

continue to apply. The proposal would not change the current provisions for how failure to issue 

a decision within the required timeframe constitutes an adverse benefit determination that can be 

appealed under 42 CFR 438.404(c)(5). Section 438.404 and the other regulations governing 

appeal rights in 42 CFR part 438, subpart F, would continue to apply. This is also consistent with 

how the definition of “adverse benefit determination” in 42 CFR 438.400(b) includes a failure of 

a Medicaid managed care plan to make an authorization decision within the regulatory 

timeframes. We also noted that under current regulations at 42 CFR 438.3(s)(1) and (s)(6) and 

438.210(d)(3), Medicaid managed care plans must also comply with the requirements in section 

1927 of the Act regarding coverage and prior authorization of covered outpatient drugs. We also 

noted that Medicaid managed care plans that are applicable integrated plans as defined in 42 

CFR 438.2 would continue to follow the decision timeframes defined in 42 CFR 422.631(d).  

Currently, and under the proposal, 42 CFR 438.210 applies the same appeal and 

grievance requirements for PIHPs and PAHPs as for MCOs; to finalize this proposal, we rely on 

our authority in section 1902(a)(4) of the Act to adopt these standards for PIHPs and PAHPs. 
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This is consistent with our prior practice for adopting standards for Medicaid managed care plans 

(81 FR 27507). We believe that the final policy to shorten the maximum amount of time for a 

plan to make a prior authorization decision from 14 days to 7 days would improve the efficient 

operation of the Medicaid program by facilitating faster receipt of services or filing of appeals.  

In the CMS Interoperability and Prior Authorization proposed rule, we did not propose 

any changes to the required timeframes for expedited decisions at 42 CFR 438.210(d)(1) nor the 

authority for a 14-day extension provided at 42 CFR 438.210(d)(1) and (2)(ii). The requirement 

would be applicable to CHIP managed care through the cross reference to 42 CFR 438.210 in 

current 42 CFR 457.1230(d).  

To implement the proposed prior authorization timeframes for CHIP FFS programs, we 

proposed a revision to 42 CFR 457.495(d), such that beginning January 1, 2023, decisions 

related to prior authorization of health services would be required to be completed no later than 7 

calendar days after the date of the receipt of the request for a standard determination and 72 

hours following the receipt of the request for an expedited determination. We are finalizing our 

proposal to require that decisions related to prior authorization of health services would be 

required to be completed no later than 7 calendar days after the date of the receipt of the request 

for a standard determination and 72 hours following the receipt of the request for an expedited 

determination. We are retaining the authority for an extension of up to 14 days to be granted if 

the enrollee requests or the physician or health plan determines that additional information is 

needed. We proposed to, and are removing the option for states to follow existing state law 

regarding prior authorization of health services, requiring states to instead follow these updated 

timeframes. However, if state laws are more stringent, states are not prohibited from complying 

with those more stringent decision timelines. We noted that we believe timely prior authorization 
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decisions are an important beneficiary protection, and CHIP beneficiaries should be afforded the 

same decision timeframes as Medicaid beneficiaries.  

Existing CHIP regulations at 42 CFR 457.1130(b) require a state to ensure that an 

enrollee has an opportunity for external review of health services matters, including a delay, 

denial, reduction, suspension, or termination of health services, in whole or in part, including a 

determination about the type or level of service. Under this regulation, CHIP enrollees must have 

an opportunity for external review of prior authorization decisions. We did not propose any 

changes to this requirement, as it already applies to decisions related to the prior authorization of 

services. 

In the case of QHP issuers on the FFEs, regulations at 45 CFR 147.136 establish internal 

claims and appeals processes, external review processes, and pre-service claims requirements for 

all non-grandfathered group and individual market plans or coverage. Specifically, at 45 CFR 

147.136(b)(3), individual health insurance issuers are required to meet minimum internal claims 

and appeals standards. To avoid adding to the burden that the proposal might impose by applying 

multiple, potentially inconsistent regulatory standards for individual and group market plans, we 

noted that we were considering, and solicited comments on, whether to extend the timeframes for 

processing of prior authorizations applicable to other payers, as discussed in the CMS 

Interoperability and Prior Authorization proposed rule, to QHP issuers on the FFEs. We sought 

comment on whether having different processing timelines for prior authorizations for QHP 

issuers on the FFEs would be operationally feasible for issuers, or if such a requirement would 

have the unintended effect of increasing burden for issuers that are already subject to different 

requirements.42 We noted that the alternative of making changes to regulations applicable to all 
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non-grandfathered group and individual market plans or coverage for consistency with our 

proposed approach here would be outside the scope of this regulation.  

Overall, we stated that we believed that the decision timeframes proposed for the 

impacted payers in this rule would help ensure that prior authorization processes do not 

inappropriately delay patient access to necessary services. The introduction of decision 

timeframes that are the same across all impacted payers for items and services that require prior 

authorization would also help providers better organize and manage administrative resources and 

allow more time for providers to render patient-centered care. We noted that we believe the 

proposals would make substantive progress in improving the care experience for patients and 

lead to better health outcomes. In turn, better health outcomes would contribute to more efficient 

use of program resources. 

We requested comment on these proposals, specifically those that include feedback on 

any unintended consequences of these proposed policies to reduce payer decision timeframes.  

Comment: Commenters recommended expanding the prior authorization timeframe 

provisions to include QHP issuers, given the applicability of other API prior authorization 

provisions and the alignment of the proposed timeframes with national best practices. 

Response: We appreciate the commenters’ feedback on this issue. We believe that not 

exempting QHP issuers from the requirements for prior authorization timeframes would be a 

departure from requirements for other non-QHP individual market plans and would potentially 

create an uneven playing field, given the additional burden on QHP issuers that must meet 

different requirements for the individual and group markets. QHP issuers, unlike other impacted 

payers in this rule, compete with other similar plans on the individual market on and off 

Exchanges and additional burden could make them less competitive. 

7.  Extensions, Exemptions and Exceptions for Medicaid and CHIP and QHP issuers 
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a. Extensions and Exemptions for Medicaid and CHIP FFS Programs 

We are finalizing provisions to require that payers make a DRLS and PAS API available 

to providers, and therefore, encourage state Medicaid and CHIP FFS programs to implement 

these APIs as soon as possible, in light of the benefits these APIs afford. However, we 

recognized that state Medicaid or CHIP FFS agencies could face certain unique circumstances 

that would not apply to other impacted payers. We said a few states might need to seek an 

extension of the compliance deadline or an exemption from these requirements. To address this 

concern, we proposed a process through which states may seek an extension of and, in specific 

circumstances, an exemption from, the DRLS and PAS API requirements if they are unable to 

implement these API requirements, consistent with the extension and exemption proposals for 

the Provider Access API in section II.B., and the Payer-to-Payer API in section II.D. of the CMS 

Interoperability and Prior Authorization proposed rule. We stated that providing these 

flexibilities might allow these states to continue building technical capacity in support of overall 

interoperability goals consistent with their needs. We proposed the following: 

Extension. At 42 CFR 431.80(b)(1) and 42 CFR 457.732(b)(1) respectively, we proposed 

to provide states – for Medicaid FFS and CHIP FFS - the opportunity to request a one-time 

extension of up to one (1) year for the implementation of the PAS API specified at 42 CFR 

431.80(a)(1) and 42 CFR 457.732(a)(2) and DRLS API specified at 42 CFR 431.80(a)(1) and 42 

CFR 457.732(a)(1). We noted that unique circumstances that might present a challenge to 

specific states to meet the proposed compliance date could include resource challenges, such as 

funding. We acknowledged the potential timing conflict between publication of the final rule in 

relation to a state’s budget process and timeline, and the challenge some states may face in 

securing the needed funds to both develop and implement the API requirements by the proposed 

compliance date. A one-year extension could help mitigate this issue. In addition, some states 



CMS-9123-F  193 

may need to initiate a public procurement process to secure contractors with the necessary skills 

to support a state’s implementation of these proposed API policies. The timeline for an open, 

competed procurement process, together with the time needed to onboard the contractor and 

develop the API, could require additional time as well. We also noted that a state might need to 

hire new staff with the necessary skillset to implement this policy. Again, the time needed to 

initiate the public employee hiring process, vet, hire, and onboard the new staff may make 

meeting the proposed compliance timeline difficult, because, in some cases, public employee 

hiring processes include stricter guidelines and longer time-to-hire periods than other sectors.43 

In all such situations, a state might need more time than other impacted payers to implement the 

requirements. 

We explained that if a state believes it can demonstrate the need for an extension, its 

request must be submitted and approved as a part of its annual Advance Planning Document 

(APD) for MMIS operations costs and must include the following: (1) a narrative justification 

describing the specific reasons why the state cannot reasonably satisfy the requirement(s) by the 

compliance date, and why those reasons result from circumstances that are unique to states 

operating Medicaid or CHIP FFS programs; (2) a report on completed and ongoing 

implementation activities to evidence a good faith effort toward compliance; and (3) a 

comprehensive plan to meet implementation requirements no later than one year after the initial 

compliance date. 

An extension would be granted if CMS determines based on the information provided in 

the APD that the request adequately establishes a need to delay implementation, a good faith 

effort to implement the proposed requirements as soon as possible, and a clear plan to implement 
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no later than one year after the proposed compliance date. We would expect states to explain 

why the request for an extension results from circumstances that are unique to states operating 

Medicaid or CHIP FFS programs. We solicited comment on whether our proposal would 

adequately address the unique circumstances that affect states, and that might make timely 

compliance with the proposed API requirement sufficiently difficult for states, and thus justify an 

extension. We sought comment on whether we should require or use additional information on 

which to base the determination or whether we should establish different standards in the 

regulation text for evaluating and granting the request. 

 Exemption. At 42 CFR 431.80(b)(2) and 42 CFR 457.732(b)(2), respectively, we 

proposed two circumstances that would permit state requests for exemption; namely, (1) when at 

least 90 percent of all covered items and services are provided to Medicaid or CHIP beneficiaries 

through Medicaid or CHIP managed care contracts with MCOs, PIHPs, or PAHPs, rather than 

through a FFS delivery system; or (2) when at least 90 percent of the state’s Medicaid or CHIP 

beneficiaries are enrolled in Medicaid or CHIP managed care organizations as defined in 42 CFR 

438.2 for Medicaid and 42 CFR 457.10 for CHIP. In both circumstances, the time and resources 

that the state would need to expend to implement the API requirements may outweigh the 

benefits of implementing and maintaining the API. As discussed in section II.B. of the CMS 

Interoperability and Prior Authorization proposed rule, unlike other impacted payers, state 

Medicaid and CHIP FFS programs do not have a diversity of plans to balance implementation 

costs for those plans with low enrollment. If there is low enrollment in a state Medicaid or CHIP 

FFS program, there is no potential for the technology in which they have invested to be 

leveraged for additional beneficiaries as states, unlike other payers, do not maintain additional 

lines of business. 
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We acknowledged that the proposed exemption could mean that a few Medicaid or CHIP 

FFS systems would not receive the benefits of having these APIs available to facilitate health 

information exchange. To address this, we proposed that states meeting the above thresholds 

would be expected to employ an alternative plan to enable the electronic exchange and 

accessibility of health information for those beneficiaries who are served under the FFS program. 

We indicated that a state meeting the above criteria would be permitted to submit a 

request for an exemption to the requirements for the DRLS and PAS APIs once per calendar year 

for a one (1) year exemption. The state would be required to submit this annual request as part of 

a state’s annual APD for MMIS operations costs. As proposed, the state would be required to 

include in its request document that it meets the criteria for the exemption using data from any 

one of the three most recent and complete calendar years prior to the date the exemption request 

is made. We proposed that this request be made annually as from year-to-year the nature of the 

FFS population could change and so it is important that the state provide the most current 

information for CMS’s consideration. 

Exemptions would be granted for a one-year period if a state establishes to CMS’ 

satisfaction that it meets the criteria for the exemption and has established a plan to ensure that 

providers would have efficient electronic access to the same information through alternative 

means.  

For Medicaid and CHIP managed care, we did not propose an extension process because 

we believed that managed care plans are actively working to develop the necessary IT 

infrastructure to be able to comply with the existing requirements in 42 CFR part 438 and part 

457, and that they benefit from efficiencies resulting from their multiple lines of business 

impacted by these CMS Interoperability policies. Many managed care plans are part of parent 

organizations that maintain multiple lines of business, including plans on the Exchanges. As 
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discussed in the CMS Interoperability and Patient Access final rule (85 FR 25607, 25612, 

25620), work done by these organizations can benefit all lines of business and, as such, we do 

not believe that the proposals in this rule impose undue burden or are unachievable by the 

compliance date. We solicited comment on whether our belief concerning the scope of resources 

and ability of managed care parent organizations to achieve economies of scale was well-

founded. Further, we sought comment on whether an extension process is warranted for certain 

managed care plans to provide additional time for the plan to comply with requirements at 

proposed 431.80(a)(1) and (2), which cross references 438.242(b)(5) for Medicaid managed care 

plans and at proposed 457.732(a)(1) and (2). While we did not propose such a process for 

managed care plans and entities and did not believe one is necessary for the reasons outlined 

here, we noted that we were open to considering one if necessary. Also, we sought comment on 

whether, if we finalized such a process for Medicaid managed care plans or CHIP managed care 

entities, the state or CMS should manage the process and whether states could successfully adopt 

and implement the process on the timeline necessary to fulfill the goals and purpose of the 

process. Consistent with the exception process proposed for QHP issuers on the FFEs at 45 CFR 

156.222(d), we would expect any extension request to include, at a minimum, a narrative 

justification describing the reasons why a plan or entity cannot reasonably satisfy the 

requirements by the proposed compliance date, the impact of non-compliance upon enrollees, the 

current or proposed means of providing electronic health information to providers, and a 

corrective action plan with a timeline to achieve compliance.  

b. Exceptions for QHP Issuers 

For QHP issuers on the FFEs, we proposed an exceptions process to the DRLS API 

requirements proposed at 45 CFR 156.223(a)(1) and the PAS API requirements at proposed at 45 

CFR 156.223(a)(2). We proposed that if an issuer applying for QHP certification to be offered 
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through an FFE believes it cannot satisfy the requirements to establish one or both of these APIs, 

the QHP issuer would have to include, as part of its QHP application: (1) a narrative justification 

describing the reasons why the plan cannot reasonably satisfy the requirements for the applicable 

plan year; (2) the impact of non-compliance upon enrollees; (3) the current or proposed means of 

providing health information to providers; and (4) solutions and a timeline to achieve compliance 

with the requirements of this section. We also proposed that the FFE may grant an exception if it 

determines that making a health plan available through the FFE is in the interests of qualified 

individuals in the state or states in which such FFE operates. This exceptions process was 

proposed at 45 CFR 156.223(b). As we noted in the CMS Interoperability and Patient Access 

final rule at 45 CFR 156.221(h), we anticipated that the exception would be provided in limited 

situations. For example, we would consider providing an exception to small issuers, issuers who 

are only in the individual market, financially vulnerable issuers, or new entrants to the program 

who demonstrate that deploying standards based API technology would pose a significant barrier 

to the issuer’s ability to provide coverage to consumers, however, not certifying the issuer’s QHP 

or QHPs would result in consumers having few or no plan options in certain areas. We noted that 

we believe that having a QHP issuer offer QHPs through an FFE is in the best interests of 

consumers. We sought comment on other circumstances in which the FFE should consider 

granting an exception. 

Comments on the extensions, exemptions and exceptions are all addressed in section II.B. 

of this final rule.  

8.  Public Reporting of Prior Authorization Metrics  

We proposed to require impacted payers to publicly report certain prior authorization 

metrics on their websites at the state-level for Medicaid and CHIP FFS, at the plan-level for 

Medicaid and CHIP managed care, and at the issuer-level for QHP issuers on the FFEs. As 
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discussed in the CMS Interoperability and Prior Authorization proposed rule, publicly reporting 

these metrics would support efficient operations, timely service, and ensure prior authorization 

processes are executed in such a way as to be in the best interest of patients. We stated that 

public reporting would provide patients and providers with important information about 

Medicaid managed care plans, CHIP managed care entities, and QHP issuers when the patient is 

making a decision about a plan. When looking for a new plan, patients may compare a variety of 

factors including, but not limited to, access to care (authorizations), premiums, benefits, and cost 

sharing or coinsurance.  

We also noted that providers may find metrics about prior authorization approvals or 

appeals useful when selecting payer networks to join, and when considering whether to contract 

with a payer. We believe providers should be armed with information about how they will be 

able to treat their patients, and whether that will be in a manner they believe will support value-

based care and services that are appropriate and necessary for each patient’s health.  

Therefore, we proposed to require state Medicaid and CHIP FFS programs at 

440.230(d)(2) and 457.732(a)(3), respectively; Medicaid managed care plans at 438.210(f); 

CHIP managed care entities through 457.1233(d); and QHP issuers on the FFEs at 45 CFR 

156.223(a)(3) to publicly report, at least annually, prior authorization metrics on their websites or 

via publicly accessible hyperlink(s). In the final rule, the provisions for some of the programs 

were updated to accommodate regulation text updates, specifically for Medicaid and CHIP FFS 

program at 42 CFR 440.230(d)(2) and 457.732(a)(4), Medicaid managed care plans at 438.210(f) 

and CHIP managed care entities through 457.1230(d) (via a cross-reference to 42 CFR 438.210); 

and QHP issuers on the FFEs at 45 CFR 156.223 (b)(4). 

We proposed that each metric would be reported separately for each item and service, not 

including prescription drugs and/or covered outpatient drugs, and that the data would be required 
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to be publicly reported for each metric. We proposed that these metrics would include, at a 

minimum, the following:  

●  A list of all items and services that require prior authorization;  

●  The percentage of standard prior authorization requests that were approved, reported 

separately for items and services; 

●  The percentage of standard prior authorization requests that were denied, reported 

separately for items and services;  

●  The percentage of standard prior authorization requests that were approved after 

appeal, reported separately for items and services; 

●  The percentage of prior authorization requests for which the timeframe for review was 

extended, and the request was approved, reported separately for items and services; 

●  The percentage of expedited prior authorization requests that were approved, reported 

separately for items and services; 

 ●  The average and median time that elapsed between the submission of a request and a 

decision by the payer, plan or issuer, for standard prior authorizations, reported separately for 

items and services.  

 As proposed, when we stated “reported separately for items and services,” we meant each 

payer would report a percentage for all prior authorization requests in a given year that meet the 

specified criteria for requests that were for items and a percentage for all prior authorization 

requests that year for the same criteria that were for services. In this way, a payer’s prior 

authorization requests would be separated into two distinct categories, and as noted in the CMS 

Interoperability and Prior Authorization proposed rule, these metrics would, be reported for each 

of these categories.  
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We proposed that, beginning March 31, 2023, these data be publicly reported annually, 

by the end of the first calendar quarter each year for the prior year’s data. For example, for all 

impacted payers, all available data for calendar year 2022 would be publicly reported by the end 

of the first calendar quarter of 2023, or by March 31, 2023.  

We acknowledged that the first set of publicly available data would reflect current 

practices, rather than payer behavior based on compliance with this proposed rule. However, we 

noted that, should our proposals be finalized, we anticipated that, over time, data might show 

improvements. In addition, year-over-year comparisons could demonstrate positive (or negative) 

trends, which alone could be useful information for patients who are making enrollment 

decisions. Publicly available data would aid interested providers and patients in understanding 

payer performance with respect to prior authorization processes for decisions, approvals, denials, 

and appeals.  

For Medicaid managed care, we proposed to remove the text currently at 42 CFR 

438.210(f), which addresses the applicability date for the provisions in that section. That text was 

added in 2016 to clarify that the prior requirements in that section would remain in effect until 

the new provisions begin starting with rating periods beginning on or after July 1, 2017. As 

several rating periods have passed since July 1, 2017, we do not believe this clarifying text is 

needed. We proposed to replace the current text at 42 CFR 438.210(f) with the proposed public 

reporting of prior authorization metrics, as explained above.  

We received public comments on the proposed public reporting of prior authorization 

metrics. The following is a summary of the comments we received and our responses. 

Comment: Several commenters supported the proposal for public reporting of prior 

authorization metrics, and agreed that the information would be valuable to patients and 

clinicians as they choose health coverage and the payers with which to contract. 
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Response: We appreciate the supportive comments we received on the public reporting of 

prior authorization metrics.  

Comment: A few commenters recommended that CMS provide aggregate public 

reporting of prior authorization data, for added transparency regarding the volume of prior 

authorization requirements and response time that can drive process improvement and reduce 

administrative burden and care delays. Another commenter suggested the final rule clarify 

whether metrics should be at an aggregate or individual level. 

Response: We thank the commenter for the suggestion for compiling and reporting 

aggregate data on prior authorization. However, the intent of having each payer make its data 

publicly available is to both encourage the payers to conduct their own analysis of improvement 

opportunities, as well as to provide the public with an opportunity to see how different payers 

compared with respect to the operational outcomes of the use of the plan’s prior authorization 

policies and practices.. We do believe that as the payers generate their data, they should use it to 

determine if there are policies or procedures that can be changed, or to highlight and foster those 

that are effective. We also believe that over time, trend data will be important to demonstrate 

policy or process improvements.  

Comment: Many commenters supported CMS’ proposals to increase transparency by 

requiring impacted payers to publicly report data and metrics about their prior authorization 

process, including the percent of prior authorization requests approved, denied, and approved on 

appeal, and the average time between submission and determination. 

Response: CMS appreciates the reviewers’ support and feedback regarding reporting 

requirements. We are finalizing the requirement that impacted payers publicly report metrics 

about certain prior authorization processes with modifications as described below. Monitoring 
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for compliance with this reporting requirement will take place at the state for the managed care 

programs, in accordance with existing compliance and enforcement activities.   

Some commenters were interested in having CMS collect the metrics and publish the data 

in a standardized format that is easily accessible to the public. While we appreciate commenters 

interest in seeing the data centralized by CMS, we believe that the program data for Medicaid 

and CHIP FFS, Medicaid and CHIP managed care and QHPs is more local, and that consumers 

and providers would be more interested in being able to find the public data on a local website – 

perhaps at the state level, to see how local organizations are performing, and to be able to 

compare local organizations, rather than to see data from national organizations, which would 

not have the same value or context. Perhaps the National Association of Medicaid Directors or 

another national association would be interested in hosting a central metrics hub to allow 

everyone to post their data or a link to their data or site. We would be interested in hearing other 

ideas. We are finalizing the policy to require impacted payers to publicly report their data for 

items and services with modification. 

Comment: Some commenters opposed the reporting requirements, stating that CMS 

should reevaluate the need for reporting and how data will be used before imposing another 

reporting requirement on payers, and that reporting may lead to unintended consequences, 

undermine patient care, create confusion, and require significant resources while yielding little 

benefit to patients. One commenter recommended that CMS remove the requirement to publicly 

report the identified metrics from the rule, citing the uncertain value of these metrics to 

consumers. Another commenter expressed concerns with the proposed data requirements 

including variability in how metrics are calculated and reported and does not believe the metrics 

will provide meaningful transparency. Commenters recommended that if the reporting 
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requirement is included in the final rule, CMS should align them with other reporting mandates 

to minimize operational burdens and require data to be shared with CMS only. 

Response: We acknowledge concerns from payers regarding reporting requirements. Not 

only do we believe that sharing data with the public is important for both transparency and 

educational purposes, we are supported in this belief by many commenters who appreciate that 

this level of access to information would be available to them.    

While we believe this level of transparency is important, we also understand the concerns 

regarding the burden of collecting and reporting these metrics publicly. We do not wish to 

introduce unnecessary or undue burden, therefore, while we are finalizing our policy to make 

information public regarding the implementation of plans’ prior authorization practices and 

procedures, we are not requiring that payers use the metrics we proposed in the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82618 – 82619). We understand 

that payers may already collect certain data regarding prior authorization that is comparable to 

the proposed metrics. Therefore, we are finalizing that payers must publicly report information 

that appropriately provides transparency on the operational outcomes of the use of the plan’s 

prior authorization policies and practices. This can be accomplished by providing either our 

proposed metrics or comparable data that payers create or may already have available. We note 

that payers may also choose to include additional metrics or information regarding prior 

authorization to give context to these metrics, and we will not prohibit payers from also posting 

such information or otherwise providing context for any posted information. 

Each payer will need to determine if its data is clear and meaningful and may have to do 

some user testing to determine if it is clear to patients or members. In some cases, current data or 

reports may have to be re-formatted to improve usability and understanding by diverse 

audiences. However, we believe it is important to maintain and/or increase transparency in health 
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care communications, and particularly with respect to topics such as prior authorization that so 

directly impact individuals. Patients and providers should know the types of polices in place by 

their payer/plan, and how they perform – even as compared to their peers.   

We understand that there will be variability across plans, under this finalized policy, 

though we believe this approach will better represent individual payer operations.  

Comment: Commenters suggested CMS adopt an enforcement mechanism and penalties 

for payers that fail to report or that report inferior metrics. One commenter recommended that 

CMS collect the metrics and publish the data in a standardized format that is easily accessible to 

the public. 

Response: We appreciate the interest in the enforcement and penalty mechanisms 

available for ensuring that payers that fail to report or report inferior metrics data are identified 

and held to account for poor performance. Reporting, as all other requirements under this rule, 

will be enforced by each program’s authority, whether under the Medicaid or CHIP FFS 

programs, both FFS and Medicaid and CHIP managed care, CHIP, both FFS and managed care 

or issuers of QHPs in FFEs. Should a provider, consumer or any other interested party find that 

the metrics are faulty, do not meet the intent of the rule or have some other issues with any other 

provision of the rule, they should contact the state, as they have oversight authority for the 

managed care programs. There are mechanisms available to the state, including quality oversight 

and compliance monitoring programs in place today to monitor compliance, and we anticipate 

these requirements will be added to such oversight activities.    

We note that we are finalizing that payers must publicly report information that 

appropriately provides transparency on the operational outcomes of the use of the plan’s prior 

authorization policies and practices. This can be accomplished by providing either our proposed 

metrics or comparable data that payers create or may already have available. We understand that 
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some commenters may find the utility of these metrics to be reduced because the metrics are no 

longer directly comparable in this way, however, we note that we have made this change to be 

responsive to comments concerning burden and reporting of these metrics, as well as to account 

for variation in payer prior authorization policies and procedures.  

Comment: Commenters recommended that CMS align the prior authorization reporting 

requirements with other reporting mandates to minimize the operational burdens of duplicative 

reporting and that metrics be standardized across payers. They also suggested that reporting 

focus on the 200 highest volume items and services and include/be grouped by denial reasons. 

One commenter suggested that CMS work with impacted payers to identify appropriate measures 

that promote the use of prior authorization standards and reduce burden. 

Response: We want the prior authorization reports to be meaningful to the payers who 

produce them – to be able to use them to improve processes – and to the providers and patients 

who will view them on the payer websites. We believe our modified approach allows for payers 

to better utilize these metrics for internal process improvement, as they are more specific to the 

individual payer operations. We would be interested in seeing preliminary reports from payers to 

determine if the proposed metrics provide value, or if the requirements should be updated 

through rulemaking. We would be interested in suggestions from the payer and provider 

community regarding appropriate measures that would be valuable for meeting the objectives of 

this final rule.  

Comment: A commenter suggested CMS add metrics for the number (not just 

percentage) of prior authorization requests received, approved, and denied, and the number of 

days after which required documentation was submitted to the payer. Another suggested CMS 

require reporting on API use by gender, race, ethnicity, age, income, and other factors, and 

information on items and services on a combined basis rather than separately. A commenter 
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suggested adding reporting on health plan communications with app developers and patients. A 

commenter urged CMS to require payers to conduct physician and patient experience surveys on 

utilization management, including prior authorization processes, and require payers to publicly 

report the results of such surveys. Another commenter recommended that CMS engage in 

listening sessions and provide draft metrics for comment by stakeholders and SMEs. 

Commenters recommended that CMS use the results in applicable quality improvement and 

quality rating programs. 

Response: We appreciate all of the additional recommendations for the types of data and 

we could require of payers regarding prior authorizations, as well as the content of the reports. 

However, we did not include these elements in our proposal. We note that under our final policy, 

payers have more flexibility in what data is publicly reported. We may consider revisions to 

reporting based on stakeholder experience with the process in future rulemaking, and look 

forward to ongoing feedback. 

Based on the supportive comments for public reporting of metrics, we are finalizing the 

policies with the noted modifications.  

We note that we proposed that the public reporting of prior authorization metrics policies 

would apply to CHIP managed care entities through a cross reference at 42 CFR 457.1233(d). 

On November 3, 2020, CMS published a final rule titled “Medicaid Program; Medicaid and 

Children’s Health Insurance Program (CHIP) Managed Care” (85 FR 72842). In this rule, we 

removed paragraphs 42 CFR 457.1233(d)(1)-(3). Instead, in paragraph 42 CFR 457.1233(d), we 

cross-referenced to Medicaid managed care regulations at 42 CFR 438.242. 

Existing CHIP managed care regulations in 42 CFR 457.1230(d) require states to comply 

with the Medicaid managed care requirements in 42 CFR 438.210, except that paragraph 

438.210(f) (related to applicability date) did not apply to CHIP. We proposed to replace the 
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current text at 42 CFR 438.210(f) with the proposed public reporting of prior authorization 

metrics, as explained above. Therefore, we are making a technical update to 42 CFR 457.1230(d) 

to remove the exception for complying with paragraph 438.210(f), since that paragraph is no 

longer the applicability date. As such, the prior authorization metrics policies are applicable to 

CHIP managed care through the cross-reference in 42 CFR 457.1230(d) to 42 CFR 438.210. 

Therefore, we are finalizing as proposed the policy of applying the public reporting of prior 

authorization metrics to CHIP managed care, however the requirement is now located in 42 CFR 

457.1230(d) rather than in 42 CFR 457.1233(d). 

In addition to comments on the proposals regarding timelines and notifications, we 

sought comment on several related topics on prior authorization, which we will review for 

consideration for future rulemaking. The summary of comments is included here.  

9. “Gold-Carding” Programs for Prior Authorization Responses to Solicitation for Comments 

In the CMS Interoperability and Prior Authorization proposed rule, we identified 

additional efficiencies in the prior authorization process (85 FR 82619), including programs 

known as “gold-carding” relax or reduce prior authorization requirements for providers that have 

demonstrated a consistent pattern of compliance.  

We noted that we believe the use of gold-carding programs could help alleviate provider 

burden related to prior authorization and believe these programs could facilitate more efficient 

and prompter delivery of health care services to beneficiaries. We encouraged payers to adopt 

gold-carding approaches that would allow prior authorization exemptions or more streamlined 

reviews for certain providers who have demonstrated compliance with requirements.  

To encourage the adoption and establishment of gold-carding programs, we noted that we 

have considered including gold-carding as a factor in quality star ratings, where applicable, as a 

way for payers to raise their score in the quality star ratings for QHP issuers. We sought 
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comment for potential future rulemaking on the incorporation of gold-carding into star ratings 

for QHP issuers on the FFEs. We also noted that we considered proposing gold-carding as a 

requirement in payer’s prior authorization policies and sought comment on how such programs 

could be structured to meet such a potential requirement. 

We thank commenters for their insight into the benefits of gold carding as a requirement 

in payer’s prior authorization policies, and are reviewing these comments for future 

consideration. The following is a summary of the comments we received and our responses. 

Comment: Many commenters expressed support for CMS’ efforts to encourage gold-

carding programs. Some commenters, however, expressed reservations about this proposal. One 

commenter suggested that CMS provide an overall expectation for gold-carding and leave 

decisions about the actual approach to the plans to manage with providers. One commenter 

recommended that CMS not include gold-carding standards for prior authorization at this time, 

but rather work with stakeholders to better understand how to achieve the clinical objectives of 

gold-carding in a uniform manner across all impacted payers. One commenter noted that criteria 

for inclusion in these programs must be well defined and communicated. One commenter 

cautioned that making gold carding criteria publicly available would create an inappropriate 

incentive for providers to stay out-of-network while reducing choice of providers whose 

performance is monitored by the health plan and raising costs for consumers. A commenter 

expressed concerns that the gold carding program could be construed as unlawful discrimination 

given that it may result in inconsistent treatment of patients, employees, and insureds. 

Response: We received many comments in support for gold carding, and though we did 

not make a proposal which we can finalize in this rule, there was substantial support for such a 

policy that we may consider for the future. However, we encourage payers to consider 
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implementing a gold carding program on a voluntary basis, given the high volume of support we 

received in public comments. 

Comment: One commenter suggested using nationally recognized standards as a 

condition of gold-carding. Another suggested that CMS review data to select outlier practices for 

review so that only providers with egregious practice patterns are subject to review; that CMS 

require plans, vendors, and TPAs to share data and remove routine diagnoses from prior 

authorization requirements, and that CMS require payers to allow providers a set number of 

visits prior to requiring an authorization. One commenter suggested that CMS convene a cross-

industry group to develop guidelines for a model program, including the measures for which to 

hold providers accountable. 

One commenter urged CMS to adopt guardrails to prevent high performance from 

slipping once a provider is gold carded, and cautioned that gold carding should not be a blanket 

exemption from all prior authorization indefinitely. One commenter recommended that future 

policies on “gold carding” programs provide payers with the necessary flexibility to customize 

such programs based on the specific needs and characteristics of their provider partners. 

Response: As stated above, we received many comments in support for gold carding, 

along with suggestions for how a gold carding program could be conducted. We also received 

comments addressing concerns for how gold carding programs would be managed. We did not 

make a proposal which we can finalize in this rule, though we may consider the policy for future 

rulemaking proposals.   

10. Summary of Responses to Additional Requests for Comment 

We sought comment on additional topics pertaining to prior authorization, with the intent 

of considering such feedback as a resource for future rulemaking. For example, based on input 

from listening sessions, there may be opportunities to improve the prior authorization process for 
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individuals with chronic medical conditions. When a patient has a chronic condition that requires 

ongoing treatment, the provider is often required to resubmit repeated prior authorization 

requests for the same service, each time treatment is needed. Repeatedly submitting a prior 

authorization request for the same item or service, which is always approved, creates a burden on 

both the patient and the provider and adds costs to the overall health care system. We sought 

comment on whether there should be certain restrictions regarding requirements for repeat prior 

authorizations for items and services for chronic conditions, or whether there can be approvals 

for long term authorizations.  

To address patient concerns about losing access to approved services after changing 

health plans, we sought comments on whether a prior authorization decision should follow a 

patient when they change from one qualified health plan on the Exchange to another, or to 

another health plan, and under what circumstances that prior authorization could follow a patient 

from payer to payer. We also sought comment for potential future rulemaking on other prior 

authorization topics, such as whether prior authorizations should be valid and accepted for a 

specified amount of time.  

We also solicited input on the number of different forms and submission formats required 

for prior authorization requests, to address the lack of standards for these, which creates burden 

for both patients and providers. We requested input on solutions to standardizing prior 

authorization forms, including the possibility of developing an HL7 FHIR based questionnaire 

for prior authorization requests. 

Finally, we requested comments on how to potentially phase out the use of fax 

technology to request and send information for prior authorization decisions. We noted that we 

believe the standards-based API process should be the preferred and primary form of exchanging 

prior authorization communications. However, we acknowledged that providers could vary in 
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their ability to develop and implement API-based prior authorization submission and receipt 

technology and that there must be a channel for prior authorization for providers whose systems 

are not API-capable. In particular, we anticipated that providers in rural areas, small providers, 

and certain types of service providers, such as home and community-based services providers in 

Medicaid, may be subject to prior authorization processes but may not have the technical 

expertise, access to high speed internet, infrastructure, or financial resources to implement 

connectivity with and use the DRLS and PAS APIs. Further, non-API mechanisms like fax, 

phone, and web portals may be needed in times when other technology is not available or other 

unexpected emergencies. We requested comment on how payers and providers might begin to 

phase out the use of fax technology, and what barriers must still be overcome to accomplish this 

goal.  

We received public comments on the additional requests for comments as follows:  

Comment: Many commenters expressed agreement that prior authorization is a 

significant burden on providers and patients, which can be a barrier to appropriate care, and 

supported CMS’ efforts to address and alleviate these burdens and increase transparency using 

automation and APIs. Commenters recognized that prior authorization can play a role in 

managing cost when implemented appropriately and transparently and supported CMS’ efforts to 

decrease the burdens of the prior authorization process which have been a large contributor to the 

clinician burnout crisis in the U.S. healthcare system. Other commenters criticized existing 

restrictive prior authorization practices that oversimplify patient management and subvert 

physician-patient decision making and urged CMS to use caution to avoid restrictions and delays 

in accessing care. 

Response: We appreciate the commenters’ support and feedback, and agree that prior 

authorization policies, such as those finalized here, may help alleviate burden in the future. 
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Comment: Some commenters were opposed to the increasing use of prior authorization 

across payers and recommended that CMS decrease or limit the use of the prior authorization 

process and issue guidance that clearly precludes prior authorization from being used as a means 

to discourage the provision of covered items and services. One commenter urged CMS to 

minimize the use of prior authorization in general, while another suggested CMS discourage or 

disallow the use of prior authorizations for services that are evidence-based and considered 

standard of care. Commenters suggested that CMS limit mandatory prior authorization to items 

and services with clear evidence of overutilization and ensure that prior authorization appeals 

can be completed electronically. Commenters also suggested CMS require prior authorization 

programs be reviewed annually and adhere to evidence-based medical guidelines. A commenter 

suggested that CMS implement policies to eliminate potential delays or coverage denials that 

may impact current treatment during a course of therapy. Another expressed that prior 

authorization runs counter to CMS’ goal of “Patients over Paperwork” as an insufficient means 

to control overutilization and should only be used when providers are not following national 

guidelines and policies. A commenter noted that prior authorization requirements in Medicaid 

plans vary state by state and recommended that CMS use the final rule and subsequent guidance 

to define the flexibility and support the added functionality needed for vendors, payers, and 

providers to accommodate these variations. 

Response: We acknowledge the ongoing concerns regarding prior authorization and how 

payer policies are seen as impacting care. We are taking all of this information into account as 

we consider the next phase of our work for burden reduction. The intent of this rule is to support 

opportunities to reduce burden where possible, by improving the exchange of information 

regarding prior authorization decisions, information about the requirements themselves, and the 

timeframes for the decisions and related appeals. Through these mechanisms, we hope that 
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payers and vendors will adopt newer technology and standards, and use that to improve the 

exchange of information with providers – thereby making the variation less complicated and 

easier to manage. It is also our hope, and intent, that payers will evaluate their processes and 

policies to determine where there are opportunities to streamline and reduce burden on an 

individual basis. We believe our overarching policy may have the intended impact of making a 

larger industry wide impact as a result. 

Comment: One commenter expressed concerns about managed care plans using vendors, 

due to financial incentives to limit certain services and a lack of transparency when a patient 

seeks to appeal a denial. Another commenter suggested that CMS’ proposals fail to address the 

systemic problems with prior authorization processes. 

Response: We thank the commenter for sharing concerns about managed care use of 

vendors to conduct certain work for which they are contracted. Each state has oversight 

responsibilities for its managed care organizations, and should be monitoring those organizations 

for compliance with standards of care. Furthermore, the states require reports from the managed 

care organizations, which include information on grievances and appeals. We trust that the states 

will use this to identify any outliers with respect to denials. It is possible that the new 

requirement for all plans to begin publicly reporting metrics on prior authorization data such as 

numbers of prior authorizations, those approved, denied, appeals and so forth, may identify 

outliers which they state may be able to research. States may be in a better position to review 

such public data to help them monitor managed care plans once such reporting is in place. We do 

not agree with the commenter who said that our proposals fail to address the systemic problems 

with prior authorization processes. We believe that by beginning to address some of the 

problems, such as transparency of coverage and documentation requirements, improved 
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electronic transmission of information, timeframes, and denial reasons, we are beginning to 

address certain critical issues.  

Comment: A commenter urged CMS to facilitate feedback from providers about how 

well payers’ implementations of the proposed APIs are meeting their intended purpose.  

Response: We agree that provider input on the effectiveness of the APIs would be useful 

information, and we will consider how best to obtain such information in addition to the existing 

forums of HL7 workgroups, and professional associations. CMS conducted many listening 

sessions over the past few years to solicit input on the topic of prior authorization and burden 

reduction, and that type of forum may be one way to obtain input on how well the APIs are 

functioning for providers. We will continue to evaluate other opportunities to evaluate 

implementation of the APIs after the compliance date of the final rule. 

Comment: Some commenters encouraged greater use of clinical judgment in the prior 

authorization process. One commenter recommended that CMS require specialized training to 

review prior authorization requests. Another suggested that prior authorization programs should 

consider clinical judgment and provide mechanisms to accommodate legitimate variations from a 

typical care plan. A commenter recommended requiring that peer-to-peer reviews be performed 

by physicians in the same specialty as the ordering physician. 

Response: We thank the commenters for these suggestions. Evaluation of prior 

authorizations and review of prior authorization requests is a specialized function within health 

plans and utilization management organizations. We acknowledge that this, among other 

procedural issues in the prior authorization process continues to be a barrier.    

Comment: Commenters recommended standardization of the prior authorization process. 

One commenter suggested that managed care plans should have standardized electronic forms 
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for providers to request prior authorization services, the ability to submit documentation 

electronically, and an online portal to access authorization systems.  

Others recommended that CMS require a standardized prior authorization request form, 

national standardization as to the medical necessity of certain services, and consistent criteria for 

payers to evaluate prior authorization requests, so providers do not need to spend time 

determining the nuances of each plan. Another commenter recommended CMS establish 

standardized code “families,” so services that differ slightly from what was authorized but are 

within the same family of codes would still be covered. 

Response: We agree that certain parts of the prior authorization process can and should 

be standardized, such as the use of standard transactions, APIs and IGs, to ensure consistency in 

the requests, and transparency in the responses. Use of the DRLS API is a step towards standards 

certain kinds of forms, though we acknowledge this is not what commenters may desire. 

Nonetheless, the APIs will provide more accessible information about the prior authorization 

requirements, including the ability to know when a prior authorization is required, and what 

information is required to obtain an authorization.  

We agree that authorizations should be submitted electronically, and believe that the PAS 

API will allow such transmission to all of the impacted payers in a standardized, efficient way.   

Comment: One commenter recommended that CMS mandate that prior authorization be 

based on the number of visits or duration in days, not units of service. 

Response: We appreciate this request for CMS input on detailed prior authorization 

policy, but believe that those decisions are made at the State level at this time. We do plan to 

evaluate this comment further and request additional information on the concepts for visits vs. 

units.   
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Comment: One commenter suggested that CMS require payers (including their TPAs and 

UM contractors) to maintain current eligibility information on their enrollees, ensuring these 

entities’ databases will match and protecting the validity of prior authorization approvals. One 

commenter explained that payers and TPAs often defer to each other on prior authorization 

appeal decisions, with neither assuming ultimate responsibility. The commenter recommended 

that CMS require the final appeal for prior authorization decisions made by the payer, allowing 

providers to challenge a denial through the TPA but appeal it with the payer if the challenge is 

denied. 

Response: We thank the commenter for this suggestion and believe that it will be in the 

best interests of payers as they implement the DRLS API, to work with their TPAs, utilization 

management contractors and all other business associates to ensure that the data on enrollees is 

accurate. This will facilitate the accuracy of the eligibility and coverage and documentation 

requirements for the prior authorization policies. With respect to decision making between 

payers and their contracted business associates, using the PAS API to process the request and 

response may assist in the accuracy of the initial information. With respect to appeals, providers 

have access to appeal processes through the payers as described in the preamble of this final rule.  

Comment: One commenter recommended CMS conduct demonstrations prior to the 

January 1, 2023 implementation date in order to clearly establish the benefits that FHIR-based 

APIs would provide stakeholders. 

Response: We thank the commenter for this feedback and note that CMS is very involved 

with HL7 and has been attending the connectathons showcasing the functional use cases with the 

FHIR-based APIs. We encourage continued testing of the IGs as implementers prepare to use 

them in their own organizations. The test results and results from each connectathon are publicly 

available on the HL7 website, and we encourage other stakeholders to visit the site to review the 
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information. Based on the available information to date, we believe that the IGs are ready for 

industry use to implement these policies. 

Comment: One commenter noted it is unclear if the rule would remove Mental Health 

Plan (MHP) and Drug Medi-Cal Organized Delivery System (DMC-ODS) counties’ flexibility to 

extend prior authorizations up to 14 calendar days if certain conditions are met, consistent with 

42 CFR 438.210(d)(2). 

Response: We are finalizing our proposal to shorten the timeframes for prior 

authorization decisions to 72 hours for expedited requests and 7 days for standard requests. The 

ability to extend a request for up to 7 days still remains in place in existing regulation. The final 

policy applies to state Medicaid and CHIP FFS programs, Medicaid managed care plans, CHIP 

managed care entities. 

Comment: One commenter discouraged expansion of prior authorization for services 

under Medicare FFS. 

Response: We thank the commenter for this feedback and note that we did not propose 

any changes to Medicare FFS in the proposed rule. 

Comment: A commenter recommended extending the scope of the rule to impose 

substantive limits on impacted payers’ prior authorization programs (as listed in H.R. 3107, the 

Improving Seniors Timely Access to Care Act).   

Response: We thank the commenter for this feedback and note that we did not propose 

any changes to Medicare programs in the proposed rule. H.R. 3107 is specific to the Medicare 

Advantage and Part D programs.  

Comment: Commenters suggested that CMS permit retroactive authorizations in the final 

rule and provide details on associated timelines.  
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Response: While we appreciate some of the specific comments we received on important 

pain points experienced by providers, this rule could not address all of the specific operational 

issues that remain problematic for prior authorization. We do recommend that interested parties 

participate in the HL7 Financial Management work group developing additional use cases and 

enhancements to the Implementation Guides and guidance for the DRLS and PAS APIs, to 

determine if any of these process issues can be incorporated in the rule sets as payers convene to 

collaborate on building the APIs.  

Comment: A commenter (NCPDP) noted the NCPDP Telecommunications Standard 

VD.0 prior authorization transactions do not support a bi-directional clinical determination 

process and requests that CMS remove any reference to the NCPDP Telecommunication 

Standard V D.0 prior authorization transactions from this rule.  

Response: We agree and have not included the pharmacy standard in this rule. In the 

CMS Interoperability and Prior Authorization proposed rule we had referenced NCPDP because 

it is an adopted standard under HIPAA. However, there are no implications for NCPDP in this 

final rule. 

Comment: One commenter suggested a longer claim run-out time, such as a June posting 

date rather than a March posting date, to accommodate an annual reporting requirement.  

Response: We appreciate this very specific comment on the reporting requirement, but do 

not believe we need to be concerned about business processes for reporting. Payers will report on 

available data and post that, which should be sufficient to showcase prior authorization 

performance over time.   

Comment: Commenters suggested CMS require payers to provide notice to patients when 

there is a third-party vendor involved in care determinations and to provide patients notice of 

appeal rights in plain language.   
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Response: Though payers may choose to inform patients of organizations which are 

involved in care determinations, CMS itself does not have a role in determining such 

communications. However, existing regulations, as well as this final rule, do include 

requirements for appeals and for notifications. There are plain language requirements for 

government agencies, and we will reiterate the requirements to use those guidelines to the 

impacted payers.  

Comment: A commenter recommended that CMS use reported data to determine which 

services should not require prior authorization, assess plan compliance and enforcement, and 

make prior authorization metrics easily available to physicians, patients, and programs that rank 

plan performance. 

Response: CMS does not control payer policy with respect to services which should or 

should not require prior authorization. States do assess performance based on complaints and 

appeals and will use their enforcement authority over the participating plans to ensure that 

patients are receiving services appropriately. We expect that states will also review metrics 

posted on the websites to evaluate how plans are performing on a comparative basis, and CMS 

may conduct a random review of payer performance as well.   

Comment: One commenter recommended that there be federal funding and transition 

time for providers who need assistance making HIT improvements. Another commenter 

recommended that CMS require payers to only maintain fax capability for small and/or rural 

practices. Another commenter suggested that not make prior authorizations a Condition of 

Participation, but instead allow for voluntary participation.    

Response: CMS thanks the reviewer for the suggestion, and understands that providers 

may need financial support to implement the necessary technical solutions. We will take this 

under advisement and work with industry groups and EHR vendors to understand opportunities 
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for assistance. At this time, provider participation is voluntary, but we hope that the benefits of 

the APIs with respect to the increased efficiencies will be an incentive for participation. 

Comment: Commenters recommended that CMS provide specific guidance for how long 

an approved prior authorization must remain valid, such as a sufficient time to allow patient 

access to care, or for 30-60 days or until the last authorized visit is completed, or that the clinical 

condition should be considered when determining the length of time that a prior authorization 

should remain in effect. One commenter recommended that CMS standardize how payer 

requirements for prior authorizations are presented to providers. 

Response: CMS appreciates the need to have guidelines for the duration of a prior 

authorization, particularly based on certain types of conditions. We received a variety of 

comments on this topic. This may be better addressed by studies performed by evidence-based 

medicine programs. With respect to how payer requirements for prior authorizations are 

presented to providers, we believe that the DRLS API is the opportunity for such standardization, 

and encourage this commenter to get involved in the HL7 Financial Management work group 

refining the IG for this API to learn more.   

Comment: One commenter suggested that CMS consider completely exempting certain 

patient populations from prior authorization, including those with chronic conditions such as 

Parkinson disease, COPD, multiple sclerosis, diabetes, and heart disease. Another commenter 

recommended that CMS examine existing standards on the continuity of care to improve prior 

authorization processed for individuals with chronic conditions. One commenter encouraged 

CMS to place restrictions on repetitive authorizations for treatment for chronic conditions.  

Response: CMS thanks the reviewer for the suggestion, however medical policy 

decisions are governed by studies based on medical review and evidenced based medicine. We 
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agree that payers may wish to review their guidelines for which patient populations and/or 

services may require prior authorizations, but this policy is out of scope for this regulation.  

Comment: One commenter recommended that CMS require that payers use available 

outcomes data to identify physical therapy providers who are successfully treating these patient 

populations and collaborate on novel alternative solutions. 

Comment: One commenter recommended that CMS require Medicaid, CHIP, issuers of 

QHPs on the FFEs , and Medicare managed care plans update their definition of medical 

necessity to better align with Medicare.  

Response: We appreciate the request that CMS require the payers to update their 

definitions of medical necessity to align with Medicare. This could be a topic for alignment in 

the future and we could consider a discussion of the topic at a later date.   

Comment: One commenter suggested that prior authorization decisions follow patients 

when they change from one qualified health plan on the Exchange to another especially during 

an episode of care. 

Response: We agree that prior authorization decisions should follow patients when they 

change from any health plan, including qualified health plans. In this final rule, we are finalizing 

our proposal for payers, including QHPs on the FFEs to implement the payer to payer exchange 

API. We are also requiring payers, including QHPs on the FFEs to send information to the next 

payer about pending and active prior authorization decisions, beginning January 1, 2023. While 

the API will not initially include the prior authorization decisions, in the next version of the IG, 

its capabilities will be improved to enable it to be able to do so. We describe the requirement and 

the API earlier in this final rule.   

11.  Statutory Authorities to Require Prior Authorization Burden Reduction Proposals  

a. Medicaid and CHIP  
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For the reasons discussed in the CMS Interoperability and Prior Authorization proposed 

rule, the proposed requirements in this section for Medicaid managed care plans and Medicaid 

state agencies fall generally under our authority in section 1902(a)(4) of the Act, which requires 

that a state Medicaid plan provide such methods of administration as are found by the Secretary 

to be necessary for the proper and efficient operation of the state Medicaid plan. The proposals 

are also authorized under section 1902(a)(8) of the Act, which requires states to ensure that 

Medicaid services are furnished with reasonable promptness to all eligible individuals. 

Additionally, they are authorized by section 1902(a)(19) of the Act, which requires states to 

ensure that care and services are provided in a manner consistent with simplicity of 

administration and the best interests of the recipients.  

As explained in the CMS Interoperability and Prior Authorization proposed rule, the 

proposed requirement for the states and Medicaid managed care plans to implement the DRLS 

and PAS API (section II.C.3. and II.C.4.) coupled with the proposals to require specific IGs 

(section II.A.3.) of are expected to improve the efficiency and timeliness of the prior 

authorization process for Medicaid beneficiaries, providers, and state Medicaid agencies and 

Medicaid managed care plans by addressing inefficiencies that appear to exist in the process 

today. The proposals would ensure that all states and Medicaid managed care plans would 

provide easily accessible information about when a prior authorization is required, and what 

documentation requirements must be fulfilled to submit the request. The DRLS API would allow 

a provider to determine if a prior authorization is required, and what the documentation 

requirements are for that prior authorization request. Then, when using the PAS API, the state or 

Medicaid managed care plan would send a real time response to a provider’s request with the 

status of the request included. Use of these APIs by states (for FFS programs) and managed care 

plans could ensure that Medicaid providers are able to submit a request for a prior authorization 
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with the correct and complete documentation, and avoid an incorrect submission which might 

result in an unnecessary denial. The PAS API would: (i) enable providers to submit a prior 

authorization request faster and easier, (ii) support more timely notice to provider and 

beneficiary of the disposition of the prior authorization request sooner, and (iii) permit faster 

scheduling of services or filing appeals, depending on the decision. The DRLS API and the PAS 

API both have the potential to improve the prior authorization process by making it more 

efficient, including by limiting the number of denials and appeals, or even by eliminating 

requests for additional documentation, as noted elsewhere. For the state, these requirements 

would align with section 1902(a)(4) of the Act, which requires that a state Medicaid plan provide 

such methods of administration as are found by the Secretary to be necessary for the proper and 

efficient operation of the state Medicaid plan. For the Medicaid managed care program, these 

requirements align with section 1932(c)(1)(A)(i) of the Act, which requires that states using 

managed care organizations must develop and implement a quality assessment and improvement 

strategy that includes standards for evaluating access to care so that covered services are 

available within reasonable timeframes.  

The proposals, as finalized, would implement section 1932(b)(4) of the Act, which 

provides that each Medicaid managed care organization must establish an internal grievance 

procedure under which an enrollee who is eligible for medical assistance may challenge the 

denial of coverage of or payment for such assistance. This final rule would enable enrollees to 

file appeals, when needed, and support them in receiving resolution.  

The proposals, now finalized, clarify that current notice and fair hearing requirements 

apply to Medicaid fee-for-service prior authorization decisions. This is authorized under section 

1902(a)(3) of the Act. Section 1902(a)(3) of the Act requires that a Medicaid state plan provide 

for granting an opportunity for a fair hearing to any individual whose claim for medical 
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assistance under the plan is denied or is not acted upon with reasonable promptness. These 

finalized clarifications are also supported by the 14th Amendment to the United States 

Constitution and case law on due process, specifically, Goldberg v. Kelly, 397 U.S. 254 (1970). 

States must establish timely notice and fair hearing processes meeting due process standards 

under Goldberg v. Kelly, as incorporated into existing Medicaid fair hearing regulations at 42 

CFR part 431, subpart E; see 431.205(d). 

The finalized requirement that states and Medicaid managed care plans meet certain 

timeframes to provide notice of decisions for prior authorizations, including the requirements 

that expedited decisions be made and communicated in 72 hours and standard decisions be made 

and communicated in 7 calendar days, may provide an improvement from the current standards 

for decision timeframes for Medicaid managed care (section II.C.6. of the CMS Interoperability 

and Prior Authorization proposed rule). The final rule is intended to establish more certainty in 

the prior authorization process for Medicaid providers and enhance beneficiary access to timely 

and appropriate care, consistent with states’ obligations to provide Medicaid services with 

reasonable promptness and in a manner consistent with beneficiaries’ best interests. Improved 

decision timeframes could improve communication to providers and beneficiaries, as well as 

increase access to care. This final rule is consistent with, and might help states comply with, 

section 1902(a)(8) of the Act, which requires the provision of medical assistance with reasonable 

promptness. A uniform and consistent timeline for Medicaid program prior authorization 

decisions might improve beneficiaries’ prompt access to Medicaid-covered services.  

We noted that standardizing Medicaid prior authorization decision timeframes could also 

support process improvements for the state and Medicaid managed care plans, including the 

creation of standard operating procedures and internal metric reports for program operations. 

This is consistent with section 1902(a)(4) of the Act, which requires that a state Medicaid plan 
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provide such methods of administration as are found by the Secretary to be necessary for the 

proper and efficient operation of the state Medicaid plan. 

The finalized proposal is also authorized under section 1902(a)(17) of the Act, as 

implemented under the existing Medicaid regulations at 42 CFR 440.230. This section of the Act 

requires state Medicaid programs to establish reasonable standards that are consistent with the 

objectives of title XIX of the Act to determine the extent of covered medical assistance. As set 

forth at 42 CFR 440.230, these standards could include appropriate limits on a service based on 

such criteria as medical necessity or on utilization control procedures, so long as each service is 

sufficient in amount, duration, and scope to reasonably achieve its purpose. Items and services 

covered under Title XIX benefit authorities are subject to 42 CFR 440.230, unless statute or 

regulation expressly provides for an exception or waiver. This would include covered items and 

services described in sections 1905(a), 1915(c), 1915(i), 1915(j), 1915(k), 1915(l), 1937, and 

1945 of the Act, and any other authorities as established by Congress.  

The final rule is also consistent with section 1902(a)(19) of the Act, which requires that 

care and services be provided in a manner consistent with simplicity of administration and the 

best interests of recipients, because it is expected to help make the prior authorization process 

less burdensome for the state, providers, and beneficiaries. The requirements and standards could 

result in more prompt prior authorization decisions, improve delivery of covered services, and 

improve efficiency of operations for the program, thereby serving the best interest of Medicaid 

beneficiaries. 

Our finalized proposal to require states and Medicaid managed care plans to publicly 

report prior authorization metrics (section II.C.8. of the CMS Interoperability and Prior 

Authorization proposed rule) would support CMS and state Medicaid agency oversight, and 

evaluation and administration of the state plan, as it allows for an evaluation of the 
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implementation of the policies. The data may indicate that payers have implemented the APIs 

(by showing improvements in prior authorization numbers) or made other improvements in 

policies and processes that result in improved metrics in the areas that we require to be reported. 

Section 1902(a)(6) of the Act authorizes us to request reports from state Medicaid agencies in 

such form and containing such information as the Secretary may require from time to time. By 

reporting metrics, states and Medicaid managed care plans could review data to identify areas for 

improvement. Requiring Medicaid managed care plans to publicly report their prior authorization 

metrics would hold them accountable and enable them to more easily monitor their own 

performance and identify process improvement opportunities which could be an integral part of 

implementing a quality assessment and improvement strategy, consistent with the requirements 

for quality strategies for managed care programs at section 1932(c)(1)(A)(i) of the Act.  

For CHIP, we proposed these requirements under the authority in section 2101(a) of the 

Act, which sets forth that the purpose of title XXI is to provide funds to states to provide child 

health assistance to uninsured, low-income children in an effective and efficient manner that is 

coordinated with other sources of health benefits coverage. This provision authorizes us to adopt 

these requirements for CHIP because they would also provide access to program data, which can 

improve the efficacy of CHIP programs, and allow for more efficient administration of services. 

As discussed above, we proposed to require implementation of the DRLS API and PAS 

API to improve the prior authorization process for patients, providers and payers by addressing 

deficiencies and inefficiencies that exist in the current process. Today, a payer’s rules about 

when a prior authorization is required, and what documentation requirements must be fulfilled to 

submit the request are not easily accessible for providers. Determining the requirements may 

require phone calls, accessing multiple websites, and use of hard copy manuals, etc. These 

actions take time away from actual patient care. Again, the DRLS API allows a provider to 
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determine if a prior authorization is required, and what the documentation requirements are for 

that prior authorization request. While we expect providers to be the primary stakeholders that 

benefit from the DRLS API, making this information available in a standardized way and 

permitting access through an API also serves the requirements in section 2101(a) of the Act that 

CHIP could ensure access to coverage and coordination of care.  

In addition, as discussed in the CMS Interoperability and Prior Authorization proposed 

rule, the PAS API would be a mechanism for payers to receive and respond to requests for 

coverage determinations before the services are furnished; the PAS APIs would streamline the 

initial authorization process for the payer, by sharing this information in an easily accessible 

way; this also allows the provider to know what to do if a prior authorization is required for a 

certain service, which improves the providers ability to treat the patient timely. The proposal, as 

finalized to require the PAS API would enable the payer to send a real time response back to a 

provider, based on a request for authorization. This too would improve the efficiency of 

providing services to the patient, because the request and response would be automated, and in 

real time. Payer use of these APIs would ensure that a provider is able to submit a request for a 

prior authorization with the correct and complete documentation to avoid an incorrect 

submission which might result in an unnecessary denial. The PAS API would: (i) enable 

providers to submit a prior authorization request faster and easier, (ii) support more timely notice 

to provider and enrollee of the disposition of the prior authorization request, and (iii) permit 

faster scheduling of services or filing appeals, depending on the decision. The DRLS API and the 

PAS API could both improve the prior authorization process by making it more efficient, 

including limiting the number of denials and appeals, or even eliminating requests for additional 

documentation. 
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The finalized requirement that CHIP FFS and managed care entities meet certain 

timeframes to provide decisions for prior authorizations, including the requirement that 

expedited decisions be given in 72 hours and standard decisions be given in 7 calendar days, is 

an improvement from the current state, when there is uncertainty about expectations for when a 

prior authorization might be approved (section II.C.6. of the CMS Interoperability and Prior 

Authorization proposed rule). This final rule is intended to establish more certainty in the prior 

authorization process for providers and enhance patient access to timely and appropriate care. As 

payers provide notice under a shorter timeframe, patients would have more timely access to care. 

This is often not the case today, as providers and patients could wait longer for the payer to 

respond to a request for certain services. The intent is to reduce the impact on health, particularly 

for individuals with chronic conditions or who have health risks. Improving certainty around 

decision timeframes could also reduce administrative time and expense, because providers 

should not need to make repeat inquiries to payers for a status on the authorization request. The 

finalized requirement to improve timeliness in responding to providers and patients could 

support process improvements for the state and managed care programs and is consistent with 

our authorities under section 2101(a) of the Act in that they improve the efficiency of the CHIP 

programs. 

The finalized requirement for CHIP FFS and CHIP managed care entities to report prior 

authorization metrics also supports the states oversight, evaluation and administration 

responsibilities, as it should allow us to evaluate the impact of the prior authorization policies in 

this final rule (section II.C.8.). The data may indicate use of the APIs (improvements in prior 

authorization numbers) or changes in total numbers, denials and appeals.  

b. QHP Issuers on the FFEs 
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For QHP issuers on the FFEs, we are finalizing these new requirements pursuant to the 

authority of section 1311(e)(1)(B) of the Affordable Care Act, which affords the Exchanges the 

discretion to certify QHPs if the Exchange determines that making available such health plans 

through the Exchange is in the interests of qualified individuals in the state in which the 

Exchange operates.  

We believe that the policies included here would improve the efficiency of the issuers 

who are certified to participate in the QHP program and improve the quality of services they 

provide to providers and their patients. Qualified individuals in FFEs may receive covered 

services more quickly, and the information may be more accurate with the use of the APIs. These 

finalized requirements could improve the quality of the patient experience with their providers 

by increasing the efficiency in the prior authorization submission and review process. Therefore, 

as we stated earlier, we believe generally, that certifying only health plans that implement FHIR 

based APIs and adhere to the other proposals herein, would be in the interests of qualified 

individuals in the state or states in which an FFE operates. We encouraged SBEs to consider 

whether a similar requirement should be applicable to QHP issuers participating in their 

Exchanges. 

In sections II.C.3. and II.C.4. of this rule, we proposed that QHPs implement two APIs 

for the prior authorization process (statutory authority for proposals to require specific IGs are 

discussed in section II.A.3. of the CMS Interoperability and Prior Authorization proposed rule). 

The DRLS API would allow providers to quickly and efficiently know if a prior authorization is 

needed and locate the documentation requirements easily. This would enable faster, more 

accurate submission of prior authorization requests and potentially more prompt delivery of 

services. We also proposed that QHPs implement a PAS API, to allow providers to efficiently, 

and with greater simplicity submit prior authorization requests directly from within their 
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workflow and would allow QHP issuers to respond to the prior authorization request quickly and 

efficiently, thus enabling more prompt delivery of services. We are finalizing those proposals 

here.  

We also included in our proposal that QHPs provide a denial reason when sending a 

response to a prior authorization request, to facilitate better communication and understanding 

between the provider and issuer. This could enable efficient resubmission of the prior 

authorization request with additional information or an appeal, which could more promptly 

facilitate the needed patient care.  

Finally, we proposed to require QHP issuers to publicly report prior authorization metrics 

would hold issuers accountable to their providers and patients, which could help them improve 

their program administration (section II.C.8. of the CMS Interoperability and Prior Authorization 

proposed rule). These data could help QHPs evaluate their processes and determine if there are 

better ways to leverage the APIs, including the quality and sufficiency of the coverage and 

documentation information included in the APIs.  

We did not receive public comments on statutory authorities for the prior authorization 

burden reduction proposals or APIs, and are therefore finalizing these authorities as described in 

the proposed rule.  

Final Action: After consideration of the comments received, and for the reasons outlined 

in our response to these comments and in the CMS Interoperability and Prior Authorization 

proposed rule, we are finalizing with modifications our proposals related to improving the prior 

authorization process as follows: 

We are finalizing, with modifications, our proposal that impacted payers would be 

required to implement a DRLS API through a cross-reference to the Patient Access API 

requirements at 42 CFR 431.80(a)(2) for Medicaid FFS; at 42 CFR 438.242(b)(7) (to comply 
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with the requirement at 42 CFR 431.80) for Medicaid managed care; at 42 CFR 457.732(a)(2) 

for CHIP FFS; at 42 CFR 457.1233(d) for CHIP managed care (via an existing cross-reference at 

42 CFR 457.1233(d) to 42 CFR 438.242); and at 45 CFR 156.223(a)(2) for QHP issuers on the 

FFEs. The API should be conformant to the HL7 FHIR Da Vinci - HL7 FHIR Da Vinci - 

Coverage Requirements Discovery (CRD) Implementation Guide: Version STU 1.0.0, and HL7 

FHIR Da Vinci - Documentation Templates and Rules (DTR) Implementation Guide: Version 

STU 1.0.0. This API would need to be implemented by January 1, 2024 (for Medicaid managed 

care plans and CHIP managed care entities, by the rating period beginning on or after January 1, 

2024), and then follow a phased approach as follows. 

In response to comments, we are finalizing our alternative, phased approach as discussed 

in the CMS Interoperability and Prior Authorization proposed rule, whereby payers should 

implement the DRLS API via an incremental approach, incorporating the top 10 highest volume 

prior authorization rules in the first year, by January 1, 2024, (for Medicaid managed care plans 

and CHIP managed care entities, by the rating period beginning on or after January 1, 2024) and 

continue adding to the DRLS API over a 3-year period before the DRLS is fully implemented. 

We are finalizing our proposal that impacted payers implement and maintain a Prior 

Authorization Support API conformant to the HL7 FHIR Da Vinci - Prior Authorization Support 

(PAS) Implementation Guide: Version STU 1.0.0 beginning January 1, 2024 (for Medicaid 

managed care plans and CHIP managed care entities, by the rating period beginning on or after 

January 1, 2024). We are codifying this requirement at 42 CFR 431.80(a)(3) and 457.732(a)(3), 

and 45 CFR 156.223(a)(3) and, using cross-references in 42 CFR 438.242(b)(7) and 42 CFR 

457.1233(d) (via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242) to 

impose this new PAS API requirement on Medicaid managed care plans and CHIP managed care 

entities. This API would enable transmission of an electronic prior authorization API that 
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facilitates a HIPAA compliant prior authorization request and response, and includes and 

necessary forms or medical record documentation required by payer for items and services for 

which the provider seeks authorization. In addition, the PAS API must be capable of transmitting 

a reason for a denial, should that be the disposition of a request.   

We are finalizing our proposal to require payers to communicate a timely, informative 

reason for denial when a prior authorization is denied. In addition, we note that the reason must 

clearly indicate why the authorization is denied and the actionable next steps for the provider and 

the patient with respect to alternatives, appeals or re-submission. We are finalizing this 

requirement at 42 CFR 431.80(a)(1) for Medicaid FFS, at 42 CFR 438.242(b)(7) (to comply with 

the requirement at 42 CFR 431.80) for Medicaid managed care, at 42 CFR 457.732(a)(1) for 

CHIP FFS, at 42 CFR 457.1233(d) (via an existing cross-reference at 42 CFR 457.1233(d) to 42 

CFR 438.242) (to comply with the requirement at 42 CFR 457.732) for CHIP managed care, and 

at 45 CFR 156.223(a)(1) for QHP issuers on the FFEs. These requirements must be implemented 

by January 1, 2024 (for Medicaid managed care plans and CHIP managed care entities, by the 

rating period beginning on or after January 1, 2024).  

We are finalizing our proposals at 42 CFR 440.230(d)(1)(i) for Medicaid FFS, at 42 CFR 

457.495(d) for CHIP FFS, at 42 CFR 438.210(d) for Medicaid managed care, at 42 CFR 

457.1230(d) for CHIP managed care (through the existing requirement to comply with 42 CFR 

438.210), that impacted payers must meet revised timeframes for prior authorization. Beginning 

January 1, 2024 (for Medicaid managed care plans and CHIP managed care entities, by the rating 

period beginning on or after January 1, 2024), we require that impacted payers to meet a timeline 

of 72 hours for urgent or expedited requests and 7 days for standard requests. Patients and 

providers may still request an extension of 7 days to gather additional documentation to support 
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the authorization request should that be necessary. Given public comments, we will consider 

shorter timeframes for future rulemaking.  

After consideration of the comments we received, we are finalizing the requirement for 

public reporting certain prior authorization metrics for all payers, with modifications. While we 

will not require that the payers post the specific metrics we had proposed, we are finalizing that 

the payer may either use our proposed metrics or comparable data that payers create or may 

already have available.  

For the provisions in this section, as elsewhere in this final rule, regulatory citations in 

the proposed rule may have been moved based on modifications to the provisions. Please refer to 

the regulation text in this final rule for exact citations for each provision.     

D.  Payer-to-Payer Data Exchange on FHIR  

1.  Background 

Research shows that the more complete a patient’s record is, and the more data there are 

at the point of care, the better patient outcomes can be.44,45,46 More data lead to better-

coordinated care and more informed decision-making. Data sharing among payers is one 

powerful way to facilitate this critically valuable flow of information through the health care 

ecosystem. As a result, in the CMS Interoperability and Patient Access final rule, we finalized a 

requirement for certain impacted payers to exchange, at a minimum, clinical information as 

defined in the USCDI version 1 (85 FR 25568 through 25569). We did not specify an API 

standard for data sharing in that final rule, however, understanding at the time that there may be 

a variety of transmission solutions that payers could employ to meet this requirement. We did 

                                                           
44 Office of the National Coordinator. (2019, June 4). Improved Diagnostics & Patient Outcomes. Retrieved from 

https://www.healthit.gov/topic/health-it-basics/improved-diagnostics-patient-outcomes. 
45 See SHO # 20-003, https://www.medicaid.gov/federal-policy-guidance/downloads/sho20003.pdf. 
46 HL7 International. (n.d.). Da Vinci Payer Coverage Decision Exchange (PCDE) FHIR IG. Retrieved from 

http://www.hl7.org/fhir/us/davinci-pcde/history.cfml. 
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encourage impacted payers to consider the use of a FHIR-based API in line with the larger goal 

of leveraging FHIR-based APIs to support a number of interoperability use cases for improving 

patient, health care provider, and payer access to health care data in order to reduce burden, 

increase efficiency, and ultimately facilitate better patient care. In addition, we also signaled our 

intent to consider a future requirement to use FHIR-based APIs for payer-to-payer data sharing, 

envisioning the increasing implementation of FHIR-based APIs within the industry. 

 In the time since we proposed the initial payer-to-payer data exchange requirements in 

the CMS Interoperability and Patient Access rule, we have begun to leverage new tools, most 

notably the HL7 FHIR Bulk Data Access (Flat FHIR) specification, as discussed in more detail 

in section II.B. of this rule. We believe the HL7 FHIR Bulk Data Access (Flat FHIR) 

specification, in particular, provides an opportunity to continue to build upon the requirement for 

payer-to-payer data sharing in a way that adds valuable efficiencies for payers, further 

simplifying administration and reducing burden. We believe that the suite of tools that the CMS 

Interoperability and Patient Access final rule (85 FR 25510) requires and that this final rule will 

require for payers will ultimately lead to payers having more complete information available to 

share with patients and health care providers. As a result, we are now finalizing an enhanced set 

of payer-to-payer data-sharing requirements that will build on the policy finalized in the CMS 

Interoperability and Patient Access final rule (85 FR 25568 through 25569) by leveraging FHIR-

based APIs to further support greater interoperability and information flow. 

2.  Payer-to-Payer Data Exchange on FHIR 

We made three primary proposals regarding payer-to-payer data exchange in the CMS 

Interoperability and Prior Authorization proposed rule (85 FR 82623). First, we proposed to 

extend the payer-to-payer data exchange to state Medicaid and CHIP FFS programs at 42 CFR 

431.61(b) and 457.731(b). We previously finalized in the CMS Interoperability and Patient 
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Access final rule (85 FR 25568 through 25569) that MA organizations, Medicaid managed care 

plans, CHIP managed care entities, and QHP issuers on the FFEs were required, at the patient’s 

request, to share a specified subset of clinical data with another payer of the patient’s choice. 

Second, we proposed to enhance this payer-to-payer data exchange triggered by a 

patient’s request beyond what was previously finalized (for MA organizations, Medicaid 

managed care plans, CHIP managed care entities, and QHP issuers on the FFEs) in the CMS 

Interoperability and Patient Access final rule. In the final rule, we required impacted payers to 

exchange, at the patient’s request, clinical data as defined in the USCDI, but we did not finalize 

in what electronic form or how these data would be transmitted. In the CMS Interoperability and 

Prior Authorization proposed rule, we proposed to require a FHIR-based API for this data 

exchange. In addition, we proposed that this standards-based API must be conformant with 

specific IGs. We also proposed that this Payer-to-Payer API, at the patient’s request, must make 

not just clinical data as defined in the USCDI available, but also claims and encounter data (not 

including cost information), and information about pending and active prior authorization 

decisions. We proposed these enhancements to the required payer-to-payer exchanges for 

Medicaid managed care plans (other than NEMT PAHPs) at 42 CFR 438.242(b)(7), CHIP 

managed care entities at 42 CFR 457.1233(d)(4) (finalized as applicable to CHIP managed care 

entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242, and QHP 

issuers on the FFEs at 45 CFR 156.221(f)(2). We also proposed to include these enhancements 

as part of extending the payer-to-payer data exchange requirements to Medicaid and CHIP FFS 

programs at 42 CFR 431.61(b) and 42 CFR 457.731(b). We believe these proposed 

enhancements would facilitate more efficient data sharing between payers. In addition, we 

proposed that the proposed additions to the data the API must be able to share would be 

consistent with the proposals discussed in sections II.A. and II.B. of the proposed rule, which 
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would require these payers to share the same types of data with patients and health care providers 

via FHIR-based APIs. This would add efficiencies for payers and maximize the value of the 

work being done to implement APIs, overall reducing burden for all impacted payers. 

Third, we proposed a second payer-to-payer data exchange policy that would use this 

Payer-to-Payer API to facilitate data sharing between payers at enrollment. When a patient 

enrolls with a new payer or when a patient identifies concurrent coverage, we proposed that the 

patient would have an opportunity to opt-in to this data sharing. Unlike the payer-to-payer 

exchange finalized previously, where the patient must make a request to initiate the data sharing, 

under this proposal the patient would be presented with data sharing as an option at enrollment. 

As more than one patient could be moving from one payer to another at enrollment, this new 

Payer-to-Payer API proposal to share data at enrollment would include a requirement for 

impacted payers to facilitate data sharing both for individual patients and for more than one 

patient using the HL7 FHIR Bulk Data Access (Flat FHIR) specification, discussed previously in 

section II.B. of the CMS Interoperability and Prior Authorization proposed rule. We proposed to 

codify the requirement for this Payer-to-Payer API, including use of the HL7 FHIR Bulk Data 

Access (Flat FHIR) specification, at 42 CFR 431.61(c) for Medicaid FFS, at 42 CFR 

438.242(b)(7) for Medicaid managed care, at 42 CFR 457.731(c) for CHIP FFS, at 42 CFR 

457.1233(d)(4) for CHIP managed care (finalized as applicable to CHIP managed care entities 

via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242, and at 45 CFR 

156.222(b) for QHP issuers on the FFEs.  

3. Payer-to-Payer Data Sharing in Medicaid and CHIP 

In the CMS Interoperability and Patient Access final rule, we did not include Medicaid 

and CHIP FFS programs in the payer-to-payer data exchange policies. In that rule, we also did 

not specify how these data must be exchanged. As discussed in sections II.B.6.d. and II.C.7., and 
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in the Payer-to-Payer Data Exchange on FHIR section of the proposed rule, Medicaid and CHIP 

FFS programs can face unique circumstances that might make it more challenging for them to 

meet new requirements within the same timeframe as other payers. As a result, in our first phase 

of interoperability policy, we chose to limit the burden on these programs so they could focus 

their attention and resources on implementing the Patient Access and Provider Directory APIs. 

Now that we are looking to transition the payer-to-payer data exchange to an API, and 

understanding the fact that this new API will be leveraging the same data and technical 

standards, and nearly all the same implementation guides as the Patient Access API, we believe 

that requesting these programs to now implement this payer-to-payer data exchange via a Payer-

to-Payer API would not be as burdensome as it would have been had we required these FFS 

programs to implement a payer-to-payer data exchange that does not require an API in the CMS 

Interoperability and Patient Access final rule effective January 1, 2022. By the time these 

programs would need to start preparing to implement this new Payer-to-Payer API, they are 

expected to have implemented the Patient Access API, and they would thus be able to leverage 

the work done for that to make implementing this new API more manageable. As a result, we 

proposed to extend this requirement to Medicaid and CHIP FFS programs at 42 CFR 431.61(b) 

and 457.731(b), respectively. 

In the case of Medicaid and CHIP FFS programs, the state agency is the “payer” that can 

share patient data with other payers. As we discussed in more detail in section II.D.4. of the 

CMS Interoperability and Prior Authorization proposed rule, use of the Payer-to-Payer API 

could improve operational efficiencies for the state, thereby reducing burden for the state, and 

leading to better coordinated patient care and improved health outcomes. We thus expect the 

proposed Payer-to-Payer API requirement to lead to more effective administration of the state 

plan, and to better enable Medicaid and CHIP programs to ensure care and services are provided 
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in a manner that is consistent with their beneficiaries’ best interests. Ensuring that, at beneficiary 

request, information can follow Medicaid and CHIP beneficiaries as they enter the programs 

could potentially lead to better care coordination for these patients, and better continuity of care. 

It could also reduce burden for patients and health care providers. Payers would have additional 

information to share via the Patient Access API and the Provider Access API. As a result, 

patients would have more readily available information to support informed decision making, 

and health care providers would have more information about the care their patients are 

receiving. This could potentially lead to fewer duplicate tests or less time taken collecting and 

recollecting information about the patient during a visit. Any opportunity a state takes to evaluate 

the data from a patient’s previous payer could allow the state to avoid wasteful or unnecessary 

action that the previous payer may have already completed, such as an involved process or series 

of tests to support receipt of certain services. In this way, extending this Payer-to-Payer API to 

state Medicaid and CHIP programs could benefit them by helping them to operate more 

efficiently.  

Also, as discussed in the CMS Interoperability and Patient Access final rule (85 FR 

255664 through 25569), we believe there are numerous benefits for payers to be able to maintain 

a cumulative record of their current patients’ health information. If payers do so, they can make 

information available to patients and their health care providers and can help ensure that patient 

information follows patients as they move from provider to provider and payer to payer. We 

believed it was important to propose that Medicaid and CHIP FFS agencies facilitate this data 

access and sharing for their beneficiaries, so that the benefits of both the data sharing required in 

the final rule and the data sharing proposed in sections II.A. through the Patient Access API and 

II.B. through the Provider Access API of the CMS Interoperability and Prior Authorization 

proposed rule would extend to Medicaid and CHIP FFS beneficiaries in the same way across 
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other impacted payers. In this way, as a patient moves in and out of Medicaid or CHIP FFS, they 

will not lose access to their health information – that information would continue to follow them 

to new payers and health care providers by virtue of payers being able to send and receive their 

data and make it available to the patient and providers through these APIs.  

States operating Medicaid and CHIP programs may be able to access federal matching 

funds to support their implementation of this Payer-to-Payer API, because this API is expected to 

lead to more efficient administration of the Medicaid and CHIP state plans and improved care 

coordination and health outcomes for Medicaid beneficiaries consistent with sections 1902(a)(4) 

and 2101(a) of the Act, as discussed in more detail in section II.D.8.a. of the CMS 

Interoperability and Prior Authorization proposed rule. 

Consistent with the discussion regarding funding and the Provider Access API proposal 

discussed in section II.B. of the proposed rule and the DRLS and API APIs in section II.C., we 

do not consider state expenditures for implementing this Payer-to-Payer API proposal to be 

attributable to any covered item or service within the definition of “medical assistance.” Thus, 

we would not match these expenditures at the state’s regular federal medical assistance 

percentage. However, federal Medicaid matching funds under section 1903(a)(7) of the Act, at a 

rate of 50 percent, for the proper and efficient administration of the Medicaid state plan, might be 

available for state expenditures related to implementing this proposal for their Medicaid 

programs, because use of the Payer-to-Payer API would help ensure that payers can access data 

that could improve their ability to render Medicaid services effectively, efficiently, and 

appropriately, and in the best interest of the patient.  

States’ expenditures to implement these proposed requirements might also be eligible for 

enhanced 90 percent federal Medicaid matching funds under section 1903(a)(3)(A)(i) of the Act 

if the expenditures can be attributed to the design, development, or installation of mechanized 
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claims processing and information retrieval systems. Additionally, 75 percent federal matching 

funds under section 1903(a)(3)(B) of the Act may be available for state expenditures to operate 

Medicaid mechanized claims processing and information retrieval systems to comply with this 

proposed requirement.  

States request Medicaid matching funds under section 1903(a)(3)(A)(i) or (B) of the Act 

through the Advance Planning Document (APD) process described in 45 CFR part 95, subpart F. 

States are reminded that 42 CFR 433.112(b)(12) and 433.116(c) require them to ensure that any 

system for which they are receiving enhanced federal financial participation under section 

1903(a)(3)(A)(i) or (B) of the Act aligns with and incorporates the ONC Health Information 

Technology standards adopted in accordance with 45 CFR part 170, Subpart B. The Payer-to-

Payer API, and all APIs proposed in the CMS Interoperability and Prior Authorization proposed 

rule, complement this requirement because these APIs further interoperability through the use of 

HL7 FHIR standards proposed for adoption by ONC for HHS use at 45 CFR 170.215.47 And, 

states are reminded that 42 CFR 433.112(b)(10) explicitly supports exposed APIs as a condition 

of receiving enhanced federal financial participation under section 1903(a)(3)(A)(i) or (B) of the 

Act.  

Similarly, 42 CFR 433.112(b)(13) requires the sharing and re-use of Medicaid 

technologies and systems as a condition of receiving enhanced federal financial participation 

under section 1903(a)(3)(A)(i) or (B) of the Act. As noted in section II.B. of the CMS 

Interoperability and Prior Authorization proposed rule, CMS would interpret that sharing and re-

use requirement also to apply to technical documentation associated with a technology or system, 

such as technical documentation for connecting to a state’s APIs. Making the needed technical 

documentation publicly available so that systems that need to connect to the APIs proposed in 

                                                           
47 See SHO # 20-003, https://www.medicaid.gov/federal-policy-guidance/downloads/sho20003.pdf.  
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the CMS Interoperability and Prior Authorization proposed rule can do so would be required as 

part of the technical requirements at 42 CFR 431.60(d) for all proposed APIs in this final rule, 

including the Payer-to-Payer API.  

Separately, for CHIP agencies, section 2105(c)(2)(A) of the Act, limiting administrative 

costs to no more than 10 percent of CHIP payments to the state, would apply in developing the 

APIs proposed in the CMS Interoperability and Prior Authorization proposed rule.  

Again, we note that the temporary federal medical assistance percentage (FMAP) increase 

available under section 6008 of the Families First Coronavirus Response Act (Pub. L. 116-127) 

does not apply to administrative expenditures. 

In the CMS Interoperability and Patient Access final rule, the payer-to-payer data 

exchange is required for Medicaid managed care plans with an applicability date of January 1, 

2022 and codified at 42 CFR 438.62(b)(1)(vi) and (vii). Because the CMS Interoperability and 

Prior Authorization proposed rule proposed to require implementation and use of a Payer-to-

Payer API for Medicaid FFS programs, and to be consistent with the other provisions of the rule, 

we proposed to codify the requirement for states in connection with Medicaid FFS programs at 

42 CFR 431.61(b), amend the requirement specific to Medicaid managed care plans at 42 CFR 

438.62(b)(1)(vii) to sunset the requirements at 438.61(b)(1)(vi) when the new requirements take 

effect with the rating period beginning on or after January 1, 2023, and revise 42 CFR 

438.242(b)(7) to add a requirement for Medicaid managed care plans to comply with the 

requirement imposed on Medicaid FFS program using a cross reference to 42 CFR 431.61. 

Codifying the requirement for Medicaid managed care plans this way would ensure that the same 

standards for payer-to-payer data exchange apply across the Medicaid program, regardless of 

whether it is through the FFS or managed care delivery system. Similarly, we proposed revisions 

to the CHIP managed care regulations in the CMS Interoperability and Prior Authorization 
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proposed rule to require CHIP managed care entities to comply with the requirement for an API 

for payer-to-payer data exchanges that applies to CHIP FFS programs; the CHIP managed care 

entities would also have to comply by the rating period beginning on or after January 1, 2023. 

We proposed to codify this policy for CHIP managed care entities at 42 CFR 457.1233(d)(4) 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242). Because CHIP managed care entities are required by current 

42 CFR 457.1216 to comply with 42 CFR 438.62, our proposed revisions to 42 CFR 438.62 (for 

Medicaid managed care plans) would also apply to CHIP managed care entities. 

We received public comments on the payer-to-payer data sharing in Medicaid and CHIP 

proposals. The following is a summary of the comments we received and our responses. 

Comment: Commenters supported extending the Payer-to-Payer data sharing policy to 

state Medicaid and CHIP FFS programs and note that the Payer-to-Payer exchange will help with 

COBs and dual eligible beneficiaries as well as enabling the movement of patients between FFS 

and managed care plans. A commenter recommended CMS consider how to extend support to 

states, including technical assistance, to ensure they have the resources in place to implement 

these requirements by the proposed compliance date. One commenter noted that in several states, 

some services (for example, behavioral health) are carved out of managed care plans and instead 

are covered through FFS programs, therefore the timing of the API policies and requirements for 

managed care organizations and CHIP plans should be aligned to ensure a coordinated approach 

for affected beneficiaries. One commenter requested that CMS not finalize this requirement at 

this time as adding state Medicaid and CHIP FFS to this Payer-to-Payer exchange adds 

complexity that may not be offset by its benefits. 

Response: We appreciate commenters’ support of the Payer-to-Payer requirements and 

maintains the benefits of the Payer-to-Payer data exchange for Medicaid and CHIP patients will 
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be worth the states’ efforts to implement these new requirements in their Medicaid and CHIP 

programs. We will consider methods and are open to suggestions for providing support and 

technical assistance to help states meet all requirements by the compliance date, particularly 

states that may need support or flexibility due to state-specific provisions.  

After consideration of the comments and for the reasons outlined in the proposed rule, we 

are now finalizing the requirement for states in connection with Medicaid FFS programs at 42 

CFR 431.61(b), amending the requirement specific to Medicaid managed care plans at 42 CFR 

438.62(b)(1)(vii) to sunset the requirements at 438.61(b)(1)(vi) when the new requirements take 

effect with the rating period beginning on or after January 1, 2023, and revised 42 CFR 

438.242(b)(7) to add a requirement for Medicaid managed care plans to comply with the 

requirement imposed on Medicaid FFS program using a cross reference to 42 CFR 431.61. We 

are also finalizing revisions to the CHIP managed care regulations to require CHIP managed care 

entities to comply with the requirement for an API for payer-to-payer data exchanges that applies 

to CHIP FFS programs by the rating period beginning on or after January 1, 2023. We are 

codifying this policy for CHIP managed care entities at 42 CFR 457.1233(d) (finalized as 

applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) 

to 42 CFR 438.242) and our finalized revisions to 42 CFR 438.62 (for Medicaid managed care 

plans) also apply to CHIP managed care entities. 

4. Enhancing the Payer-to-Payer Data Exchange – Payer-to-Payer API 

In the CMS Interoperability and Patient Access final rule, we established a payer-to-

payer data exchange that required certain impacted payers to share clinical data as defined in the 

USCDI version 1 data set with the approval and at the direction of a current or former 

beneficiary or enrollee. We did not require that this data exchange take place using an API, 

though we encouraged payers to look at an API solution. In the CMS Interoperability and Prior 
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Authorization proposed rule, we proposed enhancements to this payer-to-payer data exchange in 

two ways. First, we proposed that this payer-to-payer data exchange take place via an API. 

Second, we proposed impacted payers to make available, at a minimum, not only the USCDI 

version 1 data, but also claims and encounter data (not including cost information) that the payer 

maintains with a date of service on or after January 1, 2016, conformant with the same IGs 

proposed for these data types in sections II.A. and II.B. of this rule, as well as information about 

pending and active prior authorization decisions, beginning January 1, 2023 (for Medicaid 

managed care plans and CHIP managed care entities, by the rating period beginning on or after 

January 1, 2023) via this standards-based Payer-to-Payer API. This Payer-to-Payer API was 

proposed to use the technical standards and the same base content and vocabulary standards used 

for the Patient Access API. We proposed to codify these requirements for Medicaid and CHIP 

FFS programs at 42 CFR 431.61(b) and 42 CFR 457.731(b), Medicaid managed care plans other 

than NEMT PAHPs at 42 CFR 438.242(b)(7), CHIP managed care entities at 42 CFR 

457.1233(d)(4) (finalized as applicable to CHIP managed care entities via an existing cross-

reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and QHP issuers on the FFEs at 45 CFR 

156.221(f)(2). Ultimately, we believe sharing this information across payers can improve 

operational efficiencies, reduce unnecessary care, reduce care costs, and improve patient 

outcomes.  

Consistent with what was finalized in the CMS Interoperability and Patient Access final 

rule, impacted payers who receive these data would be required to incorporate the data into the 

payer’s records about the beneficiary or enrollee, making these data part of the data maintained 

by the receiving payer. We note that CMS did not propose to require that the receiving payer to 

specifically review or act on the data received from other payers. As explained in the CMS 

Interoperability and Patient Access final rule for the Payer-to-Payer Data Exchange, payers could 



CMS-9123-F  245 

choose to indicate the part of a data exchange that was received from a previous payer so a future 

receiving payer, health care provider, or even patient, would know where to direct questions 

(such as how to address contradictory or inaccurate information); and we proposed that the same 

principle would apply to this enhancement. As noted in the CMS Interoperability and Patient 

Access final rule (85 FR 25566), impacted payers would be under no obligation to review, 

utilize, update, validate, or correct data received from another payer. However, if a payer should 

choose to review or otherwise use received data, the payer would not be prohibited from doing 

so under any of the policies in the proposed rule.  

We believe a patient’s current payer is in an optimal position to maintain a cumulative 

record for the patient and facilitate that record following the patient through their health care 

journey. Whereas patients may see many health care providers, patients’ payers have a more 

holistic view of a patient’s care across providers over time. We noted that, under the policies in 

the proposed rule, impacted payers would not be required to exchange any cost information, such 

as enrollee cost-sharing and provider remittances. While there could be some value to patients 

accessing this cost information via the Patient Access API, sharing this cost information between 

payers would have only limited beneficial impact on care coordination. We believe that sharing 

claims and encounter information without the cost details, however, could complement the 

clinical data as defined in the USCDI by providing more information to support care 

coordination and efficient operation, including, for example, information about the patient’s care 

history. As we discussed in the CMS Interoperability and Patient Access final rule (85 FR 

25523), and in section II.B. of the CMS Interoperability and Prior Authorization proposed rule 

(85 FR 82598), claims and encounter data, used in conjunction with clinical data, can offer a 

broader and more holistic understanding of an individual’s interactions with the health care 

system.  
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In addition, we believe it would be highly valuable for payers to share pending and active 

prior authorization decisions generally, and particularly when a patient enrolls with a new payer. 

Currently, when a patient enrolls with a new payer, little to no information is sent from the 

previous payer to the new payer about the prior authorization decisions the previous payer made 

or was in the process of making relevant to the patient’s ongoing care. While some previous 

payers will make this information available to the new payer upon request, most new payers do 

not request such information. Instead, most payers with a newly enrolling patient require the 

treating health care provider to request a new prior authorization, even for items or services for 

which a patient has a valid and current prior authorization approval. The burden of repeating the 

prior authorization process with the new payer falls on the health care provider and patient, 

which often impedes continuity of care, impacting patient outcomes and complicating care 

coordination. In addition, it adds burden to payers who must expend time and effort to review a 

potentially unnecessary and duplicative prior authorization request. While we did not propose to 

require that the new payer that would receive the prior authorization information and 

documentation under this proposal to specifically consult this information, at the very least this 

information would now form part of the patient’s cumulative record and thus be available to be 

shared by the payer with the patient and the patient’s care team. Should a payer choose to consult 

this information, it could reduce payer, health care provider, and patient burden, and possibly 

cost, over time. If a new payer consulted this information, it could mean fewer prior 

authorization requests the health care provider needs to send and the payer needs to process. 

Patients would not have to wait for a new prior authorization for an item or service they have 

already demonstrated they need and would benefit from. This is especially true of patients with 

chronic conditions who are changing payers. As a result, sharing this information between payers 
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could have a significant impact on payers, providers, and patients. Payers and health care 

providers could see reduced burden, and patients could experience better, continuous care.  

We discussed prior authorization and our proposals regarding prior authorization 

processes in more depth in section II.C. of the proposed rule. As part of this Payer-to-Payer API 

proposal, we proposed at 42 CFR 431.61(b) for Medicaid FFS, at 42 CFR 438.242(b)(7) for 

Medicaid managed care, at 42 CFR 457.731(b) for CHIP FFS, at 42 CFR 457.1233(d)(4) for 

CHIP managed care, and at 45 CFR 156.221(f)(2) for QHP issuers on the FFEs to require all 

impacted payers make available pending and active prior authorization decisions (and related 

clinical documentation and forms) via the Payer-to-Payer API. using the HL7 FHIR Da Vinci 

Payer Coverage Decision Exchange (PCDE)48 IG proposed at 45 CFR 170.215(c)(4) and 

integrate this information into the patient’s record for review and consideration. For purposes of 

this rule, “active prior authorization decisions” means prior authorizations that are currently 

open, and being used to facilitate current care, and are not expired or no longer valid. By 

“pending prior authorization decision,” we mean prior authorizations that are under review, 

either pending submission of documentation from the health care provider, or being evaluated by 

the payer’s medical review staff, or for another reason have not yet had a determination made. 

As discussed in section II.A.2. of the proposed rule, when we say “items and services,” for 

purposes of the rule, we are talking about items and services excluding prescription drugs and/or 

covered outpatient drugs. “Status” of the prior authorization means information about whether 

the prior authorization is approved, denied, or if more information is needed to complete the 

request. We proposed that impacted payers, consistent with the proposals for the Patient Access 

API in section II.A. and the Provider Access API in section II.B. of the proposed rule, limit 

                                                           
48 HL7 International. (n.d.). Da Vinci Payer Coverage Decision Exchange (PCDE) FHIR IG. Retrieved from 

http://www.hl7.org/fhir/us/davinci-pcde/history.cfml. 
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sharing to pending and active authorizations to reduce the volume of outdated or irrelevant 

information shared between payers. We proposed that this documentation would include the date 

the prior authorization was approved, the date the authorization ends, as well as the units and 

services approved and those used to date. 

We requested comment on this proposal. 

With regard to the implementation of this provision, we note that payers are already 

subject to the Patient Access API requirement which was finalized at 42 CFR 422.119(a) through 

(e) for MA organizations, 42 CFR 431.60(a) through (e) for Medicaid FFS, 42 CFR 

438.242(b)(5) for Medicaid managed care, 42 CFR 457.730(a) through (e) for CHIP FFS, 42 

CFR 457.1233(d) for CHIP managed care, and at 45 CFR 156.221(a) through (e) for QHP 

issuers on the FFEs (85 FR 25558 through 25559). Further, we proposed the same content and 

compliance with the same technical standards, the same documentation requirements, and the 

same discontinuation and denial of access requirements for the Patient Access API (discussed in 

section II.A. of the proposed rule) and the Provider Access API (discussed in section II.B. of the 

proposed rule) as we proposed for the Payer-to-Payer API. This degree of overlap and use of the 

same requirements should ease the burden for payers in developing and implementing these 

various APIs. 

In addition, all of these APIs will need to be conformant with the same IGs finalized for 

claims and encounter data as well as the USCDI version 1 data as discussed in section II.A. for 

the Patient Access API and section II.B. of this rule for the Provider Access API. The Patient 

Access API, in particular, provides the foundation necessary to share claims, encounter, and 

clinical data. Because the same data elements would be exchanged through all three APIs, payers 

would have already formatted these data elements and prepared their systems to share these 

standardized data via a FHIR-based API, doing much of the work needed to implement this 
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Payer-to-Payer API. As a result, we believe payers would have devoted the development 

resources needed to stand up a FHIR-based API infrastructure that could be adapted for 

expanded interoperability use cases after 2021, when they have implemented the Patient Access 

API. 

However, we proposed that the Payer-to-Payer API and the Patient Access and Provider 

Access APIs be conformant with different IGs for sharing prior authorization decisions. In 

sections II.A. and II.B. of this rule, we proposed that the Patient Access and Provider Access 

APIs would need to be conformant with the PDex IG when sharing prior authorization decisions 

with patients and health care providers, respectively. We proposed to require the Payer-to-Payer 

API be conformant with the PCDE IG when sharing this information because we believed this 

IG addresses data sharing between payers more specifically and PDex would be better suited for 

an exchange from a payer to patients and providers. In addition to these proposals, we also 

sought comment for possible future rulemaking on the extent to which we should consider 

explicitly requiring payers to demonstrate that they have reviewed and considered these previous 

prior authorization decisions and associated clinical documentation from a patient’s previous 

payer before requiring patients to undergo a new prior authorization process. Such a requirement 

could minimize the possibility of duplicate testing for the purposes of reaffirming coverage or 

renewing a prior authorization for a covered benefit that is part of the patient’s current care plan. 

As discussed in section II.C. of the proposed rule, health care providers experience burden when 

navigating through each payer’s set of prior authorization policies or rules. It is a burden to 

payers to administer a prior authorization process. In addition, requiring a new prior 

authorization can also delay patient care. We also sought comment for possible future 

rulemaking on whether to, in the alternative, require payers to honor a previous payer’s active 

prior authorization decisions at the time the beneficiary or enrollee moves from one payer to a 
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new payer for some length of time, such as 30, 45, or 60 days, or if there are situations where this 

may not be possible or appropriate and why.  

We received public comments on the payer-to-payer data exchange on FHIR proposals. 

The following is a summary of the comments we received and our responses. 

Comment: Commenters expressed support for the Payer-to-Payer API requirements. One 

commenter supports CMS’ assertion that this requirement will encourage data sharing between 

impacted payers, therefore improving patient access to their health information. One commenter 

believes that future payer-to-payer APIs will allow for improved outcomes to be achieved if the 

APIs allow patients data to move with them. In particular, the ability to transfer pending prior 

authorizations will remove barriers to timely care such as requiring patients to resubmit 

duplicative forms and reports. One commenter noted that without this requirement the burden is 

shifted to the states and payers to coordinate the exchange standard, which could result in various 

methods of exchange throughout the country and be counter to the ONC and CMS goal of 

interoperability.  

One commenter noted that the flow of information is especially relevant for pregnant 

patients and appreciates the efforts of CMS to provide seamless transition from payer-to-payer 

through a separate API. The commenter recommend CMS implement the payer-to-payer data 

exchange in a way that promotes secure record sharing and helps reduce Medicaid churn. 

Response: We appreciate commenters’ support of the Payer-to-Payer Data Exchange API 

requirements and thank the commenters for their insights. We agree that data sharing between 

payers will improve patient access to their health information and streamline coverage 

transitions. 

We note that while we sought comment on the extent to which we should consider 

explicitly requiring payers to demonstrate that they have reviewed and considered previous prior 
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authorization decisions and associated clinical documentation from a patient’s previous payer 

before requiring patients to undergo a new prior authorization process, we did not propose, and 

thus would not require that of impacted payers in this final rule. Thus, patients and health care 

providers may still need to submit duplicate information. However, we note that the payer must 

include these data in the record it maintains for each beneficiary or enrollee, and the Patient 

Access API provides patients with the ability to maintain a comprehensive copy of their health 

information and, as they see fit, share with providers. Payer-to-payer data exchange is intended 

to provide a baseline of key data that a payer and associated health care providers can use to 

sustain continuity of care across the patient's transition from payer to payer. 

Comment: Commenters expressed concern with the Payer-to-Payer API, noting that 

clinical data that is transferred from payer-to-payer will always be incomplete. They believe that 

the patient is better suited than the payer to be the point of access for data exchange as the payer 

will be unable to represent a full medical picture. One commenter notes that CMS’ 

characterization of “payers [providing a] more holistic view of a patient’s care across providers 

over time” is not necessarily accurate, stating that enrollees and beneficiaries who do not receive 

insurance through their employer may go with the least expensive option during each open 

enrollment, which may change from year to year. Additionally, patients who do receive 

insurance through their employer may change payers with each new job. Additionally, payer 

information can be complex and erroneous, and data stored with health care providers is the 

optimal source clinical data about a patient’s health care. They encourage CMS to avoid 

characterizing payer records as the most accurate and helpful for patients. 

One commenter noted that as members share data across payers, this will result in an 

enormous amount of data accumulating and being exchanged and that CMS should consider 

ways to streamline and store that information. 
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Response: We thank the commenters for sharing these concerns and giving us the 

opportunity to address them here. We recognize that patients should always be at the center of 

their care and, in many cases, may be well suited to be the shepherd of their health care 

information. However, a patient-facilitated model assumes that every patient, or every patient 

advocate or caregiver, is capable of mediating these transactions and knowledgeable of their 

medical and treatment history. This is not the case for a significant number of patients. Not all 

patients are able to collect and maintain their healthcare information, and many have to rely on 

memory to recall critical health information which can introduce unnecessary risk during 

emergency situations or even in routine doctor visits. Payers are uniquely suited to support 

patients in this regard because they have a direct link to the patient (as their enrollee or 

beneficiary) and to the health care provider as they negotiate payment for a given item or service. 

In this way, payers are able to track patient health across providers and maintain a record of what 

items, services and prescription drugs the patient has utilized. We understand and agree that this 

data, particularly clinical data, may be incomplete and not give a full picture of the patient’s care 

history, but as patients accumulate their health data across payers, it will provide a more 

complete picture of a patient’s health than they might otherwise have access to, and through this 

policy, patients can take that data with them as they move from one payer to another. In this way, 

even patients who may change coverage from year to year, or with the change of employment, 

and patients who change health care providers often or have many providers in their care team, 

can take their data with them during those transitions.  

Payer-to-payer data exchange is intended to provide a baseline of key data that a payers, 

patients and associated health care providers can use to sustain continuity of care across the 

patient's transition from payer to payer. 
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We agree with the commenter that the amount of data will increase over time, and have 

accounted for that in our burden estimates. However, we believe with the use of cloud storage 

and other modern solutions, this should not introduce too high a burden on payers.  

Finally, we note that in the CMS Interoperability and Patient Access final rule, we 

finalized our pay-to-payer data exchange policy. We did not specify an API standard for data 

sharing in that final rule, however, understanding at the time that there may be a variety of 

transmission solutions that payers could employ to meet this requirement (85 FR 25568 through 

25569). In addition, at 42 CFR 422.119(f)(1)(iii), 438.62(b)(1)(vi)(C) (and by cross-reference 

from 42 CFR 457.1216), and at 45 CFR 156.221(f)(1)(iii), we specified that a payer is only 

obligated to send data received from another payer under this policy in the electronic form and 

format it was received. In this final rule, we are finalizing our requirement for impacted payers to 

implement and maintain a FHIR-based API conformant to the specified IGs starting January 1, 

2023 as proposed. We note that payers may have already begun patient data exchange in 2022, 

and that some of that data may not be formatted for FHIR-based exchange according to the 

specified IGs since FHIR-based exchange was not required at the time. We do not wish to add 

burden and require that data in a non-FHIR-based format continue to be sent payer-to-payer, 

therefore we are finalizing that, similar to our policy in the CMS Interoperability and Patient 

Access final rule for data sharing with patients, payers are only obligated to send data received 

from another payer under this policy if the data was received via FHIR. 

Comment: Commenters provided feedback on CMS’ proposal to require the use of the 

PCDE implementation guide for the payer-to-payer API. A commenter noted that, if finalized, 

the Bulk Data for PCDE IG will require significant enhancements to the current IG, as the 

current IG provides information on active treatment for a single patient. They recommend that 

the PCDE IG be finalized for individual, rather than bulk, access for the payer-to-payer API. One 
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commenter noted that the PCDE IG was designed to take advantage of the HIPAA right for 

payers to exchange information for coordination of care without the need for patient 

authorization. The commenter suggests that CMS consider whether coordination between current 

payers requires patient consent and if it does, restrict the coordination activity to PCDE. Another 

commenter recommends that the Payer-to-Payer API IGs be modified to allow the exchange of 

Bulk Data.  

Response: We proposed the Payer Coverage Decision Exchange (PCDE) Implementation 

Guide: Version STU 1.0.0 for the Payer-to-Payer API because we believed this IG would address 

data sharing between payers more specifically than the PDex IG we proposed, and are finalizing 

for the Patient Access API and Provider Access API. We note that while the PCDE IG does 

support payer-to-payer data sharing, it does not currently support the exchange of prior 

authorization information. Therefore, while we are finalizing the requirement that all impacted 

payers make available pending and active prior authorization decisions (and related clinical 

documentation and forms) via a Payer-to-Payer API, we will not require the use of the HL7 

FHIR Da Vinci Payer Coverage Decision Exchange (PCDE) IG for pending and active prior 

authorization decisions (and related clinical documentation and forms) exchanged via the Payer-

to-Payer API at this time. We anticipate that forthcoming versions of the PCDE IG will support 

this functionality and, consistent with the Standards Version Advancement Process described in 

the ONC 21st Century Cures Act proposed rule (84 FR 7424), as finalized, we suggest that 

payers use the PCDE IG when a version that supports the exchange of pending and active prior 

authorization decisions becomes available. While we are not finalizing the PCDE IG, we are 

finalizing the HL7 FHIR Consumer Directed Payer Data Exchange (CARIN IG for Blue 

Button®) and PDex IGs for the Payer-to-Payer API. 



CMS-9123-F  255 

Comment: One commenter supported CMS’ proposal to require impacted payers to 

exchange claims and encounter data, the subset of clinical data defined in the USCDI version 1 

and pending and active prior authorization decisions. Another commenter notes that in the 

proposed rule, CMS references a sub-set of clinical data as defined in the USCDI version 1, 

however USCDI will likely be on Version 2 or beyond by the implementation date. The 

commenter encouraged CMS to revise this language to say “the current version of USCDI” for 

future clarification.  

Response: We appreciate the comment on supporting future USCDI versions in the rule. 

As discussed in section II.A. of this final rule, we agree with the commenters and are finalizing a 

modification to this language to refer to “data classes and elements included in the USCDI 

standard at 45 CFR 170.213”. 

Comment: One commenter recommended that the Payer-to-Payer data exchange API 

include the requirement to exchange information that is not in the API format by using the FHIR 

Document Reference resource, which would allow payers to attach documents for exchange. The 

commenter noted that this requirement will allow payers to utilize only the Payer-to-Payer API 

and not require other exchange methods for information received and exchanged in the form and 

format in which it was received. One commenter noted that CMS’ proposed requirement for 

payers to integrate other payers’ data and the source of this data within its records would be 

challenging to automate. 

Response: We recognize the commenters’ concerns regarding he form and format that 

data is received, and acknowledge the request to use the FHIR Document Reference for data not 

received or maintained in FHIR. We note that while the FHIR Document Reference is a valuable 

resource for sharing certain data, it should not replace the payer’s obligation to format the data 

required by this rule for a FHIR-based API exchange. We also note that payers may have already 
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begun patient data exchange in 2022 as part of the CMS Interoperability and Patient Access final 

rule, and that some of that data may not be formatted for FHIR-based exchange according to the 

specified IGs since FHIR-based exchange was not required as part of the payer-payer data 

exchange policy in the CMS Interoperability and Patient Access final rule (85 FR 25564- 

25569). We do not wish to add burden and require that data in a non-FHIR-based format 

continue to be sent payer-to-payer, therefore we are finalizing that, similar to our policy in the 

CMS Interoperability and Patient Access final rule (85 FR 25567) for data sharing, payers are 

only obligated to send data received from another payer under this policy if the data was received 

via FHIR. In this way, a payer would not be requested to receive paper records from another 

payer under this policy and then in turn share those paper records with another payer in the 

future. If the payer received a patient’s information via an API, the payer must share it via an 

API if the payer they are sending to has the capacity to receive it. 

Comment: One commenter requested clarification on how future proposed changes 

would differ from current standards, whether new standards would be specific to electronic prior 

authorizations through the PAS API, and whether new standards would be duplicative or replace 

existing standards. Additionally, a commenter requests clarification on which prior authorization 

policies are required by the impacted payer. The commenter specifically requested clarification 

on how any future proposed changes would differ from the current standards, whether new 

standards would be specific to electronic prior authorizations through the PAS API, and whether 

new standards would be duplicative or replace existing standards. 

Response: We previously finalized that certain payers exchange a sub-set of their clinical 

information as defined in the US Core for Data Interoperability (USCDI) version 1, and noted 

the USCDI version 1 will be the initial standard applicable under this CMS Interoperability and 

Patient Access final rule (85 FR 25539).  
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Comment: One commenter expressed concern that the information payers would be 

required to share through the Payer-to-Payer API would be time-consuming and labor intensive 

to implement due to the level of detail. The commenter specifically noted the requirement to 

include an accounting of the units and services used to date by the patient as onerous. The 

commenter suggested CMS require only the approved number units for a specific prior 

authorization and not the units and services used to date. 

Regarding the inclusion of prior authorization information in the payer-to-payer API, one 

commenter recommended that CMS not finalize this requirement as it would be a significant 

systematic burden. 

Response: We appreciate the comment that the required information to share through the 

Payer-to-Payer API would be time-consuming and labor-intensive to implement due to the level 

of detail. The IGs referenced in the rule have included a significant number of payers as part of 

their development. Significant effort and discussion occurred during the open standards 

development of the IGs to address payer concerns and reach agreement on the type of data that 

payers can support. Implementing all of these new policies will require labor, but the benefit (as 

laid out in dollar figures in the COI/RIA sections of the rule) is that moving towards open 

standards, increasing interoperability, and enhancing the sharing of data, will, in the long term, 

decrease burden on payers and providers, and will improve care for patients. We recommend that 

payers fully engage with the HL7 standards development process so that their concerns are heard 

and can be addressed during IG development.   

Comment: One commenter noted that the focus of the payer-to-payer API should be on 

supporting the sharing of information across payers. The commenter recommended that CMS 

also adopt a requirement for health care providers to implement and maintain various APIs for 
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other information, such as data originally derived from EHRs. This information could be shared 

with other providers, consumers, and payers through a suite of provider APIs.  

Response: We note that while we did not make specific proposals regarding provider 

adoption and use of APIs as part of the payer-to-payer data exchange proposals, we did seek 

comment on ways we can encourage or require providers to adopt APIs to support prior 

authorization and data sharing in the CMS Interoperability and Prior Authorization proposed rule 

(85 FR 82638-82639). We received comments on this RFI and will consider them for future 

rulemaking. We believe this final rule is a critical first step in our roadmap to improving prior 

authorization and data exchange. The future of our roadmap includes engaging providers, and 

health IT developers in adoption of this technology.  

Comment: Commenters supported the requirement to implement a FHIR-enabled payer-

to-payer API and offered several recommendations. One commenter requested more guidance on 

issues related to security, such as whether member-patient consent will require the same level of 

security as the Patient Access API. The commenter also recommended that CMS should clearly 

describe the scope of data access and how individual consent will impact the way bulk data 

exchange is managed. 

One commenter suggested CMS provide guidance on how health plans can integrate use 

of these APIs into current workflows and business arrangements while also addressing the 

burden on health plans to manage these processes. Another commenter recommended against 

codifying the 4.0.1 version of the FHIR standard, as this version will be soon superseded by 

future versions of FHIR.  

Commenters suggested that CMS not finalize the payer-to-payer API and data exchange 

at enrollment requirements, including prior authorization information, to be effective January 1, 
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2023. Instead they suggest CMS stagger the implementation dates, beginning no earlier than 

January 1, 2024. 

Response: We thank commenters for sharing their support of the FHIR-based API, their 

recommendations around security and consent, and their concerns about burden and timing of 

implementation. We will take these considerations into account when moving forward with the 

requirements and will consider providing more specific guidance to support payers in 

implementing the requirements by the final effective date.  

Regarding the comment related to the adoption of FHIR R4, we note that in the CMS 

Interoperability and Patient Access final rule, and in ONC’s 21st Century Cures Act final rule, we 

adopted FHIR R4. We also aligned with the Standards Version Advancement Process described 

in the ONC 21st Century Cures Act proposed rule (84 FR 7424), which would allow payers to 

advance to a more recent version of the standard. 

Comment: In addition to our proposals, we also sought comment for possible future 

rulemaking on several aspects of data sharing between payers that we may consider for future 

rulemaking. Commenters supported future rulemaking that would require payers to demonstrate 

that they have reviewed a previous payer’s prior authorization decisions before requiring patients 

to begin a new prior authorization process, particularly for children, and especially in cases 

where only the payer is changing but the patient is remaining with the same health care provider. 

Some commenters agreed that payers should honor a previous payer’s active prior authorization 

decisions for a specific time frame. A commenter suggests this timeframe be at least the initial 

60 days of a beneficiary’s or enrollee’s coverage under a new health plan. 

Another commenter supported the proposal for payers to consider prior authorization 

information received from previous payers when making new prior authorization determinations. 
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The commenter noted that an established course of care should be followed without necessitating 

duplicative electronic prior authorizations.  

One commenter noted CMS should not require an impacted payer to honor prior 

authorizations from previous payers. Some commenters expressed concern about the process for 

honoring existing prior authorizations from an operational and compliance standpoint, 

particularly in instances where payers may have different standards. Commenters also noted that 

ongoing treatment requires an expedited medical necessity determination unless new clinical 

information is provided or a change in disease status occurs and that clinical criteria change 

frequently as new scientific studies are published, which often requires an evaluation of 

treatment necessity based on the most recent and best medical practices available, and it would 

be difficult for Medicaid and CHIP FFS programs to honor an authorization from the 

beneficiary’s previous plan. 

One commenter recommended that CMS conduct additional study and consultation with 

stakeholders before implementing the requirement for PAs to follow a patient when they change 

to a new payer. Another recommended that CMS explore options to improve the transition of 

prior authorizations between different payers. 

Response: We thank the commenters for expressing their comments. We note that we did 

not make any proposals, and are therefore not finalizing any policies in this regard, however, we 

appreciate the commenters’ feedback and will consider it for future projects. 

5. Payer-to-Payer API—Sharing Data at Enrollment 

As finalized in the CMS Interoperability and Patient Access final rule, the payer-to-payer 

data exchange is initiated at the direction of the patient. In section II.D. of the CMS 

Interoperability and Prior Authorization proposed rule, we discussed proposed enhancements to 

this patient-directed data sharing and noted this data exchange would now require the use of an 
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API and include additional data to be shared. In addition to this case-by-case, patient-directed 

data sharing, however, we also proposed a second, new Payer-to-Payer API data sharing 

opportunity that would be offered to all patients receiving coverage from a payer impacted by 

this proposed rule as an option at the time of enrollment with a new payer, if both the current 

payer and new payer would be subject to the requirements in this proposal. We proposed to 

codify this new Payer-to-Payer API requirement at 42 CFR 431.61(c) for Medicaid FFS, at 42 

CFR 438.242(b)(7) for Medicaid managed care, at 42 CFR 457.731(c) for CHIP FFS, at 42 CFR 

457.1233(d)(4) (finalized as applicable to CHIP managed care entities via an existing cross-

reference at 42 CFR 457.1233(d) to 42 CFR 438.242) for CHIP managed care, and at 45 CFR 

156.222(b) for QHP issuers on the FFEs. We proposed that this exchange be offered to patients 

receiving coverage from payers impacted by the proposed rule as an option when they enroll 

with a new payer. We proposed that the new payer, if an impacted payer under the proposed rule, 

could then request the data from the previous payer for patients who opt-in to this data sharing 

via the Payer-to-Payer API.  

In section II.D. of the CMS Interoperability and Prior Authorization proposed rule, we 

proposed the following if a patient enrolls during a specified annual open enrollment period, or, 

for a payer that does not have such an enrollment period, during the first calendar quarter of each 

year. If such a patient opts-in to having their new payer obtain the applicable data from their 

previous payer at this specified time, we proposed to require that impacted new payers request 

such data from the previous payers via the Payer-to-Payer API using the HL7 FHIR Bulk Data 

Access (Flat FHIR) specification within one week of the end of the enrollment period or the first 

calendar quarter of each year. The previous payer, if an impacted payer, would be required to 

respond to this request within one business day of receiving the request.  
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We do recognize that not every impacted payer has a dedicated annual open enrollment 

period. For those payers, we proposed in the CMS Interoperability and Prior Authorization 

proposed rule that the opt-in Bulk data sharing occur at the end of the first calendar quarter of 

each year. We sought comment on whether this is the best time to require the data sharing for 

such payers. Based on our experience with Bulk data sharing discussed in section II.B.4. of the 

CMS Interoperability and Prior Authorization proposed rule, and based on discussions with 

payers and technology developers, we believe the efficiencies afforded by having at least one 

time per year where payers could facilitate this data sharing and employ the Bulk specification to 

leverage the opportunity to make data available for as many patients as possible at one time 

could be potentially significant because such an asynchronous data sharing option could limit 

drain on system resources and promote a dedicated and efficient opportunity each year to ensure 

patients have their health information follow them as they move from payer to payer, permitting 

better care coordination and potentially better health outcomes. Therefore, we sought comment 

on how best to operationalize this across impacted payers. We also sought comment on whether 

the timeframes for the new payer requesting these data – within one week of this enrollment or 

other defined period ending – and the old payer sending these data – within one business day of 

receiving the request – are the optimal timeframes and what other timeframes payers may want 

us to consider. Would payers be able to accommodate a shorter request timeframe – such as one 

to three business days after the end of the defined enrollment period? Or, do payers need more 

than one business day to respond to a request? If so, would payers want to have a one week 

turnaround for data requests? We do think it is important for patient data to move to the new 

payer as soon as possible to facilitate care coordination, and to ensure the patient’s data is 

available to their health care providers and to them, hence our current proposal. We also sought 
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comment on whether we should consider any other factors regarding the process and timeline for 

this Payer-to-Payer API data sharing at enrollment. 

Efficient data sharing between payers would ensure that information that could support 

payer operations and benefit patient care is available to a new payer at the very start of the 

patient’s care covered by a new payer. This could facilitate care coordination and continuity of 

care. We proposed, section II.D. of the CMS Interoperability and Prior Authorization proposed 

rule, a requirement that the new payer adopt a process to obtain the name of a beneficiary or 

enrollee’s previous payer, or concurrent payer if the beneficiary or enrollee has coverage through 

more than one payer, as part of the enrollment process. We proposed that, subsequently, the new 

payer would be required to receive the beneficiary or enrollee’s clinical data as defined in the 

USCDI version 1 and adjudicated claims and encounter data, as well as pending and active prior 

authorization decisions, from the previous or concurrent payer, if that payer maintains such data 

for the relevant beneficiary or enrollee. 

As we proposed in the CMS Interoperability and Prior Authorization proposed rule, 

impacted payers would be required to maintain a process for capturing data about each patient’s 

previous payer and concurrent payer (if there is one) at enrollment to facilitate this payer-to-

payer data sharing. While we wish to leave it to each impacted payer how they choose to 

implement capturing this information, we sought comment on potential solutions to support 

payers in obtaining this previous and concurrent payer information in an effort to provide all 

impacted payers with options to consider. As to concurrent payers, we anticipate that many 

payers already have a process in place to request and update information of this sort for 

coordination of benefits or to implement Medicare Secondary Payer requirements (if applicable), 

and we wish to allow payers to maintain their current processes if that is beneficial and feasible 

when incorporating the use of the Payer-to-Payer API into this process. 
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We proposed at 42 CFR 431.61(c)(5) for Medicaid FFS, at 42 CFR 438.242(b)(7) for 

Medicaid managed care, at 42 CFR 457.731(c)(5) for CHIP FFS, at 42 CFR 457.1233(d)(4) 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242) for CHIP managed care, and at 45 CFR 156.222(b)(5) for QHP 

issuers on the FFEs, that payers put a process in place to allow beneficiaries or enrollees to opt-in 

to this payer-to-payer data sharing at enrollment, similar to the opt-in proposal under the 

Provider Access APIs detailed in section II.B. of the proposed rule. If beneficiaries or enrollees 

do not actively opt-in, impacted payers would not be required to share their data through the 

Payer-to-Payer API as described under this proposal. This means that only at the defined 

enrollment period, or at the end of the first calendar quarter for payers that do not have a defined 

enrollment period, are impacted payers required under this proposal to have a process in place to 

capture a patient’s preference to opt-in to this data sharing under this proposal. If a patient would 

like their data shared with another payer at another time throughout a given year, the patient 

could request that data exchange under the enhanced payer-to-payer data exchange proposal 

discussed in section II.D.4. of this CMS Interoperability and Prior Authorization proposed rule. 

Some individuals may have concurrent coverage with two or more of the payers impacted 

by this proposal. We also proposed at 42 CFR 431.61(c)(4) for Medicaid FFS, at 42 CFR 

438.242(b)(7) for Medicaid managed care, at 42 CFR 457.731(c)(4) for CHIP FFS, at 42 CFR 

457.1233(d)(4) (finalized as applicable to CHIP managed care entities via an existing cross-

reference at 42 CFR 457.1233(d) to 42 CFR 438.242) for CHIP managed care, and at 45 CFR 

156.222(b)(4) for QHP issuers on the FFEs that when a beneficiary or enrollee has concurrent 

coverage with two or more impacted payers, the impacted payers must make the patient’s data 

available to the concurrent payer quarterly, in addition to when the beneficiary or enrollee 

obtains new coverage from a payer subject to the proposed requirements. We proposed to require 
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payers to provide beneficiaries or enrollees the opportunity to opt-in to initiate this quarterly data 

sharing. This data exchange among concurrent payers is expected to support better care 

coordination and more efficient operations. We also considered whether to propose more 

frequent exchange (weekly or monthly), and less frequent exchange (semi-annually or annually); 

however, we believe a quarterly data exchange would strike the right balance in providing 

accurate, timely data with minimal payer burden.  

We requested comment on this proposal, including the appropriate frequency for this 

payer-to-payer exchange for beneficiaries or enrollees with concurrent coverage. We also sought 

comment on whether payers prefer the flexibility to define their own process for facilitating how 

patients opt-in to this quarterly data sharing and if there are additional considerations that we 

should take into account to facilitate data sharing using the Payer-to-Payer API between 

concurrent payers. 

We appreciate that a patient may be moving to or from a payer, or have concurrent 

coverage with a payer not subject to the requirements in the CMS Interoperability and Prior 

Authorization proposed rule, such as when a patient moves from a QHP on the FFE to an 

employer-based plan, as an employer-based plan is not impacted by this rulemaking. As 

discussed in the CMS Interoperability and Patient Access proposed rule, we encourage all payers 

to consider the value of implementing a Payer-to-Payer API so that all patients, providers, and 

payers in the U.S. health care system may ultimately experience the benefits of such data 

sharing. For instance, we are exploring best next steps for the Medicare FFS program to 

participate in a Payer-to-Payer API data exchange with all interested payers. That said, if an 

impacted payer learns that a previous or concurrent payer is not subject to this proposal, we 

encourage the new payer to evaluate if the other payer can accommodate an API data exchange 

and seek such exchange in accordance with applicable law. However, an impacted payer would 
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not be required to try to send data to or receive data from a payer that is not required to exchange 

data through the Payer-to-Payer API under this proposal.  

As discussed in section II.B. of the CMS Interoperability and Prior Authorization 

proposed rule, and as further illustrated in the discussion in the II.D. section of the proposed rule, 

it may be valuable for a payer to share data with another payer for more than one patient at a 

time. It is likely that if payers are sharing data at enrollment, impacted payers would have many 

patients’ data to share at one time. In such a situation, it can be burdensome to make an API call 

for each patient. This could require significant technological resources and time. To introduce 

additional efficiencies, we proposed that this required Payer-to-Payer API must be able to share 

the specified data conformant with the HL7 FHIR Bulk Data Access (Flat FHIR) specification at 

45 CFR 170.215(a)(4) to facilitate sharing information relevant to one or more patients at one 

time. We proposed to codify this specific requirement at 42 CFR 431.61(c)(1) for Medicaid FFS, 

at 42 CFR 438.242(b)(7) for Medicaid managed care, at 42 CFR 457.731(c)(1) for CHIP FFS, at 

42 CFR 457.1233(d)(4) (finalized as applicable to CHIP managed care entities via an existing 

cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242) for CHIP managed care, and at 45 

CFR 156.222(b)(1) for QHP issuers on the FFEs.  

As with the proposal for the Provider Access API, discussed in section II.B. of the CMS 

Interoperability and Prior Authorization proposed rule, we invited comment on the tradeoffs and 

benefits of having the Payer-to-Payer API available with and without the use of the HL7 FHIR 

Bulk Data Access (Flat FHIR) specification. We believe both approaches would offer benefits to 

payers depending on the specifics of the situation in which they would need to share patient data.  

We received public comments on the enhancing the payer-to-payer API—sharing data at 

enrollment proposals. The following is a summary of the comments we received and our 

responses. 
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Comment: Several commenters addressed the proposal for FHIR-enabled bulk data 

access. A commenter confirmed that the HL7 FHIR Bulk specification enables payers to 

exchange information for multiple patients at once, thus enabling patients to take their health 

information with them when they enroll with a new payer. A commenter recommended CMS 

consider a later compliance deadline for the bulk data transfer requirement, after future guidance 

on data and workflow requirements. One commenter recommended delaying the requirement to 

support the HL7 FHIR Bulk Data Access specification by one additional year as they believe its 

use is premature at this time and that supporting the standard will incur additional technical cost 

and complexity with associated risk of delays and defects. The commenter recommended CMS 

begin implementation with the FHIR API without Bulk, and add FHIR Bulk Data Access as data 

volumes increase. A commenter noted that using bulk data for exchange to support coordination 

across concurrent payers will require payers ensure that information exchanged is only new 

information that has been created by the payer in the interval since the last exchange. 

Commenters noted that the bulk data specifications do not currently support the payer-to-payer 

data exchange proposals and that the IGs proposed for the payer-to-payer API are not appropriate 

for this type of data exchange as they are geared toward data exchange between payers and 

patients or health care providers. Another commenter recommended CMS not require Bulk FHIR 

exchange as the only method of sharing for payer-to-payer exchange. 

Response: We appreciate commenters’ support as well as concerns around the proposed 

requirements regarding use of the HL7 FHIR Bulk Data Access (Flat FHIR) specification. We 

continue to believe the suggested implementation date is realistic and that this requirement will 

facilitate sharing information relevant to one or more patients at one time and result in additional 

efficiencies.   



CMS-9123-F  268 

Comment: One commenter believes that rather than requiring the patient to opt-in to 

receive data for each prior payer, CMS should require that payers add the prior payer 

connections directly and that using a peer-to-peer model does not reduce burden for the patient. 

The commenter suggests using a patient facilitated peer-to-peer model in which the patient must 

have a FHIR-enabled app to send a request to their current payer's FHIR server, which will 

initiate the payer-to-payer transfer. Another commenter suggested CMS consider enhancing the 

CARIN Blue Button Claims IG to include a prior authorization indicator to meet the requirement 

to transfer prior authorizations between payers. The commenter recommended that an exchange 

of prior authorization data should be patient-mediated, by the patient connecting an application 

to the old and new payer. One commenter noted that CMS has not clarified how impacted payers 

will be able to reconcile the payer-to-payer API requirements and state standards for the 

Medicaid, CHIP and QHP programs, in addition to the FFE. It is not clear how the opt-in 

interacts with the broader data-sharing options offered to consumers when signing up for 

Medicaid/CHIP. One commenter supported the opt-in option, but recommends CMS stagger the 

implementation once other policy areas and requirements are clarified. One commenter 

suggested that if CMS implements an opt-in approach to data exchange, that they allow payers to 

offer the option to beneficiaries or enrollees on a rolling basis over a calendar quarter. Another 

commenter suggests CMS require the member to select this option decisively. 

Response: We thank the commenters for sharing these concerns. A patient-facilitated 

peer-to-peer model assumes that every patient, or every patient advocate or caregiver is capable 

of mediating these transactions and knowledgeable of their own clinical data. This is not the case 

for a significant number of patients, who place their care and responsibility for all their data upon 

their health care providers. It is however recognized that patient-mediated transactions may be 

appropriate in certain situations, and could be considered for future rulemaking. 
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We note that the HIPAA Privacy Rule, at 45 CFR 164.502, generally permits a covered 

entity to use or disclose protected health information (PHI) for treatment, payment, or health care 

operations without individual authorization. However, because payers require a certain amount 

of data from patients, such as who was the patient’s previous payer, and possibly member ID, the 

Payer-to-Payer API is, by default, and opt-in policy because it requires the patient to disclose this 

information to their new payer. 

We note that we previously finalized payer-to-payer data sharing in the CMS 

Interoperability and Patient Access final rule, but without the use of an API. We believe it is 

critical to finalize this policy with the proposed implementation date to ensure the use of the API 

is available to payers. 

We thank the commenter for the suggestion to include prior authorization information in 

the CARIN Blue Button IG. This IG currently supports the exchange of claims and encounter 

data, and, should it be determined that this is the appropriate IG to support prior authorization 

data, it would require a new version of the IG to add such data.  

Comment: Commenters are supportive of payer-to-payer data exchange at enrollment as 

it would enable payers to efficiently exchange information for one or more patients at one time 

using the HL7 FHIR Bulk specification, allowing patients to take their health information with 

them as they move from one payer to another. One commenter noted that to facilitate this 

exchange, a payer will need to know the previous payer and their identifiers and therefore, a 

standardized industry approach will be required to implement this requirement. 

Response: We appreciate the comments in support and agree that this will promote 

efficiency in data exchange at enrollment. We agree that payers will need to know information 

about a patient’s previous payer, and that some industry coordination may be helpful in this 
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regard. However, we also note that payer may choose to implement their own solutions in 

identifying this information. 

Comment: Commenters expressed concern that due to the requirements finalized in the 

CMS Interoperability and Patient Access final rule, payers may receive data from other payers in 

non-FHIR formats. Additionally, a commenter was concerned that the proposed rule did not 

propose to require that historical clinical data for patients to be converted to an interoperable 

format like FHIR. Therefore, clinical data transferred in a non-FHIR format prior to the January 

1, 2023 implementation deadline for the Payer-to-Payer API will be difficult to store, retrieve, 

and deliver. Commenters suggest aligning compliance deadlines by moving the Payer-to-Payer 

deadline to January 1, 2023 for both FHIR format and non-FHIR data exchange format or 

delaying the requirement that these exchanges occur using an API until consensus standards are 

established. Another commenter suggested extending the deadline to 2024. One commenter 

noted that in the interim, payers should be required by CMS to demonstrate the ability to 

exchange these data via password-protected portals or other mechanisms now used by payers 

when enrollees or beneficiaries switch plans. 

Response: We recognize the commenters’ concerns regarding the form and format that 

data is received. We understand that payers may have already begun payer-to-payer patient data 

exchange in 2022 as part of the CMS Interoperability and Patient Access final rule, and that 

some of that data may not be formatted for FHIR-based exchange according to the specified IGs 

since FHIR-based exchange was not required as part of the payer-payer data exchange policy in 

the CMS Interoperability and Patient Access final rule (85 FR 25564 through 25569). We do not 

wish to add burden and require that data in a non-FHIR-based format continue to be sent payer-

to-payer, therefore we are finalizing that, similar to our policy in the CMS Interoperability and 

Patient Access final rule (85 FR 25567) for data sharing, payers are only obligated to send data 
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received from another payer under this policy if the data was received via FHIR. In this way, a 

payer would not be requested to receive paper records from another payer under this policy and 

then in turn share those paper records with another payer in the future. If the payer received a 

patient’s information via an API, the payer must share it via an API if the payer they are sending 

to has the capacity to receive it. 

Comment: One commenter noted that there is no FHIR-enabled “Payer Directory” to 

facilitate data exchange at enrollment, and that CMS has not specified how they anticipate payers 

will need to request data from previous payers. 

One commenter highlighted risk associated with payer-to-payer data exchange. In 

particular, the commenter noted that the web of trusted endpoint connections created by the 

proposed API infrastructure, if poorly implemented, may introduce significant security risks. The 

payer-to-payer data exchange will require peer-to-peer trusted communications. Every data 

holder will need to be aware of all other trusted endpoints and be able to associate a patient 

request with one of these trusted endpoints. This obstacle is being addressed through efforts such 

as Unified Data Access Profiles (UDAP). Peer-to-peer connections also necessitate that each 

payer creates an application and registers that application with every other impacted healthcare 

data holder. The payer will also have every other data holder registering an application with the 

payer.  

One commenter recommended that CMS not implement this proposal at this time as there 

is currently not an IG to facilitate payer-to-payer information sharing at the time of enrollment. 

Response: We thank the commenters for sharing these concerns. We agree that there is 

no FHIR-enabled “Payer Directory” broadly available, though we understand that certain private 

sector solutions are currently in progress. This is an area which we are closely monitoring and 

are interested to support in the future. We maintain multiple public provider directories, and we 
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understand the additional need for a payer directory, or broader “health care directory” in the 

future. The lack of this directory, however, does not prohibit or limit payers’ ability to implement 

the Payer-to-Payer API policy. Since the number of payers is relatively small compared to the 

number of patients and providers, establishing trusted relationships between payers through 

established FHIR security mechanisms (for example, SMART on FHIR based on the OAuth 2.0 

and OpenID Connect standards) is achievable. Payers need to ensure that their security policies 

and technical solutions are sound and use established industry best practices.  

We are finalizing the HL7 FHIR Da Vinci Payer Data Exchange (PDex) Implementation 

Guide: Version STU 1.0.0 to support the Payer-to-Payer API, and this IG is published and 

available to support Bulk data exchange for patients. Though we are not finalizing the 

requirement to use the HL7 FHIR Bulk Data Access IG, we encourage the use of the FHIR Bulk 

Data Access IG and the engagement of the community to test “group” identification for these 

health care operations use cases. We believe the ability to engage in bulk exchange will support 

optimization of APIs for these purposes in the future. 

Comment: Commenters expressed concerns with some aspects of the data sharing at 

enrollment proposals, noting that it is too prescriptive and the timelines are unclear. One 

commenter is concerned that excessive data access will lead to patient profiling, which could 

limit coverage and access to care, and urges CMS to prohibit payers from using information that 

a enrollee or beneficiary’s former plan sends to the enrollee or beneficiary’s new plan to 

discriminate against an enrollee or beneficiary.  

Response: We appreciate the commenters’ concerns. We note that this regulation does 

not make any changes to when payers can deny coverage. The data received via this data 

exchange must be used per all applicable law, regulation, and in accordance with payer contracts 
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as it relates to coverage decisions and, specifically, coverage denial. Nothing in this regulation 

changes any existing obligations or policies related to coverage or services.  

Comment: One commenter suggested CMS adjust the regulations text to specify that the 

claims and encounter information be made available within “one (1) business day after 

adjudication” across all relevant APIs. 

Response: We agree with the commenter, and will update the regulation text with our 

final policy. 

Comment: One commenter supports data exchange between payers with concurrent 

coverage for a patient on a regular interval. Another recommended allowing flexibility between 

payers to exchange data as needed and capping the number of requested exchanges to no more 

than 4 times a month instead of requiring a quarterly opt-in schedule. 

Response: We thank the commenters for their input. We understand that payers already 

have a process in place to request and update information for coordination of benefits in the case 

of concurrent coverage, which may be more frequent that quarterly. We wish to allow payers to 

maintain their current processes if that is beneficial and feasible when incorporating the use of 

the Payer-to-Payer API into this process. We maintain that quarterly data sharing, at a minimum, 

between concurrent payers is a reasonable and appropriate schedule.  

6. Extensions and Exemptions for Medicaid and CHIP 

As noted in the CMS Interoperability and Prior Authorization proposed rule, we would 

encourage state Medicaid and CHIP FFS programs to implement the Payer-to-Payer API as soon 

as possible understanding the many benefits of the API as discussed previously in this section.  

However, we also recognize that state Medicaid or CHIP FFS agencies could face certain 

unique circumstances that would not apply to other impacted payers, as discussed in more detail 

later in this section. As a result, a few states might need to seek an extension of the compliance 
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deadline or an exemption from these requirements. To address this concern, we proposed a 

process through which states may seek an extension of and, in specific circumstances, an 

exemption from, the Payer-to-Payer API requirements if they are unable to implement these API 

requirements, consistent with the extension and exemption proposals for the Provider Access 

API in section II.B., and the DRLS and PAS APIs in section II.C. of the CMS Interoperability 

and Prior Authorization proposed rule. Providing these flexibilities might allow these states to 

continue building technical capacity in support of overall interoperability goals consistent with 

their needs. Therefore, we propose the following. 

Extension. At 42 CFR 431.61(e)(1) and 42 CFR 457.731(e)(1), respectively, we proposed 

to provide states – for Medicaid FFS and CHIP FFS - the opportunity to request a one-time 

extension of up to one (1) year for the implementation of the Payer-to-Payer API specified at 42 

CFR 431.61(b) and (c) and 42 CFR 457.731(b) and (c). Unique circumstances that might present 

a challenge to specific states to meet the proposed compliance date could include resource 

challenges, such as funding. Depending on when the final rule is published in relation to a state’s 

budget process and timeline, some states may not be able to secure the needed funds in time to 

both develop and execute implementation of the API requirements by the proposed compliance 

date. A one-year extension could help mitigate this issue. And, some states may need to initiate a 

public procurement process to secure contractors with the necessary skills to support a state’s 

implementation of these proposed API policies. The timeline for an open, competed procurement 

process, together with the time needed to onboard the contractor and develop the API, could 

require additional time as well. Finally, a state might need to hire new staff with the necessary 

skillset to implement this policy. Again, the time needed to initiate the public employee hiring 

process, vet, hire, and onboard the new staff may make meeting the compliance timeline 

difficult, because, generally speaking, public employee hiring processes include stricter 
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guidelines and longer time-to-hire periods than other sectors.49 In all such situations, a state 

might need more time than other impacted payers to implement the requirements.  

If a state believes it can demonstrate the need for an extension, its request must be 

submitted and approved as a part of its annual Advance Planning Document (APD) for MMIS 

operations costs and must include the following: (1) a narrative justification describing the 

specific reasons why the state cannot reasonably satisfy the requirement(s) by the compliance 

date, and why those reasons result from circumstances that are unique to states operating 

Medicaid or CHIP FFS programs, (2) a report on completed and ongoing implementation 

activities to evidence a good faith effort toward compliance, and (3) a comprehensive plan to 

meet implementation requirements no later than one year after the initial compliance date.  

An extension would be granted if CMS determines based on the information provided in 

the APD that the request adequately establishes a need to delay implementation, a good faith 

effort to implement the proposed requirements as soon as possible, and a clear plan to implement 

no later than one year after the proposed compliance date. We would expect states to explain 

why the request for an extension results from circumstances that are unique to states operating 

Medicaid or CHIP FFS programs. We also solicit comment on whether our proposal would 

adequately address the unique circumstances that affect states, and that might make timely 

compliance with the proposed API requirement sufficiently difficult for states and thus justify an 

extension. In particular, we seek comment on whether we should require or use additional 

information on which to base the determination or whether we should establish different 

standards in the regulation text for evaluating and granting the request. 

                                                           
49 State hiring processes are comparable with federal hiring processes. According to OMB, the average time-to-hire 

for federal employees was 98.3 days in 2018, significantly higher than the private sector average of 23.8 days. See: 

https://www.opm.gov/news/releases/2020/02/opm-issues-updated-time-to-hire-guidance/.  
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Exemption. At 42 CFR 431.61(e)(2) and 42 CFR 457. 731(e)(2), respectively, we 

proposed two circumstances that would permit state requests for exemption; namely, (1) when at 

least 90 percent of all covered items and services are provided to Medicaid or CHIP beneficiaries 

through Medicaid or CHIP managed care contracts with MCOs, PIHPs, or PAHPs, rather than 

through a FFS delivery system; or (2) when at least 90 percent of the state’s Medicaid or CHIP 

beneficiaries are enrolled in Medicaid or CHIP managed care organizations as defined in 42 CFR 

438.2 for Medicaid and 42 CFR 457.10 for CHIP. In both circumstances, the time and resources 

that the state would need to expend to implement the API requirements may outweigh the 

benefits of implementing and maintaining the API. As discussed in section II.B. of the CMS 

Interoperability and Prior Authorization proposed rule, unlike other impacted payers, state 

Medicaid and CHIP FFS programs do not have a diversity of plans to balance implementation 

costs for those plans with low enrollment. If there is low enrollment in a state Medicaid or CHIP 

FFS program, there is no potential for the technology to be leveraged for additional beneficiaries 

as states, unlike other payers, do not maintain additional lines of business. 

We acknowledge that the proposed exemption could mean that a few Medicaid or CHIP 

FFS systems would not receive the benefits of having this API available to facilitate health 

information exchange. To address this, we proposed that states meeting the above thresholds 

would be expected to employ an alternative plan to enable the electronic exchange and 

accessibility of health information for those beneficiaries who are served under the FFS program. 

A state meeting the above criteria would be permitted to submit a request for an 

exemption to the requirements for the Payer-to-Payer API once per calendar year for a one-year 

exemption. The state would be required to submit this annual request as part of a state’s annual 

APD for MMIS operations costs. The state would be required to include in its request 

documentation that it meets the criteria for the exemption using data from any one of the three 
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most recent and complete calendar years prior to the date the exemption request is made. We 

note we proposed that this request be made annually as from year-to-year the nature of the FFS 

population could change and so it is important that the state provide the most current information 

for CMS’s consideration.  

We proposed that exemptions would be granted for a one-year period if a state establishes 

to CMS’s satisfaction that it meets the criteria for the exemption and has established a plan to 

ensure that all impacted payers would have efficient electronic access to the same information 

through alternative means.  

For Medicaid and CHIP managed care, we did not propose an extension process at this 

time because we believe that managed care plans are actively working to develop the necessary 

IT infrastructure to be able to comply with the existing requirements in 42 CFR part 438 and part 

457 and also benefit from efficiencies resulting from their multiple lines of business impacted by 

these interoperability policies. Many managed care plans are part of parent organizations that 

maintain multiple lines of business, including Medicaid managed care plans and plans sold on 

the Exchanges. As discussed in the CMS Interoperability and Patient Access final rule (85 FR 

25607, 25612, 25620), work done by these organizations can benefit all lines of business and, as 

such, we do not believe that the proposals in the and CMS Interoperability and Prior 

Authorization proposed rule impose undue burden or are unachievable by the compliance date. 

We solicited comment on whether our belief concerning the scope of resources and ability of 

managed care parent organizations to achieve economies of scale is well-founded. Further, we 

sought comment on whether an extension process is warranted for certain managed care plans to 

provide additional time for the plan to comply with the requirement at proposed 42 CFR 

438.242(b)(7) (which cross references 42 CFR 438.61(b) and (c)) for Medicaid managed care 

plans and at proposed 42 CFR 457.1233(d)(4) (finalized as applicable to CHIP managed care 
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entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242) (which cross 

references 42 CFR 457.731(b) and (c)) for CHIP managed care entities. While we did not 

propose such a process for managed care plans and entities and do not believe one is necessary 

for the reasons outlined here, we are open to considering one if necessary. We sought comment 

on what criteria a managed care plan or entity would have to meet to qualify for an extension, if 

considered. Should the process consider, for example, enrollment size, plan type, or some unique 

characteristic of certain plans that could hinder their achievement of the proposed requirements 

by the proposed compliance date? Also, we sought comment on whether, if we finalize such a 

process for Medicaid managed care plans or CHIP managed care entities, the state or CMS 

should manage the process and whether states could successfully adopt and implement the 

process on the timeline necessary to fulfill the goals and purposes of the process. Consistent with 

the exception process proposed for QHP issuers on the FFEs at 45 CFR 156.222(d), we would 

expect any extension request to include, at a minimum, a narrative justification describing the 

reasons why a plan or entity cannot reasonably satisfy the requirements by the proposed 

compliance date, the impact of non-compliance upon beneficiaries or enrollees, the current or 

proposed means of providing electronic health information to health care providers, and a 

corrective action plan with a timeline to achieve compliance.  

We did propose in the CMS Interoperability and Prior Authorization proposed rule, 

however, to exclude non-emergency transportation (NEMT) PAHPs from the Payer-to-Payer 

API proposals. In the CMS Interoperability and Prior Authorization proposed rule, we proposed 

to require MCOs, PIHPs, and PAHPs other than NEMT PAHPs (as defined at 42 CFR 438.9(a)) 

to implement and maintain the Payer-to-Payer API. We believe that the unique nature and 

limited scope of the services provided by NEMT PAHPs is not consistent with the proposed 

purposes of the Payer-to-Payer API proposed at 42 CFR 431.61(b) and (c). Specifically, we do 
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not believe that having all other Medicaid managed care plans, such as acute care or dental 

managed care plans, be required to request, receive, and incorporate into the plan’s records 

NEMT data from a beneficiary or enrollee’s prior or concurrent payer would help achieve the 

goals of the Payer-to-Payer API, namely to help avoid unnecessary care, ensure that health care 

providers are able to spend time with patients focusing on care versus collecting redundant 

information, or improve patient care through enhanced care coordination. Conversely, we do not 

believe having NEMT PAHPs be required to request, receive, and incorporate into its records 

beneficiary or enrollee data from other managed care plans contributes to achieving the goals of 

the Payer-to-Payer API given the unique nature and limited scope of the services they provide.  

We noted in section II.D. of the CMS Interoperability and Prior Authorization proposed 

rule that the HIPAA Privacy Rule, at 45 CFR 164.502, permits a covered entity to use or disclose 

PHI for certain treatment, payment, or health care operations without individual authorization. 

As such, we believe a health plan that needs NEMT PAHP utilization data for treatment, 

payment, or the applicable health care operations for a current beneficiary or enrollee, would 

generally be permitted to disclose PHI under the applicable HIPAA provisions.  

As mentioned in the CMS Interoperability and Prior Authorization proposed rule, 

although Medicare FFS is not directly impacted by this rule, we do note that we are targeting to 

implement a Payer-to-Payer API for the Medicare FFS program. In this way, the Medicare FFS 

Payer-to-Payer API would conform to the same requirements that apply to the impacted payers 

under this rulemaking, as applicable, so that Medicare FFS beneficiaries would also benefit from 

this data sharing.  

We did not receive comments regarding extensions and exemptions for Medicaid and 

CHIP. Comments related to the need for additional time were general in nature, and those 

comments are addressed in each section as relevant. 
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7. Exception for QHP issuers 

With regard to QHP issuers on the FFEs, similar to our exceptions process noted in the 

CMS Interoperability and Patient Access final rule for the Patient Access API (85 FR 25552 

through 25553) and in section II.B.6.e. of the CMS Interoperability and Prior Authorization 

proposed rule for the Provider Access API, we also proposed an exception for the Payer-to-Payer 

API at 45 CFR part 156.222(d). As such, we noted that if a plan applying for QHP certification 

to be offered through a FFE believes it cannot satisfy the Payer-to-Payer API requirements, the 

issuer must include as part of its QHP application a narrative justification describing the reasons 

why the plan cannot reasonably satisfy the requirements for the applicable plan year, the impact 

of non-compliance upon enrollees, the current or proposed means of providing health 

information to payers, and solutions and a timeline to achieve compliance with the requirements 

of this section. Further, we proposed that the FFE may grant an exception to these requirements 

if the Exchange determines that making such health plan available through such Exchange is in 

the interests of qualified individuals and qualified employers in the state or states in which such 

Exchange operates. 

We discuss public comments received regarding exception for QHP issuers in section 

II.B. of this rule. 

In addition to comments received regarding specific payer-to-payer data exchange 

proposals discussed in the CMS Interoperability and Prior Authorization proposed rule, we 

received the following comments on other aspects of payer-to-payer data exchange. The 

following is a summary of the comments we received and our responses. 

Comment: Commenters expressed concerns regarding security of payer-to-payer data 

exchange. One commenter urges CMS and payers to prioritize cybersecurity and privacy as it 

relates to payer-to-payer data exchange. Another commenter notes that peer-to-peer exchanges 
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assumes a trusted relationship that generally does not exist. The system providing data must trust 

the identity assertion of the requester, and patient matching issues pose real privacy and security 

risks. Placing the burden of authorization on the payer providing the data is too high when the 

entity requesting the data could so easily fabricate identity information. 

One commenter suggested that the proposed payer-to-payer and health care provider 

access solutions are “extravagant” and notes that using the application development ecosystem to 

solve the health data exchange challenges would have been a preferable approach. The 

commenter suggests using applications that can connect multiple data sources to enable access to 

a patient’s health care information in a single location. 

One commenter noted that the payer-to-payer use cases can be met by the application 

developer community and payers through aggregator applications. They note that the use case is 

met by connecting an aggregator application to all data sources. The commenter suggests that 

incorporating payers into this data exchange further complicates this use case. 

Response: We thank the commenters for sharing these concerns. Cybersecurity and 

privacy are of paramount importance and payers need to apply sound security policies and use 

established industry best practices to secure the exchanged data. Security in FHIR is based on the 

same technologies (OAuth2, OpenID Connect) already in place throughout the internet. While 

data breaches have occurred, they are generally due to human error or poor implementations of 

established technical standards. It is incumbent on payers to provide the necessary security 

measures. OAuth2 and OpenID Connect are flexible in this regard.      

A patient-facilitated peer-to-peer model assumes that every patient, or every patient 

advocate or caregiver is capable of mediating these transactions and knowledgeable of their own 

clinical data. This is not the case for a significant number of patients, who place their care and all 
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their data upon the providers. It is however recognized that patient-mediated transactions and the 

source of all clinical is a valid option, just not exclusively as the only option. 

8.  Statutory Authorities for Payer Exchange Proposals 

a. Medicaid and CHIP 

For Medicaid managed care plans and Medicaid state agencies, we are finalizing the 

requirement that for implementation of a Payer-to-Payer API to exchange claims, encounter, 

clinical, and pending and active prior authorizations data between payers at a patient’s request or 

any time a patient changes payers using a FHIR-based API. The requirements finalized in this 

section fall generally under our authority in the following provisions of the statute: 

●   Section 1902(a)(4) of the Act, which requires that a state Medicaid plan provide such 

methods of administration as are found by the Secretary to be necessary for the proper and 

efficient operation of the state Medicaid plan.  

●  Section 1902(a)(8) of the Act, which requires states to ensure that Medicaid services 

are furnished with reasonable promptness to all eligible individuals.  

●  Section 1902(a)(19) of the Act, which requires states to ensure that care and services 

are provided in a manner consistent with simplicity of administration and the best interests of the 

recipients.  

We note statutory authority for proposals to require specific IGs for this and all APIs 

proposed in this rule is discussed in section II.A.3. of this proposed rule. 

We believe these requirements related to the Payer-to-Payer API are authorized by these 

provisions of the Act for the following reasons. First, because the Payer-to-Payer API is designed 

to enable efficient exchange of data between payers, it is anticipated to help state Medicaid 

programs improve the efficiencies and simplicity of their own operations, consistent with 

sections 1902(a)(4) and (a)(19) of the Act. Use of the Payer-to-Payer API could introduce 
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efficiencies in providing Medicaid services, by reducing duplicate prior authorization requests, 

referrals, or tests. In addition, as is discussed in section II.B. of this rule, with respect to the 

Provider Access API and the Bulk specification, this Payer-to-Payer API, by allowing payers to 

share health information for one or more patients at once, could increase efficiency and 

simplicity of administration. It could give payers access to all of their beneficiaries’ or enrollees’ 

information with limited effort and enable the state to then make that information available to 

health care providers and to patients through the Provider Access and Patient Access APIs. And, 

it could reduce the amount of time needed to evaluate a patient’s current care plan and possible 

implications for care continuity, which could introduce efficiencies and improve care. Use of the 

Bulk specification allows state Medicaid programs to receive information on a full panel of 

patients at once, thus expediting the data collection process. Sharing patient information for a full 

panel of patients at a specified time annually, such as at the end of the first calendar quarter, 

would help to ensure payers receive patient information in a timely manner when a beneficiary 

moves to a new payer, and therefore, could lead to more appropriate service utilization and 

higher beneficiary satisfaction by supporting efficient care coordination and continuity of care as 

beneficiaries move from payer to payer, which could lead to better health outcomes. 

Second, the requirements are expected to help states and managed care plans furnish 

Medicaid services with reasonable promptness and in a manner consistent with beneficiaries’ 

best interests, consistent with section 1902(a)(8) and (a)(19) of the Act, for the following 

reasons. If states were to share information about Medicaid beneficiaries or former beneficiaries 

with other payers with whom these beneficiaries are enrolled, they could support opportunities 

for improved care coordination for Medicaid beneficiaries and former beneficiaries. Exchanging 

information about Medicaid beneficiaries and former beneficiaries between payers might also 

reduce the amount of time needed to evaluate a Medicaid beneficiary’s current care plan, their 
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health risks, and their health conditions at the time that beneficiary enrolls with the Medicaid 

program. Exchanging this information between payers could also better support care continuity 

for Medicaid beneficiaries. As discussed in section II.D.4. of this rule, if a state Medicaid 

program has access to a previous payer’s pending and active prior authorization decisions, the 

Medicaid program could choose to accept the existing decision and support continued patient 

care without requiring a new prior authorization or duplicate tests. This information exchange 

might be of particular value in improving care continuity for beneficiaries who might churn into 

and out of Medicaid coverage, or have concurrent coverage in addition to Medicaid. The 

requirement could also improve the provision of Medicaid services, by potentially helping to 

ensure that Medicaid beneficiaries who may require coordinated services with concurrent payers 

could be identified and provided case management services, as appropriate.  

For Medicaid managed care plans, the proposed exchange of claims, encounter, USCDI, 

and some prior authorization data would greatly enhance an MCO’s, PIHP’s, or PAHP’s ability 

to fulfill its obligations under 42 CFR 438.208(b) which require them to: implement procedures 

to deliver care to and coordinate services including ensuring that each enrollee has an ongoing 

source of appropriate care; coordinate services between settings of care, among Medicaid 

programs, and with community and social support providers; make a best effort to conduct an 

initial screening of each enrollee's needs; and share with the state or other MCOs, PIHPs, and 

PAHPs serving the enrollee the results of any identification and assessment of that enrollee's 

needs to prevent duplication of those activities. The data provided via the Payer-to-Payer API 

proposed in this rule would give managed care plans the information needed to much more easily 

perform these required functions, thus enhancing the effectiveness of the care coordination and 

helping enrollees receive the most appropriate care in an effective and timely manner.  



CMS-9123-F  285 

For CHIP, we are finalizing these requirements under our authority in section 2101(a) of 

the Act, which states that the purpose of title XXI is to provide funds to states to provide child 

health assistance to uninsured, low-income children in an effective and efficient manner that is 

coordinated with other sources of health benefits coverage. We believe the provisions in this rule 

could strengthen our ability to fulfill these statutory obligations in a way that recognizes and 

accommodates the use of electronic information exchange in the health care industry today and 

would facilitate a significant improvement in the delivery of quality health care to our 

beneficiaries. 

As with the Medicaid FFS and Medicaid managed care programs, the requirements in this 

section of the rule for CHIP FFS and CHIP managed care require the use of a Payer-to-Payer 

API to exchange claims, encounter, clinical and pending and active prior authorization data at a 

beneficiary’s request, or any time a beneficiary changes payers, using a FHIR-based API. The 

current payer could use data from the prior payer to more effectively or accurately respond to a 

request for a prior authorization, because under this requirement, a new payer would have 

historical claims or clinical data upon which they may review a request with more background 

data. Access to information about new patients could enable appropriate staff within the CHIP 

program to more effectively coordinate care and conduct the care management because they 

would have better data available to make decisions for planning. In many cases, patients do not 

remember what services they have had, what vaccines they have had, or other possibly relevant 

encounters that could help payers manage their care. This requirement is consistent with the goal 

of providing more informed and effective care coordination, which could help to ensure that 

CHIP services are provided in a way that supports quality care, which aligns with section 

2101(a). 

b. QHP issuers on the FFEs 
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For QHP issuers on the FFEs, we are finalizing these new requirements under our 

authority in section 1311(e)(1)(B) of the Affordable Care Act, which affords the Exchanges the 

discretion to certify QHPs if the Exchange determines that making available such health plans 

through the Exchange is in the interests of qualified individuals in the state in which the 

Exchange operates. Existing and emerging technologies provide a path to make information and 

resources for health and health care management universal, integrated, equitable, accessible to 

all, and personally relevant.  

 Requiring QHP issuers on the FFEs to build and maintain a Payer-to-Payer API would 

allow the seamless flow of claims and encounter data, the clinical data the payer maintains for a 

patient as defined in the USCDI version 1, as well as their pending and active prior authorization 

decisions, from payer to payer. We believe that ensuring a means for an enrollee’s new issuer to 

electronically obtain the enrollee’s claims, encounter, and clinical data, as well as prior 

authorization information with corresponding medical records, from the previous issuer will 

reduce administrative burden and result in more timely and efficient care coordination and 

responses to prior authorization requests.  

We believe it is necessary that QHP issuers on FFEs have systems in place to send 

information important to care coordination with departing enrollees, and that QHP issuers also 

have systems in place to receive such information from payer to payer on behalf of new and 

concurrent enrollees, as appropriate and consistent with the proposals in this section. Therefore, 

we believe certifying only health plans that make enrollees’ health information available to them 

and their health care providers, and as discussed in this section, other payers, in a convenient, 

timely, and portable way is in the interests of qualified individuals and qualified employers in the 

state in which an FFE operates. We encourage SBEs to consider whether a similar requirement 

should be applicable to QHP issuers participating in their Exchange. 
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We previously finalized the Payer-to-Payer Data Exchange in the CMS Interoperability 

and Patient Access final rule, where, with the approval and at the direction of an enrollee, one 

payer would have to send clinical data as defined in the USCDI version 1 to another payer 

named by the enrollee. We are now requiring this to be done via an API and adding claims and 

encounter data, as well as pending and active prior authorization decisions.  

 We also believe that requiring QHP issuers on the FFEs to use the Bulk Specification for 

the Payer-to-Payer API would improve the efficiency and simplicity of data transfers between 

issuers, by enabling the exchange of all data for all patients at once. We believe the opportunity 

to support an exchange of large volumes of patient data, rather than data for one patient at a time, 

may be cost effective for the issuers, and having patient care at the beginning of a new plan, 

could assist the new payer in identifying patients who need care management services, which 

could reduce the cost of care. Taking in volumes of data would also enable the QHPs to perform 

analysis on the types of new patients in their plan, if they choose to analyze data for existing 

patients as well. 

We did not receive public comments on the statutory authorities for the Payer-to-Payer 

provisions. We are finalizing these provisions, with the modifications discussed in this section 

(II.D.) of this final rule under these authorities. 

Final Action: After consideration of the comments received, and for the reasons outlined 

in our response to these comments and in the CMS Interoperability and Prior Authorization 

proposed rule, we are finalizing with modifications our proposal to require that, starting January 

1, 2023, impacted payers build and maintain a Payer-to-Payer API using the same content and 

compliance with the same technical standards, the same documentation requirements, and the 

same discontinuation and denial of access requirements for the Patient Access API (discussed in 
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section II.A. of this final rule) and the Provider Access API (discussed in section II.B. of this 

final rule).  

The modifications from the proposed rule are twofold: (1) we are not finalizing the use of 

the HL7 FHIR Da Vinci Payer Coverage Decision Exchange (PCDE) IG for pending and active 

prior authorization decisions (and related clinical documentation and forms) exchanged via the 

Payer-to-Payer API; and (2) we are not finalizing required use of the HL7 FHIR Bulk Data 

Access IG for the Payer-to-Payer API. 

While we are not finalizing the use of the HL7 FHIR Bulk Data Access IG for the Payer-

to-Payer API, we encourage the use of the FHIR Bulk Data Access IG and the engagement of the 

community to test “group” identification for these health care operations use cases. We believe 

the ability to engage in bulk exchange will support optimization of APIs for these purposes in the 

future. 

We also finalizing at 42 CFR 431.61(c)(4) for Medicaid FFS, at 42 CFR 438.242(b)(7) 

for Medicaid managed care, at 42 CFR 457.731(c)(4) for CHIP FFS, at 42 CFR 457.1233(d)(4) 

for CHIP managed care, and at 45 CFR 156.222(b)(4) for QHP issuers on the FFEs that when an 

enrollee has concurrent coverage with two or more impacted payers, the impacted payers must 

make the patient’s data available to the concurrent payer quarterly, at a minimum, in addition to 

when the enrollee obtains new coverage from a payer subject to these requirements. We finalize 

the require payers to provide enrollees the opportunity to opt-in to initiate this quarterly data 

sharing. 

E. Adoption of Health IT Standards and Implementation Specifications  

 As first mentioned in section II.A. of the CMS Interoperability and Prior Authorization 

proposed rule (85 FR 82589), ONC proposed for HHS adoption the specific implementation 

specifications discussed in sections II.A., II.B., II.C., and II.D. of the proposed rule. This section 
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outlines ONC’s authority to do so, and how the proposals finalized in this rule support the 

advancement of a nationwide health information technology infrastructure. 

1. Statutory Authority  

 The Health Information Technology for Economic and Clinical Health (HITECH) Act, 

Title XIII of Division A and Title IV of Division B of the American Recovery and Reinvestment 

Act of 2009 (the Recovery Act) (Pub. L. 111-5), was enacted on February 17, 2009. The 

HITECH Act amended the Public Health Service Act (PHSA) and created “Title XXX—Health 

Information Technology and Quality” (Title XXX) to improve health care quality, safety, and 

efficiency through the promotion of health IT and exchange of electronic health information 

(EHI).  Subsequently, Title IV of the 21st Century Cures Act (Pub. L. 114-255) (“Cures Act”) 

amended portions of the PHSA relating to health IT. 

a. Adoption of Standards and Implementation Specifications  

Section 3001 of the PHSA directs the National Coordinator for Health Information 

Technology (National Coordinator) to perform duties in a manner consistent with the 

development of a nationwide health information technology infrastructure that allows for the 

electronic use and exchange of information. Section 3001(b) of the PHSA establishes a series of 

core goals for development of a nationwide health information technology infrastructure that:  

●  Ensures that each patient’s health information is secure and protected, in accordance 

with applicable law;  

●  Improves health care quality, reduces medical errors, reduces health disparities, and 

advances the delivery of patient-centered medical care;  

●  Reduces health care costs resulting from inefficiency, medical errors, inappropriate 

care, duplicative care, and incomplete information;  



CMS-9123-F  290 

●  Provides appropriate information to help guide medical decisions at the time and place 

of care;  

●  Ensures the inclusion of meaningful public input in such development of such 

infrastructure;  

●  Improves the coordination of care and information among hospitals, laboratories, 

physician offices, and other entities through an effective infrastructure for the secure and 

authorized exchange of health care information;  

●  Improves public health activities and facilitates the early identification and rapid 

response to public health threats and emergencies, including bioterror events and infectious 

disease outbreaks;  

●  Facilitates health and clinical research and health care quality;  

●  Promotes early detection, prevention, and management of chronic diseases;  

●  Promotes a more effective marketplace, greater competition, greater systems analysis, 

increased consumer choice, and improved outcomes in health care services; and  

●  Improves efforts to reduce health disparities.  

Section 3004 of the PHSA identifies a process for the adoption of health IT standards, 

implementation specifications, and certification criteria, and authorizes the Secretary to adopt 

such standards, implementation specifications, and certification criteria. As specified in section 

3004(a)(1) of the PHSA, the Secretary is required, in consultation with representatives of other 

relevant federal agencies, to jointly review standards, implementation specifications, and 

certification criteria endorsed by the National Coordinator under section 3001(c) of the PHSA 

and subsequently determine whether to propose the adoption of any grouping of such standards, 

implementation specifications, or certification criteria. The Secretary is required to publish all 

determinations in the Federal Register. 
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Section 3004(b)(3) of the PHSA, which is titled “Subsequent Standards Activity,” 

provides that the Secretary shall adopt additional standards, implementation specifications, and 

certification criteria as necessary and consistent with the schedule published by the Health IT 

Advisory Committee (HITAC). As noted in the final rule, “2015 Edition Health Information 

Technology (Health IT) Certification Criteria, 2015 Edition Base Electronic Health Record 

(EHR) Definition, and ONC Health IT Certification Program Modifications” (“ONC 2015 

Edition Final Rule”), published on October 16, 2015, we consider this provision in the broader 

context of the HITECH Act and the Cures Act to continue to grant the Secretary the authority 

and discretion to adopt standards, implementation specifications, and certification criteria that 

have been recommended by the HITAC and endorsed by the National Coordinator, as well as 

other appropriate and necessary health IT standards, implementation specifications, and 

certification criteria (80 FR 62606).  

Under the authority outlined in section 3004(b)(3) of the PHSA, the Secretary may adopt 

standards, implementation specifications, and certification criteria as necessary even if those 

standards have not been recommended and endorsed through the process established for the 

HITAC under section 3002(b)(2) and (3) of the PHSA. Moreover, while HHS has traditionally 

adopted standards and implementation specifications at the same time as adopting certification 

criteria that reference those standards, the Secretary also has the authority to adopt standards or 

implementation specifications apart from the certification criteria adopted specifically for the 

voluntary certification of health IT under the ONC Health IT Certification Program.  

Finally, the Cures Act amended the PHSA to add section 3004(c) of the PHSA to specify 

that in adopting and implementing standards under this section, the Secretary shall give 

deference to standards published by standards development organizations and voluntary 

consensus-based standards bodies.   
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b. Coordination of Federal Activities with Adopted Standards and Implementation 

Specifications, and Application to Private Entities  

Section 13111 of the HITECH Act requires that when a federal agency implements, 

acquires, or upgrades health information technology systems used for the direct exchange of 

individually identifiable health information between agencies and with non-federal entities, it 

shall utilize, where available, health information technology systems and products that meet 

standards and implementation specifications adopted under section 3004 of the PHSA, as added 

by section 13101 of the HITECH Act. Similarly, section 13112 of the HITECH Act states that 

federal agencies shall require in its contracts and agreements with providers, plans, or issuers that 

as each provider, plan, or issuer implements, acquires, or upgrades health information technology 

systems, it shall utilize, where available, health information technology systems and products 

that meet standards and implementation specifications adopted under section 3004 of the PHSA.   

2. Background  

Consistent with section 3004(b)(3) of the PHSA, we stated in the proposed rule that we 

believe the implementation specifications proposed in the CMS Interoperability and Prior 

Authorization proposed rule (85 FR 82633 by ONC for HHS adoption are appropriate and 

necessary and would, if adopted, contribute to key health care priorities of a nationwide health IT 

infrastructure as described in section 3001(b) of the PHSA. We noted that the use of the 

identified implementation specifications across health IT systems would support more effective 

prior authorization transactions between providers and payers, and would help to reduce 

administrative burden and support medical decision-making. Use of the proposed payer data 

implementation specifications would help to bring together administrative and clinical data, and 

make such data accessible, which is an essential step to connecting cost and quality data to 

promote a more effective marketplace, greater competition, greater systems analysis, increased 
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consumer choice, and improved outcomes in health care services. Finally, we noted that use of 

the additional implementation specifications for a Provider Directory API would support more 

robust care coordination and increased patient choice through improved availability of health 

care provider contact and exchange information. In support of these likely outcomes, we noted 

that the CMS proposals in sections II.A. (85 FR 82589), II.B. (85 FR 82598), II.C. (85 FR 

82606), and II.D. (85 FR 82623) of the CMS Interoperability and Prior Authorization proposed 

rule detail further benefits that would result from the use of these implementation specifications 

for each of the relevant CMS payer API requirement proposals.  

In the proposed rule (85 FR 82632), ONC proposed to adopt at 45 CFR 170.215(c) 

implementation specifications for APIs based upon the HL7® FHIR® Release 4 base standard 

adopted by ONC in 45 CFR 170.215(a). The proposed implementation specifications were 

developed through a voluntary consensus-based standards organization, HL7®, a non-profit 

standard development organization. In concert with CMS, ONC has led or participated in a 

variety of activities related to monitoring and evaluating the standards and implementation 

specifications identified in the proposed rule, utilizing available mechanisms for gathering input 

from stakeholders and experts. Based on these activities and input, we proposed these 

implementation specifications for adoption and received comments on the proposal. 

a. Standards Development Organization Activities  

Consistent with section 3004(c) of the PHSA, the implementation specifications proposed 

for adoption were developed through an industry-led, consensus-based public process by a 

nationwide voluntary consensus-based standards body. HL7® is an American National Standards 

Institute (ANSI) accredited standards development organization. HL7® FHIR® standards are 

unique in their ability to allow disparate systems that otherwise represent data differently to 

exchange such data in a standardized way that all systems can share and consume via standards-
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based APIs. HL7® FHIR® IGs are also openly accessible, so any interested party can go to the 

HL7® website and access the IG. Once accessed, all public comments made during the balloting 

process as well as the IG version history are available for review.  

A number of the FHIR® IGs proposed for adoption were developed by the Da Vinci 

project, an initiative established in 2018 to help payers and providers positively impact clinical, 

quality, cost, and care management outcomes.50 The Da Vinci project is part of the HL7® FHIR® 

Accelerator Program.51 Under the Da Vinci project, industry stakeholders have facilitated the 

definition, design, and creation of use-case-specific reference implementations of solutions based 

upon the HL7® FHIR® platform to address value-based care initiatives. Because the Da Vinci 

project is aligned with HL7®, new and revised requirements can become open industry standards.  

b. Interoperability Standards Advisory  

ONC’s Interoperability Standards Advisory (ISA) supports the identification, assessment, 

and public awareness of interoperability standards and implementation specifications that can be 

used by the United States health care industry to address specific interoperability needs (see 

https://www.healthit.gov/isa). The ISA is updated on an annual basis based on recommendations 

received from public comments and subject matter expert feedback. This public comment 

process reflects ongoing dialogue, debate, and consensus among industry stakeholders when 

more than one standard or implementation specification could be used to address a specific 

interoperability need.  

ONC currently identifies the IGs that were referenced throughout the CMS 

Interoperability and Prior Authorization proposed rule within the ISA as available standards for a 

variety of potential use cases. For instance, the HL7® FHIR® Da Vinci PDex IG proposed for 

                                                           
50 See https://www.hl7.org/about/davinci/. 
51 See http://www.hl7.org/documentcenter/public/pressreleases/HL7_PRESS_20190211.pdf. 

https://www.healthit.gov/isa
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adoption at 45 CFR 170.215(c)(6) is currently identified under the “Query for Documents 

Outside a Specific Health Information Exchange Domain” within the ISA.52 We encouraged 

stakeholders to review the ISA to better understand key applications for the IGs proposed for 

adoption in the proposed rule.  

c. Alignment with Federal Advisory Committee Activities 

The HITECH Act established two federal advisory committees, the HIT Policy 

Committee (HITPC) and the HIT Standards Committee (HITSC). Each was responsible for 

advising the National Coordinator on different aspects of health IT policy, standards, 

implementation specifications, and certification criteria. 

Section 3002 of the PHSA, as amended by section 4003(e) of the Cures Act, replaced the 

HITPC and HITSC with one committee, the Health Information Technology Advisory 

Committee (HIT Advisory Committee or HITAC). After that change, section 3002(a) of the 

PHSA established that the HITAC would advise and recommend to the National Coordinator on 

different aspects of standards, implementation specifications, and certification criteria, relating to 

the implementation of a health IT infrastructure, nationally and locally, that advances the 

electronic access, exchange, and use of health information. The Cures Act specifically directed 

the HITAC to advise on two areas: (1) a policy framework to advance an interoperable health 

information technology infrastructure (section 3002(b)(1) of the PHSA); and (2) priority target 

areas for standards, implementation specifications, and certification criteria (section 3002(b)(2) 

and (3) of the PHSA). 

For the policy framework, as described in section 3002(b)(1)(A) of the PHSA, the Cures 

Act tasks the HITAC with providing recommendations to the National Coordinator on a policy 

framework for adoption by the Secretary consistent with the Federal Health IT Strategic Plan 

                                                           
52 See https://www.healthit.gov/isa/query-documents-outside-a-specific-health-information-exchange-domain. 
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under section 3001(c)(3) of the PHSA. In February of 2018, the HITAC made recommendations 

to the National Coordinator for the initial policy framework53 and has subsequently published a 

schedule in the Federal Register, and an annual report on the work of the HITAC and ONC to 

implement and evolve that framework.54 For the priority target areas for standards, 

implementation specifications, and certification criteria, section 3002(b)(2)(A) of the PHSA 

identified that in general, the HITAC would recommend to the National Coordinator, for 

purposes of adoption under section 3004 of the PHSA, standards, implementation specifications, 

and certification criteria and an order of priority for the development, harmonization, and 

recognition of such standards, specifications, and certification criteria. In October of 2019, the 

HITAC finalized recommendations on priority target areas for standards, implementation 

specifications, and certification criteria.55   

As described above and in the ONC 2015 Edition final rule (80 FR 62606), section 

3004(b)(3) of the PHSA provides broad authority for the Secretary to adopt standards, 

implementation specifications, and certification criteria that have been recommended by the 

HITAC and endorsed by the National Coordinator, as well as other appropriate and necessary 

health IT standards, implementation specifications, and certification criteria. Under this 

authority, the Secretary may adopt standards, implementation specifications, and certification 

criteria as necessary even if those standards have not been recommended and endorsed through 

the process established for the HITAC under section 3002(b)(2) and (3) of the PHSA. While the 

implementation specifications we proposed to adopt have not been specifically recommended 

                                                           
53 HITAC Policy Framework Recommendations, February 21, 2018: 

https://www.healthit.gov/sites/default/files/page/2019-07/2018-02-21_HITAC_Policy-Framework_FINAL_508-

signed.pdf. 
54 HITAC Annual Report CY 2019 published March 2, 2020: https://www.healthit.gov/sites/default/files/page/2020-

03/HITAC%20Annual%20Report%20for%20FY19_508.pdf.  
55 HITAC recommendations on priority target areas, October 16, 2019: 

https://www.healthit.gov/sites/default/files/page/2019-12/2019-10-16_ISP_TF_Final_Report_signed_508.pdf.  
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and endorsed through the HITAC process, the HITAC has recommended the adoption of 

interoperability standards for specific data flows addressed by the standards we proposed to 

adopt in the CMS Interoperability and Prior Authorization proposed rule. In other instances, the 

HITAC has addressed issues related to interoperability standards for health care operations 

relevant to these proposed standards. In addition, our proposal to adopt the identified 

implementation specifications for health care operations under section 3004(b)(3) of the PHSA 

was consistent with the HITAC policy framework schedule as well as with the priority target 

areas for standards and implementation specifications.   

In the October 16, 2019 recommendations from the HITAC establishing the 

Interoperability Standards Priority Target Areas, the HITAC recommendations identified a “need 

for standards to support the integration of prior authorization (PA).” The 2019 HITAC annual 

report (published March 2020) describes a hearing held by the HITAC related to prior 

authorization and administrative simplification. The report identifies continuing work in this area 

including highlighting the HL7 standards development organization efforts to improve 

automation and interoperability of administrative and clinical data, and the Da Vinci Project use 

case supporting payers sending administrative data to providers using the HL7 FHIR standard.56 

In CY 2020, ONC charged the HITAC to establish the Intersection of Clinical and 

Administrative Data (ICAD) Task Force to produce information and considerations related to the 

merging of clinical and administrative data. The ICAD Task Force explored a wide range of 

considerations including transport and exchange structures, areas for clinical and operations data 

alignment, and privacy and security rules and protections. The ICAD Task Force, which included 

members of the HITAC, NCVHS, industry, and the public, received input from a variety of 

                                                           
56 HITAC Annual Report CY 2019 published March 2, 2020: https://www.healthit.gov/sites/default/files/page/2020-

03/HITAC%20Annual%20Report%20for%20FY19_508.pdf. 
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experts and stakeholders in the field. In November 2020, the ICAD Task Force presented final 

recommendations57 to the HITAC, which were then approved by the full Committee. These 

included a recommendation to “Establish Standards for Prior Authorization Workflows.” 

Specifically, the final report recommends that ONC work with CMS, other federal actors, and 

standards development organizations to “develop programmatic (API) specifications to create an 

authorization (digital prior authorization or related determinations such as Medical Necessity) 

such that the authorization and related documentation can be triggered in workflow in the 

relevant workflow system where the triggering event for the authorization is created.” In 

addition, the final report identifies for consideration the potential use of HL7® FHIR® standards 

as part of this recommendation including discussion of the HL7® FHIR® Da Vinci CRD and 

DTR IGs, and the HL7® FHIR® Da Vinci PAS IG. These implementation specifications, which 

ONC proposed to adopt on behalf of HHS in the CMS Interoperability and Prior Authorization 

proposed rule, were discussed extensively as part of the final report as examples of FHIR® 

specifications that can support prior authorization. ONC considered these recommendations and 

considerations in our decision to propose to adopt these prior authorization implementation 

specifications for health care operations at 45 CFR 170.215(c)(1) through (3) as described in 

section II.E.3. of the CMS Interoperability and Prior Authorization proposed rule (85 FR 82635).  

In addition to the recommendation regarding standards, the final report includes several 

additional recommendations to support the convergence of clinical and administrative data to 

improve data interoperability to support clinical care, reduce burden, and improve efficiency. We 

stated that we believed our proposal to adopt implementation specifications for health care 

operations relating to payer data exchange and provider directories at 45 CFR 170.215(c)(4) 

                                                           
57 Final Recommendations of the ICAD Task Force, November 2020: 

https://www.healthit.gov/sites/default/files/facas/ICAD_TF_FINAL_Report_HITAC_2020-11-06_0.pdf.  
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through (8) would help to advance these aims (see section II.E.3. of the CMS Interoperability 

and Prior Authorization proposed rule (85 FR 82635) for further detail). These include 

recommendations relating to prioritizing administrative efficiency in relevant federal programs, 

focusing on convergence of health care standards, and developing patient-centered workflows 

and standards. We agree with the findings in the final report which state that these 

recommendations will help to form a solid basis on which to develop the future policies, 

standards, and enabling technologies that will truly put the patient at the center of an efficient 

health care information ecosystem. 

d. Coordination of Federal Activities with Adopted Standards and Implementation Specifications 

Consistent with sections 13111 and 13112 of the HITECH Act, ONC has worked with 

CMS, HHS agencies, and other federal partners to ensure that federal activities involving the 

implementation, acquisition, and upgrade of systems that collect and process health information 

are consistent with the standards and implementation specifications adopted under section 3004 

of the PHSA. Aligning the use of such standards and implementation specifications would ensure 

that the same health IT standards are utilized by federal government programs and federal 

partners in the health care industry and reduce the risk of competing or inconsistent regulatory 

requirements increasing stakeholder burden. In addition, alignment of standards and 

implementation guidance would be expected to reduce fragmentation between and among 

systems supporting interoperability across the health care continuum for a wide range of use 

cases.    

This includes specific efforts to align federal activities with the standards for APIs 

adopted in the ONC 21st Century Cures Act final rule as proposed in 2019 and finalized in 2020 

(85 FR 25642). The ONC 21st Century Cures Act final rule implements provisions of the Cures 

Act, which prioritize the adoption of APIs across the health care industry. In the API 
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requirements for payers finalized in the CMS Interoperability and Patient Access final rule (85 

FR 25510), which serve as the basis for several additional proposals in the CMS Interoperability 

and Prior Authorization proposed rule, CMS specified alignment of their final policies with 

technical standards for APIs adopted in the ONC 21st Century Cures Act final rule at 45 CFR 

170.215, as well as the USCDI version 1 standard vocabulary standard adopted at 45 CFR 

170.213. 

In addition to the efforts described in the CMS Interoperability and Prior Authorization 

proposed rule, HHS agencies are exploring areas for alignment to these adopted standards to 

improve health information exchange for a wide range of use cases. Some examples include:  

●  In fall 2019, NIH published a request for information on the use of FHIR-based APIs 

to support research use cases (https://grants.nih.gov/grants/guide/notice-files/NOT-OD-19-

150.html). 

●  In partnership with the CDC, ONC has worked with HL7 and other standards 

development process participants to develop an IG to provide developers and IT staff details on 

how to access prescription drug monitoring program (PDMP) data from clinical systems. This 

ongoing work includes aligning the IG with updates to existing standards and specifically FHIR 

Release 4 (http://hl7.org/fhir/us/meds/2018May/pdmp.html). 

●  CMS is leading the PACIO Project for the development of post-acute care FHIR 

implementation specifications and reference implementations that will facilitate health data 

exchange through standards-based APIs (https://confluence.hl7.org/display/PC/PACIO+Project). 

 As these efforts continue, ONC will continue to work with federal partners and monitor 

and analyze interoperability standards and implementation specifications for potential adoption 

on behalf of the Secretary and HHS. This ongoing process aims to support coordination and 

alignment of federal activities involving the broad collection and submission of health 

https://grants.nih.gov/grants/guide/notice-files/NOT-OD-19-150.html
https://grants.nih.gov/grants/guide/notice-files/NOT-OD-19-150.html
http://hl7.org/fhir/us/meds/2018May/pdmp.html
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information, as well as the applicability to private entities engaged in health information 

exchange with federal partners. The overarching goal is to continue to support the advancement 

of a nationwide health information technology infrastructure that reduces burden and health care 

costs, and, most importantly, improves patient care.    

3. Proposal to Adopt Implementation Specifications  

Consistent with section 3004(b)(3) of the PHSA and the efforts described above to 

evaluate and identify standards and implementation specifications for adoption, on behalf of the 

Secretary, we proposed to adopt the implementation specifications for health care operations at 

45 CFR 170.215 to support the continued development of a nationwide health information 

technology infrastructure as described under section 3001(b) of the PHSA and to support federal 

alignment of standards for interoperability and health information exchange. Specifically, we 

proposed to adopt the latest versions of the following implementation specifications at 45 CFR 

170.215 under a new paragraph (c), “Standards and Implementation Specifications for Health 

Care Operations.” We noted that each implementation specification is also discussed in detail in 

relation to the specific CMS proposed API it would support in sections II.A., II.B., II.C., and 

II.D. of the CMS Interoperability and Prior Authorization proposed rule (85 FR 82589 through 

82632), as well as in section IV. The latest version of each implementation specification may be 

accessed at the links provided: 

● HL7 FHIR Da Vinci - Coverage Requirements Discovery (CRD) Implementation 

Guide: Version STU 1.0.0.  

● HL7 FHIR Da Vinci - Documentation Templates and Rules (DTR) Implementation 

Guide: Version STU 1.0.0.  

● HL7 FHIR Da Vinci - Prior Authorization Support (PAS) Implementation Guide: 

Version STU 1.0.0.  



CMS-9123-F  302 

● HL7 FHIR Da Vinci - Payer Coverage Decision Exchange (PCDE) Implementation 

Guide: Version STU 1.0.0.  

● HL7 FHIR Consumer Directed Payer Data Exchange (CARIN IG for Blue Button®) 

Implementation Guide: Version STU 1.0.0.  

● HL7 FHIR Da Vinci Payer Data Exchange (PDex) Implementation Guide: Version 

STU 1.0.0.  

● HL7 FHIR Da Vinci - Payer Data Exchange (PDex) US Drug Formulary 

Implementation Guide: Version STU 1.0.1.  

● HL7 FHIR Da Vinci Payer Data Exchange (PDex) Plan Net Implementation Guide: 

Version STU 1.0.0.  

We stated that the implementation specifications proposed for adoption would be 

important additions to the group of interoperability specifications adopted by HHS. We believed 

that by adopting these implementation specifications, as proposed at 45 CFR 170.215(c), we 

would support future alignment across health care system stakeholders and the development of a 

robust nationwide health IT infrastructure.  

Unlike other rulemakings in which ONC has engaged, we did not propose new or revised 

certification criteria based on the proposed adoption of these implementation specifications, nor 

did we propose to require testing and certification to these implementation specifications for any 

existing certification criteria in the ONC Health IT Certification Program. These proposals 

focused on the adoption of implementation specifications for health information technology to 

support interoperability and health information exchange across a wide range of potential use 

cases. We noted that we expected that, as new models of care delivery continue to connect 

clinical and payment data in innovative ways to reduce burden and increase efficiency, the 

implementation specifications we proposed to adopt at 45 CFR 170.215(c) would contribute to 
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advancing the interoperability of data across clinical and administrative systems. We further 

stated we believed this approach would support federal alignment and coordination of federal 

activities with adopted standards and implementation specifications for a wide range of systems, 

use cases, and data types within the broad scope of health information exchange. As noted in the 

proposed rule (85 FR 82636), historically, state, federal, and local partners have leveraged the 

standards and implementation specifications adopted by ONC on behalf of HHS (as well as those 

identified in the ISA) to inform program requirements, technical requirements for grants and 

funding opportunities, and systems implementation for health information exchange. We stated 

that we believed the adoption of these implementation specifications would support these HHS 

partners in setting technical requirements and exploring the use of innovative health IT solutions 

for health information exchange for health care operations.   

We received comment on the proposal for adoption of these implementation 

specifications for health operations. Please see the Final Action statement at the end of this 

section for the list of implementation specifications we are finalizing for adoption by HHS. 

Comment: Several commenters supported the proposal to adopt these specifications as 

HHS standards. Commenters believed that health care operations would benefit from the 

adoption of these implementation specifications by ONC on behalf of HHS, similar to the way 

that health care treatment has benefitted from ONC designation of standards and implementation 

guides for clinical data and health information exchange. Commenters generally supported the 

adoption of API-related standards and implementation specifications as part of a nationwide 

health IT infrastructure. Commenters supported adopting standards and implementation 

specifications developed by consensus-based entities that include a wide variety of stakeholders, 

noting that this approach helps scale standards across the health care system and ensures 

different systems can communicate, which is necessary to achieving interoperability. 
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Commenters supported the adoption of implementation specifications for health care operations 

especially as they relate to ensuring processes are scalable and automatable, and will reduce 

overall burden.  

Response: We thank commenters for their support. We agree that this approach to 

adopting implementation specifications for health care operations can support increased 

alignment between clinical and administrative data. Through these efforts, we intend to promote 

the interoperability of essential health care data across a wide range of health IT systems as part 

of an effective nationwide health IT infrastructure. ONC will continue to work with CMS and 

other HHS programs on potential future rulemaking regarding the use of the specifications being 

adopted in this rule to advance interoperability where applicable. 

Comment: Commenters supported the effort by ONC to promote standards alignment 

across federal programs and recommended continued work in this area leveraging the ONC 

standards review and adoption process. Specifically, one commenter noted that the ICAD Task 

Force recommended that ONC work with CMS, the National Library of Medicine (NLM), and 

relevant value set authorities to “harmonize code and value sets to serve clinical and 

administrative needs” and urged CMS and ONC to work with NLM to harmonize data and 

interoperability standards with potential HIPAA operating rules and transactions standards. 

Response: We thank the commenter for their support and appreciate the commenter’s 

specific input related to the HITAC recommendations. ONC is committed to continuing to 

support the needs of patients and the health care community for the adoption of health IT, 

interoperability, and health information exchange standards and implementation specifications 

on behalf of HHS and consistent with Section 13111 and 13112 of the HITECH Act. We will 

continue to work with CMS and across HHS and other federal partners to support harmonization 
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of standards and implementation specifications for health care interoperability including those 

adopted in this final rule. 

Comment: A number of commenters urged ONC to establish certification criteria to 

support the payer prior authorization requirements proposed by CMS in the CMS Interoperability 

and Prior Authorization proposed rule. One commenter was concerned that the rule was not 

accompanied by guidance from ONC that would extend the applicability of proposed 

requirements to providers and EHR vendors, believing that without such a requirement providers 

may be reluctant to utilize the new provider-focused APIs. 

Response: As noted in the proposed rule, ONC did not propose new or revised 

certification criteria based on the specifications proposed for adoption, nor did we propose to 

require testing and certification to these implementation specifications for any existing 

certification criteria in the ONC Health IT Certification Program. As discussed elsewhere in this 

final rule, we believe health IT developers will play an important role in ensuring that health care 

providers can effectively utilize and realize the benefits of several of the payer APIs that have 

been finalized in this rule. Following publication of this final rule, we will continue to explore 

how certification criteria established under the ONC Health IT Certification program can support 

the development of health IT products that enable provider systems to seamlessly exchange data 

via these APIs. 

Comment: Commenters expressed concern with the proposed timeline and 

implementation date of January 1, 2023.  

 Response: We appreciate commenters’ concerns regarding implementation timelines and 

encourage readers to review other sections of this final rule for information on when the 

implementation specifications we are adopting in this section would be required for use by CMS. 

We wish to clarify that while CMS is finalizing certain timelines for requiring use of the specific 
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standards and implementation specifications by affected payers, the new implementation 

specifications finalized for adoption by ONC in this final rule will be adopted by HHS for health 

care industry use upon the effective date of the rule.  

 Below, we address specific comments on the implementation specifications we proposed 

for HHS adoption. 

Comment: Several commenters expressed concerns that the versions of the 

implementation specifications proposed for adoption by HHS were “immature.” A commenter 

noted that five of the specifications proposed for adoption were not formally designated as 

published by HL7 upon the publication of the NPRM, meaning they had not yet been deployed 

for live use in health IT applications. The commenter stated that the novelty of the specifications 

would increase the likelihood that health IT developers will encounter issues that require updates 

to the specifications before they can be deployed for live use. Commenters believed that the 

proposed implementation guides were developed quickly, and have not been deployed for use in 

production. 

Commenters noted that the implementation specifications proposed for adoption are 

“Standards for Trial Use” which means that an implementation guide can go through additional 

refinement and several more changes before they become “normative” with strict rules for use. 

The commenter stated that an STU IG means the guides themselves may change and backwards 

compatibility between STU versions is not guaranteed.  

Commenters expressed concern that these specifications are likely to evolve further, and 

that, by adopting the specifications in regulation, HHS would be effectively “locking down” the 

specifications in an STU state and potentially freezing progress on development of the 

specifications. Given these concerns, commenters urged HHS to consider the ramifications of 

regulating the use of non-normative standards. 
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Response: We appreciate the commenters’ input on the maturity of these implementation 

specifications. While we agree that additional updates may be made to these specifications, we 

do not believe that this precludes HHS adoption of the current versions of the implementation 

specifications we are finalizing in this rule.  

The standard level “Trial Use” definition established by HL7 states, “This content has 

been well reviewed and is considered by the authors to be ready for use in production systems. It 

has been subjected to ballot and approved as an official standard.”58 Each specification has been 

thoroughly tested in connectathon59-like environments and reviewed and balloted by the 

standards community. Moreover, while the current versions of the specifications being adopted 

in the final rule are “Standards for Trial Use,” they are based on FHIR R4 standard, which 

incorporates resources that are defined as normative. We believe that the substantial work 

completed to date to produce the current versions of these specifications is sufficient to warrant 

HHS adoption of these implementation specifications. 

Moreover, we note that HHS programs which reference the specifications we are 

adopting in this rule have established program regulations which permit the voluntary use of 

updated versions of adopted standards or implementation specifications. For instance, in the 

ONC 21st Century Cures Act final rule, we established a Standards Version Advancement 

Process for the ONC Health IT Certification Program (85 FR 25775), which permits health IT 

developers to use updated versions of standards adopted in regulation under certain conditions. 

In the CMS Interoperability and Patient Access final rule, as well as this final rule, we have also 

                                                           
58 See http://hl7.org/fhir/versions.html. 
59 A connectathon is a live or real-time testing event in which systems exchange information in a structured and 

supervised peer-to-peer testing environment, performing the transactions required for specified interoperability use 

cases. At a connectathon, health care and health IT organizations can test a module or product’s data-exchange 

capabilities with other products or systems currently in use or in development. Connectathons help implementers 

assess, test and improve implementation specifications for specified use cases. Standards developing organizations 

may require testing via a connectathon as part of the process to progress through a maturity model or balloting 

process. 

http://hl7.org/fhir/versions.html
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established provisions as part of its final policies for payers implementing required APIs that 

permit use of updated versions of required implementation specifications, as long as use of 

updated versions does not disrupt access to the API (85 FR 25522). We believe that by 

establishing these flexibilities, programs can substantially address stakeholder concerns around 

the negative consequences of adopting a specific version of a standard. 

Finally, we appreciate the concerns of commenters that these specifications have not 

received significant deployment in real-world environments. Testing is a time consuming and 

costly endeavor for standards organizations as they develop and attempt to deploy new or 

updated versions of standards and implementation guides. It is also challenging to ensure that a 

cross section of all organization types is represented in the testing. We believe that following 

HL7’s FHIR Maturity Model for implementation specifications to be tested with at least three 

independently developed systems leveraging most of the scope (for example, at least 80 percent 

of the core data elements) and using semi-realistic data and scenarios based on at least one of the 

declared scopes of the artifact (for example, at a connectathon)60 can contribute to mitigating 

these risks. Specifically, connectathons provide an opportunity for organizations to test 

specifications on a larger scale, and bring information back to the work groups and standards 

organization for further refinement.  

Below we address comments we received that are specific to each of the implementation 

specifications we proposed for adoption. We note that in this section of the final rule we only 

address those comments regarding the adoption of these specifications for health care industry 

use. For discussion of comments regarding CMS’ proposals to require certain payers to 

                                                           
60 Health Level 7 Fast Healthcare Interoperability Resource (HL7 FHIR) Maturity Model: 

https://wiki.hl7.org/FHIR_Maturity_Model. 

https://wiki.hl7.org/FHIR_Maturity_Model
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implement APIs which conform to these specifications, please see the appropriate section of this 

final rule. 

a. HL7 FHIR Da Vinci - Coverage Requirements Discovery (CRD) Implementation Guide: 

Version STU 1.0.0. 

We proposed to adopt the CRD IG on behalf of HHS at 45 CFR 170.215(c)(1). We did not 

receive any comments specific to adoption of this specification for use by the health care 

industry and are adopting the IG as proposed for the reasons discussed above. 

b. HL7 FHIR Da Vinci - Documentation Templates and Rules (DTR) Implementation 

Guide: Version STU 1.0.0. 

We proposed to adopt the DTR IG on behalf of HHS at 45 CFR 170.215(c)(2). 

Comment: One commenter noted that the DTR IG relies on HL7 Clinical Quality 

Language (CQL) and FHIR questionnaires to codify documentation templates. The commenter 

believed that this is complex and that the underlying HL7 CQL specification and the system 

engines do not currently perform reliably. The commenter recommended adoption of an 

alternative implementation guide.  

Response: We appreciate the commenter’s concerns and suggestion of an alternative 

implementation guide. However, the adoption of the DTR IG for industry use represents a 

valuable way to support interoperability for health care operations, as discussed in the final 

report of the ICAD Task Force. The adoption of this IG will also support federal alignment 

consistent with sections 13111 and 13112 of the HITECH Act. We will continue to evaluate 

alternative specifications that may also warrant adoption as long as such adoption does not 

undermine interoperability and federal alignment. Accordingly, we are adopting this 

specification as proposed for the reasons discussed here and above. 
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c. HL7 FHIR Da Vinci - Prior Authorization Support (PAS) Implementation Guide: 

Version STU 1.0.0. 

We proposed to adopt the PAS IG on behalf of HHS at 45 CFR 170.215(c)(3). 

Comment: One commenter noted that the PAS IG is only in the early stages of development 

and that this IG will need to go through finalization, comment collection, testing, piloting, and 

implementation before it is ready for adoption. Another commenter recommended specifically 

that the Prior Authorization Support Implementation Guide be incorporated into potential future 

requirements. 

Response: While we agree that additional testing and implementation of the PAS IG is likely 

to lead to further refinements and improvements for this specification, the testing and 

development activities completed to date are sufficient for us to adopt this specification. The 

current PAS IG can set a baseline now for interoperability in the health care industry and for 

federal agencies. As discussed above, we note that HHS components seeking to reference this 

standard may develop program-specific rules to allow for use of updated versions of the adopted 

standard.    

d. HL7 FHIR Da Vinci - Payer Coverage Decision Exchange (PCDE) Implementation 

Guide: Version STU 1.0.0. 

We proposed to adopt the PCDE IG on behalf of HHS at 45 CFR 170.215(c)(4). 

Comment: One commenter stated that further development of the PCDE IG is likely 

required. 

Response: We appreciate the commenter’s input. We are not adopting the PCDE IG due to its 

current state of development. 

e. HL7 FHIR Consumer Directed Payer Data Exchange (CARIN IG for Blue Button®) 

Implementation Guide: Version STU 1.0.0. 
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We proposed to adopt the CARIN IG for Blue Button® on behalf of HHS at 45 CFR 

170.215(c)(5). We received comments on this proposal which are discussed in section II.A.2.a. 

of this final rule. We are adopting the IG as proposed for the reasons discussed in that section. 

f. HL7 FHIR Da Vinci Payer Data Exchange (PDex) Implementation Guide: Version STU 

1.0.0. 

We proposed to adopt the PDex IG on behalf of HHS at 45 CFR 170.215(c)(6). 

Comment: One commenter expressed concern that the PDex IG has never been 

implemented in production and the guidance is unproven. 

Response: While we appreciate commenters’ concerns regarding the need for further 

testing and implementation experience with this specification, this specification has already 

undergone significant review and testing which support its adoption for both federal and industry 

use. Accordingly, and for the reasons discussed above, we are adopting this specification as 

proposed.  

g. HL7 FHIR Da Vinci - Payer Data Exchange (PDex) US Drug Formulary Implementation 

Guide: Version STU 1.0.1. 

We proposed to adopt the PDex US Drug Formulary IG on behalf of HHS at 45 CFR 

170.215(c)(7). We did not receive any comments specific to adoption of this specification for 

industry use, and are adopting the IG as proposed for the reasons discussed above. 

h. HL7 FHIR Da Vinci Payer Data Exchange (PDex) Plan Net Implementation Guide: 

Version STU 1.0.0. 

We proposed to adopt the PDex US Drug Formulary IG on behalf of HHS at 45 CFR 

170.215(c)(8). 

Comment: One commenter expressed concern with codifying the specific version of the 

HL7 Plan Net IG proposed for adoption, believing that this may limit innovation. The 
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commenter noted that this version of the Plan Net IG does not represent certain data held by 

payers, which will be conveyed as unstructured free text, while some payers may capture data in 

a different format than reflected in the specification.  

Response: We appreciate the commenter’s input on aspects of the specification which 

may warrant further development, however, the current version can advance interoperability 

around provider directory information. In addition, future versions may also be adopted and 

federal agencies can provide means, within their authorities, to both permit and/or require 

updating to newer versions of this IG. Accordingly, and for the reasons discussed above, we are 

adopting this specification as proposed.  

Organization and Clarity of CFR Section 

We proposed to make minor revisions to the regulation text at 45 CFR 170.215 to support 

clarity in the short descriptions of the standards and implementation specifications previously 

adopted at 45 CFR 170.215(a) and (b). However, we did not propose any changes to the 

standards and implementation specifications, or versions thereof, previously adopted in 45 CFR 

170.215(a) or (b). For the implementation specifications proposed for adoption at 45 CFR 

170.215(c) Standards and Implementation Specifications for Health Care Operations, we also 

proposed to incorporate by reference the specified version of each implementation specification 

at 45 CFR 170.299 (see also “Incorporation by Reference” section of the final rule preamble). 

We did not receive comments on these proposals. 

Final Action  

After consideration of the comments received, and for the reasons outlined in our 

responses to these comments above and for the reasons specified in the CMS Interoperability and 

Prior Authorization proposed rule, we are finalizing our proposals to adopt the following 

standards at 45 CFR 170.215(c): 
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●  HL7 FHIR Da Vinci - Coverage Requirements Discovery (CRD) Implementation 

Guide: Version STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-crd/STU1/.  

●  HL7 FHIR Da Vinci - Documentation Templates and Rules (DTR) Implementation 

Guide: Version STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-dtr/STU1.   

●  HL7 FHIR Da Vinci - Prior Authorization Support (PAS) Implementation Guide: 

Version STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-pas/STU1.  

●  HL7 FHIR Consumer Directed Payer Data Exchange (CARIN IG for Blue Button®) 

Implementation Guide: Version STU 1.0.0. URL: http://hl7.org/fhir/us/carin-bb/STU1.  

●  HL7 FHIR Da Vinci Payer Data Exchange (PDex) Implementation Guide: Version 

STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-pdex/STU1. 

●  HL7 FHIR Da Vinci - Payer Data Exchange (PDex) US Drug Formulary 

Implementation Guide: Version STU 1.0.1. URL http://hl7.org/fhir/us/davinci-drug-

formulary/STU1.0.1. 

●  HL7 FHIR Da Vinci Payer Data Exchange (PDex) Plan Net Implementation Guide: 

Version STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-pdex-plan-net/STU1.  

We are not finalizing our proposal to adopt: 

●  HL7 FHIR Da Vinci - Payer Coverage Decision Exchange (PCDE) Implementation 

Guide: Version STU 1.0.0. URL: http://hl7.org/fhir/us/davinci-pcde/STU1. 

We are also finalizing minor changes to descriptions included in the regulatory text at 45 

CFR 170.215 as proposed. 

IV.  Incorporation by Reference 

A. Standards, Implementation Guides, and Specifications 

1. National Technology Transfer and Advancement Act 

http://hl7.org/fhir/us/davinci-crd/STU1/
http://hl7.org/fhir/us/davinci-dtr/STU1
http://hl7.org/fhir/us/davinci-pas/STU1
http://hl7.org/fhir/us/carin-bb/STU1
http://hl7.org/fhir/us/davinci-pdex/STU1
http://hl7.org/fhir/us/davinci-drug-formulary/STU1.0.1
http://hl7.org/fhir/us/davinci-drug-formulary/STU1.0.1
http://hl7.org/fhir/us/davinci-pdex-plan-net/STU1
http://hl7.org/fhir/us/davinci-pcde/STU1
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The National Technology Transfer and Advancement Act (NTTAA) of 1995 (15 U.S.C. 

3701 et seq.) and the Office of Management and Budget (OMB) Circular A-11961 require the use 

of, wherever practical, technical standards that are developed or adopted by voluntary consensus 

standards bodies to carry out policy objectives or activities, with certain exceptions. The NTTAA 

and OMB Circular A-119 provide exceptions to electing only standards developed or adopted by 

voluntary consensus standards bodies, namely when doing so would be inconsistent with 

applicable law or otherwise impractical. In these cases, agencies have the discretion to decline 

the use of existing voluntary consensus standards, and instead can use a government-unique 

standard or other standard. In addition to the consideration of voluntary consensus standards, the 

OMB Circular A-119 recognizes the contributions of standardization activities that take place 

outside of the voluntary consensus standards process. Therefore, as stated in OMB Circular A-

119, in instances where use of voluntary consensus standards would be inconsistent with 

applicable law or otherwise impracticable, other standards should be considered that meet the 

agency’s regulatory, procurement, or program needs; deliver favorable technical and economic 

outcomes; and, are widely utilized in the marketplace. In this final rule, we use voluntary 

consensus standards, including implementation guides (IGs) and specifications. 

2. Compliance with Adopted Standards, Implementation Guides, and Specifications 

In accordance with the Office of the Federal Register (OFR) regulations related to 

“incorporation by reference,” 1 CFR part 51, which we follow when we adopt proposed 

standards, implementation guides, or specifications in any subsequent final rule, the entire 

standard, implementation guide, or specification document is deemed published in the Federal 

Register when incorporated by reference therein with the approval of the Director of the Federal 

                                                           
61 https://www.whitehouse.gov/sites/whitehouse.gov/files/omb/circulars/A119/revised_circular_a-

119_as_of_1_22.pdf.  

https://www.whitehouse.gov/sites/whitehouse.gov/files/omb/circulars/A119/revised_circular_a-119_as_of_1_22.pdf
https://www.whitehouse.gov/sites/whitehouse.gov/files/omb/circulars/A119/revised_circular_a-119_as_of_1_22.pdf
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Register. Once published, compliance with the standard, implementation guide, or specification 

includes the entire document unless specified otherwise in regulation. For example, finalizing the 

Health Level 7® (HL7) Fast Healthcare Interoperability Resources® (FHIR) Da Vinci - Coverage 

Requirements Discovery (CRD) Implementation Guide: Version STU 1.0.0 (see section II.E. of 

this final rule), and API requirements for payers based on this IG (see section II.D. of this final 

rule), means payers developing and implementing a Documentation Requirements Lookup 

Service (DRLS) application programming interface (API) would need to demonstrate 

compliance with all mandatory elements and requirements of the IG. If an element of the IG is 

optional or permissive in any way, it would remain that way for compliance unless we specified 

otherwise in regulation. In such cases, the regulatory text would preempt the permissiveness of 

the implementation guide. This also applies to standards and specifications. 

3. “Reasonably Available” to Interested Parties 

The OFR has established requirements for materials (for example, standards, 

implementation guides, and specifications) that agencies propose to incorporate by reference in 

Federal Regulations (79 FR 66267; 1 CFR 51.5(a)). To comply with these requirements, in this 

section we provide summaries of, and uniform resource locators (URLs) to the standards, 

implementation guides, and specifications we are adopting and incorporating by reference in the 

Code of Federal Regulations (CFR). To note, we also provide relevant information about these 

standards, implementation guides, and specifications throughout the relevant sections of this 

final rule. 

B. Incorporation by Reference 

OFR has established requirements for materials (for example, standards, IGs, or 

specifications) that agencies propose to incorporate by reference in the CFR (79 FR 66267; 1 

CFR 51.5(a)). Section 51.5(a) requires agencies to discuss, in the preamble of a proposed rule, 
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the ways that the materials it proposes to incorporate by reference are reasonably available to 

interested parties or how it worked to make those materials reasonably available to interested 

parties, and summarize in the preamble of the proposed rule, the material it proposes to 

incorporate by reference. 

To make the materials we intend to incorporate by reference reasonably available, we 

provide a URL for the IGs and specifications. In all cases, these IGs and specifications are 

accessible through the URLs provided by selecting the specific version number from the version 

history page the URL directly links to. In all instances, access to the IGs or specification can be 

gained at no-cost (monetary). There is also no requirement for participation, subscription, or 

membership with the applicable standards developing organization (SDO) or custodial 

organization to obtain these materials.  

As noted above, the NTTAA and OMB Circular A-119 require the use of, wherever 

practical, technical standards that are developed or adopted by voluntary consensus standards 

bodies to carry out policy objectives or activities, with certain exceptions. As discussed, HHS 

has followed the NTTAA and OMB Circular A-119 in finalizing standards, IGs, and 

specifications for adoption. HHS has worked with HL7 to make the IGs and specifications being 

adopted and incorporated by reference in the Federal Register, available to interested 

stakeholders. As discussed in section II.B. of this final rule, all HL7 FHIR IGs are developed 

through an industry-led, consensus-based public process. HL7 is an American National 

Standards Institute (ANSI) accredited standards development organization. HL7 FHIR standards 

are unique in their ability to allow disparate systems that otherwise represent data differently to 

exchange such data in a standardized way that all systems can share and consume via standards-

based APIs. HL7 FHIR IGs are also openly accessible, so any interested party can go to the HL7 

website and access the IG. Once accessed, all public comments made during the balloting 
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process, as well as the version history of the IGs are available for review. In this way all 

stakeholders can fully understand the lifecycle of a given IG. Use of such guidance facilitates 

interoperability in a transparent and cost-effective way that ensures the IGs are informed by, and 

approved by, industry leaders looking to use technology to improve patient care. As such, all of 

the standards we are adopting and incorporating by reference are developed and/or adopted by 

voluntary consensus standards bodies. 

As required by § 51.5(a), we provide summaries of the implementation specifications we 

are adopting and incorporating by reference in the Code of Federal Regulations. We also provide 

relevant information about these implementation specifications throughout the relevant sections 

of this final rule. 

Standards Including Implementation Guides and Specifications for Health Care 

Interoperability – 45 CFR part 170 

● HL7 FHIR Da Vinci - Coverage Requirements Discovery (CRD) Implementation 

Guide: Version STU 1.0.0. 

URL: http://hl7.org/fhir/us/davinci-crd/STU1/.  

  

Summary: The purpose of this IG is to define a workflow whereby payers can share 

coverage requirements with clinical systems at the time treatment decisions are being made. This 

ensures that clinicians and administrative staff have the capability to make informed decisions 

and can meet the requirements of the patient’s insurance coverage. Various insurance and 

coverage products accepted by a given provider may have very different requirements for prior 

authorization documentation. Providers who fail to adhere to payer requirements may find that 

costs for a given service are not covered or not completely covered. The outcome of this failure 
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to conform to payer requirements can be increased out of pocket costs for patients, additional 

visits and changes in the preferred care plan, and increased burden. 

The information that may be shared using this IG includes: 

-- Updated coverage information. 

-- Alternative preferred/first-line/lower-cost services/products. 

-- Documents and rules related to coverage. 

-- Forms and templates. 

-- Indications of whether prior authorization is required. 

This IG will also support the DRLS API discussed by CMS in section II.C. of this final rule. 

● HL7 FHIR Da Vinci - Documentation Templates and Rules (DTR) Implementation 

Guide: Version STU 1.0.0. 

URL: http://hl7.org/fhir/us/davinci-dtr/STU1.  

Summary: This IG specifies how payer rules can be executed in a provider context to 

ensure that documentation requirements are met. The DTR IG is a companion to the CRD IG, 

which uses Clinical Decision Support (CDS) Hooks62 to query payers to determine if there are 

documentation requirements for a proposed medication, procedure, or other service. When those 

requirements exist, CDS Hooks Cards will be returned with information about the requirements. 

This IG leverages the ability of CDS Hooks to link to a Substitutable Medical Applications, 

Reusable Technologies (SMART) on FHIR63 app to launch and execute payer rules. The IG 

describes the interactions between the SMART on FHIR app and the payer’s IT system to 

retrieve the payer’s documentation requirements, in the form of Clinical Quality Language 

(CQL)64 and a FHIR Questionnaire resource, for use by the provider. 

                                                           
62 https://cds-hooks.org/.  
63 https://docs.smarthealthit.org/.   
64 https://cql.hl7.org/.  

http://hl7.org/fhir/us/davinci-dtr/STU1
https://cds-hooks.org/
https://docs.smarthealthit.org/
https://cql.hl7.org/
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The goal of DTR is to collect clinical documentation and/or to encourage the completion 

of documentation that demonstrates medical necessity for a proposed medication, procedure, or 

other service. To accomplish this, the IG details the use of a payer provided Questionnaire 

resource and results from CQL execution to generate a Questionnaire response resource 

containing the necessary information. Essentially, the provider’s EHR communicates to the 

payer’s system, which informs the EHR of the documentation that needs to be completed – this 

is the Questionnaire resource. To populate the Questionnaire response, this IG supports the 

provider’s EHR in populating the response form with the relevant patient information from the 

patient’s electronic record. As much as can be auto-populated by the system is completed. The 

IG then instructs the system to alert a provider to any gaps in information that may need to be 

manually filled before the Questionnaire response resource is sent back to the payer through the 

EHR via the SMART on FHIR app. This IG will also support the DRLS API discussed by CMS 

in section II.C. of this final rule. 

● HL7 FHIR Da Vinci - Prior Authorization Support (PAS) Implementation Guide: 

Version STU 1.0.0. 

URL: http://hl7.org/fhir/us/davinci-pas/.  

Summary: The PAS IG uses the FHIR standard as the basis for assembling the 

information necessary to substantiate the need for a particular treatment and submitting that 

information and the request for prior authorization to an intermediary end point. That endpoint is 

responsible for ensuring that any HIPAA requirements are met. The response from the payer is 

intended to come back to that intermediary endpoint and be available to the provider’s EHR 

solution using the FHIR standard. The goal is to provide real time prior authorization, where 

possible, in the provider’s clinical workflow.  

http://hl7.org/fhir/us/davinci-pas/
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This IG, in this way, can be used to enable direct submission of prior authorization 

requests initiating from a provider’s EHR system or practice management system. To meet 

regulatory requirements, these FHIR interfaces will communicate with an intermediary that 

converts the FHIR requests to the corresponding X12 instances prior to passing the requests to 

the payer. Responses are handled by a reverse mechanism (payer to intermediary as X12, then 

converted to FHIR and passed to the provider’s EHR). Direct submission of prior authorization 

requests from the provider’s EHR will reduce costs for both providers and payers and result in 

faster prior authorization decisions resulting in improved patient care and experience. 

When combined with the Da Vinci CRD and DTR IGs, direct submission of prior 

authorization requests will further increase efficiency by ensuring that authorizations are always 

sent when (and only when) necessary, and that such requests will almost always contain all 

relevant information needed to make the authorization decision on initial submission. 

This IG also defines capabilities around the management of prior authorization requests, 

including checking the status of a previously submitted request, revising a previously submitted 

request, and cancelling a request. This IG will also support the Prior Authorization Support API 

discussed by CMS in section II.C. of this final rule. 

● HL7 FHIR Consumer Directed Payer Data Exchange (CARIN IG for Blue Button®) 

Implementation Guide: Version STU 1.0.0. 

URL: http://hl7.org/fhir/us/carin-bb/STU1.  

Summary: This IG describes the CARIN for Blue Button Framework, providing a set of 

resources that payers can exchange with third-parties to display to consumers via a FHIR-based 

API. This IG will also help impacted payers share adjudicated claims and encounter data via the 

Patient Access API discussed by CMS in section II.A. of this final rule, the Provider Access 

discussed in section II.B., and the Payer-to-Payer API discussed in section II.D. It includes data 

http://hl7.org/fhir/us/carin-bb/STU1
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elements and coding instructions each impacted payer can use to prepare and share the specified 

data. 

● HL7 FHIR Da Vinci Payer Data Exchange (PDex) Implementation Guide: Version 

STU 1.0.0. 

URL: http://hl7.org/fhir/us/davinci-pdex/STU1. 

Summary: This IG enables payers to create a member’s health history from clinical 

Resources based on FHIR Release 4 that can be exchanged with other payers, providers, and 

thirty-party applications. It also supports patient-authorized exchange to a third-party application, 

such as data as defined in the US Core Data for Interoperability (USCDI) version 1, as discussed 

in section II.A. of this final rule. It will also support the Patient Access API discussed by CMS in 

section II.A. of this final rule, the Provider Access API discussed by CMS in section II.B., and 

the Payer-to-Payer API discussed in section II.D. 

● HL7 FHIR Da Vinci - Payer Data Exchange (PDex) US Drug Formulary 

Implementation Guide: Version STU 1.0.1. 

URL: http://hl7.org/fhir/us/davinci-drug-formulary/STU1.0.1.  

Summary: This IG defines a FHIR interface to a health insurer’s current drug formulary 

information. A drug formulary is a list of brand-name and generic prescription drugs a payer 

agrees to pay for, at least partially, as part of health insurance or benefit coverage. Drug 

formularies are developed based on the efficacy, safety, and cost of drugs. The primary use cases 

for this FHIR interface is to enable a patients’ ability to understand the costs and alternatives for 

drugs that have been or can be prescribed, and to enable the comparison of their drug costs 

across different insurance plans. This IG would also support the inclusion of current formulary 

and preferred drug list information via the Patient Access API as discussed by CMS in section 

http://hl7.org/fhir/us/davinci-pdex/STU1
http://hl7.org/fhir/us/davinci-drug-formulary/STU1.0.1
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II.A. of this final rule, the Provider Access discussed in section II.B., and the Payer-to-Payer API 

discussed in section II.D. 

● HL7 FHIR Da Vinci Payer Data Exchange (PDex) PlanNet Implementation Guide: 

Version STU 1.0.0. 

URL: http://hl7.org/fhir/us/davinci-pdex-plan-net/STU1.   

Summary: This IG is modeled off of the Validated Healthcare Directory Implementation 

Guide (VHDir), an international standard developed to support a conceptual, centralized, 

national source of health care data that would be accessible to local directories and used across 

multiple use cases. VHDir, as a basis for a centralized health care directory, is in development. 

This PlanNet IG leverages the lessons learned and input provided throughout the extended 

VHDir development process, which has been informed by a large cross-section of stakeholders, 

and addresses a narrower scope of health care directory needs. This IG specifically allows payers 

to share basic information about their own, local networks via a publicly-accessible API. Where 

the VHDir IG looks to create a central resource that a payer, for instance, could use to populate 

their local directory; the PlanNet IG allows the payer to make their local directory accessible to 

the public via an API. This IG will also support impacted payers sharing their providers’ names, 

addresses, phone numbers, and specialties, which is information required to be shared via the 

Provider Directory API discussed by CMS in section II.A. of this final rule.  

V.  Collection of Information Requirements 

Under the Paperwork Reduction Act of 1995, we are required to provide 30-day notice in 

the Federal Register and solicit public comment before a collection of information requirement 

is submitted to the Office of Management and Budget (OMB) for review and approval. To fairly 

evaluate whether an information collection should be approved by OMB, section 3506(c)(2)(A) 

http://hl7.org/fhir/us/davinci-pdex-plan-net/STU1
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of the Paperwork Reduction Act of 1995 requires that we solicit comment on the following 

issues:  

● The need for the information collection and its usefulness in carrying out the proper 

functions of our agency.  

● The accuracy of our estimate of the information collection burden.  

● The quality, utility, and clarity of the information to be collected.  

● Recommendations to minimize the information collection burden on the affected 

public, including automated collection techniques.  

We solicited public comment on each of these issues for the following sections of this 

document that contain information collection requirements (ICRs):  

A.  Background  

To advance our commitment to interoperability, we are finalizing new requirements for 

impacted payers to implement a series of standards-based APIs. As discussed in the CMS 

Interoperability and Prior Authorization proposed rule, we believe that the proposals will help 

facilitate coordinated care by helping to ensure that patients can access their own health 

information, and that providers can access the health care data of their patients through the use of 

common technologies, without special effort and in an easily usable digital format. 

We additionally proposed, and are now finalizing, requirements that will reduce prior 

authorization burden on payers, providers, and patients, especially in terms of delays in patient 

care, through a number of policies that would require impacted payers to implement standards-

based APIs for prior authorization processes, reduce the amount of time to process prior 

authorization requests, and publicly report certain metrics about prior authorization processes for 

transparency, among other proposals. 

B. Wage Estimates  
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To derive average costs, we use data from the U.S. Bureau of Labor (BLS) Statistics’ 

National Occupational Employment and Wage Estimates for Direct Health and Medical 

Insurance Carriers (NAICS Code 524114) (https://www.bls.gov/oes/current/oes_nat.htm). Table 

1 presents the mean hourly wage, the cost of fringe benefits (calculated at 100 percent of salary), 

and the adjusted hourly wage.  

TABLE 1: Hourly Wage Estimates  

Occupation Title 
Occupation 

Code  

Mean 

Hourly 

Wage  

($ / Hour)  

Fringe 

Benefit  

($ / Hour)  

Adjusted 

Hourly 

Wage  

($ / Hour)  

Business Operations Specialists 13-1000 $36.31 $36.31 $72.62 

Clerical 43-3000 $19.60 $19.60 $39.20 

Computer and Information Analysts 15-1210 $46.91 $46.91 $93.82 

Computer and Information Systems Managers 11-3021 $75.19 $75.19 $150.38 

Computer Systems Analysts 15-1211 $46.21 $46.21 $92.42 

Database Administrators and Architects 15-1245 $46.21 $46.21 $92.42 

Designers, All Other 27-1029 $35.34 $35.34 $70.68 

Engineers, All Other 17-2199 $49.26 $49.26 $98.52 

General and Operations Managers 11-1021 $59.15 $59.15 $118.30 

Medical Records Specialists 29-2098 $22.40 $22.40 $44.80 

Registered Nurses 29-1141 $37.24 $37.24 $74.48 

Operations Research Analysts 15-2031 $43.56 $43.56 $87.12 

Physicians 29-1228 $97.81 $97.81 $195.62 

Software and Web Developers 15-1250 $51.44 $51.44 $102.88 

Technical Writers 27-3042 $36.95 $36.95 $73.90 

  As indicated, we are adjusting the employee hourly wage estimates by a factor of 100 

percent. This is necessarily a rough adjustment, both because fringe benefits and overhead costs 

vary significantly across employers, and because methods of estimating these costs vary widely 

across studies. Nonetheless, there is no practical alternative, and we believe that doubling the 

hourly wage to estimate total cost is a reasonably accurate estimation method. 

C. Information Collection Requirements (ICRs)  

Consistent with our approach in the CMS Interoperability and Patient Access final rule 

(85 FR 25622-25623), we determine ICRs by evaluating cost and burden at the parent 

organization level, as defined and discussed in detail in that rule. In that final rule, we provided a 

detailed rationale for how we determined the number of parent organizations (85 FR 25622). For 
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the CMS Interoperability and Prior Authorization proposed rule, we used a similar approach to 

determine the number of parent organizations. We started by reviewing the parent organizations 

of health plans across Medicaid and CHIP managed care and QHP issuers on the FFEs to remove 

organizations that would not be subject to the proposed policies. We then de-duplicated the list to 

accurately represent those parent organizations that have multiple lines of business across 

programs only once. Ultimately, we determined that there are 209 parent organizations across 

Medicaid managed care plans, CHIP managed care entities, and QHP issuers on the FFEs. In 

addition, we again identified 56 states, territories, and U.S. commonwealths which operate FFS 

programs, as well as one state that operates its CHIP and Medicaid FFS programs separately, for 

a total of 266 parent organizations that together represent the possible plans, entities, issuers, and 

state programs impacted by these proposals. We solicited public comment regarding this 

methodology and whether parent organizations can implement the following information 

collection requirements across their lines of business. We did not receive any comments on this 

methodology.  

1. ICRs Regarding Patient Access API Proposal (§§ 431.60, 438.242, 457.730, 457.1233, and 45 

CFR 156.221) 

 To improve patient access to their health information, as discussed in the proposed rule at 

85 FR 82589, we proposed to expand the Patient Access API finalized in the CMS 

Interoperability and Patient Access final rule (85 FR 25510). Specifically, we proposed that 

impacted payers implement the API conformant with a specific set of IGs at 45 CFR 170.215 to 

improve interoperability. We also proposed to enhance the API by requiring information about 

pending and active prior authorization decisions be made available by all impacted payers.  

 In the proposed rule, the cost of upgrading the Patient Access API to be conformant with 

the specified IGs is accounted for in the maintenance costs estimated in the CMS Interoperability 
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and Patient Access final rule (85 FR 25607). However, upon deeper reflection, because this is a 

major upgrade, we intend to treat the cost of upgrading the Provider Access API to be 

conformant with the specified IG standards, as an independent, stand-alone, major maintenance 

item and estimate it separately below.  

We noted that those maintenance costs also include costs for MA organizations, which 

are still relevant to the CMS Interoperability and Patient Access final rule policies and are not 

directly regulated by these policies. As discussed therein, the maintenance we estimated accounts 

for additional capability testing and long-term support of the APIs, increased data storage needs, 

such as additional servers, or cloud storage to store any additional patient health information, and 

allocation of resources to maintain the FHIR server. In the CMS Interoperability and Patient 

Access final rule (85 FR 25510), we noted that we understand that most payers are currently 

using the proposed IGs to implement the API. We sought comment on our assumptions that use 

of these IGs is adequately accounted for in the maintenance costs of the Patient Access API in 

the CMS Interoperability and Patient Access final rule. 

 We next turn to estimating the impact of requiring conformity with the specified IG 

requirements. This final rule has five APIs. Burden for conformity with IG requirements only 

affects the Provider Access API. The other APIs are not affected because this is the only new 

API required in this rule. In estimating the impact of this requirement we first note that since we 

expect most stakeholders are already complying with these requirements, because we previously 

recommended following them and also because we specifically published these standards on the 

CMS website at https://www.cms.gov/Regulations-and-

Guidance/Guidance/Interoperability/index, we estimate conservatively that at least half the 

stakeholders are complying. Thus, we are applying our parent organization estimate to only one-

half of the 266 parent organizations, or 133 parent organizations.  

https://www.cms.gov/Regulations-and-Guidance/Guidance/Interoperability/index
https://www.cms.gov/Regulations-and-Guidance/Guidance/Interoperability/index
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 We are estimating this burden as similar in burden to an independent major maintenance 

update on an existing system. The implementation and maintenance costs for the Provider 

Access API are presented in Table 3. There, we estimated 2,800 hours per parent organization at 

a cost of $275,743 per parent organization for implementation. Maintenance costs to an existing 

system are estimated at 25 percent throughout this rule. In this final rule, we are regarding the 

compliance with IG requirements, not as subsumed under existing maintenance costs, but as an 

independent maintenance cost. Accordingly, we estimate per parent organization: 

 700 hours (25 percent * 2800 hours) 

 $68,936 (25 percent of $275,743) 

Since we are applying this to 133 parent organizations (50 percent x 266 parent organizations) 

we estimate total annual aggregate burden for IG requirements to be 93,100 hours (133 * 700 

hours / 133 parent organizations at a cost of $9.2 million (133 * $68,936). 

We also proposed to require the Privacy Policy Attestation provision that we had presented as an 

option in the CMS Interoperability and Patient Access final rule (85 FR 25549 through 25550). 

Facilitating this attestation process is part of the regular work of keeping the API up to date and 

functioning.   

2. ICRs Regarding Reporting Patient Access API Metrics to CMS Proposal (§§ 431.60, 438.242, 

457.730, 457.1233, and 45 CFR 156.221) 

 In order to assess whether our policy requirements concerning the Patient Access API 

finalized in the CMS Interoperability and Patient Access final rule (85 FR 25558) are providing 

patients information in a transparent and timely way, we proposed at §§ 431.60(h), 

438.242(b)(5), 457.730(h), 457.1233(d)(2) (finalized as applicable to CHIP managed care 

entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 CFR 

156.221(i) to require impacted payers to report quarterly to CMS certain metrics on use of the 
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Patient Access API. We estimated that impacted payers would conduct two major work phases: 

(1) implementation, which includes defining requirements and system design (and updates) to 

generate and compile reports; and (2) maintenance, compiling, and transmitting quarterly 

reporting to CMS. In the first phase (implementation), we noted that we believe impacted payers 

would need to define requirements concerning the types and sources of data that would need to 

be collected on the use of the Patient Access API and build the capability for a system to 

generate data that can be sent to CMS. In the second phase (maintenance), we believe impacted 

payers will need to prepare the quarterly data to be transmitted to CMS. 

The burden estimate related to the proposed requirements reflects the time and effort 

needed to collect the information described above and to disclose the information. We estimated 

an initial set of one-time costs associated with implementing the reporting infrastructure, and an 

ongoing annual maintenance cost to report after the reporting infrastructure is set up. 

 Table 2 presents our estimates for first year implementation and ongoing maintenance 

costs. For example, in the second row of Table 2, we estimate for first-year implementation that 

Business Operations Specialists would spend 60 hours at a wage of $72.62 an hour for a total 

cost of $4,357.20. 

 As captured in the bottom two rows of Table 2: 

● First-year implementation would require, on average, a total of 160 hours per 

organization at an average cost of $14,645.20 per organization. 

● Therefore, the aggregate burden of the first-year implementation across 266 parent 

organizations would be 42,560 hours (160 hours * 266 parent organizations) at a cost of 

$3,895,623 ($14,645.20 *266 parent organizations). 

● Similarly, ongoing maintenance after the first year would require a total of 40 hours per 

organization per year at an average cost of $2,904.80 per organization. 
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● Therefore, the aggregate burden of ongoing maintenance across 266 parent 

organizations would be 10,640 hours (40 hours * 266 parent organizations) at a cost of $772,677 

($2,904.80 * 266 parent organizations). 

TABLE 2: Aggregate Burden for Complying with the Patient Access API Reporting 

Requirements 

Occupation Title 
Occupation 

Code 

Labor 

Cost  

($ / Hour) 

Development 

Hours First 

Year Only 

(Hours) 

Maintenance 

Hours Per 

Year 

(Hours) 

1st Year 

Development 

Cost 

($) 

Annual 

Maintenance 

Cost  

($) 

Software and Web Developers 15-1250 $102.88  100 0 $10,288.00  $0 

Business Operations Specialists 13-1000 $72.62  60 40 $4,357.20  $2,904.80  

Totals per Parent Organization     160 40 $14,645.20 $2,904.80 

Totals for 266 Parent 

Organizations     
42,560 10,640 $3,895,623.20 $772,676.80 

 We solicited comments on our assumptions and approach but did not receive any. 

3. ICRs Regarding Provider Directory API Proposal (§§ 431.70, 438.242, 457.760, and 

457.1233) 

 As discussed in the proposed rule at 85 FR 82595, we proposed to require impacted 

payers implement and maintain the Provider Directory API conformant with the HL7 FHIR Da 

Vinci Payer Data Exchange Plan Net IG. The Provider Directory API was finalized in the CMS 

Interoperability and Patient Access final rule (85 FR 25564). We noted that those maintenance 

costs also include costs to MA organizations, which are still relevant to the CMS Interoperability 

and Patient Access final rule policies and will not be directly regulated by these policies. In the 

CMS Interoperability and Patient Access final rule (85 FR 25562), we encouraged, but did not 

require the use of this IG. We sought comment on this assumption that use of the IG is fully 

accounted for in the maintenance costs from the CMS Interoperability and Patient Access final 

rule but did not receive any. 

4.  ICRs Regarding Provider Access API Proposal (§§ 431.61, 438.242, 457.731, 457.1233, and 

45 CFR 156.222)  
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To promote our commitment to interoperability, we proposed new requirements for APIs 

at §§ 431.61(a), 438.242(b)(5), 457.731(a), 457.1233(d)(2) (finalized as applicable to CHIP 

managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242), and 45 CFR 156.222(a). This standards-based Provider Access API would permit 

providers to retrieve standardized patient data to facilitate coordinated care. To estimate costs to 

implement the new requirements for all proposed APIs in the CMS Interoperability and Prior 

Authorization proposed rule, we used the same methodology that we used in the CMS 

Interoperability and Patient Access final rule (85 FR 25510). 

In the CMS Interoperability and Patient Access final rule (85 FR 25510), we estimated 

that impacted payers would conduct three major work phases: initial design; development and 

testing; and long-term support and maintenance. In this proposed rule, we assume the same 

major phases of work would be required, with a different level of effort during each work phase 

for each of the new proposed APIs. Consistent across all new proposed API provisions, we 

describe below the tasks associated with the first two phases. Where we believe additional effort 

associated with these tasks is necessary, we describe those as relevant in subsequent ICRs 

depending on how we believe they impact cost estimates. We discuss the costs for the third 

phase, long-term support and maintenance, and our methodology for the development of those 

costs in aggregate for all proposed APIs here.  

In the initial design phase, we believe tasks include: Determining available resources 

(personnel, hardware, cloud storage space, etc.); assessing whether to use in-house resources to 

facilitate an API connection or contract the work to a third party; convening a team to scope, 

build, test, and maintain the API; performing a data availability scan to determine any gaps 

between internal data models and the data required for the necessary FHIR resources; and, 

mitigating any gaps discovered in the available data. 
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During the development and testing phase, we believe impacted payers need to conduct 

the following: Map existing data to the HL7 FHIR standards, which would constitute the bulk of 

the work required for implementation; allocate hardware for the necessary environments 

(development, testing, production); build a new FHIR-based server or leverage existing FHIR-

based servers; determine the frequency and method by which internal data is populated on the 

FHIR-based server; build connections between the databases and the FHIR-based server; 

perform capability and security testing; and vet provider requests.  

The payers impacted by the proposed Provider Access API provision are required by the 

CMS Interoperability and Patient Access final rule by January 1, 2021 (beginning with plan 

years beginning on or after January 1, 2021 for QHP issuers on the FFEs)65 (85 FR 25510) to 

implement a FHIR-based Patient Access API using the same baseline standards. These include 

HL7 FHIR Release 4.0.1, and complementary security and app registration protocols, 

specifically the SMART Application Launch Implementation Guide (SMART IG) 1.0.0 

(including mandatory support for the “SMART on FHIR Core Capabilities”), which is a profile 

of the OAuth 2.0 specification. Therefore, we believe payers will be able to gain efficiencies and 

leverage efforts and knowledge of the staff required to build, implement, and maintain the 

Provider Access API (as well as the other APIs in this proposed rule) because part of the cost of 

training and staff necessary is built into the development of the APIs required in the CMS 

Interoperability and Patient Access final rule (85 FR 25510). 

One additional new requirement for both the Provider Access API and the Payer-to-Payer 

API is conformance with the HL7 FHIR Bulk Data Access (Flat FHIR) specification. We 

                                                           
65 In the CMS Interoperability and Patient Access final rule, we finalized that these provisions would be applicable 

to data with a date of service on or after January 1, 2016, beginning January 1, 2021, and enforced beginning July 1, 

2021 taking into account the 6 months of enforcement discretion we are exercising as a result of the current public 

health emergency (PHE). 
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proposed that the Provider Access API include active and pending prior authorization decisions 

and related clinical documentation and forms, including the date the prior authorization was 

approved, the date the authorization ends, as well as the units and services approved and those 

used to-date. We factored in these proposed requirements in the estimated costs for the Provider 

Access API in Table 3. We assumed this cost accounted for here will absorb costs to include the 

same data in other proposed APIs. As a result, we accounted for these new costs once 

appreciating the efficiencies of using the same mapped data across more than one API. We 

sought comment on this assumption that the underlying content and exchange standards can be 

shared across the multiple APIs discussed in this proposed rule but did not receive any. Our 

estimates as summarized in Table 3 are based on feedback from industry experts on the 

anticipated burden to implement the HL7 FHIR Bulk Data Access (Flat FHIR) specification—

including input based on CMS’ experience with the DPC pilot discussed in in the proposed rule 

at 85 FR 82598. Therefore, we noted that we believe this to be a reasonable estimate of the 

implementation burden.  

The burden estimate related to the new requirements for APIs reflects the time and effort 

needed to collect the information described above and to disclose this information. We estimated 

an initial set of one-time costs associated with implementing the proposed Provider Access API 

requirements. Below we describe the burden estimates for the development and implementation 

phases for the Provider Access API.  

Table 3 presents the total activities, hours, and dollar burdens for the implementation of 

the Provider Access API (initial design phase and the development and testing phase). Based on 

the same assumptions as those included in the CMS Interoperability and Patient Access final rule 

(85 FR 25510), we selected the medium estimate as the primary estimate. As illustrated in the 

bottom rows of Table 3:  
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● One-time implementation efforts for the first two phases would (for the primary 

estimate) require on average a total of 2,800 hours per organization at an average cost of 

$275,743 per organization. 

● The aggregate burden of the first-year implementation across 266 parent organizations 

would be 744,800 hours (2,800 hours * 266) at a cost of $73.3 million ($275,743 * 266). This 

corresponds to the primary estimate; the primary and high estimates are obtained by multiplying 

the low estimate by a factor of two and three, respectively.  

TABLE 3: Burden Estimates for the Provider Access API* 

 

Occupation Title 

Labor 

Cost  

($ / 

Hour) 

Hours 

(Low) 
Hours 

(Primary) 
Hours 

(High) 

Total Cost 

(Wages * 

Hours) 

(Low) 

Total Cost 

(Wages * 

Hours) 

(Primary) 

Total Cost 

(Wages * 

Hours) 

(High) 

Database Administrators and 

Architects 
$92.42  240 480 720 $22,181  $44,362  $66,542  

Engineers, All Other $98.52  160 320 480 $15,763  $31,526  $47,290  

Computer Systems Analysts $92.42  80 160 240 $7,394  $14,787  $22,181  

General and Operations 

Managers 
$118.30  160 320 480 $18,928  $37,856  $56,784  

Operations Research 

Analysts 
$87.12  160 320 480 $13,939  $27,878  $41,818  

Software and Web 

Developers 
$102.88  120 240 360 $12,346  $24,691  $37,037  

Computer and Information 

Systems Managers 
$150.38  120 240 360 $18,046  $36,091  $54,137  

Designers, All Other $70.68  160 320 480 $11,309  $22,618  $33,926  

Technical Writers $73.90  40 80 120 $2,956  $5,912  $8,868  

Computer and Information 

Analysts 
$93.82  160 320 480 $15,011 $30,022 $45,034 

Totals per Parent 

Organization 
  1,400 2,800 4,200 $137,873 $275,743 $413,617 

Totals for 266 Parent  

Organizations 
  372,400 744,800 1,117,200 $36,674,218 $73,347,638 $110,022,122 

*Estimated burden is total burden of implementation; this burden is apportioned over 24 months in the COI 

summary table. Annual maintenance costs are 25 percent of total implementation costs as reflected in subsequent 

year costs in Table 10. 
*Note: Table 3 (as other Tables in this Collection of Information Requirements section) reflects a spreadsheet 

accuracy and calculation; therefore, minor errors that seem to be in the Table are due to rounding. 

Although this provision would be first applicable January 1, 2023, we discussed in the 

CMS Interoperability and Prior Authorization proposed rule that we believe it is reasonable that 

the APIs will be under development prior to this date. Acknowledging that impacted payers will 

have varying technological and staffing capabilities, we estimate that development of the APIs 
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will require 6 to 12 months of work. Given that this rule has been finalized in early 2021, we 

distributed the cost estimates over approximately 2 calendar years of time to reflect payers being 

given flexibility regarding when they complete the work (see Table 10, summary table).  

We solicited comment on our approach and assumptions for the cost of the Provider Access API, 

including whether our estimates and ranges are reasonable or should be modified. We did not 

receive any comments on our cost assumptions for the Provider Access API. 

a. API Maintenance Costs 

We discuss the costs for the third phase, long-term support and maintenance, and our 

methodology for the development of those costs in aggregate for all four proposed APIs below.  

As relevant to the APIs discussed in the proposed rule at 85 FR 82647 through 82651, and 85 FR 

82653, we estimate ongoing maintenance costs for the Provider Access API, DRLS API, PAS 

API, and Payer-to-Payer API in aggregate. This approach aligns with the approach taken in the 

CMS Interoperability and Patient Access final rule (85 FR 25606 through 25607) whereby the 

costs of API development are split into three phases: initial design, development and testing, and 

long-term support and maintenance. However, unlike the CMS Interoperability and Patient 

Access final rule, this rule assumes that maintenance costs only account for cost associated with 

the technical requirements as outlined in this rule. Any changes to requirements would require 

additional burden which would be discussed in future rulemaking. Throughout this Collection of 

Information section, we discuss initial design and development, and testing costs per API. We 

now discuss a total maintenance cost for all four APIs.  

 As discussed in the CMS Interoperability and Patient Access final rule (85 FR 25606), 

once the API is established, we believe that there would be an annual cost to maintain the FHIR 

server, which includes the cost of maintaining the necessary patient data, supporting the privacy 

policy attestation, and performing capability and security testing. We do believe there are 
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efficiencies gained in implementation and maintenance due to the fact that these proposed APIs 

rely on several of the same underlying foundational technical and content. However, we do 

believe that maintenance costs will be higher than what we estimated for the CMS 

Interoperability and Patient Access final rule (85 FR 25510) for the proposed APIs in the CMS 

Interoperability and Prior Authorization proposed rule, as our estimates also account for new 

data mapping needs, standards upgrades, additional data storage, system testing, initial bug fixes, 

fixed-cost license renewals, contracting costs, and ongoing staff education and training. 

 In order to account for these maintenance costs, we based our estimates on input from 

industry experience piloting and demoing APIs for provider access, prior authorization, and 

payer-to-payer data exchange. We estimated an annual cost averaging approximately 25 percent 

of the primary estimate for one-time API costs, or $575,285 per parent organization ($275,743 

(Provider Access API) + $984,181 (DRLS API) + $936,400 (PAS API) + $104,816 (Payer-to-

Payer API) * 25 percent) (see the proposed rule at 85 FR 82647 through 82651, and 85 FR 

82653 for calculation of these estimates). Therefore, the aggregate maintenance burden across 

266 parent organizations would be approximately $153,025,810 ($575,284 * 266). In Table 10 

(summary table), we account for this maintenance cost separately for each API (at 25 percent of 

the one-time API cost) but, as discussed previously, the overlap in IGs across the proposed APIs, 

for example, is a shared efficiency that we believe supports the assumption that maintenance 

should be accounted for in aggregate and is presented in this section as such. 

We solicited public comment on our approach and assumptions for the aggregate maintenance 

cost of the APIs, including whether our estimate is reasonable or should be modified. We did not 

receive any comments on our assumptions regarding maintenance cost for APIs. 

5.  ICRs Regarding Documentation Requirement Lookup Service (DRLS) API Proposal (§§ 

431.80, 438.242, 457.732, 457.1233, and 45 CFR 156.223) 
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To promote our commitment to interoperability, we proposed requirements for DRLS 

API at §§ 431.80(a)(1), 438.242(b)(5), 457.732(a)(1), 457.1233(d)(2) (finalized as applicable to 

CHIP managed care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 

438.242), and 45 CFR 156.223(a)(1). This DRLS API, would permit providers to access data 

showing whether prior authorization is required by the payer for the requested item or service, 

and if so, the documentation requirements for submitting the prior authorization request. This 

API was proposed to be conformant with the CRD and DTR IGs and would begin January 1, 

2023 (for Medicaid and CHIP managed care plans, by the rating period beginning on or after 

January 1, 2023).   

As discussed above regarding the Provider Access API, to implement the new 

requirements for the DRLS API, we estimated that impacted payers would conduct three major 

work phases: Initial design; development and testing; and long-term support and maintenance. 

Additionally, for this proposed API, we noted that we believe additional tasks are necessary to 

accomplish the proposed requirements, which we describe below as they impact the cost 

estimates. As discussed previously, the costs for the third phase, long-term support and 

maintenance, and our methodology for the development of those costs in aggregate for all 

proposed APIs is presented in the proposed rule at 85 FR 82647. 

We base our estimates on feedback from industry experts on the anticipated burden to 

implement the DRLS API, including input from our own experience working on the prototype as 

further discussed in the proposed rule at 85 FR 82606. We based our estimates on our own 

experience because we believe many impacted payers will find the experience similar to that 

used to estimate the cost. Additionally, the necessary IGs are openly available as HL7 provides 

access to all IGs as open source materials. Thus, HL7 IGs and many reference implementations 

and test scripts are also available free of charge to the health care community. These shared 
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resources help support our belief that other payers will incur similar costs. Lessons learned from 

this DRLS prototype experience to-date indicate the efforts may require clinical expertise and 

software and web developers. As such, we have accounted for the necessary engineers, subject 

matter experts, and health informaticists.  

Table 4 presents the total activities, hours, and dollar burdens for the implementation of 

the DRLS API (initial design phase and the development and testing phase). Based on the same 

assumptions as those included in the CMS Interoperability and Patient Access final rule (85 FR 

25510), we have selected the mid-range estimate as the primary estimate. As can be seen from 

the bottom rows of Table 4:  

● One-time implementation efforts for the first two phases would (for the primary 

estimate) require on average a total of 9,630 hours per organization at an average cost of 

$984,181 per organization.  

● Aggregate burden of the one-time implementation costs across 

266 parent organizations would be 2,561,580 hours (9,630 hours * 266) at a cost of $261.8 

million ($984,181 * 266). This corresponds to the primary estimate; the primary and high are 

obtained by multiplying the low estimate by a factor of two and three, respectively.  
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TABLE 4: Burden Estimates for the Documentation Requirement Lookup Service (DRLS) 

API *  

 

Occupation Title 

Labor 

Cost  

($ / 

Hour) 

 Hours 

(Low) 
Hours 

(Primary) 
Hours 

(High) 

Cost 

(Labor Cost 

* Hours) 

(Low) 

Cost 

(Labor Cost 

* Hours) 

(Primary) 

Cost 

(Labor Cost 

Wages * 

Hours) 

(High) 

Software and Web 

Developers 
$102.88  3070 6140 9210 $315,842  $631,683  $947,525  

Engineers, All Other $98.52  320 640 960 $31,526  $63,053  $94,579  

Computer and 

Information Systems 

Managers 

$150.38  150 300 450 $22,557  $45,114  $67,671  

Database Administrators 

and Architects 
$92.42  485 970 1455 $44,824  $89,647  $134,471  

General and Operations 

Managers 
$118.30  150 300 450 $17,745  $35,490  $53,235  

Computer Systems 

Analysts 
$92.42  320 640 960 $29,574  $59,149  $88,723  

Computer and 

Information Analysts 
$93.82  320 640 960 $30,022  $60,045  $90,067  

 Totals per Parent 

Organization 
  4,815 9,630 14,445 $492,091  $984,181  $1,476,272  

 Totals for 266 Parent 

Organizations  
  1,280,790 2,561,580 3,842,370 $130,896,206 $261,792,146 $392,688,352 

*Estimated burden is total burden of implementation; this burden is apportioned over 24 months in the COI 

summary table. Annual maintenance costs are 25 percent of total implementation costs. 

As noted previously, although this provision would be first applicable January 1, 2023, 

we believe it is reasonable that the APIs will be under development prior to that date. 

Acknowledging that impacted payers will have varying technological and staffing capabilities, 

we estimate that development of the APIs will require 6 to 12 months of work. Because this rule 

is being finalized in early 2021, we have distributed the cost over approximately 2 calendar years 

of time to give payers the flexibility to complete the work necessary (see Table 10, summary 

table).  

We solicited public comment on our approach and assumptions for the cost of the DRLS 

API, including whether our estimates and ranges are reasonable or should be modified. We 

received one comment regarding our assumptions on API maintenance costs. 

Comment: One commenter stated that the aggregate maintenance cost of the APIs is 

reasonable. However, there could be duplication of work among various organizations especially 
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for the creation of DRLS based rules. Rather, a comprehensive sharing of rules between 

organizations should be encouraged. A common open-source platform could be of great help. 

Many EHR vendors charge the SMART on FHIR vendors a usage fee for each EHR API call. 

CMS should suggest ONC to direct EHR vendors not to charge this fee. If this is not possible, 

the organizations impacted should incentivize the providers in such a way that the payment 

covers the EHR vendor charges. 

Response: We thank the commenter for the insight. The commenter believes we have 

overestimated, and that certain easily accomplished efficiencies would lower costs. First, we note 

that the ONC requirements on fees for health information exchange and certain API capabilities 

relate to the developers of health IT products that are certified within the ONC Health IT 

certification program and subject to the Conditions of Certification requirements under 45 CFR 

170.404 as well as the requirements established under information blocking at 45 CFR part 171. 

As noted in this final rule, regulated entities may engage health IT developers, including 

developers of certified health IT, or health information exchange organizations to support 

implementation of these API proposals, or may themselves separately certify technical 

capabilities under the ONC program. However, the technical implementations required under 

this final rule are not required to be certified under the ONC Health IT Certification Program and 

are therefore not specifically subject to restrictions relating to the Conditions of Certification. We 

direct readers to the ONC Cures Act Final Rule for information on the circumstances under 

which the information blocking fees exception at 45 CFR 171.302 may or may not apply. We 

acknowledge the possibility that economies of scale and the reuse of existing or developing 

infrastructures could offer opportunity for cost savings. This is, in fact, one consideration in our 

approach to prioritize technical standards and implementation specifications developed by 

national voluntary consensus based standards organizations. However, while we acknowledge 
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this possibility, we point out that the variability of potential implementations, including the 

potential use of collaboratives or intermediary partners, introduces the potential for a wide range 

for such costs over time. Because of these uncertainties, we believe that our approach to adopt a 

more conservative estimate is appropriate. 

6.  ICRs Regarding Prior Authorization Support (PAS) API Proposal (§§ 431.80, 438.242, 

457.732, 457.1233, and 45 CFR 156.223) 

We proposed new requirements for a PAS API at §§ 431.80(a)(2), 438.242(b)(5), 

457.732(a)(2), 457.1233(d)(2) (finalized as applicable to CHIP managed care entities via an 

existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 CFR 156.223(a)(2).  

Impacted payers will be required to implement the PAS API, and, when sending the 

response, include information regarding whether the organization approves (and for how long), 

denies, or requests more information for the prior authorization request. This API must be 

conformant with the HL7 FHIR Da Vinci Prior Authorization Support (PAS) IG beginning 

January 1, 2024 (for Medicaid and CHIP managed care plans, by the rating period beginning on 

or after January 1, 2024). 

As discussed in the CMS Interoperability and Prior Authorization proposed rule, to 

implement the new requirements for the PAS API, we estimated that impacted payers would 

conduct three major work phases: Initial design; development and testing; and long-term support 

and maintenance. Additionally, for the proposed PAS API, we noted that we believe additional 

tasks are necessary to accomplish the proposed requirements, which we describe below as they 

impact the cost estimates. As discussed previously, the costs for the third phase, long-term 

support and maintenance, and our methodology for the development of those costs in aggregate 

for all proposed APIs is presented in the proposed rule at 85 FR 82647. 
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Our estimates are based on feedback from industry experts on the anticipated burden to 

implement the PAS API. Payers will need to develop APIs that could receive providers’ prior 

authorization requests, and associated documentation and send the payer’s decision. In addition 

to implementing the PAS API, these payers will also be required to send a reason for denial for 

any prior authorization decisions that are denied. We noted, as discussed in the proposed rule at 

85 FR 82606, while the PAS API will leverage the HL7 FHIR standard, the prior authorization 

transactions would remain conformant with the X12 278 standard and thus remain HIPAA-

compliant. As such, given the added complexity of accounting for the HIPAA standards, we 

have accounted for the multiple skill sets required in developing the burden estimates.  

Table 5 presents the total activities, hours, and dollar burdens for the implementation of 

the PAS API (initial design phase and the development and testing phase). Based on the same 

assumptions as those included in the CMS Interoperability and Patient Access final rule (85 FR 

25510), we have selected the medium estimate as the primary estimate. As illustrated in the 

bottom rows of Table 5:  

● One-time implementation efforts for the first two phases would (for the primary 

estimate) require on average a total of 9,200 hours per organization at an average cost of 

$936,400 per organization.   

● The aggregate burden of the one-time implementation costs across 

266 parent organizations would be 2,447,200 hours (9,200 hours * 266) at a cost of $249.1 million 

($936,400 * 266). This corresponds to the primary estimate; the primary and high are obtained 

by multiplying the low estimate by a factor of two and three, respectively.  
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TABLE 5: Burden Estimates for the Prior Authorization Support (PAS) API * 

 

Occupation Title 

Labor 

Cost 

($ / 

Hour) 

Hours 

(Low) 
Hours 

(Primary) 
Hours 

(High) 

Total Cost 

(Wages * 

Hours) 

(Low) 

Total Cost 

(Wages * 

Hours) 

(Primary) 

Total Cost 

(Wages * 

Hours) 

(High) 

Software and Web 

Developers 
$102.88  3530 7060 10590 $363,166  $726,333  $1,089,499  

Engineers, All Other  $98.52  320 640 960 $31,526  $63,053  $94,579  

Computer and Information 

Systems Managers 
$150.38  50 100 150 $7,519  $15,038  $22,557  

Database Administrators and 

Network Architects 
$92.42  650 1300 1950 $60,073  $120,146  $180,219  

General and Operations 

Managers 
$118.30  50 100 150 $5,915  $11,830  $17,745  

Totals per Parent 

Organization 
  4,600 9,200 13,800 $468,200 $936,400 $1,404,599 

Totals for 266 Parent 

Organizations 
  1,223,600 2,447,200 3,670,800 $124,541,147 $249,082,294 $373,623,440 

*Estimated burden is total burden of implementation; this burden is apportioned over 24 months in the COI 

summary table. Annual maintenance costs are 25 percent of total implementation costs as reflected in subsequent 

year costs in Table 10. 

As noted previously, although compliance with this provision is required to begin 

January 1, 2024, the APIs will be under development prior to this date in order to be 

implemented and operational on January 1, 2024 (or the rating period that begins on or after 

January 1, 2024 for Medicaid managed care plans and CHIP managed care entities). 

Acknowledging that impacted payers will have varying technological and staffing capabilities, 

we estimate that development of the APIs will require 6 to 12 months of work. Because this rule 

is being finalized in early 2021, we have distributed the cost over approximately 2 calendar years 

of time to give payers the flexibility to complete the work necessary (see Table 10, summary 

table). 

We solicited public comment on our approach and assumptions for the one-time 

implementation cost of the PAS API, including whether our estimates and ranges are reasonable 

or should be modified. The burden of this provision will be included in OMB Control #0938- 

NEW. We did not receive any comments on implementation costs of the PAS API. 

7. ICRs Regarding Requirement to Send Prior Authorization Decisions Within Certain 

Timeframes Proposals (§§ 438.210, 440.230, 457.495, and 457.1230) 
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To increase transparency and reduce burden, we proposed to require that impacted 

payers, not including QHP issuers on the FFEs, send prior authorization decisions within 72 

hours for urgent requests and 7 calendar days for non-urgent requests at §§ 438.210(d)(1), 

440.230(d)(1), and 457.495(d)(1). We proposed that the payers would have to comply with these 

provisions beginning January 1, 2023 (for Medicaid and CHIP managed care plans, by the rating 

period beginning on or after January 1, 2023).  

Since this provision is only applicable to Medicaid and CHIP, only 235 of the 266 Parent 

Organizations, those parent organizations that offer Medicaid or CHIP plans, would have to 

implement this provision. 

In order to implement this policy, there will be up-front costs for impacted payers to 

update their policies and procedures, the burden for which we now estimate. We anticipate this 

burden per payer is 8 hours to update policies and procedures reflecting 2 half-days of work. We 

estimated a per entity cost of $946.40 (8 hours to develop * $118.30/hour, the hourly wage for 

General and Operations Managers). The total burden for all 235 payers is 1,880 hours (8 hours * 

235), at an aggregate first year cost of $222,404 ($946.40 * 235).  

These calculations are summarized in Table 6.  

TABLE 6: First Year Cost to Update Policies and Procedures Regarding Requirement to 

Send Prior Authorization Decisions within Certain Timeframes  

Item Hours 
Labor Cost 

($ / Hour) 
 Cost 

(Hours * Labor) 

Impact per Parent Organization 8 $118.30  $946.40  

Totals for 235 Parent Organizations 1880   $222,404.00  

 

Comment: Some payers stated they do not have sufficient staff to meet the timeframe 

requirements, and that to change their policies would be difficult on the timetable in this final 

rule. Some states indicated that they did not have staff working on the weekends, and would 

therefore have a difficult time meeting the 72-hour expedited timeframe requirement as a result. 
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Response: We note that we have extended the implementation date of this final policy to 

be January 1, 2024, and expect that the additional time should alleviate some of the commenters 

concerns about the timetable for developing and implementing the policy.  We note that we have 

also allowed 25 percent maintenance costs which would cover additional hires or overtime pay in 

our burden estimates.  

8. ICRs Regarding Public Reporting of Prior Authorization Metrics Proposal (§§ 438.210, 

440.230, 457.732, 457.1230, and 45 CFR 156.223) 

 In order to support transparency for patients in choosing health coverage, and for 

providers when selecting payer networks to join, we proposed to require at §§ 438.210(f), 

440.230(d)(2), 457.732(a)(3), 457.1233(d) (finalized as applicable to CHIP managed care 

entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 CFR 

156.223(a)(3) the applicable payers to publicly report, annually, certain plan-level prior 

authorization metrics on their websites or via publicly accessible hyperlink(s). Impacted payers 

would be required to report once, annually, by the end of the first calendar quarter each year for 

the prior year’s data beginning March 31, 2023.  

We estimate that impacted payers would conduct two major work phases: (1) 

implementation, which includes defining requirements and system design (and updates) to 

generate and compile reports; and (2) maintenance, including annual compilation of reports and 

public reporting of metrics on a website or through a publicly accessible hyperlink(s). In the first 

phase, we believe impacted payers will need to define requirements concerning the types and 

sources of data that would need to be compiled regarding prior authorization activities, build the 

capability for a system to generate reports, and update or create a public webpage to post the 

data. In the second phase, we believe impacted payers will need to create the quarterly reports 

and post to a public webpage on an annual basis.  
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● First-year implementation would require on average a total of 320 hours per 

organization at an average cost of $28,685.20 per organization. 

● Therefore, the aggregate burden of the first-year implementation across 266 parent 

organizations would be 85,120 hours (320 hours * 266) at a cost of $7,630,263 

($28,685.20/organization * 266). 

● Similarly, ongoing maintenance after the first year will require a total of 120 hours per 

organization at an average cost of $8,714.40 per organization. 

● Therefore, the aggregate burden of ongoing maintenance across 266 parent 

organizations would be 31,920 hours (120 hours * 266 parent organizations) at a cost of 

$2,318,030 ($8,714.40 * 266). 

TABLE 7: Aggregate Burden for Complying with Public Reporting of Prior Authorization 

Metrics 

Occupation Title 

 Labor 

Cost  

($ / 

Hour)  

Development 

Hours (1st 

Year Only) 

(Hours) 

Maintenance 

Hours Per 

Year  

(Hours) 

1st Year 

Development 

Cost  

($) 

Annual 

Maintenance 

Cost  

($) 

Software and Web Developers $102.88  180 0 $18,518.40  $0.00 

Business Operations Specialists $72.62  140 120 $10,166.80  $8,714.40  

Totals per Parent Organization   320 120 $28,685.20 $8,714.40 

Totals for 266 Parent Organizations   85,120 31,920 $7,630,263.20 $2,318,030.40 

We solicited comment on this approach and our assumptions but did not receive any. 

9. ICRs for Implementing Third Party Application Attestation for Privacy Provisions (§§ 

431.60(g), 438.242(b)(5), 457.70(g), 457.1233(d)(2) (finalized as applicable to CHIP managed 

care entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 

CFR 156.221(h)) 

We proposed at § 431.60(g) for state Medicaid FFS programs, at § 438.242(b)(5) for 

Medicaid managed care plans, at § 457.730(g) for state CHIP FFS programs, at § 457.1233(d)(2) 

(finalized as applicable to CHIP managed care entities via an existing cross-reference at 42 CFR 

457.1233(d) to 42 CFR 438.242), for CHIP managed care entities, and at 45 CFR 156.221(h) for 
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QHP issuers on the FFEs that beginning January 1, 2023 (for Medicaid managed care plans and 

CHIP managed care entities, by the rating period beginning on or after January 1, 2023), that 

impacted payers must establish, implement, and maintain a process for requesting an attestation 

from a third-party app developer requesting to retrieve data via the Patient Access API that 

indicates the app adheres to certain privacy provisions.  

Since the two tasks of establishing, implementing, and maintaining a process for 

requesting an attestation from a third-party app developer and the task of informing patients of 

the privacy policy evaluation of the third-party app developer are connected, we estimated the 

cost together.  

We estimated the system work required is similar to the system work required for the 

public reporting requirements (Table 7) which involves both data lookup and data display. 

Therefore, we assumed that first year development costs would involve 180 hours by a software 

developer working in collaboration with a business operations specialist for 140 hours to develop 

these systems. After the first year, the business operations specialist would require 120 hours to 

maintain the system.  

TABLE 8: Aggregate Burden for Complying with Privacy Policy Attestation 

Occupation Title 

 Labor 

Cost  

($ / 

Hour)  

Development 

Hours (1st 

Year Only)  

(Hours) 

Maintenanc

e Hours Per 

Year  

(Hours) 

1st Year 

Development 

Cost  

($) 

Annual 

Maintenance 

Cost  

($) 

Software and Web Developers $102.88  180 0 $18,518.40  $0.00 

Business Operations Specialists $72.62  140 120 $10,166.80  $8,714.40  

Totals per Parent Organization   320 120 $28,685.20 $8,714.40 

Totals for 266 Parent Organizations   85,120 31,920 $7,630,263.20 $2,318,030.40 

The aggregate first year burden is therefore 85,120 hours (266 parent organizations *(180 

for development plus 140 for input from a business operations specialist)) at a cost of $7.6 

million (266 organizations * (180 hours * $102.88/hour for a software and web developer plus 

140 hours * $72.62/hour for a business operations specialist). Second and later year burden 
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would be 31,920 hours (266 parent organizations * 120 hours) at a cost of $2.3 million (266 

parent organizations * 120 hours * $72.62/hour).      

10. ICRs Regarding Payer-to-Payer API Proposal (§§ 431.61, 438.242, 457.731, 457.1233, and 

45 CFR 156.222) 

To reduce payer, and ultimately, provider burden and improve patient access to their 

health information through care coordination between payers, as discussed in the proposed rule 

at 85 FR 82623, we proposed new requirements at §§ 431.61(c), 438.242(b), 457.731(c), 

457.1233(d), and 45 CFR 156.222(b). These proposals will improve care coordination between 

payers by requiring payers to exchange, at a minimum, adjudicated claims and encounter data 

(not including remittances and enrollee cost-sharing information), clinical information as defined 

in the USCDI (version 1), and pending and active prior authorization decisions, using a FHIR-

based Payer-to-Payer API by January 1, 2023 (for Medicaid and CHIP managed care plans, by 

the rating period beginning on or after January 1, 2023). 

As discussed for the other proposed APIs in the CMS Interoperability and Prior 

Authorization proposed rule, we estimated that impacted payers would conduct three major work 

phases: Initial design; development and testing; and long-term support and maintenance. 

Additionally, for this proposed API, we noted that we believe additional tasks are necessary to 

accomplish the proposed requirements, which we describe below as they impact the cost 

estimates. The costs for the third phase, long-term support and maintenance, and our 

methodology for the development of those costs in aggregate for all proposed APIs is presented 

in the proposed rule at 85 FR 82647. 

Payers should be able to leverage the API infrastructure already accounted for in other 

requirements, including the Patient Access API finalized in the CMS Interoperability and Patient 

Access final rule (85 FR 25510) and the Provider Access API proposal in this rule. As discussed 
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in the CMS Interoperability and Patient Access final rule (85 FR 25510) (as well as the 

companion ONC 21st Century Cures Act final rule (85 FR 25642)) and the CMS Interoperability 

and Prior Authorization proposed rule, payers would be using the same FHIR standards for 

content and transport; IGs to support interoperability of data sharing; as well as the same 

underlying standards for security, authentication, and authorization. In addition, impacted payers 

would be required to implement the HL7 FHIR Bulk Data Access (Flat FHIR) specification for 

the Provider Access API, the same specification proposed for this Payer-to-Payer API, to support 

the exchange of patient health information for one or more patients at a time. Taken together, 

these standards would also support the proposed Payer-to-Payer API. Thus, we noted that we 

believe there will be some reduced development costs to implement the Payer-to-Payer API 

because of efficiencies gained in implementing many of the same underlying standards and IGs 

for the Patient Access API and the other proposed APIs in the CMS Interoperability and Prior 

Authorization proposed rule. 

We noted that we believe there will be some costs for impacted payers to implement the 

proposed Payer-to-Payer API that are unique to this proposal. Even though there will be some 

efficiencies gained in using the same standards and IGs as other APIs, we believe based on input 

from industry experience in implementing APIs that there will be costs to test and integrate the 

Payer-to-Payer API with payer systems, albeit potentially lower costs than estimated for the 

Provider Access API. We estimated the one-time implementation costs at about one-third the 

cost of a full de novo Provider Access API implementation based on input from developers who 

have implemented and piloted prototype APIs using the proposed required standards and IGs. As 

such, we have accounted for the necessary staff required as we also believe there will be unique 

costs for implementing the HL7 FHIR Payer Coverage Decision Exchange IG so that payers can 
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exchange active and pending prior authorization decisions and related clinical documentation 

and forms when an enrollee or beneficiary enrolls with a new impacted payer.  

Table 9 presents the total activities, hours, and dollar burdens for the implementation of 

the Payer-to-Payer API given our assumptions above (initial design phase and the development 

and testing phase). Based on the same assumptions as those published in the CMS 

Interoperability and Patient Access final rule (85 FR 25510), we have selected the medium 

estimate as the primary estimate. As illustrated in the bottom rows of Table 9:  

● One-time implementation efforts for the first two phases would (for the primary 

estimate) require on average a total of 1,012 hours per organization at an average cost of 

$104,816 per organization.  

● Therefore, the aggregate burden of the one-time implementation costs across 

266 parent organizations would be 269,192 hours (1,012 hours * 266) at a cost of $27.9 million 

($104,816 * 266). This corresponds to the primary estimate; the primary and high are obtained 

by multiplying the low estimate by a factor of two and three, respectively.  

TABLE 9: Burden Estimates for the Payer-to-Payer API * 

 

Occupation Title 

Labor 

Cost  

($ / 

Hour) 

Hours 

(Low) 
Hours 

(Primary) 
Hours 

(High) 

Total Cost 

(Wages * 

Hours) 

(Low) 

Total Cost 

(Wages * 

Hours) 

(Primary) 

Total Cost 

(Wages * 

Hours) 

(High) 

General and Operations Managers $118.30  48 96 144 $5,678  $11,357  $17,035  

Computer and Information Analysts 
$93.82  43 86 129 $4,034  $8,069  $12,103  

Software and Web Developers $102.88  415 830 1,245 $42,695  $85,390  $128,086  

Totals per Parent Organization   506 1,012 1,518 $52,408 $104,816 $157,224 

Totals for 266 Parent Organizations 
  134,596 269,192 403,788 $13,940,491 $27,880,982 $41,821,472 

*Estimated burden is total burden of implementation; this burden is apportioned over 24 months in the COI summary table. 

Annual maintenance costs are 25 percent of total implementation costs as reflected in subsequent year costs in Table 10. 

 

As noted previously, although this provision would first be applicable January 1, 2023, 

we believe it is reasonable that the APIs will be under development prior to that date. 

Acknowledging that impacted payers will have varying technological and staffing capabilities, 

we estimate that development of the APIs will require 6 to twelve months of work. Expecting 
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that this rule will be finalized in early 2021, we have distributed the cost estimates over 

approximately 2 calendar years of time to reflect impacted payers being given flexibility 

regarding when they complete the work (see Table 10). 

We solicited public comments on our approach and assumptions for the cost of the Payer-

to-Payer API, including whether our estimates and ranges are reasonable or should be modified. 

We did not receive any comments on our assumptions regarding cost of the Payer-to-Payer API. 

c. Summary of Information Collection Burdens  

 The previous sections have detailed costs of individual provisions. Table 10 summarizes 

costs for the first, second, and subsequent years of these provisions (as described in detail 

above). Table 10 reflects the date of publication of this final rule in January 2021. The impact 

burdens in Table 10 reflect the following effective dates: i) the API provisions will be effective 

January 1, 2023, and consequently total implementation impact is allocated across two years; ii) 

public reporting of prior authorization metrics will be effective January 1, 2024, and 

consequently the full implementation cost is allocated to three years’ with maintenance costs for 

the fourth and following years reflected in the appropriate tables in the Regulatory Impact 

Section (section VI of this rule), iii) the privacy policy attestation policy is effective January 1, 

2022 and therefore implementation costs are assigned to the first year with maintenance costs to 

the second and third years, and iv) IG requirements are an ongoing independent maintenance 

cost and hence are listed separately for each year. Table 10 reflects the primary estimates. 

Calculations of the high and low estimates for the APIs may be found in the tables and narrative 

of the relevant sections for each of the provisions as discussed in this Collection of Information 

section. Labor costs are either BLS wages when a single staff member is involved, or a weighted 

average representing a team effort obtained by dividing the aggregate cost (calculated in the 

tables above) by the aggregate hours; for example, in the first row the $91.53 equals the 
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aggregate $3.9 million cost divided by the aggregate 42,560 hours. The actual $3.9 million cost, 

however, is allocated over two years because the effective date is January 1, 2023. 

TABLE 10: Summary of Annual Information Collection Burden Estimates for 

Requirements 

Item 
Regulatory 

Citations 

Hours / 

Respondent 

Number of 

Respondents 

Total 

Hours 

Labor 

Cost 

($ / Hour) 

1st Year 

Cost  

(Millions $) 

2nd Year 

Cost  

(Millions $) 

3rd and 

Subsequent 

Year Cost 

(Millions $) 

Patient Access API 

Metrics Reporting, 1st 

year 

(1) 160 266 42,560 $91.53  $1.9  $1.9  $0.0  

Patient Access API 

Metrics Reporting, 

subsequent years 

(1) 40 266 10,640 $72.62  $0.0     $0.0   $0.8  

Provider Access API (2) 2,800 266 744,800 $98.48  $36.7 $36.7 $18.3 

DRLS API (3) 9,630 266 2,561,580 $102.20  $130.9 $130.9 $65.4 

PAS API (4) 9,200 266 2,447,200 $101.78 $124.5 $124.5 $62.3 

Timeframes for Prior 

Authorization 

Decisions 

(5) 8 235 1,880 $118.30 $0.2 $0.0     $0.0     

Public Reporting of 

Prior Authorization 

Metrics  

(6) 320 266 85,120 $29.88 $2.5 $2.5 $2.5 

Privacy Policy 

Attestation, 1st year 
(7) 320 266 85,120 $29.88 $7.6 $0.0  $0.0   

Privacy Policy 

Attestation, 2nd year 
(7) 320 266 31,920 $72.62 $0.0   $2.3 $2.3 

Payer-to-Payer API (8) 1,012 266 269,192 $103.57 $13.9 $13.9 $7.0 

IG requirements for 

Provider Access API 
(9) 700 133 93,100 98.48 $9.2 $9.2 $9.2 

Totals  24,510 2,742,964 6,373,112  Varies  $327.6 $322.0 $167.8 

NOTES:  

(1) 42 CFR §§ 431.60, 438.242, 457.730, 457.1233, and 45 CFR § 156.221 

(2) 42 CFR §§ 431.61, 438.242, 457.731, 457.1233, and 45 CFR § 156.222 

(3) 42 CFR §§ 431.80, 438.242, 457.732, 457.1233, and 45 CFR § 156.223 

(4) 42 CFR §§ 431.80, 438.242, 457.732, 457.1233, and 45 CFR § 156.223 

(5) 42 CFR §§ 442.631, 440.230, 457.495, and 457.1230 

(6) 42 CFR §§ 438.210, 440.230, 457.732, 457.1233, and 45 CFR § 156.223  

(7) 42 CFR §§ 431.60(g), 438.242(b)(5), 457.730(g), 457.1233(d)(2) (finalized as applicable to CHIP managed care 

entities via an existing cross-reference at 42 CFR 457.1233(d) to 42 CFR 438.242), and 45 CFR § 156.221(h)  

(8) 42 CFR §§ 431.61, 457.731, 438.242, 457.1233(d), and 45 CFR § 156.222 

(9) 45 CFR § 170.215  

  

D.  Conclusion 

The provisions of this final rule will greatly improve data sharing across stakeholders by 

facilitating access, receipt, and exchange of patient data. This will both increase access to patient 

data and decrease burden associated with gaining access to patient data. We are committed to 

providing patients, providers, and payers with timely access to patient health information.  
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The requirements of this final rule are extensions of the requirements of the CMS 

Interoperability and Patient Access final rule (85 FR 25510). Therefore, the information 

collection requirements will be submitted to OMB for review and approval.  However, the 

information collection request (PRA package) associated with this final rule is still under 

development.  Upon its completion, and in compliance with the PRA, it will be subject to notice 

and comment periods separate from those associated with the proprosed rule (85 FR 82586) and 

this final rule.  Specifically, we will publish the required 60-day and 30-day notices with public 

comment periods prior to formally submitting the information collection request to OMB for 

review and approval.  During the 60-day and 30-day public comment periods, the public will 

have additional opportunities to review and comment on the information collection requirements 

associated with this rule.  

V. Regulatory Impact Analysis 

A. Statement of Need 

As described in prior sections of this final rule, the changes to 42 CFR parts 431, 435, 

438, 440, and 457, and 45 CFR parts 156 and 170 further support the agency’s efforts to reduce 

burden on patients, providers, and payers, and to empower patients and providers by increasing 

electronic access to health care data, while keeping that information safe and secure. The 

provisions in this final rule largely build on the foundation we laid in the CMS Interoperability 

and Patient Access final rule (85 FR 25510). This final rule continues the efforts started with that 

final rule to move the health care system toward greater interoperability and reduce burden by 

increasing the data sharing capabilities of impacted payers, encourage health care providers’ use 

of new capabilities, and make patient data more easily available to them through standards-based 

technology.  
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The provisions in this final rule allow providers and payers new means to receive their 

patient population’s data from impacted payers through the Provider Access and Payer-to-Payer 

APIs. This allows providers to improve their ability to deliver quality care and improve care 

coordination by ensuring that providers have access to patient data at the point of care. These 

provisions also assist impacted payers by improving their ability to exchange claims and clinical 

data on enrollees who switch payers or have concurrent payers, which reduces burden and 

improves continuity of care for patients, as well as ensures more efficient payer operations. 

Further, patients will have more timely access to their claims and other health care information 

from impacted payers, empowering them to more directly understand and manage their own care 

through enhancements to the Patient Access API. 

Additionally, we believe these provisions will reduce burden on patients, providers, and 

payers, as well as reduce interruptions or delays in patient care by improving some aspects of the 

prior authorization process. To accomplish this, we are finalizing a number of requirements, 

including requiring impacted payers implement and maintain a FHIR-based API to support a 

documentation requirement lookup service (DRLS). The DRLS API will be able to integrate 

with a provider’s EHR or practice management system to allow providers to discover the items 

and services that require prior authorization, as well as the documentation required to submit a 

prior authorization. Impacted payers will also be required to implement and maintain a Prior 

Authorization Support (PAS) API that has the capability to accept and send prior authorization 

requests and decisions, and can integrate directly in a provider’s workflow, while maintaining 

alignment with, and facilitating the use of, the required HIPAA transaction standards.  

As noted below, we believe the policies in this final rule will result in some financial 

burdens for impacted payers. We have weighed these potential burdens against the potential 

benefits, and believe the potential benefits justify potential costs.  
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B. Overall Impact 

We have examined the impacts of this final rule as required by Executive Order 12866 on 

Regulatory Planning and Review (September 30, 1993), Executive Order 13563 on Improving 

Regulation and Regulatory Review (January 18, 2011), the Regulatory Flexibility Act (RFA) 

(September 19, 1980, Pub. L. 96-354), section 1102(b) of the Social Security Act, section 202 of 

the Unfunded Mandates Reform Act of 1995 (March 22, 1995; Pub. L. 104-4), Executive Order 

13132 on Federalism (August 4, 1999), and Executive Order 13771 on Reducing Regulation and 

Controlling Regulatory Costs (January 30, 2017).  

Executive Orders 12866 and 13563 direct agencies to assess all costs and benefits of 

available regulatory alternatives and, if regulation is necessary, to select regulatory approaches 

that maximize net benefits (including potential economic, environmental, public health and 

safety effects, distributive impacts, and equity). Section 3(f) of Executive Order 12866 defines a 

“significant regulatory action” as an action that is likely to result in a rule: (1) Having an annual 

effect on the economy of $100 million or more in any one year, or adversely and materially 

affecting a sector of the economy, productivity, competition, jobs, the environment, public health 

or safety, or state, local or tribal governments or communities (also referred to as “economically 

significant”); (2) creating a serious inconsistency or otherwise interfering with an action taken or 

planned by another agency; (3) materially altering the budgetary impacts of entitlement grants, 

user fees, or loan programs or the rights and obligations of recipients thereof; or (4) raising novel 

legal or policy issues arising out of legal mandates, the President’s priorities, or the principles set 

forth in the Executive Order.  

A Regulatory Impact Analysis must be prepared for major rules with economically 

significant effects ($100 million or more in any one year). We estimate that this rulemaking is 

“economically significant” as measured by the $100 million threshold, and hence a major rule 
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under the Congressional Review Act. Accordingly, we have prepared a Regulatory Impact 

Analysis that, to the best of our ability, presents the costs and benefits of this rulemaking. 

C. Regulatory Flexibility Act 

Executive Order 13272 requires that HHS thoroughly review rules to assess and take 

appropriate account of their potential impact on small business, small governmental jurisdictions, 

and small organizations (as mandated by the Regulatory Flexibility Act (RFA)). If a rule may 

have a significant economic impact on a substantial number of small entities, then the rule must 

discuss steps taken, including alternatives considered, to minimize burden on small entities. The 

RFA does not define the terms “significant economic impact” or “substantial number.” The 

Small Business Administration (SBA) advises that this absence of statutory specificity allows 

what is “significant” or “substantial” to vary, depending on the problem that is to be addressed in 

rulemaking, the rule’s requirements, and the preliminary assessment of the rule’s 

impact. Nevertheless, HHS typically considers a “significant” impact to be 3 to 5 percent or 

more of the affected entities’ costs or revenues. 

For purposes of the RFA, we estimate that many impacted payers are small entities as 

that term is used in the RFA, either by being nonprofit organizations or by meeting the SBA 

definition of a small business. For purposes of the RFA, small entities include small businesses, 

nonprofit organizations, and small governmental jurisdictions. The North American Industry 

Classification System (NAICS) is used in the U.S., Canada, and Mexico to classify businesses by 

industry. While there is no distinction between small and large businesses among the NAICS 

categories, the SBA develops size standards for each NAICS category.66 Note that the most 

recent update to the NAICS went into effect for the 2017 reference year. 

                                                           
66 Office of Management and Budget. (2017). North American Industry Classification System. Retrieved from: 

https://www.census.gov/eos/www/naics/2017NAICS/2017_NAICS_Manual.pdf. 
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We first review the provisions of this rule at a high level, and then discuss each of the 

impacted payer types, and through this discussion evaluate the impact on small entities. 

1. Overview of Overall Impact 

The annual information collection burden estimates for the proposed requirements in this 

rule are summarized in Table 10 of the Collection of Information (section V. of this final rule). 

The specific information collection requirements (ICRs), which we have calculated burden 

estimates for, include: (1) Provider Access API (Table 3); (2) DRLS API (Table 4); (3) PAS API 

(Table 5); (4) Requirement to send prior authorization decisions within certain timeframes (Table 

6); (5) Payer-to-Payer API (Table 9); (6) two metrics reporting requirements (specifically, 

Patient Access API and prior authorization metrics) (Tables 2 and 7) and (7) Requirements to 

comply with privacy policy attestations (Table 8); and IG requirements (ICR #1) 

Additionally, this Regulatory Impact Analysis section provides an analysis about 

potential savings from voluntary provider compliance with the DRLS and PAS API provisions 

(however, this savings is neither included in monetized tables nor in summary tables, as further 

discussed below). We have identified assumptions for these analyses, and we solicited public 

comments, which are described in each section below. In analyzing the impact of this final rule, 

we note that there will be a quantifiable impact for the proposed Provider Access, DRLS, and 

PAS APIs. The requirements would apply to 266 parent organizations. Throughout this final rule 

we use the term “parent organizations” to refer to impacted payers. These parent organizations 

include the states that administer state Medicaid and CHIP FFS programs, Medicaid managed 

care plans, CHIP managed care entities, and QHP issuers on the FFEs. 

 The NAICS category relevant to these provisions is Direct Health and Medical Insurance 

Carriers, NAICS 524114, who have a $41.5 million threshold for “small size.” Seventy-five 
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percent of insurers in this category have under 500 employees, thereby meeting the definition of 

small business.  

 We are certifying that, for impacted payers, this final rule does not have a significant 

economic impact on a substantial number of small entities with regard to the provisions noted 

above.  

2. Health Coverage Groups  

In finalizing the provisions of this final rule, the 266 parent organizations, including state 

Medicaid and CHIP agencies, will be responsible for implementing and maintaining four new 

APIs, updating policies and procedures regarding timeframes for making prior authorization 

decisions, and reporting certain metrics either to CMS or the public. Medicaid managed care 

plans, CHIP managed care entities, and QHP issuers on the FFEs are classified as NAICS code 

524, direct health insurance carriers. We are assuming that a significant number of these entities 

are not small. We note that none of the state Medicaid and CHIP agencies are considered small. 

At a high level, state Medicaid managed care plans and CHIP managed care entities have 

many of their costs covered through capitation payments from the federal government or through 

state payments. Therefore, there is no significant additional burden, as detailed below. Therefore, 

we believe there is no significant burden to a significant number of entities from this final rule 

for these provisions as discussed. 

a. Medicaid and CHIP 

Title XIX of the Act established the Medicaid program as a federal-state partnership for 

the purpose of providing and financing medical assistance to specified groups of eligible 

individuals. States claim federal matching funds on a quarterly basis based on their program 

expenditures. Since states are not small entities under the Small Business Act we need not further 

discuss in this section the burden imposed on them by this rule.  
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With regard to Medicaid managed care plans and CHIP managed care entities, since 

managed care plans receive 100 percent capitation payments from the state, we generally expect 

that the costs associated with the provisions of this final rule will be included in their capitation 

rates and may be reasonable, appropriate, and attainable costs whether they are a small business 

or not. Consequently, we can assert that there is no significant impact on a significant number of 

entities.  

 

b. QHP Issuers on the FFEs 

Few, if any, QHP issuers on the FFEs are small enough to fall below the size thresholds 

for a small business established by the SBA. Consistent with previous CMS analyses, we 

estimate that any issuers that would be considered a small business are likely to be subsidiaries 

of larger issuers that are not small businesses (78 FR 33238) and thus do not share the same 

burdens as an independent small business. Therefore, even though QHP issuers do not receive 

federal reimbursement for the costs of providing care, we do not conclude that there will be a 

significant small entity burden for these issuers. In addition, we are finalizing an exception 

process for QHP issuers on the FFEs from certain proposed requirements, which further helps to 

address burden that could otherwise prohibit a QHP issuer from participating in an FFE.  

We did not receive any comments regarding our assumptions about how this final rule 

affects small entities. Based on the above, we conclude that the requirements of the RFA have 

been met by this final rule.  

D. UMRA and EO 13132 Requirements 

Section 202 of the Unfunded Mandates Reform Act of 1995 (UMRA) requires that 

agencies assess anticipated costs and benefits before issuing any rule whose mandates require 

spending in any one year of $100 million in 1995 dollars, updated annually for inflation. 
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Currently, that threshold is approximately $156 million. This final rule will not impose an 

unfunded mandate that will result in the expenditure by state, local, and tribal governments, in 

the aggregate, or by the private sector, of more than $156 million in any one year. 

Executive Order 13132 establishes certain requirements that an agency must meet when it 

promulgates a proposed rule (and subsequent final rule) that imposes substantial direct 

requirement costs on state and local governments, preempts state law, or otherwise has 

federalism implications. As previously outlined, while the API provisions will be a requirement 

for state Medicaid and CHIP agencies under this final rule, the cost per enrollee for 

implementation is expected to be negligible when compared with the overall cost per enrollee. 

This analysis does not take into account federal matching funds provided to state Medicaid and 

CHIP agencies, but the conclusion is the same: there is not expected to be a significant cost 

impact on state entities.  

For Medicaid and CHIP, we do not believe that the provisions in this rule will conflict 

with state law, and therefore, do not anticipate any preemption of state law.  

If regulations impose administrative costs on private entities, such as the time needed to 

read and interpret this final rule, we estimate the cost associated with regulatory review. We 

model our estimates of review burden based on similar estimates presented in the CMS 

Interoperability and Patient Access final rule (85 FR 25510). 

The particular staff involved in such a review will vary from one parent organization to 

another. We believe that a good approximation for a range of staff is a person such as a medical 

and health service manager or a lawyer. Using the wage information from the BLS for medical 

and health services managers (Code 11–9111) and lawyers (Code 23-1011) we estimate that the 
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cost of reviewing this final rule is $125.23 per hour, including overhead and fringe.67 This 

number was obtained by taking the average wage of a medical manager and lawyer.  

In the CMS Interoperability and Patient Access final rule (85 FR 25510), we estimated 6 

hours of reading time. Therefore, we believe 10 hours would be enough time for each parent 

organization to review relevant portions of this final rule. 

We believe the review will be done by parent organizations that are required to 

implement the final provisions. There are 266 parent organizations accounted for in our 

estimates. Thus, we estimate a one-time aggregated total review cost of $333,112 ($125.23 * 10 

hours * 266 entities).  

We did not receive any comments regarding our assumptions about how UMRA and EO 

13132 apply to this rule. 

E. Impact of Individual Proposals 

The provisions of this final rule will have information collection-related burden. 

Consequently, the impact analysis may be found in section V. of this final rule, Table 10 of the 

Collection of Information section. To facilitate review of the provisions and estimates made in 

the Collection of Information, we include Table 11, which provides the related ICRs in section 

V. of this final rule, the tables in section V. where impact is presented, as well as a title used for 

cross-reference in the remainder of this Regulatory Impact Analysis section.  

Table 19 of this section, using Table 10 as a basis, provides a 10-year impact estimate. 

Table 19 includes impact by year, by type (parent organizations, including Medicaid and CHIP 

state agencies), as well as the cost burden to the federal government, allocations of cost by 

                                                           
67 U.S. Bureau of Labor Statistics. (2019, April 02). May 2018 National Occupational Employment and Wage 

Estimates. Retrieved from https://www.bls.gov/oes/current/oes_nat.htm.  
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program, and payments by the federal government to Medicaid and CHIP, as well as the 

premium tax credits (PTC) paid to certain enrollees in the individual market. 

TABLE 11: Cross-References to Impacts in the Collection of Information 

Requirements (Section V.) of this Final Rule 

ICR number Title Tables with Impact Analysis 

2 Patient Access API Metrics Reporting to CMS Proposal Table 2 

4 Provider Access API Proposal Table 3 

5 DRLS API Proposal Table 4 

6 PAS API Proposal Table 5 

7 Timeframes for Prior Authorization Decisions Proposals Table 6 

8 Public Reporting of Prior Authorization Metrics Proposal Table 7 

9 Complying with Privacy Policy Attestation Table 8 

10 Payer-to-Payer API Proposal Table 9 

Summary Table 3-Year Analysis of Cost Impact of Proposed Provisions Table 10 

 

F. Alternatives Considered 

In this final rule, we continue to build on the efforts initiated with the CMS 

Interoperability and Patient Access final rule (85 FR 25510) and the work we have done to 

reduce burden in the health care system, to advance interoperability, improve care coordination, 

reduce burden, and empower patients with access to their health care data. This final rule covers 

a range of policies aimed at achieving these goals. We carefully considered alternatives to the 

policies we are finalizing in this rule. We concluded that none of the alternatives would 

adequately or immediately begin to address the critical issues related to patient access and 

interoperability or help to address the processes that contribute to payer, provider, and patient 

burden.  

We now discuss the alternatives we considered to our final provisions and the reasons 

why we did not select them as final policies.  

1. Alternatives Considered for the Patient Access API Enhancements 
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We are requiring that payers make enhancements to the Patient Access API finalized in 

the CMS Interoperability and Patient Access final rule (85 FR 25510) including requiring the 

Patient Access API be conformant with the IGs specified in section II.A.2. of this final rule, 

finalizing additional information be made available to patients through the Patient Access API, 

finalizing a privacy attestation policy, and finalizing certain metrics about patient use of the 

Patient Access API be reported directly to CMS quarterly. Before requiring these provisions, we 

considered several policy alternatives. 

As we discussed in the CMS Interoperability and Patient Access final rule (85 FR 

25627), one alternative to the updates to the Patient Access API we considered is allowing 

payers and providers to upload patient data directly to a patient portal, operated by a provider. 

However, despite the availability of patient portals, ONC reported in 2017 that only 52 percent 

of individuals have been offered online access to their medical records by a health provider or 

payer. Of the 52 percent that were offered access, only half of those viewed their record.68 

Therefore, we do not believe patient portals are meeting patients’ needs and would not be a 

suitable policy option to implement. We also believe there would be additional burden associated 

with using portals, because providers and patients would need to utilize multiple portals and 

websites, requiring various log-ins, to access all of a patient’s relevant data—one for each 

provider a patient is associated with—instead of a single app. Portals would require developers 

to link systems or ensure system-level compatibility to enable patients to see a more 

comprehensive picture of their care. Alternatively, FHIR-based APIs have the ability to make 

data available without the need to link multiple systems or portals and would provide a patient a 

single point of access to their data. APIs that make data available to third-party apps permit the 

                                                           
68 Patel, V. & Johnson, C. (2018, April). Individuals’ Use of Online Medical Records and Technology for Health 

Needs (ONC Data Brief N. 40). Retrieved from https://www.healthit.gov/sites/default/files/page/2018-03/HINTS-

2017-Consumer-Data-Brief-3.21.18.pdf.  
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patient to choose how they want to access their data and promote innovation in industry to find 

solutions to best help patients interact with their data in a way that is most meaningful and 

valuable to them. The nature of portals does not lend as well to such interoperability or 

innovation. Because business models and processes pertaining to patient portals are varied across 

the industry, and any one patient could be associated with a number of different portals, we 

believe it would be very difficult to evaluate the cost impacts of requiring individual portals 

versus the estimates for enhancing the Patient Access API.  

As explained in the CMS Interoperability and Patient Access final rule (85 FR 25627), 

another alternative considered was to allow Health Information Exchanges (HIEs) and Health 

Information Networks (HINs) to serve as a central source for patients to obtain aggregated data 

from across their providers and payers in a single location. HIEs and HINs could provide patients 

with information via an HIE portal that is managed by the patient. However, as described above, 

there are various reasons why patient portal access does not lend itself to interoperability or 

innovation, and not all patients might have access to an HIE or HIN. For these reasons, we 

ultimately decided to proceed with our requirements versus this alternative.  

We also considered alternative compliance dates for the final policies. For instance, we 

considered January 1, 2022, as a possible compliance date for the Patient Access API 

enhancements. However, due to the current public health emergency and the enforcement 

discretion we are exercising for the API policies finalized in the CMS Interoperability and 

Patient Access final rule, we believe it is more appropriate, and less burdensome to impacted 

payers to implement compliance dates for these policies beginning January 1, 2023 (for 

Medicaid managed care plans and CHIP managed care entities, by the rating period beginning on 

or after January 1, 2023).  
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We did not receive any comments about the alternatives we considered for the Patient 

Access API. 

2. Alternatives Considered for the Provider Access API  

In this final rule, to better facilitate the coordination of care across the care continuum, 

we are requiring impacted payers to implement and maintain a Provider Access API conformant 

with the specified HL7 FHIR IGs, as well as the HL7 FHIR Bulk Data Access (Flat FHIR) 

specification to support exchanging data for one or more patients at a time. This API will require 

payers to make available to providers the same types of data they would make available to 

patients via the enhanced Patient Access API.  

Alternatively, we considered other data types that could be exchanged via the Provider 

Access API. We considered only requiring the exchange of clinical data, as defined in the 

USCDI. While this would be less data to exchange and, thus, potentially less burdensome for 

payers to implement, we believe that claims and encounter information can complement the 

USCDI data and offer a broader and more holistic understanding of a patient’s interactions with 

the health care system. Furthermore, the data that we believe to be available through the Provider 

Access API aligns with the data that we believe will be available to individual patients through 

the Patient Access API. Therefore, we do not believe there is significant additional burden to 

include these data as once the data are mapped and prepared to share via one FHIR-based API, 

these data are available for all payer APIs to use. 

We did also consider only having payer claims and encounter data available to providers, 

understanding that providers are generally the source of clinical data. Again, this could 

potentially reduce burden on payers by potentially requiring less data to be made available. 

However, even if a provider is the source for the clinical data relevant to their patients’ care, a 

provider may not have access to clinical data from other providers a patient is seeing. As a result, 
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and understanding payers were already preparing these data for use in other APIs, we decided a 

more comprehensive approach would be most beneficial to both providers and patients and thus 

aligned the proposed Provider Access API data requirements with those finalized for the Patient 

Access API.  

We also considered including additional data elements in this final rule. We considered 

requiring the patient’s complete medical record. However, we believe this would require 

additional resources and be overly burdensome for impacted payers at this time. The USCDI is a 

standardized set of health data classes and constituent data elements for nationwide, 

interoperable health information exchange.69 Because this limited set of data has been 

standardized, and corresponding HL7 FHIR IGs have been developed, payers can map these data 

and make them more easily available via an API. Industry has not yet fully developed the needed 

IGs to facilitate sharing a patient’s full medical record. Before this alternative would be feasible, 

more FHIR development work needs to be done, and important questions about data 

segmentation, and a patient’s role in potentially specifying what parts of their medical record 

could or should be available to which providers, need to be considered. 

We discuss comments received regarding the proposed content of the Provider Access 

API in section II.B. of this rule. 

3. Alternatives Considered for the Proposed DRLS API and PAS API and Other Prior 

Authorization Proposals 

In this rule, we are also finalizing several policies that will reduce burden associated with 

the prior authorization process. First, we are requiring all impacted payers implement and 

maintain a DRLS API conformant with the HL7 FHIR CRD and DTR IGs. We believe this will 

                                                           
69 Interoperability Standards Advisory. (n.d.). U.S. Core Data for Interoperability. Retrieved from 

https://www.healthit.gov/isa/united-states-core-data-interoperability-uscdi. 
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reduce burden for payers, providers, and patients by streamlining access to information about 

which items and services require a prior authorization and the associated documentation 

requirements, potentially reducing the number of incomplete and denied prior authorization 

requests. This will add efficiencies for both payers and providers, and it will improve patient care 

by avoiding gaps and delays in care.  

As finalized, by January 1, 2024, (for Medicaid managed care plans and CHIP managed 

care entities, by the rating period beginning on or after January 1, 2024), impacted payers are 

required to implement the DRLS API, populate the API with their list of items and services for 

which prior authorization is required, populate the API with their associated documentation 

rules, and ensure the DRLS API is functional. Alternatively, we considered finalizing a phased 

approach to the DRLS API where payers would first upload a specified subset of documentation 

to the DRLS API, as opposed to all of the documentation for all applicable items and services at 

one time. Some commenters supported a phased approach to implementation of the DRLS API. 

For further discussion of the comments received related to the DRLS API, please refer to section 

II.C. of this rule. For instance, we considered requiring that payers only prepare the DRLS for a 

specific set of services most commonly requiring prior authorization across payers. However, we 

believe this would be more burdensome in some ways. It would require payers to use different 

systems to find requirements for different services for a single payer, for instance. If the 

requirements for different services were in different places—such as some information in payer 

portals and some through the DRLS API—providers would have to spend additional time 

searching for the information in multiple locations for one payer. Therefore, we believe it is 

ultimately less burdensome overall to require impacted payers to populate the prior authorization 

and documentation requirements for all items and services at the same time.  
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We also considered whether we should require that payers post, on a public-facing 

website, their list of items and services for which prior authorization is required, populate the 

website with their associated documentation rules as in interim step while they implement the 

DRLS. However, we are aware that payers already have this information publicly available, and 

we determined that this would not provide any reduced burden on payers or providers at this 

time. We sought comment on whether a payer website to provide additional transparency to prior 

authorization requirements and documentation would be beneficial in reducing overall burden in 

this process. We received several comments related to whether or not we should require an 

interim step to DRLS API implementation wherein payers must provide documentation 

requirements on a public facing website and discuss these comments in section II.C. 

We are also requiring impacted payers implement and maintain a FHIR-based PAS API 

conformant with the HL7 FHIR Da Vinci PAS IG that has the capability to accept and send prior 

authorization requests and decisions. This API would be accessible to providers to integrate 

directly into their workflow, while maintaining alignment with, and facilitating the use of, the 

required HIPAA transaction standards. This requirement was proposed to be effective at the 

same time as the DRLS API, January 1, 2023 (for Medicaid managed care plans and CHIP 

managed care entities, by the rating period beginning on or after January 1, 2023). We 

considered a phased timeline approach to implement both of these APIs. For instance, we 

considered first requiring implementation of the DRLS API in 2022 and then a year later 

requiring implementation of the PAS API. However, given public comment, as well as the 

current situation with the public health emergency, we believe it is more appropriate, and less 

burdensome to impacted payers, to finalize compliance dates for both of these policies in 2024, 

providing payers with more time to potentially implement both policies. We further determined 

that because the DRLS API and the PAS API are steps in the same prior authorization workflow, 



CMS-9123-F  368 

the full benefits of both APIs are best realized when used concurrently. However, we did finalize 

a phased approach for the DRLS API starting in January 2024, which aligns with the 

implementation timeline of the PAS API, also in January 2024.  

We are finalizing as proposed other provisions to reduce prior authorization burden 

including requiring payers to ensure that prior authorization decisions are made within 72 hours 

of receiving an expedited request and no later than 7 days after receiving a standard requests, and 

requiring impacted payers to publicly report prior authorization metrics on their websites or via 

publicly accessible hyperlink(s) annually. 

We considered several alternative policies before deciding to finalize these policies. For 

example, we considered requiring payers to provide a decision in 24 hours for expedited requests 

and 3 days for standard requests. Despite the importance of having providers and patients get 

decisions as quickly as possible, we believe that the timeframes we are implementing in this rule 

will help increase reliability in the prior authorization process and establish clear expectations 

without being overly burdensome for payers. These timeframes will allow payers to process the 

prior authorization decisions in a timely fashion and give providers and patients an expectation 

for when they can anticipate a decision, while at the same time encouraging a timelier decision-

making process. We also considered whether more than 7 days would be necessary for complex 

cases. We did not finalize this alternative, however, because we believe it is important for 

patients and providers to be able to receive a decision in a shorter timeframe. We believe 7 days 

is sufficient time for a payer to process prior authorization decisions.  

Regarding publicly reporting prior authorization metrics, we considered requiring 

impacted payers to publicly report these metrics more frequently than annually. For instance, we 

considered a quarterly requirement. While we considered this alternative, we believe that our 

final requirement is sufficient to accomplish our goals without creating additional burden. 
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Because patients typically shop for health coverage on an annual basis, we believe updating this 

information annually will be sufficient for supplying patients and providers with transparent and 

valuable information. We also considered reporting these metrics at the parent organization 

versus at the plan or issuer level for all impacted payers. After further consideration, we decided 

this may not be truly operational and may be too aggregated a level of reporting for some payer 

types to provide true transparency or useful information for patients and providers. As a result, 

we are finalizing reporting at the state-level for Medicaid and CHIP FFS, plan-level for Medicaid 

and CHIP managed care, and at the issuer-level for QHP issuers on the FFEs. 

4. Alternatives Considered for the Payer-to-Payer API 

We are requiring impacted payers to implement and maintain a Payer-to-Payer API that 

makes the same data available to other payers via a FHIR-based API as we implement payers 

make available to patients and providers, conformant with the same IGs as proposed for the 

Patient Access API discussed in section II.A. and the Provider Access API discussed in section 

II.B. of this final rule. Before finalizing these policies, we considered several policy alternatives.  

We considered enhancing the Payer-to-Payer Data Exchange finalized in the CMS 

Interoperability and Patient Access final rule without naming a specific standard. We considered 

maintaining a payer’s ability to share data with another payer without requiring the use of an 

API, and instead only requiring the additional types of data be made available to share. But, 

ultimately, there are numerous benefits to requiring the FHIR-based API conformant with the 

specified IGs for this data sharing. We heard from several stakeholders that sharing these data in 

a standardized way is the only way to introduce valuable efficiencies and achieve true 

interoperability. Furthermore, for the Payer-to-Payer API, once an organization implements the 

other proposed APIs, there will be less additional investment necessary to implement the Payer-

to-Payer API as payers will be able to leverage the infrastructure already established for the 
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Patient Access API and Provider Access API. Given this available infrastructure, and the 

efficiencies of sharing standardized data via the API, we determined it was most advantageous 

for payers to again leverage an API for this enhanced data exchange.  

We also considered which data elements would be the most appropriate. Similar to the 

Provider Access API alternatives, we considered only requiring the exchange of clinical data as 

defined in the USCDI via an API. As we describe above, we believe that claims and encounter 

information can complement the USCDI data and potentially allow for better care coordination, 

as well as more efficient payer operations. We do not believe there will be significant additional 

burden once the data are mapped to FHIR for the other APIs.  

We also considered requiring payers to exchange all prior authorization decisions, 

including expired decisions, via the Payer-to-Payer API. However, we recognize that much of 

this information may be outdated and may not have an effect on the new payer’s prior 

authorization process. Therefore, in an effort to reduce the volume of outdated or irrelevant 

information shared among payers, we decided to limit the provision to only active and pending 

prior authorization decisions.  

We did not receive any comments about the alternatives we considered for the Payer-to-

Payer API. 

G. Analysis of Potential Impact for Savings by Voluntary Participation of Individual Providers in 

the Proposed Prior Authorization Provisions 

To support our commitment to promoting interoperability and reducing burden on payers, 

providers, and patients, as discussed in section II.C. of this final rule, we are implementing new 

requirements related to prior authorization for states operating Medicaid FFS programs at §§ 

431.80 and 440.230; states operating CHIP FFS programs at §§ 457.495 and 457.732; Medicaid 

managed care plans at §§ 438.210 and 438.242; CHIP managed care entities at §§ 457.495, 
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457.1230, and 457.1233; and QHP issuers on the FFEs at 45 CFR 156.223. While we discussed 

the ICRs regarding cost estimates of those provisions with anticipated impact in sections IV.C.5. 

through IV.C.8., here, we discuss the anticipated cost savings of these proposals to the health 

care industry.  

 We have detailed in this section the cost impact of creating the provision discussed in 

section II.C. of this rule, including the DRLS and PAS APIs, as well as a number of other 

policies focused on reducing burden associated with the prior authorization process. Potentially 

offsetting some of these costs are the savings that will result from reduced administrative work 

associated with existing prior authorization protocols.  

These savings will be true savings, not transfers, since they reflect savings in reducing the 

administrative costs required to process prior authorizations. However, these savings will be an 

indirect consequence of the final rule, not direct savings. To be clear, this final rule does not 

reduce the current paperwork required for prior authorization. Rather, a consequence of the 

efficiencies resulting from the prior authorization provisions will be significantly reduced time 

spent on the paperwork. In general, it is only appropriate to claim that a regulatory provision’s 

benefits are in excess of its costs after a substantive, and preferably quantitative, assessment of 

the pre-existing market failure and the provision’s suitability for addressing it. As a result of data 

limitations and other analytic challenges preventing such an assessment in this, the case 

illustrative savings estimates are neither included in the monetized table, nor the summary table 

in this Regulatory Impact Analysis section, nor in the 2016-dollar calculation. Nevertheless, the 

savings could be significant, and we believe should be a factor in the evaluation of this final rule. 

 In calculating these potential savings, uncertainties arise in five areas, described below. 

The result of this illustrative analysis is that we find a potential savings impact of a billion 
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dollars over 10 years. In this section, we carefully explain each uncertainty, indicate how we 

approached estimation. 

The five areas of uncertainty we had to take into account include:  

(1) Assumptions on the number of providers voluntarily engaging with the provisions of 

this final rule: A major obstacle in estimating impact is the fact that these provisions, if finalized, 

will be mandatory for impacted payers but engagement by providers is voluntary. Before 

proposing these provisions, we conducted conversations with stakeholders who indicated that 

more efficient prior authorization processes would ultimately reduce burden for all affected 

parties and would therefore likely be utilized by providers.  

To address the voluntary nature of provider utilization of the electronic prior 

authorization tools, we assume no provider participation in the first year, gradually increasing to 

25 percent participation in 10 years. We believe this is a usefully illustrative assumption.70 We 

also believe that it is reasonable to assume that additional providers will participate as prior 

authorization capabilities become more widely available in EHRs, which are not regulated by 

this rule, and the benefits of having more efficient prior authorization processes become clear 

through burden reduction and improved patient care.  

In going from no providers leveraging the technology in the first year of implementation 

to 25 percent of providers using the technology in 10 years, we did not believe it appropriate to 

use a strict linear approach of a 2.5 percent increase of providers per year. We are aware that 

many providers do not yet have the necessary technical capabilities to facilitate interoperable 

exchange of data for prior authorization. Specifically, their EHR systems are not yet prepared to 

                                                           
70 This assumption may be supported by some states already adopting legislation around electronic prior 

authorization, and federal legislation such as provision 6062 in the SUPPORT Act (H.R. 6) where electronic prior 

authorization is stipulated for drugs covered under Medicare Part D by January 1, 2021. However, reasons for 

electronic prior authorization tools to be used are not necessarily reasons why their use is attributable to this 

proposed rule; they might instead be reasons why use would occur even in the rule’s absence. 
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leverage the DRLS or PAS APIs. Absent that technology in the EHR, the DRLS and PAS APIs 

would provide minimal benefit to providers. We assume that providers in hospitals and providers 

in large health systems who already have such software will use it as soon as technologically 

feasible. Therefore, we modeled the growth of providers participating with a gradually increasing 

exponential model, since the exponential model is typically used to indicate slow growth in the 

beginning but faster growth later on. Our numerical assumptions of the percent of providers 

using DRLS and PAS APIs are presented in Table 12. (Note, exponential models cannot start at 

0; therefore, we started at 0.01 percent.) 

We solicited public comments on all assumptions: The assumption of no providers in the 

first year; the assumption of 25 percent participation in the tenth year; and the use of an 

exponential model.  

TABLE 12: Assumptions on the Percent of Providers by Year Using Electronic Prior 

Authorization* 

Year 2023 2024 2025 2026 2027 2028 2029 2030 2031 2032 

Assumed percentage of 

providers using the prior 

authorization APIs 0.01% 0.02% 0.06% 0.14% 0.32% 0.77% 1.84% 4.39% 10.48% 25.00% 

*As explained in the narrative, it is unreasonable to assume that immediately 25 percent of providers would 

voluntarily use the new technologies. We therefore target a 25 percent usage in 10 years, and model the growth, not 

linearly, but with an exponential growth. 

 

(2) Assumptions on the current workload hours for prior authorization: To estimate the 

savings impact, we first require estimates of the current amount of paperwork involved in prior 

authorization, the type and number of staff involved, the type of physician offices involved, and 

hours per week spent engaged in prior authorization processes. Our assumptions are based on a 

well-conducted survey presented in Casalino et al. (2009)71, which gives a detailed analysis 

based on a validated survey instrument employed in 2006.  

                                                           
71 Casalino, L. P., Nicholson, S., Gans, D., Hammons, T., Morra, D., Karrison, T., & Levinson, W. (May 2009). 

What Does It Cost Physician Practices To Interact With Health Insurance Plans? Health Affairs, 28(4): w533–w543. 

doi: 10.1377/hlthaff.28.4.w533. 
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This survey excluded certain physician practices, including health maintenance 

organizations (HMOs), but analyzed workload by staff type (doctor, nurse, clerical, 

administrator, lawyer, and accountant), office type (solo, three to 10 physicians, 10 or more 

physicians), and type of medical work involved (prior authorization, formulary, claims billing, 

quality, etc.). Consistent with our approach, we restricted ourselves to prior authorization 

activities, though formulary work could possibly add to burden related to prior authorization 

activities. 

Using the methods and data from Casalino et al. (2009), Table 13 presents an estimate of 

the current average annual paperwork burden per physician office for prior authorization 

activities. Table 13 estimates an annual burden per physician office of 1,060.8 hours at a cost of 

$73,750.  

TABLE 13: Total Cost of Prior Authorization per Physician Practice per Year  

Occupation Title Hours / Week Hours / Year 
Labor Cost  

($ / Hour) 

Total Cost per Staff 

(Hours * Labor) 

Physicians 1 52 $195.62 $10,172 

Registered Nurses 13.1 681.2 $74.48 $50,736 

Clerical 6.3 327.6 $39.20 $12,842 

Total 20.4 1,060.8  
Total Cost Per Physician Practice per Year ($) $73,750 

  

 Table 13 estimates are based on Casalino et al. (2009). Several other examples in the 

literature were reviewed72,73,74,75,76 which, although reflecting more recent research, either did not 

show the basis for their calculations, showed a basis based on a very small number of people, or 

                                                           
72 Morley, C. P., Badolato, D. J., Hickner, J., Epling, J. W. (2013, January). The Impact of Prior Authorization 

Requirements on Primary Care Physicians' Offices: Report of Two Parallel Network Studies. The Journal of the 

American Board of Family Medicine, 26(1), 93-95. doi: 10.3122/jabfm.2013.01.120062. 
73 Ward, V. (2018, April). The Shocking Truth About Prior Authorization in Healthcare. Retrieved from 

https://getreferralmd.com/2018/04/prior-authorization-problems-healthcare/.  
74 Center for Health Innovation & Implementation Science. (2018, July 26) The Prior Authorization Burden in 

Healthcare. Retrieved from http://www.hii.iu.edu/the-prior-authorization-burden-in-healthcare/.  
75 Robeznieks, A. (2018, November 16). Inside Cleveland Clinic’s $10 million prior authorization price tag. 

Retrieved from https://www.ama-assn.org/practice-management/sustainability/inside-cleveland-clinic-s-10-million-

prior-authorization-price.  
76 American Medical Association. (2019, June). Prior Authorization and Utilization Management Reform Principles. 

Retrieved from https://www.ama-assn.org/system/files/2019-06/principles-with-signatory-page-for-slsc.pdf.  
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used a non-validated survey. For this reason, we used the Casalino et al. (2009) article for our 

calculations. 

The wages in Table 13 have been updated from those used in the Casalino et al. (2009) 

work to the latest BLS wages. The hours should also be adjusted for 2021, to account for 

increased prior authorization requirements. However, we do not have a more recent reliable 

survey on which to base this. Table 16 in this section presents an alternate estimate assuming a 4 

percent growth rate in hours per week spent on prior authorization, the 4 percent coming from 

the articles cited above. We solicited public comment on these assumptions on the hours per 

week spent on prior authorization paperwork. 

(3) Assumptions on the total number of physician practices: Table 13 presents current 

hour and dollar burden per physician office. To obtain aggregate annual burden of prior 

authorization over all physician practices including those exclusively furnishing services to fee-

for-service (FFS) enrollees, Casalino et al. (2009) multiplies the Table 13 burdens for physician 

office by the total number of physician practices. Thus, we need an estimate of total number of 

physician practices. Additionally, in this section, we need to modify the total number of 

physician practices by a factor accounting for the fact that only a percentage of physician 

practices accept enrollees in the Medicaid, CHIP, and QHP programs.  

We first discuss the total number of physician practices. Casalino et al. (2009) cited that 

the AMA listed a figure of 560,000 physician offices in 2006. Casalino et al. (2009) criticized 

this 560,000 (rounded from 560,118 physician offices exactly) based on available sources in 

2006 and reduced it to 450,000 physician offices (rounded from 453,696 physician offices 

exactly). The sources cited in the article have not been updated. Furthermore, the CY 2012 PFS 

final rule redefined physician group practice to require at least 25 physicians. As of 2016, there 

are 230,187 physician practices (76 FR 73026). We note that this number is lower than the value 
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used in the 2016 survey, which makes sense given the high rates of consolidation in the medical 

field. In Table 16 later in this section, we present an alternative analysis of savings with 450,000 

practices. We solicited public comment on our assumptions of the number of physician offices. 

(4) Percent of providers accepting Medicaid, CHIP, or QHP: The 230,187 physician 

practices just mentioned include providers who exclusively service FFS enrollees. Therefore, we 

must adjust this number by the percent of providers furnishing services to Medicaid, CHIP, and 

QHP enrollees. According to the Medicaid and CHIP Payment and Access Commission 

(MACPAC),77 71 percent of providers accept Medicaid, but only 36 percent of psychiatrists 

accept new Medicaid patients, and 62 percent accept private insurance. Therefore, we estimate 

that 50 percent of provider groups treat patients in the Medicaid and QHP. Although we don’t 

account for it, we note that these provisions, which reduce the amount of paperwork, might 

encourage a greater participation in the coming years of providers accepting Medicaid, CHIP, 

and QHPs in the FFEs. 

(5) Assumptions on the reduction in hours spent on prior authorization as a result of the 

provisions of this final rule: Table 13 provides current hours spent on prior authorization; to 

calculate potential savings we must make an assumption on how much these hours are being 

reduced as a result of the provisions of this rule. Therefore, we review the specific provisions of 

this final rule.  

We believe two provisions in this final rule will reduce prior authorization burden: 

● Section II.C. of this final rule requires payers to implement a DRLS API. This service, 

if voluntarily used by providers, will allow them, at the point of care, to discover whether a 

requested item or service requires prior authorization and, if so, the relevant documentation 

                                                           
77 Kayla Holgash and Martha Heberlin, "Physician Acceptance of New Medicaid Patients,” January 24, 2019 

https://www.macpac.gov/wp-content/uploads/2019/01/Physician-Acceptance-of-New-Medicaid-Patients.pdf 
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requirements. All provider office staff types, including doctors, nurses, and clerical staff, will 

experience reductions in the time needed to locate prior authorization rules and documentation 

requirements, which are currently either not readily accessible or available in many different 

payer-specific locations and formats. We believe this provision will make it possible for provider 

staff to use one system (such as their EHR or practice management system) or software 

application to find the prior authorization rules and documentation requirements for all impacted 

payers. With these rules and requirements more consistently and easily accessible, we anticipate 

a reduction in the need for providers to make multiple attempts at submitting the full set of 

information necessary for the payer to approve or deny a prior authorization. As a consequence, 

a DRLS API could also reduce appeals and improper payments78, but we are not addressing such 

savings here, as we have no real-world basis on which to make an estimate. (We also note that 

reduction in improper payments, though experienced as savings by certain entities, would be 

categorized as transfers from a society-wide perspective.) 

Overall, once the APIs are in place and providers integrate with them, we assume 

providers and nurses could experience a 25 percent reduction in hours spent working to identify 

prior authorization rules and requirements. (Again, we are uncertain when providers may connect 

to the APIs.) The level annual 25 percent reduction reflects the belief that these provisions will 

accomplish savings through reduced administrative burden and therefore in the absence of 

additional data, the 25 percent reflects a midpoint between 0 percent and 50 percent indicating 

some savings (more than 0 percent but not more than 50 percent). We solicited public comment 

on the estimated reduction in hours spent determining prior authorization rules and requirements 

due to the DRLS API. We also note that Table 16 in this section provides an alternative analysis 

                                                           
78 Centers for Medicare and Medicaid Services. (2019, November 15). Simplifying Documentation Requirements. 

Retrieved from https://www.cms.gov/Research-Statistics-Data-and-Systems/Monitoring-Programs/Medicare-FFS-

Compliance-Programs/SimplifyingRequirements.html. 
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using a 75 percent reduction for doctors and nurses. The intent in Table 16 is to provide a broad 

range inclusive of many possibilities (hence 25 percent to 75 percent for providers and nurses).  

● Section II.C. of this final rule requires that payers implement and maintain a PAS API 

that will, if voluntarily used by providers, allow them, through an existing EHR or practice 

management system that is capable of connecting to the API, to submit prior authorization 

requests along with any associated documentation needed, and receive an approval or denial 

decision from the payer, including any ongoing communications regarding additional 

information needed or other status updates. Currently, most prior authorization requests and 

decisions are conducted through one of several burdensome channels, including telephone, fax, 

or payer-specific web portals—each of which require taking actions and monitoring status across 

multiple and varying communication channels. Since submission support is predominantly done 

by clerical staff, not by doctors or nurses, we estimate no savings to doctors and nurses, but a 50 

percent reduction in hours spent by clerical staff. The 50 percent reduction represents a 

reasonable estimate of time spent in the absence of any experience or data. We received one 

comment on this estimated 50 percent reduction in hours spent by clerical staff and whether our 

assumptions of the affected staff type are accurate. 

Comment: One commenter suggested that our estimate of an overall average reduction in 

time spent on prior authorizations of 50 percent is not reasonable and posits that unless time and 

effort spent on prior authorization is reduced by 100 percent, the policies described in the rule 

will not be effective. 

Response: We thank the commenter for their close read of our assumptions regarding 

time savings from the prior authorization proposals and share the commenter’s concern about the 

need to reduce burden. However, we believe our estimate of a 50 percent reduction in time spent 

on prior authorization is accurate and reasonable, considering our incremental approach to 
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implementing these policies. We hope to continue working with stakeholders to reduce burden 

even further in the future. 

Having presented our assumptions on the number of providers voluntarily using the 

DRLS and PAS APIs for electronic prior authorization, the current hour and dollar burden per 

week spent on prior authorization, the number of physician practices, and the reduction in hours 

arising from the provisions of this rule, Tables 14 and 15 present total hours and dollars saved. 

Table 14 presents the savings per physician practice. Table 15 multiplies these per physician 

practice savings by 50 percent of the 230,187 provider practices to obtain aggregate savings. The 

following illustrative calculations help explain the entries in Table 14 and 15: 

● In Table 14, the row on nurses cites Table 13, which shows that currently, annually, per 

physician practice, nurses spend 681.2 hours per year on prior authorization. Multiplying this 

number of hours by our assumed savings for nurses of 25 percent, we obtain 170.3 hours per 

year saved. Multiplying these reduced hours by the hourly wage for nurses of $74.48, we obtain 

a savings of $12,684 per physician practice for nurses. This calculation is repeated for all staff 

and then summed to obtain the total hours and dollars saved per physician practice. We save 

347.1 hours per physician practice per year and $21,648 per physician practice per year.  

● Table 15 now multiplies the 347.1 hours and $21,648 saved per physician practice by 

50 percent (percent of providers furnishing enrollees in Medicaid, CHIP, and QHP), times 

230,187 (total number of physician practices) times the percent of providers using these 

technologies by year as outlined in Table 12. For example, for the 1st year, 2023, we multiply, 

$21,648* 50 percent* 230,187*0.01% to obtain a reduced dollar spending of $0.2 million. The 

other rows in Table 15 are similarly calculated. As can be seen, the total savings over 10 years is 

17.2 million hours and $1.1 billion.  

The savings for the first three years, obtained by summing the first three rows, is 36,254 
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hours and $2.26 million. The method of calculating the hours and dollars in these rows was just 

illustrated. Because we assume a 10-year gradual increase in voluntary provider participation, we 

present a 10-year horizon in Table 15 in this section. 

TABLE 14: Hour and Dollar Savings from Prior Authorization Provisions, Per 

Physician Practice 

Occupation Title 
Hours 

/ Year 

Assumed 

Percent 

Reduction 

in Hours  

Total Reduced 

Hours per 

Year  

Labor 

Cost 

($ / Hour) 

Total Reduced 

Dollar Spending 

Per Year 

($) 

Physicians 52 25% 13 $195.62  $2,543  

Registered Nurses 681.2 25% 170.3 $74.48  $12,684  

Clerical 327.6 50% 163.8 $39.20  $6,421  

Totals per Physician Practice  1060.8   347.1   21648.0 

 

TABLE 15: Hour and Dollar Savings by Year, Assuming Gradual Voluntary 

Provider Participation 

Year 

Hour 

Savings per 

Physician 

Practice 

(Hours) 

Potential 

Dollar 

Savings per 

Physician 

Practice 

($) 

Fifty Percent 

(percent of 

providers 

accepting 

Medicaid/CHIP 

and QHP 

enrollees) of 

230,187 Total 

Physician 

Practices 

Assumed 

Percentage 

of Providers 

Participating 

per Year 

(Table 12) 

Aggregate 

Hours Saved 

per Year  

(Millions of 

Hours) 

(Assumed 

percentage of 

provider 

participation* 

potential hour 

savings 

assuming 

100% provider 

participation)  

Aggregate Dollars 

Saved per Year 

(Millions $) 

(Assumed 

percentage of 

provider 

participation* 

potential dollar 

savings assuming 

100% provider 

participation) 

2023 347.1 21,648.0 115,093.5 0.01% 0.004 0.2 

2024 347.1 21,648.0 115,093.5 0.02% 0.010 0.6 

2025 347.1 21,648.0 115,093.5 0.06% 0.023 1.4 

2026 347.1 21,648.0 115,093.5 0.14% 0.054 3.4 

2027 347.1 21,648.0 115,093.5 0.32% 0.129 8.1 

2028 347.1 21,648.0 115,093.5 0.77% 0.3 19.2 

2029 347.1 21,648.0 115,093.5 1.84% 0.7 45.9 

2030 347.1 21,648.0 115,093.5 4.39% 1.8 109.5 

2031 347.1 21,648.0 115,093.5 10.48% 4.2 261.1 

2032 347.1 21,648.0 115,093.5 25.00% 10.0 622.9 

Total        17.2 1072.3 

 

The analysis in Table 15 represents our illustrative analysis for this final rule. In Table 

16, we present some alternative analysis of the savings. Despite the wide range of alternatives, 
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the resulting range of savings is estimated at about $1.1 billion to about $5.2 billion. As indicated 

earlier, we solicited comments from stakeholders on our assumptions and methodology.  

We provide four alternative assumptions as follows to the assumptions made in Tables 12 

through 15: 

● We assumed in this section that the number of hours per week that providers spend on 

prior authorization has not changed since 2006. In Table 16, we allow for an alternative with 4 

percent annual growth. This number came from several papers cited in section V. of this final 

rule. 

● We assumed in this section that the reduction of hours per week that provider teams 

spend on prior authorization is a result of a 25 percent reduction for doctors and nurses and a 50 

percent reduction for clerical staff. In the Table 16, we provide an alternative analysis assuming 

a 75 percent reduction for doctors and nurses and a 50 percent reduction for clerical staff. These 

alternative numbers are not based on published articles or experience but rather meant to span a 

range of alternatives. 

● In this section, we assumed 230,187 physician practices. In Table 16, we also use an 

alternate assumption of 450,000 physician practices, also discussed in this section. We modified 

these numbers by a factor of 50 percent to account for the fact that only half of provider groups 

accept Medicaid, CHIP, and QHP. 

● For purposes of comparison we present the 10-year savings assuming all providers 

participate, as well as the 10-year savings from reduced paperwork assuming a gradual increase 

in participation from 0 percent in the base year to 25 percent in the tenth year.  

In making these assumptions, the goal was to obtain a range of possible alternatives. We 

have no experience basis to justify any particular assumption and data vary widely in the 
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literature. As can be seen from Table 16, the potential savings range from about $1 billion to 

about $5 billion.
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TABLE 16: Analysis to Savings Arising from Reduced Paperwork in Prior Authorization 

Scenario 

Assumed 

Number 

Physician 

Practices 

Assumed 

Growth in 

Hours per 

Week Spent on 

Prior 

Authorization 

by Staff per 

Physician 

Practice 

Assumed reduction by 

Staff in Hours Spent 

on Prior Authorization 

Aggregate 

Savings in 

Time Over 

10 Years 

Assuming 

Gradual 

Provider 

Participation 

(Table 12) 

(Millions of 

Hours) 

Aggregate 

Savings of 

Dollars Over 

10 Years 

Assuming 

Gradual 

Increase in 

Provider 

Participation 

(Table 12) 

(millions of 

dollars) 

Basis of 

Calculation 

(1) 

230,187 * 

50 

percent 

0% 
25% for nurses, doctors; 

50% for clerical 
17.2 1.1 Table 15 

(2) 

230,187 * 

50 

percent 

0% 
75% for nurses, doctors; 

50% for clerical 
35.4 2.6 

Table 15 

after Table 

14 

recalculated 

with 75% 

replacing 

25% 

(3) 

230,187 * 

50 

percent 

4% 
25% for nurses, doctors; 

50% for clerical 
17.9 1.1 (1) * 1.04 

(4) 

230,187 * 

50 

percent 

4% 
75% for nurses, doctors; 

50% for clerical 
36.8 2.7 (2) * 1.04 

(5) 

450,000 * 

50 

percent 

0% 
25% for nurses, doctors; 

50% for clerical 
33.6 2.1 

(1) * 450,000 

/ 230,187 

(6) 

450,000 * 

50 

percent 

0% 
75% for nurses, doctors; 

50% for clerical 
69.1 5.0 

(2) * 450,000 

/ 230,187 

(7) 

450,000 * 

50 

percent 

4% 
25% for nurses, doctors; 

50% for clerical 
35.0 2.2 

(3) * 450,000 

/ 230,187 

(8) 

450,000 * 

50 

percent 

4% 
75% for nurses, doctors; 

50% for clerical 
71.9 5.2 

(4) * 450,000 

/ 230,187 
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H. Summary of Costs 

In this section, we present a 10-year summary table of costs, an analysis for federal 

impacts, and the monetized table. 

To analyze the cost of this rule to the federal government, we utilize a method of 

allocating costs by program (Medicaid, CHIP, and QHP issuers on the FFEs). As the cost is 

shared by the 266 parent organizations, including Medicaid and CHIP state agencies, there is no 

readily available way to allocate costs per parent organization across programs since the 

percentage of each parent organization’s expenditures on the different programs is not publicly 

available. 

To address this, we utilize the same method that was used in the CMS Interoperability 

and Patient Access final rule (85 FR 25612). In that final rule, we used the public CMS Medical 

Loss Ratio (MLR) files, which break out total premiums across the various programs. The 

advantages and disadvantages of such an approach are fully discussed in that rule, to which we 

refer readers. At the time this final rule is being written, 2019 is the latest available year with 

published data. Table 17 presents the 2019 MLR data of premiums by program and the resulting 

percentages by program. We use these percentages to allocate costs by programs. This allocation 

of cost by program forms a basis to calculate the federal government’s cost for the provisions of 

this rule. 

TABLE 17: Allocation of Premium by Program  

Program Premium (Billions $) Percentage by Program 

Total $207,225,824,345 100.00% 

Medicaid/ CHIP $116,886,191,026 56.41% 

Individual Market $90,339,633,319 43.59% 

 

We can calculate the federal Medicaid payments using the percentages in Table 18. 



CMS-9123-F  385 
 

 

TABLE 18: Percent of Cost Incurred by the Federal Government for Medicaid Spending 

Item FFS 
Managed 

Care 

Total federal Subsidization  

(Weighted Average) 

Percent breakdown of federal payments to states  52% 48%  

Percent of costs paid in first year 90% 58.44% 74.85% 

Percent of costs paid in subsequent years 75% 58.44% 67.05% 

 

In Table 18, the first row shows that 52 percent of federal government payments go to the 

states for expenditures related to their FFS programs and 48 percent go to states for their 

Medicaid managed care programs. For state expenditures on Medicaid mechanized claims 

processing and information retrieval systems, the federal government pays states 90 percent of 

their expenditures on the design, development, installation, or enhancement of such systems, and 

75 percent of their expenditures on the ongoing operation of such systems. States receive an 

average of 58.44 percent (FMAP) for their managed care program costs. Therefore, the percent 

of costs paid in the first year by the federal government is 74.85 percent (90 percent * 52 percent 

+ 58.44 percent * 48 percent). The percent of costs paid in later years is 67.05 percent (75 

percent * 52 percent + 58.44 percent * 48 percent). By applying these percentages to the total 

Medicaid costs, we obtain federal costs for the program. These percentages are used to calculate 

the total dollars going from the federal government to states.  

We can now calculate all impacts of this rule by program, government, and QHP issuers. 

The numerical impacts are presented in Table 19.  
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TABLE 19: Impacts of the Final Rule by Year, Program, and to the federal Government 

(Millions $) 

 

For Table 19: 

● Cost of Final Rule by Year column: The total cost for years 2021 to 2023 matches the 

costs in the Collection of Information (section V.) summary table (Table 10). 

The total 10-year cost (including payers but excluding PTC payments and savings from 

prior authorization) is, as shown in Table 19, $2.0 billion. This number uses the primary 

estimates for the API provisions. The low and high 10-year total costs are $1.1 billion and $2.9 

billion, respectively.  

● Cost of Final Rule to Payers by Program columns: We apply the percentages from 

Table 17 to obtain the cost of the rule to Payers by program (Medicaid, CHIP, and QHP issuers 

on the FFEs).  

● Cost of Final Rule to Government by Program columns: We apply the percentages of 

payment by the federal government discussed in Table 18 to obtain the cost by program. 

  Cost by Program and Year Cost to Government by Program and Year 

Remaining Costs of Rule 

by Program and year 

Year 

Total Cost of 

Rule by 

Year 

Cost to 

Medicaid 

Plans, states, 

and CHIP 

Cost to 

Individual 

Market 

Total Cost 

to Gov't by 

Year 

Gov't 

Payments to 

Medicaid, 

states, and 

CHIP 

Gov't 

Payments 

(PTC) 

related to 

Individual 

Markets 

Remaining 

Cost to 

Medicaid 

by Year 

Remaining 

Costs to 

Individual 

Market by 

year 

Totals 2008 1133 876 1153 774 379 359 876 

2021 328 185 143 138 138 0 46 143 

2022 322 182 140 193 122 71 60 140 

2023 168 95 73 101 63 37 31 73 

2024 170 96 74 102 64 38 32 74 

2025 170 96 74 103 64 39 32 74 

2026 170 96 74 103 64 39 32 74 

2027 170 96 74 103 64 39 32 74 

2028 170 96 74 103 64 39 32 74 

2029 170 96 74 103 64 39 32 74 

2030 170 96 74 104 64 39 32 74 
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● PTC Payments: The government does not reimburse QHPs, neither partially nor totally, 

neither prospectively nor retroactively, for their expenses in furnishing benefits. However, the 

government does offer eligible QHP enrollees PTCs to help cover the cost of the plan. QHP 

issuers on selling on the Exchanges have the option to deal with increased costs of complying 

with the requirements as finalized in this rule by either temporarily absorbing them (for purposes 

of market competitiveness), increasing premiums to enrollees, or reducing non-essential health 

benefits. To the extent that issuers increase premiums for individual market plans on the FFEs, 

there would be federal PTC impacts. The purpose of the PTC is to assist enrollees in paying 

premiums. Since PTCs are only available if an individual purchases an individual market plan on 

an Exchange and the individual has an income between 100 and 400 percent of the federal 

Poverty Level, the PTC estimates apply only to Exchange plans. In the PTC estimate, we have 

accounted for the fact that some issuers have both Exchange and non-Exchange plans, and some 

issuers have only non-Exchange plans. We reflected these assumptions with global adjustments, 

so we believe the estimates are reasonable in aggregate. 

The methodology to estimate the PTC impact of the of the projected expense burdens is 

consistent with the method used to estimate the PTC impact in the CMS Interoperability and 

Patient Access final rule (85 FR 25612). Within the FFE states, the estimated expense burden 

would impact premium rates in the individual market and is spread across both Exchange and 

non-Exchange plans. PTCs are only paid in the Exchanges and are calculated as a function of 

the second lowest cost silver plan and the eligible individuals’ income. The estimate of these 

impacts uses the assumption that the industry would increase the second lowest cost silver plan 

premium rate in the same amount as the overall premium rate increase as a result of the expense 

estimate. This assumption allows application of the overall rate increase to the projected PTC 

payments in the FFE states to estimate the impact to PTC payments.  
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There are no increases in PTC payments included for 2021 since by the time this final 

rule is published these rates have already been determined. The total cost to the government is 

the sum of payments related to each program. This payment is a transfer from the government 

to payers for Medicaid, CHIP, and to QHP enrollees. 

● Remaining Cost to Payers columns: For Medicaid and CHIP, the remaining costs are 

the difference between total cost to payers and what the federal government pays. For the 

individual markets, the remaining costs to payers would be the total cost absorbed by the payers 

and not passed on through premium increases. Since the PTC is paid on behalf of individuals 

and not the payers, it therefore does not reduce expenses of the payers. 

● Note: The $1.1 billion savings from reduced paperwork burden for use of electronic 

prior authorization (Table 15) is not included in Table 19. 

We next explain how the various plans (and states) would bear the costs remaining after 

federal payments. We follow the same methodology and discussion presented in the CMS 

Interoperability and Patient Access final rule (85 FR 25612). 

TABLE 20: How Payers Could Defray Remaining Costs 

Program Avenues of Dealing with Remaining Costs 

QHP Issuers 

QHPs generally have the option of absorbing costs (for example, for reasons of market 

competitiveness), increasing premiums to enrollees, or reducing covered non-essential health 

benefits. Cost would be spread over all parent organization enrollees in a specified state and the 

individual market in FFE states. Small commercial QHP issuers on the FFEs may request an 

exception to the proposed API provisions. To the extent that QHP issuers increase premiums in 2022 

and beyond to offset the cost of complying with this rule, such premium increases would be a 

transfer from QHP issuers to enrollees and a subsequent transfer from enrollees to the federal 

government in the form of increased PTC payments.  

Medicaid/CHIP 
State Medicaid and CHIP agencies would bear the cost (under 10 cents per beneficiary). Medicaid 

and CHIP managed care plans are fully capitated but may have to defer first year costs.  

 

In Table 20, we explain possible ways payers may manage these extra costs. We 

emphasize that Table 20 lists possibilities. Payers will ultimately make decisions about how to 

defray these remaining costs based on market dynamics and internal business decisions, and we 

have no uniform way of predicting what these actual behaviors and responses will be. 
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Individual Market Plans: Individual market plans have the option of absorbing costs or 

passing costs to enrollees either in the form of higher premiums or reduced benefits that are not 

essential health benefits (EHBs). The experience of the Office of the Actuary is that frequently, 

plans, for reasons of market competitiveness, will absorb costs rather than increase premiums or 

reduce benefits.  

Medicaid and CHIP: Assuming roughly 75 million enrollees nationally, including 

Medicaid and CHIP FFS programs, Medicaid managed care plans and CHIP managed care 

entities are adding a cost of under a dollar per beneficiary per year; this contrasts with a total cost 

per beneficiary per year for the Medicaid and CHIP programs of several thousand dollars.  

We received one comment on these federal cost impact assumptions. 

Comment: One commenter indicated that the estimates we used here may not fully 

account for the costs associated with implementing this rule at the same time as the other 

referenced rules, at the tail end of the pandemic, and during what will surely be a tumultuous 

economic recovery. 

Response: We acknowledge that this country will be faced with significant hurdles over 

the next few years as it recovers from the COVID-19 public health emergency, and that the 

health care industry has many operational challenges. However, we firmly believe that in 

developing the cost estimates for this rule, we have in fact taken into account the greater benefits 

of the efficiencies that will come in the long term from implementing the APIs and making the 

process improvements for prior authorization policies.  For some of the policies, we have 

extended the implementation time in recognition of additional planning time and competing 

priorities. Further, we believe that the APIs introduced in this rule will support better data 

exchange in health care, which could support vaccination efforts and other public health 
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initiatives. Therefore, we believe now, more than ever, this type of data exchange and these APIs 

are critical to implement. 

I. Accounting Statement and Table 

 As required by OMB Circular A-4 (available at 

https://www.whitehouse.gov/sites/whitehouse.gov/files/omb/circulars/A4/a-4.pdf), we have 

prepared an accounting statement in Table 21 showing the classification of annualized costs 

associated with the provisions of this final rule for the 10-year period 2021 through 2030. This 

accounting table is based on Table 19. It includes costs of this final rule to providers, Medicaid 

and CHIP state entities, and issuers offering QHPs on the FFEs. It does not include the potential 

savings (Tables 14 and 15) of at least $1.1 billion arising from reduced burden due to providers 

voluntarily complying with electronic prior authorization as discussed in the illustrative earlier in 

this section.  
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TABLE 21: ACCOUNTING TABLE (MILLIONS $) 

 

Discount Rate 

Annualized 

Monetized 

Cost (as 

positive 

numbers in 

2020 

dollars), 

Low 

Estimate 

Annualized 

Monetized 

Cost (as 

positive 

numbers in 

2020 

dollars), 

Primary 

Estimate 

Annualized 

Monetized 

Cost (as 

positive 

numbers in 

2020 

dollars), 

High 

Estimate 

Period Who is Impacted 

Annualized at 7% 

      113.5 
209.7 

 

305.9 

 

Contract 

Years 

2021-

2030 

Providers, state 

Medicaid & CHIP 

entities; QHP 

issuers on the FFEs 

Annualized at 3% 

110.9  

 

204.6 

 

298.3 

 

Contract 

Years 

2021-

2030 

Providers, state 

Medicaid & CHIP 

entities; QHP 

issuers on the FFEs 

Transfers (PTC Payments)  

Discount Rate Annualized transfer (In 2020 dollars) Period From whom to 

whom  

Annualized at 7%      20.3 
37.3 

 

54.4 
 

2022-

2030 

federal government 

to enrollees 

Annualized at 3% 

  
20.5 

37.6 
 

54.8 
 

2022-

2030 

federal government 

to enrollees 

 

We did not receive any comments about these federal cost impact assumptions. 

J. Regulatory Reform Analysis Under EO 13771  

 Executive Order 13771, titled Reducing Regulation and Controlling Regulatory Costs, 

was issued on January 30, 2017 and requires that the costs associated with significant new 

regulations “shall, to the extent permitted by law, be offset by the elimination of existing costs 

associated with at least two prior regulations.” This final rule is considered an EO 13771 

regulatory action. We estimate that the medium (primary) estimates of this final rule would 

generate annual costs of $144.6 million in 2016 dollars when calculated at a 7 percent discount 

over a perpetual time horizon. (The low estimates would generate $78.9 million in annualized 

costs, while the high estimates would generate $210.4 million in annualized costs, discounted at 
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7 percent relative to 2016, over a perpetual time horizon.) Details on the estimated costs of this 

final rule can be found in the preceding analyses.  

We did not receive any comments about these federal cost impact assumptions. 

In accordance with the provisions of Executive Order 12866, this regulation was 

reviewed by the Office of Management and Budget (OMB).  
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List of Subjects 

42 CFR Part 431  

Grant programs-health, Health facilities, Medicaid, Privacy, Reporting and recordkeeping 

requirements, State fair hearings. 

42 CFR Part 435 

Aid to Families with Dependent Children, Grant programs-health, Medicaid, Notices, 

Reporting and recordkeeping requirements, Supplemental Security Income (SSI), Wages. 

42 CFR Part 438 

Grant programs-health, Medicaid, Reporting and recordkeeping requirements. 

42 CFR Part 440 

 Grant programs-health, Medicaid. 

42 CFR Part 457  

Administrative practice and procedure, Grant programs-health, Health insurance, 

Reporting and recordkeeping requirements. 

45 CFR Part 156  

Administrative practice and procedure, Advertising, Brokers, Conflict of interests, 

Consumer protection, Grant programs-health, Grants administration, Health care, Health 

insurance, Health maintenance organizations (HMO), Health records, Hospitals, Indians, 

Individuals with disabilities, Intergovernmental relations, Loan programs-health, Medicaid, 

Organization and functions (Government agencies), Prescription drugs, Public assistance 

programs, Reporting and recordkeeping requirements, Technical assistance, Women, Youth. 

45 CFR Part 170 
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Computer technology, Health, Health care, Health insurance, Health records, Hospitals, 

Indians, Incorporation by reference, Laboratories, Medicaid, Medicare, Privacy, Public health, 

Reporting and recordkeeping requirements, Security measures.  
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For the reasons set forth in the preamble, the Centers for Medicare & Medicaid Services 

(CMS) amends 42 CFR chapter IV as set forth below:  

PART 431—STATE ORGANIZATION AND GENERAL ADMINISTRATION 

1. The authority citation for part 431 continues to read as follows: 

Authority: 42 U.S.C. 1302. 

2. Section 431.60 is amended by— 

a. Revising paragraph (b)(3); 

b. Adding paragraph (b)(5);  

c. Revising paragraph (c)(3) introductory text; 

d. Adding paragraph (c)(3)(iii); 

e. Revising paragraphs (c)(4) introductory text, (c)(4)(ii)(C), and (e)(2);  

f. Redesignating paragraph (g) as paragraph (i); and 

g. Adding new paragraphs (g) and (h). 

The revisions and addition read as follows: 

§ 431.60 Beneficiary access to and exchange of data  

*  *  *  *  * 

(b) *    *    *   

(3) Clinical data, as defined in the USCDI version 1, if the State maintains any such data, 

no later than one (1) business day after the data are received by the State;  

*  *  *  *  * 

(5) Beginning January 1, 2023, pending and active prior authorization decisions and 

related clinical documentation and forms for items and services, not including covered outpatient 

drugs, including the date the prior authorization was approved, the date the authorization ends, as 

well as the units and services approved and those used to date, no later than one (1) business day 
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after a provider initiates a prior authorization request for the beneficiary or there is a change of 

status for the prior authorization. 

 (c) *    *  * 

 (3) Must comply with the content and vocabulary standards requirements in paragraphs 

(c)(3)(i) and (ii) of this section, as applicable to the data type or data element, unless alternate 

standards are required by other applicable law, and be conformant with the requirements in 

paragraph (c)(3)(iii) of this section: 

*  *  *  *  * 

(iii) Beginning January 1, 2023, be conformant with the implementation specifications at 

45 CFR 170.215(c)(5) for data specified in paragraphs (b)(1) and (2), 45 CFR 170.215(c)(6) for 

data specified in paragraph (b)(3) of this section, and 45 CFR 170.215(c)(7) for data specified in 

paragraph (b)(4) of this section. 

 (4) May use an updated version of any standard or all standards and any or all 

implementation guides or specifications required under paragraphs (b) or (c) of this section, and 

§§ 431.61, 431.70, 431.80, where: 

*  *  * * * 

(ii) *   *  * 

(C) Use of the updated version of the standard, implementation guide, or specification 

does not disrupt an end user's ability to access the data described in paragraph (b) of this section 

or the data described in §§ 431.61, 431.70, and 431.80 through the required API. 

*  *  * * * 

(e) *   *  *  

(2) Makes this determination using objective, verifiable criteria that are applied fairly and 

consistently across all applications and developers through which parties seek to access 
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electronic health information, as defined at 45 CFR 171.102, including but not limited to criteria 

that may rely on automated monitoring and risk mitigation tools.  

*  *  * * * 

(g) Privacy policy attestation. (1) Beginning January 1, 2023, the State must establish, 

implement, and maintain a process for requesting an attestation from a third-party app developer 

requesting to retrieve data via the Patient Access API that indicates the app adheres to certain 

privacy provisions. The State must: 

(i) Independently, or through the support of a third party, request a third-party app 

developer to attest whether: 

(A) The app has a privacy policy that is publicly available and accessible at all times, 

including updated versions, and that is written in plain language, and that the third-party app has 

affirmatively shared with the beneficiary prior to the beneficiary authorizing the app to access 

their health information. To “affirmatively share” means that the beneficiary had to take an 

action to indicate they saw the privacy policy, such as click or check a box or boxes. 

(B) The app’s privacy policy includes, at a minimum: 

(1) How a beneficiary’s health information may be accessed, exchanged, or used by any 

person or other entity, including whether the beneficiary’s health information may be shared or 

sold at any time (including in the future); 

(2) A requirement for express consent from a beneficiary before the beneficiary’s health 

information is accessed, exchanged, or used, including receiving express consent before a 

beneficiary’s health information is shared or sold (other than disclosures required by law or 

disclosures necessary in connection with the sale of the application or a similar transaction);  

(3) If an app will access any other information from a beneficiary’s device; and 
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(4) How a beneficiary can discontinue app access to their data and what the app’s policy 

and process is for disposing of a beneficiary’s data once the beneficiary has withdrawn consent. 

(ii) Include information in the beneficiary resources required in paragraph (f) of this 

section about the specific content of the State’s privacy policy attestation required under this 

paragraph, and, at a minimum, the timeline for the attestation process, the method for informing 

the beneficiary about the app developer’s response or non-response to the State’s request, and the 

beneficiary’s role and rights in this process; and  

(iii) Request the attestation at the time the third-party app registers with the API and 

notify the beneficiary as follows: 

(A) The State must inform the beneficiary within 24 hours of the third-party app 

accessing the API to retrieve the patient data regarding the status of the attestation  – positive, 

negative, or no response, with a clear explanation of what each means;  

(B) If a beneficiary does not respond within 24 hours of when the State sends notice of 

the attestation status to the beneficiary, the State must proceed with making the beneficiary’s 

data available to the third-party app consistent with the beneficiary’s original request. 

(2) The State must not discriminate when implementing this requirement, including for 

the purposes of competitive advantage; the method employed to meet this requirement must be 

applied equitably across all apps requesting access the Patient Access API. 

(h) Reporting on the use of the Patient Access API. (1) Beginning March 31, 2024, a 

State must report to CMS, at the State agency level,  on the previous year’s data as follows:  

(i) The total number of unique beneficiaries whose data are transferred via the Patient 

Access API to a beneficiary-designated third-party application; and  

(ii) The number of unique beneficiaries whose data are transferred via the Patient Access 

API to a beneficiary designated third-party application more than once. 
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(2) [Reserved]. 

* * * * * 

3.  Section 431.61 is added to read as follows: 

§ 431.61 Access to and exchange of health data to providers and payers. 

(a) Application Programming Interface to support data transfer from payers to providers 

– Provider Access API.--(1) Accessible content and API requirements. Beginning January 1, 

2023, a State must implement and maintain a standards-based Application Programming 

Interface (API) compliant with § 431.60(c), (d), and (e): 

(i) Individual beneficiary data. The Provider Access API must make available to 

providers, if requested by the provider, as permitted by the beneficiary per paragraph (a)(3) of 

this section, and as permitted by applicable law, at a minimum, data maintained by the State with 

a date of service on or after January 1, 2016, within one (1) business day of receipt, conformant 

with the implementation specifications at 45 CFR 170.215(c)(5) for data specified at § 

431.60(b)(1) and (2) not including remittances and enrollee cost sharing information, 45 CFR 

170.215(c)(6) for data specified at § 431.60(b)(3), and 45 CFR 170.215(c)(7) for data specified 

at § 431.60(b)(4);   

(ii) [Reserved]  

(2) Attribution. A State must establish, implement, and maintain a process to facilitate 

generating each provider’s current beneficiary roster to enable this payer-to-provider data 

sharing via the Provider Access API.  

(3) Provider resources regarding APIs. A State must provide on its website and through 

other appropriate mechanisms through which it ordinarily communicates with providers, 

educational resources in non-technical, simple, and easy-to-understand language explaining 

general information concerning how a provider may make a request to the State for beneficiary 
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data using the standards-based Provider Access API required under paragraph (a)(1) of this 

section, both for individual access and bulk data requests. 

(4) Out-of-network provider access. A State cannot deny use of, or access to, the Provider 

Access API based on a provider’s contract status. 

(b) Coordination among payers – Payer-to-Payer Data Exchange. (1) Beginning January 

1, 2023, a State must implement and maintain a standards-based API compliant with § 431.60(c), 

(d), and (e) that makes available to another payer, at a minimum, the data maintained by the State 

with a date of service on or after January 1, 2016, within one (1) business day of receipt, 

conformant with the implementation specifications at 45 CFR 170.215(c)(5) for data specified at 

§ 431.60(b)(1) and (2) not including remittances and enrollee cost sharing information, 45 CFR 

170.215(c)(6) for data specified at § 431.60(b)(3), 45 CFR 170.215(c)(7) for data specified at § 

431.60(b)(4). Such information received by a State must be incorporated into the State’s records 

about the current beneficiary.  

(2) With the approval and at the direction of a current or former beneficiary or the 

beneficiary’s personal representative, the State must:  

(i) Receive all such data for a current beneficiary from any other payer that has provided 

coverage to the beneficiary within the preceding 5 years; 

(ii) At any time a beneficiary is currently enrolled with the State and up to 5 years after 

disenrollment, send all such data to any other payer that currently covers the beneficiary or to a 

payer the beneficiary or the beneficiary’s personal representative specifically requests receive the 

data; and  

(iii) Send data received from another payer under this paragraph in the electronic form 

and format it was received. 
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(c) Coordination among payers at enrollment – Payer-to-Payer API. (1) Accessible 

content and API requirements. Beginning January 1, 2023 a State must make the standards-based 

API specified in paragraph (b)(1) of this section conformant with the implementation 

specification at 45 CFR 170.215(a)(4) to facilitate sharing the data specified in paragraph (b)(1) 

of this section relevant to one or more beneficiaries at one time. 

(2) Requesting data exchange. (i) When a beneficiary enrolls in coverage with the State, 

the State may request the data from a previous payer through the standards-based API described 

in paragraph (c)(1) of this section, as permitted by the beneficiary per paragraph (c)(5) of this 

section, and as permitted by applicable law;  

(ii) For any beneficiaries who enroll with the State during the first calendar quarter of 

each year, the State must request the specified data within one (1) week of the end of the first 

calendar quarter from any previous payers through the standards-based API described in 

paragraph (c)(1) of this section, as permitted by the beneficiary per paragraph (c)(5) of this 

section, and as permitted by applicable law; 

(iii) If a State receives a request from another payer to make data available for one or 

more former beneficiaries who have enrolled with the new payer, the State must respond by 

making the required data available via the standards-based API described in paragraph (c)(1) of 

this section within one (1) business day of receiving the request. 

(3) Previous or concurrent payer. A State must adopt a process to obtain from a new 

beneficiary the name of the new beneficiary’s previous payer as part of the enrollment process, 

and the name of the new beneficiary’s concurrent payer or payers if the beneficiary has coverage 

through more than one payer, to facilitate data sharing using the Payer-to-Payer API described in 

paragraph (c)(1) of this section. 
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(4) Concurrent payer exchange. When a beneficiary has concurrent coverage with 

another payer also subject to CMS regulations on the Payer-to-Payer API, the State must make 

available to the other payer the data described in paragraph (b)(1) of this section through the 

standards-based API described in paragraph (c)(1) of this section quarterly. 

(5) Opt-in. A State must put a process in place to allow a beneficiary or the beneficiary’s 

personal representative to opt-in to permit the State’s use of the Payer-to-Payer API data sharing 

specified in paragraph (c)(1) of this section. 

(d) Obligations. The requirements under this section do not in any way alter or change a 

State’s obligation as a HIPAA covered entity to comply with regulations regarding standard 

transactions at 45 CFR part 162. 

4.  Section 431.70 is amended by adding paragraph (d) to read as follows: 

§431.70 Access to published provider directory information. 

* * * * * 

(d) Beginning January 1, 2023, the Provider Directory API must be conformant with the 

implementation specification at 45 CFR 170.215(c)(8). 

5.  Section 431.80 is added to subpart B to read as follows: 

§ 431.80 Documentation and prior authorization. 

(a) Requirements to support provider documentation discovery and to support prior 

authorization. At a minimum: 

(1) Denial Reason. A State must include a specific reason for a denial in the case of a 

denial with all prior authorization decisions, regardless of the method used to send the prior 

authorization decision. 
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(2) Documentation Requirement Lookup Service (DRLS) Application Programming 

Interface (API). Beginning January 1, 2024, a State must implement and maintain a standards-

based API compliant with § 431.60(c), (d), and (e):  

(i) That is populated with the State’s list of the top 10 highest volume covered items and 

services, not including covered outpatient drugs, for which prior authorization is required, and 

with the State’s documentation requirements for submitting a prior authorization request, 

including a description of the required documentation on or before January 1, 2024; and 

(ii) That is conformant with the implementation specifications at 45 CFR 170.215(c)(1) 

and (2). 

 (3) Prior Authorization Support API. Beginning January 1, 2024, a State must implement 

and maintain a standards-based API compliant with § 431.60(c), (d), and (e):  

(i) That facilitates a HIPAA-compliant prior authorization request and response, 

including any forms or medical record documentation required by the State for the items or 

services for which the provider is seeking prior authorization; 

(ii) That is conformant with the implementation specification at 45 CFR 170.215(c)(3); 

and 

(iii) That includes in the response whether the State approves (and for how long), denies, 

or requests more information related to the prior authorization request. 

(b) [Reserved] 

6.  Section 431.201 is amended by revising the definition of “Action” to read as follows:   

§431.201 Definitions. 

*    *    *    *    * 

Action means:  
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(1) A termination, suspension of, or reduction in covered benefits or services, including 

benefits or services for which there is a current approved prior authorization;  

(2) A termination, suspension of, or reduction in Medicaid eligibility, or an increase in 

beneficiary liability, including a determination that a beneficiary must incur a greater amount of 

medical expenses in order to establish income eligibility in accordance with § 435.121(e)(4) or § 

435.831 of this chapter;  

(3) A determination that a beneficiary is subject to an increase in premiums or cost-

sharing charges under subpart A of part 447 of this chapter; or  

(4) A determination by a skilled nursing facility or nursing facility to transfer or 

discharge a resident and an adverse determination by a State with regard to the preadmission 

screening and resident review requirements of section 1919(e)(7) of the Act.  

*    *    *    *    * 

7.  Section 431.220 is amended-- 

a. In paragraph (a)(1)(iv) by removing the term “or” from the end of the paragraph; 

b. In paragraph (a)(1)(v) by removing “.” from the end of the paragraph and adding in its 

place “or”; and 

c. By adding paragraph (a)(1)(vi). 

The addition reads as follows:  

§ 431.220 When a hearing is required. 

 (a) *    *    * 

 (1) *    *    * 

 (vi) A prior authorization decision. 

* * * * * 

PART 435—STATE ORGANIZATION AND GENERAL ADMINISTRATION 
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8.  The authority citation for part 435 is revised to read as follows: 

Authority: 42 U.S.C. 1302. 

9.  Section 435.917 is amended by:  

a. Revising the paragraph headings of paragraphs (a) and (b); and 

b. Revising paragraph (b)(2). 

The revisions read as follows:  

§ 435.917 Notice of agency's decision concerning eligibility, benefits, or services. 

 (a) Notice of determinations. *      *    * 

* * * * * 

 (b) Content of notice. *      *      * 

* * * * * 

(2) Notice of adverse action including denial, termination or suspension of eligibility or 

change in benefits or services. Any notice of denial, termination or suspension of Medicaid 

eligibility or, in the case of beneficiaries receiving medical assistance, denial of or change in 

benefits or services must be consistent with §431.210 of this chapter. 

* * * * * 

PART 438—MANAGED CARE  

10.  The authority citation for part 438 continues to read as follows: 

Authority: 42 U.S.C. 1302. 

11. Section 438.9 is amended by revising paragraph (b)(7) to read as follows: 

§438.9 Provisions that apply to non-emergency medical transportation PAHPs. 

*  * * * * 

(b) *    * * 
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(7) The PAHP standards in §§ 438.206(b)(1), 438.210, 438.214, 438.224, 438.230, and 

438.242, excluding the requirement in § 438.242(b)(7) to comply with § 431.61(a) and (c) of this 

chapter. 

*    *    *    *    * 

  12.  Section 438.62 is amended by revising paragraph (b)(1)(vii)(A) introductory text to 

read as follows:  

§ 438.62 Continued services to enrollees. 

* * * * * 

(b) * *     * 

(1) * *     * 

(vii)  *     *     * 

(A) The MCO, PIHP, or PAHP must comply with the requirements in paragraph 

(b)(1)(vi) of this section beginning January 1, 2022 until the start of the rating period beginning 

on or after January 1, 2023 with regard to data: 

* * * * * 

13.  Section 438.210 is amended by revising paragraphs (d)(1) and (f) (introductory text) 

to read as follows:  

§ 438.210 Coverage and authorization of services. 

 * * * * * 

(d) *  * * 

(1) Standard authorization decisions. For standard authorization decisions, provide notice 

as expeditiously as the enrollee's condition requires and within State-established timeframes that 

may not exceed 14 calendar days following receipt of the request for service, with a possible 

extension of up to 14 additional calendar days, and for standard authorization decisions made 
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beginning with the rating period on or after January 1, 2024, may not exceed 7 calendar days 

following receipt of the request for service, with a possible extension of up to 14 additional 

calendar days if— 

* * * * * 

(f) Public reporting of prior authorization metrics. Beginning with rating periods that 

begin on or after March 31, 2024, the MCO, PIHP, or PAHP must publicly report prior 

authorization data for items and services at the plan level by posting directly on its website or via 

publicly accessible hyperlink(s), annually by the end of the first calendar quarter, data, for the 

prior rating period. 

14.  Section 438.242 is amended by— 

a.  Revising paragraphs (b)(5) introductory text; 

b.  Revising paragraph (b)(6); and 

c.  Adding paragraphs (b)(7) and (8). 

The revisions and additions read as follows: 

§ 438.242 Health information systems.  

*    *    *    *    * 

(b) *    *    * 

(5) Subject to paragraph (b)(8) of this section, implement a Patient Access Application 

Programming Interface (API) as specified in § 431.60 of this chapter as if such requirements 

applied directly to the MCO, PIHP, or PAHP and include: 

*    *    *    *    * 

(6) Except for § 431.70(d) of this chapter implement, by January 1, 2021, and maintain a 

publicly accessible standard-based Provider Directory API described at § 431.70 of this chapter, 

which must include all information specified at § 438.10(h)(1) and (2) of this chapter. The State 
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must require, at a minimum, that each MCO, PIHP, and PAHP comply with § 431.70(d) by the 

rating period beginning on or after January 1, 2023. 

(7) By the rating period beginning on or after January 1, 2023, comply with § 431.61(a) 

through (d) and § 431.80(a) of this chapter as if such requirements applied directly to the MCO, 

PIHP, or PAHP. 

(8) The following timeframes apply to paragraph (b)(5) of this section: 

(i) Except for the requirements at §§ 431.60(b)(5), 431.60(c)(3)(iii), 431.60(g), and 

431.60(h) of this chapter, comply with the by the requirements of § 431.60 of this chapter by 

January 1, 2021. 

(ii) Comply with the requirements at §§ 431.60(b)(5), 431.60(c)(3)(iii), and 431.60(g) of 

this chapter by the rating period beginning on or after January 1, 2023. 

(iii) Comply with the reporting requirements at § 431.60(h) of this chapter beginning with 

the end of the first full quarter of the rating period beginning on or after January 1, 2023 based 

on the previous quarter’s data. 

*    *    *    *    * 

PART 440 – SERVICES: GENERAL PROVISIONS  

15.  The authority citation for part 440 continues to read as follows: 

Authority: 42 U.S.C. 1302. 

16.  Section 440.230 is amended by revising paragraph (d) to read as follows: 

§ 440.230 Sufficiency of amount, duration, and scope. 

* * * * * 

(d) *   * * 

(1) Prior authorization decision timeframes. The State Medicaid agency must-- 
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(i) Beginning January 1, 2024 send notice of prior authorization decisions for items and 

services, not including covered outpatient drugs, as expeditiously as a beneficiary’s health 

condition requires and under any circumstances not later than 72 hours for expedited requests 

and 7 days for standard requests. The timeframe for authorization decisions could be extended by 

up to 14 calendar days for standard requests if the beneficiary or provider requests an extension, 

or if the State agency or its authorized representative determines that additional information from 

the provider is needed to make a decision.  

(ii) Provide the beneficiary with notice of the agency’s prior authorization decision and 

fair hearing rights in accordance with § 435.917 and part 431, subpart E of this chapter. 

(2) Public reporting of prior authorization metrics. Beginning March 31, 2024, the State 

Medicaid agency must publicly report prior authorization data for items and services at the State 

level by posting directly on its website or via publicly accessible hyperlink(s), annually by the 

end of the first calendar quarter. 

PART 457 – ALLOTMENTS AND GRANTS TO STATES 

17.  The authority citation for part 457 continues to read as follows: 

Authority: 42 U.S.C. 1302. 

18.  Section 457.495 is amended by revising paragraph (d) to read as follows: 

§ 457.495 State assurance of access to care and procedures to assure quality and 

appropriateness of care. 

* * * * * 

(d) Decisions related to the prior authorization of health services. (1) That decisions 

related to the prior authorization of health services are completed in accordance with the medical 

needs of the patient, but no later than 7 calendar days after the date of receipt of the request for a 

standard determination and by no later than 72 hours after the date of receipt of the request for an 
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expedited determination. A possible extension of up to 14 days may be permitted if the enrollee 

requests the extension or if the physician or health plan determines the additional information is 

needed.  

(2) Applicability. This paragraph is applicable beginning January 1, 2024. Until that 

applicability date, states are required to continue to comply with 457.495(d) contained in the 42 

CFR parts 430 to 481 edition revised as of June 25, 2001. 

19.  Section 457.700 is amended by revising paragraph (c) to read as follows: 

§ 457.700 Basis, scope, and applicability. 

* * * * * 

(c) Applicability. The requirements of this subpart apply to separate child health 

programs and Medicaid expansion programs, except that §§ 457.730, 457.731, and 457.732 do 

not apply to Medicaid expansion programs. Separate child health programs that provide benefits 

exclusively through managed care organizations may meet the requirements of §§ 457.730, 

457.731, and 457.732 by requiring the managed care organizations to meet the requirements of 

§ 457.1233(d)(2). 

20.  Section 457.730 is amended by— 

a. Revising paragraphs (b)(3);  

b. Adding paragraph (b)(5);  

c. Revising paragraph (c)(3) introductory text;  

d.  Adding paragraph (c)(3)(iii); 

e. Revising paragraphs (c)(4) introductory text, (c)(4)(ii)(C), and (e)(2);  

f. Redesignating paragraph (g) as paragraph (i); and 

g. Adding new paragraphs (g) and (h). 

The revisions and additions read as follows: 
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§ 457.730 Beneficiary access to and exchange of data.  

*  *  *  *  * 

(b) *    *    * 

(3) Clinical data, as defined in the USCDI version 1, if the State maintains any such data, 

no later than one (1) business day after the data are received by the State;  

*  *  *  *  * 

(5) By January 1, 2023, pending and active prior authorization decisions and related 

clinical documentation and forms for items and services, not including covered outpatient drugs, 

including the date the prior authorization was approved, the date the authorization ends, as well 

as the units and services approved and those used to date, no later than one (1) business day after 

a provider initiates a prior authorization for the beneficiary or there is a change of status for the 

prior authorization. 

(c) *    *    *  

(3) Must comply with the content and vocabulary standard requirements in paragraphs 

(c)(3)(i) and (ii) of this section, as applicable to the data type or data element, unless alternate 

standards are required by other applicable law, and be conformant with the requirements in 

paragraphs (c)(3)(iii) of this section: 

*    *    *    *    *  

(iii) Beginning January 1, 2023, be conformant with the implementation specifications at 

45 CFR 170.215(c)(5) for data specified in paragraphs (b)(1) and (2) of this section, 45 CFR 

170.215(c)(6) for data specified in paragraph (b)(3), 45 CFR 170.215(c)(7) for data specified in 

(b)(4).  
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(4) May use an updated version of any standard or all standards and any or all 

implementation guides or specifications required under paragraphs (b) or (c) of this section, 

§§ 457.731, 457.732, and 457.760, where: 

*  *  * * * 

(ii) *  *  *  

(C) Use of the updated version of the standard, implementation guide, or specification 

does not disrupt an end user's ability to access the data described in paragraph (b) of this section, 

or the data described in §§ 457.731, 457.732, and 457.760 of this chapter through the required 

API. 

*  *  * * * 

(e) *      *       * 

(2) Makes this determination using objective, verifiable criteria that are applied fairly and 

consistently across all applications and developers through which parties seek to access 

electronic health information, as defined at 45 CFR 171.102, including but not limited to criteria 

that may rely on automated monitoring and risk mitigation tools.  

*    *    *    *    * 

(g) Privacy policy attestation. (1) Beginning January 1, 2023, the State must establish, 

implement, and maintain a process for requesting an attestation from a third-party app developer 

requesting to retrieve data via the Patient Access API that indicates the app adheres to certain 

privacy provisions. The State must: 

(i) Independently, or through the support of a third party, request a third-party app 

developer to attest whether: 

(A) The app has a privacy policy that is publicly available and accessible at all times, 

including updated versions, and that is written in plain language, and that the third-party app has 
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affirmatively shared with the beneficiary prior to the beneficiary authorizing app access to their 

health information. To “affirmatively share” means that the beneficiary had to take an action to 

indicate they saw the privacy policy, such as click or check a box or boxes. 

(B) The app’s privacy policy includes, at a minimum: 

(1) How a beneficiary’s health information may be accessed, exchanged, or used by any 

person or other entity, including whether the beneficiary’s health information may be shared or 

sold at any time (including in the future); 

(2) A requirement for express consent from a beneficiary before the beneficiary’s health 

information is accessed, exchanged, or used, including receiving express consent before a 

beneficiary’s health information is shared or sold (other than disclosures required by law or 

disclosures necessary in connection with the sale of the application or a similar transaction);  

(3) If an app will access any other information from a beneficiary’s device; and 

(4) How a beneficiary can discontinue app access to their data and what the app’s policy 

and process is for disposing of a beneficiary’s data once the beneficiary has withdrawn consent. 

(ii) Include information in the beneficiary resources required in paragraph (f) of this 

section about the specific content of the State’s privacy policy attestation required under this 

paragraph, and, at a minimum, the timeline for the attestation process, the method for informing 

beneficiary about the app developer’s response or non-response to the State’s request, and the 

beneficiary’s role and rights in this process; and  

(iii) Request the attestation at the time the third-party app engages the API and notify the 

beneficiary as follows: 

(A) The State must inform the beneficiary within 24 hours of requesting the attestation 

from the third-party app developer regarding the status of the attestation – positive, negative, or 

no response, with a clear explanation of what each means;  
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(B) If a beneficiary does not respond within 24 hours of when the State sends notice of 

the attestation status to the beneficiary, the State must proceed with making the beneficiary’s 

data available to the third-party app consistent with the beneficiary’s original request. 

(2) The State must not discriminate when implementing this requirement, including for 

the purposes of competitive advantage; the method employed to meet this requirement must be 

applied equitably across all apps requesting access to the Patient Access API. 

(h) Reporting on the use of the Patient Access API. (1) Beginning March 31, 2023, a 

State must report to CMS, at the State agency level, the previous year’s data as follows as 

follows:  

(i) The total number of unique beneficiaries whose data are transferred via the Patient 

Access API to a beneficiary-designated third-party application; and  

(ii) The number of unique beneficiaries whose data are transferred via the Patient Access 

API to a beneficiary-designated third-party application more than once. 

(2) [Reserved]. 

* * * * * 

21.  Section 457.731 is added to subpart G to read as follows: 

§ 457.731 Access to and exchange of health data to providers and payers. 

(a) Application Programming Interface to support data transfer from payers to providers 

– Provider Access API.--(1) Accessible content and API requirements. Beginning January 1, 

2023, a State must implement and maintain a standards-based Application Programming 

Interface (API) compliant with § 457.730(c), (d), and (e): 

(i) Individual beneficiary data. The Provider Access API must make available to 

providers, if requested by the provider, as permitted by the beneficiary per paragraph (a)(3) of 

this section, and as permitted by applicable law, at a minimum, data maintained by the State with 
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a date of service on or after January 1, 2016, within one (1) business day of receipt, conformant 

with the implementation specifications at 45 CFR 170.215(c)(5) for data specified at § 

431.60(b)(1) and (2) of this chapter, not including remittances and enrollee cost sharing 

information, 45 CFR 170.215(c)(6) for data specified at § 431.60(b)(3) of this chapter, 45 CFR 

170.215(c)(7) for data specified at § 431.60(b)(4); 

(ii) [Reserved] 

(2) Attribution. A State must establish, implement, and maintain a process to facilitate 

generating each provider’s current beneficiary roster to enable this payer-to-provider data 

sharing via the Provider Access API; 

(3) Provider resources regarding APIs. A State must provide on its website and through 

other appropriate mechanisms through which it ordinarily communicates with providers, 

educational resources in non-technical, simple and easy-to-understand language explaining 

general information concerning how a provider may make a request to the State for beneficiary 

data using the standards-based Provider Access API required under paragraph (a)(1) of this 

section, both for individual access and bulk data requests. 

(4) Out-of-network provider access. A State cannot deny use of, or access to, the Provider 

Access API based on a provider’s contract status. 

(b) Coordination among payers – Payer-to-Payer Data Exchange. (1) Beginning January 

1, 2023, a State must implement and maintain a standards-based API compliant with § 

457.730(c), (d), and (e) that makes available to another payer, at a minimum, the data maintained 

by the State with a date of service on or after January 1, 2016, within one (1) business day of 

receipt, conformant with the implementation specifications at 45 CFR 170.215(c)(5) for data 

specified at § 431.60(b)(1) and (2) of this chapter not including remittances and enrollee cost 

sharing information, 45 CFR 170.215(c)(6) for data specified at § 431.60(b)(3) of this chapter, 
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45 CFR 170.215(c)(7) for data specified at § 431.60(b)(4) of this chapter. Such information 

received by a State must be incorporated into the State’s records about the current beneficiary.  

(2) With the approval and at the direction of a current or former beneficiary or the 

beneficiary’s personal representative, the State must:  

(i) Receive all such data for a current beneficiary from any other payer that has provided 

coverage to the beneficiary within the preceding 5 years; 

(ii) At any time a beneficiary is currently enrolled with the State and up to 5 years after 

disenrollment, send all such data to any other payer that currently covers the beneficiary or a 

payer the beneficiary or the beneficiary’s personal representative specifically requests receive the 

data; and  

(iii) Send data received from another payer under this paragraph in the electronic form 

and format it was received. 

(c) Coordination among payers at enrollment – Payer-to-Payer API.--(1) Accessible 

content and API requirements. Beginning January 1, 2023, a State must make the standards-

based API specified in paragraph (b)(1) of this section conformant with the implementation 

specification at 45 CFR 170.215(a)(4) to facilitate sharing the data specified in paragraph (b)(1) 

of this section relevant to one or more beneficiaries at one time. 

(2) Requesting data exchange. (i) When a beneficiary enrolls in coverage with the State, 

the State may request the data from a previous payer through the standards-based API described 

in paragraph (c)(1) of this section, as permitted by the enrollee per paragraph (c)(5) of this 

section, and as permitted by applicable law;  

(ii) For any beneficiaries who enroll with the State during the first calendar quarter of 

each year, the State must request the specified data within one (1) week of the end of the first 

calendar quarter from any previous payers through the standards-based API described in 



CMS-9123-F  417 
 

 

paragraph (c)(1) of this section, as permitted by the beneficiary per paragraph (c)(5) of this 

section, and as permitted by applicable law; 

(iii) If a State receives a request from another payer to make data available for one or 

more former beneficiaries who have enrolled with the new payer, the State must respond by 

making the required data available via the standards-based API described in paragraph (c)(1) of 

this section within one (1) business day of receiving the request. 

(3) Previous or concurrent payer. A State must maintain a process to obtain from a new 

beneficiary the name of the new beneficiary’s previous payer as part of the enrollment process, 

and concurrent payer if the beneficiary has coverage through more than one payer, to facilitate 

data sharing using the Payer-to-Payer API described in paragraph (c)(1) of this section. 

(4) Concurrent payer exchange. When a beneficiary has concurrent coverage with 

another payer also subject to CMS regulations on the Payer-to-Payer API, the State must make 

available to the other payer the data described in paragraph (b)(1) of this section through the 

standards-based API described in paragraph (c)(1) of this section quarterly. 

(5) Opt-in. A State must put a process in place to allow a beneficiary or the beneficiary’s 

personal representative to opt-in to permit the State’s use of the Payer-to-Payer API data sharing 

specified in paragraph (c)(1) of this section. 

(d) Obligations. The requirements under this section do not in any way alter or change a 

State’s obligation as a HIPAA covered entity to comply with regulations regarding standard 

transactions at 45 CFR part 162. 

(e) Applicability. This section is applicable beginning January 1, 2023. 

22.  Section 457.732 is added to subpart G to read as follows: 

§ 457.732 Documentation and prior authorization. 
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(a) Requirements to support provider documentation discovery and to support prior 

authorization. At a minimum: 

(1) Denial Reason. With all prior authorization denials, a State must include a specific 

reason for such denial, regardless of the method used to send the prior authorization decision. 

(2) Documentation Requirement Lookup Service (DRLS) Application Programming 

Interface (API). Beginning January 1, 2024, a State must implement and maintain a standards-

based API compliant with § 457.730(c), (d), and (e): 

(i) That is populated with the State’s list of the top 10 highest volume covered items and 

services, not including covered outpatient drugs, for which prior authorization is required, and 

with the State’s documentation requirements for submitting a prior authorization request, 

including a description of the required documentation on or before January 1, 2024; and 

(ii) That is conformant with the implementation specifications at 45 CFR 170.215(c)(1) 

and (2).  

(3) Prior Authorization Support API. Beginning January 1, 2024, a State must implement 

and maintain a standards-based API compliant with § 457.730(c), (d), and (e) --  

(i) That facilitates a HIPAA-compliant prior authorization request and response, 

including any forms or medical record documentation required by the State for the items or 

services for which the provider is seeking prior authorization; 

(ii) That is conformant with the implementation specifications at 45 CFR 170.215(c)(1) 

and (2);  

(iii) That includes in the response whether the State approves (and for how long), denies, 

or requests more information related to the prior authorization request; 
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(4)  Public reporting of prior authorization metrics. Beginning March 31, 2024, a State 

must publicly report prior authorization data for items and services by posting directly on its 

website or via publicly accessible hyperlink(s), annually by the end of the first calendar quarter. 

(b) [Reserved] 

23.  Section 457.760 is amended by adding paragraph (d) to read as follows: 

§ 457.760 Access to published provider directory information.  

*    *    *    *    * 

(d) Beginning January 1, 2023, the Provider Directory API must be conformant with the 

implementation specification at 45 CFR 170.215(c)(8). 

24. Section 457.1230 is amended by revising paragraph (d) to read as follows: 

§ 457.1230   Access standards. 

*    *    *    *    * 

(d) Coverage and authorization of services. The State must ensure, through its contracts, 

that each MCO, PIHP or PAHP complies with the coverage and authorization of services 

requirements in accordance with the terms of §438.210 of this chapter, except that the following 

do not apply: §438.210(a)(5) of this chapter (related to medical necessity standard); and 

§438.210(b)(2)(iii) of this chapter (related to authorizing LTSS). 
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For the reasons set forth in the preamble, the Department of Health and Human Services 

(HHS) amends 45 CFR subtitle A, subchapter B as set forth below: 

PART 156–HEALTH INSURANCE ISSUER STANDARDS UNDER THE AFFORDABLE 

CARE ACT, INCLUDING STANDARDS RELATED TO EXCHANGES 

25.  The authority citation for part 156 continues to read as follows: 

Authority: 42 U.S.C. 18021-18024, 18031-18032, 18041-18042, 18044, 18054, 18061, 

18063, 18071, 18082, and 26 U.S.C. 36B. 

26.  Section 156.221 is amended by--  

a. Revising paragraph (b)(1)(iii); 

b. Adding paragraph (b)(1)(iv); 

c. Revising paragraph (c)(3) introductory text; 

d. Adding paragraph (c)(3)(iii); 

e. Revising paragraph (c)(4) introductory text, (c)(4)(ii)(C), (e)(2), and (f)(1) introductory 

text;  

f. Adding paragraph (f)(2);  

g. Redesignating paragraphs (h) and (i) as paragraphs (j) and (k);  

h. Adding new paragraphs (h) and (i); and 

The revisions and addition read as follows: 

§ 156.221 Access to and exchange of health data and plan information.  

*    *    *    *    * 

(b) *    *    * 

(1) *    *    * 

(iii) Clinical data, as defined in the USCDI version 1, if the QHP issuer maintains any 

such data, no later than one (1) business day after data are received by the QHP issuer; and 
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(iv) Beginning January 1, 2023, pending and active prior authorization decisions and 

related clinical documentation and forms for items and services, not including prescription drugs, 

including the date the prior authorization was approved, the date the authorization ends, as well 

as the units and services approved and those used to date, no later than one (1) business day after 

a provider initiates a prior authorization for the enrollee or there is a change of status for the prior 

authorization. 

*    *    *    *    * 

(c) *    *    * 

(3) Must comply with the content and vocabulary standard requirements in paragraphs 

(c)(3)(i) and (ii) of this section, as applicable to the data type or data element, unless alternate 

standards are required by other applicable law, and be conformant with the requirements in 

paragraph (c)(3)(iii) of this section: 

*    *    *    *    * 

(iii) Beginning January 1, 2023, be conformant with the implementation specifications at 

§ 170.215(c)(5) for data specified at § 156.221(b)(1)(i) and (ii), § 170.215(c)(6) of this 

subchapter for data specified at §§ 156.221(b)(1)(iii), and 170.215(c)(6) of this subchapter for 

data specified in paragraph (b)(1)(iv) of this section. 

(4) May use an updated version of any standard or all standards and any or all 

implementation guides or specifications required under paragraphs (b), (c), or (f) of this section, 

§§ 156.222 or 156.223, where: 

*    *    *    *    * 

(ii) *    *    * 
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(C) Use of the updated version of the standard, implementation guide, or specification 

does not disrupt an end user's ability to access the data described in paragraph (b) or (f) of this 

section or the data described in §§ 156.222 or 156.223 of this chapter through the required API. 

*    *    *    *    * 

(e) *    *    * 

(2) Makes this determination using objective, verifiable criteria that are applied fairly and 

consistently across all applications and developers through which parties seek to access 

electronic health information, as defined at § 171.102 of this subchapter, including but not 

limited to criteria that may rely on automated monitoring and risk mitigation tools.  

(f) *    *    *  

(1) From January 1, 2022 until December 31, 2022, a QHP issuer on a Federally-

facilitated Exchange must maintain a process for the electronic exchange of, at a minimum, the 

data classes and elements included in the content standard adopted at § 170.213 of this 

subchapter. Such information received by a QHP issuer on a Federally-facilitated Exchange must 

be incorporated into the QHP issuer's records about the current enrollee. With the approval and 

at the direction of a current or former enrollee or the enrollee's personal representative, a QHP 

issuer on a Federally-facilitated Exchange must: 

*    *    *    *    * 

(2) Beginning January 1, 2023, a QHP issuer on a Federally-facilitated Exchange must 

implement and maintain an API compliant with § 156.221(c)(1), (c)(2), (c)(3)(i), and (c)(3)(ii), 

(d), and (e), and that is conformant with the implementation specifications at § 170.215(c)(5) of 

this chapter for data specified at § 156.221(b)(1)(i) and (ii) not including remittances and 

enrollee cost sharing information, 170.215(c)(6) of this subchapter for data specified at 

§ 156.221(b)(1)(iii), and § 170.215(c)(6) of this subchapter for data specified in paragraph 
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(b)(1)(iv). Such information received by a QHP issuer on a Federally-facilitated Exchange must 

be incorporated into the QHP issuer's records about the current enrollee.  

(i) With the approval and at the direction of a current or former enrollee or the enrollee's 

personal representative, a QHP issuer on a Federally-facilitated Exchange must: 

(A) Receive all such data for a current enrollee from any other payer that has provided 

coverage to the enrollee within the preceding 5 years;  

(B) At any time an enrollee is currently enrolled in the plan and up to 5 years after 

disenrollment, send all such data to any other payer that currently covers the enrollee or a payer 

the enrollee or the enrollee’s personal representative specifically requests receive the data; and  

(C) Send data received from another payer under this paragraph (f)(2) of this section in 

the electronic form and format it was received. 

(ii) [Reserved]. 

*    *    *    *    * 

(h) Privacy policy attestation. (1) Beginning January 1, 2023, a QHP issuer on a 

Federally-facilitated Exchange must establish, implement, and maintain a process for requesting 

an attestation from a third-party app developer requesting to retrieve data via the Patient Access 

API that indicates the app adheres to certain privacy provisions. The QHP issuer on a Federally-

facilitated Exchange must: 

(i) Independently, or through the support of a third party, request a third-party app 

developer to attest whether: 

(A) The app has a privacy policy that is publicly available and accessible at all times, 

including updated versions, and that is written in plain language, and that the third-party app has 

affirmatively shared with the enrollee prior to the enrollee authorizing app access to their health 



CMS-9123-F  424 
 

 

information. To “affirmatively share” means that the enrollee had to take an action to indicate 

they saw the privacy policy, such as click or check a box or boxes. 

(B) The app’s privacy policy includes, at a minimum: 

(1) How an enrollee’s health information may be accessed, exchanged, or used by any 

person or other entity, including whether the enrollee’s health information may be shared or sold 

at any time (including in the future); 

(2) A requirement for express consent from an enrollee before the enrollee’s health 

information is accessed, exchanged, or used, including receiving express consent before an 

enrollee’s health information is shared or sold (other than disclosures required by law or 

disclosures necessary in connection with the sale of the application or a similar transaction);  

(3) If an app will access any other information from an enrollee’s device; and 

(4) How an enrollee can discontinue app access to their data and what the app’s policy 

and process is for disposing of an enrollee’s data once the enrollee has withdrawn consent. 

(ii) Include information in the enrollee resources required in paragraph (g) of this section 

about the specific content of the QHP issuer’s privacy policy attestation required under this 

paragraph, and, at a minimum, the timeline for the attestation process, the method for informing 

enrollees about the app developer’s response or non-response to the QHP issuer’s request, and 

the enrollee’s role and rights in this process; and  

(iii) Request the attestation at the time the third-party app engages the API and notify the 

enrollee as follows: 

(A) The QHP issuer on a Federally-facilitated Exchange must inform the enrollee within 

24 hours of requesting the attestation from the third-party app developer regarding the status of 

the attestation – positive, negative, or no response, with a clear explanation of what each means;  



CMS-9123-F  425 
 

 

(B) If an enrollee does not respond within 24 hours of when the QHP issuer sends the 

notice of the attestation status to the enrollee, the QHP issuer must proceed with making the 

enrollee’s data available to the third-party app consistent with the enrollee’s original request. 

(2) A QHP issuer must not discriminate when implementing this requirement, including 

for the purposes of competitive advantage; the method employed to meet this requirement must 

be applied equitably across all apps requesting access the Patient Access API. 

(i) Reporting on the use of the Patient Access API. (1) Beginning March 31, 2023, a QHP 

issuer on a Federally-facilitated Exchange must report to HHS, at the issuer level, on the 

previous year’s data as follows:  

(i) The total number of unique enrollees whose data are transferred via the Patient Access 

API to an enrollee designated third-party application; and  

(ii) The number of unique enrollees whose data are transferred via the Patient Access API 

to an enrollee designated third-party application more than once. 

(2) [Reserved]. 

* * * * * 

27.  Section 156.222 is added to read as follows: 

§ 156.222 Access to and exchange of health data and plan information to providers and 

payers. 

(a) Application Programming Interface to support data transfer from payers to providers 

– Provider Access API. Subject to paragraph (d) of this section: 

(1) Accessible content and API requirements. Beginning January 1, 2023, a QHP issuer 

on a Federally-facilitated Exchange must implement and maintain a standards-based Application 

Programming Interface (API) compliant with § 156.221(c), (d), and (e): 
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(i) Individual enrollee data. The Provider Access API must make available to providers, 

if requested by the provider, and as permitted by applicable law, at a minimum, data maintained 

by the QHP with a date of service on or after January 1, 2016, within one (1) business day of 

receipt, conformant with the implementation specifications at § 170.215(c)(5) of this subchapter 

for data specified at § 156.221(b)(1)(i) and (ii), not including remittances and enrollee cost 

sharing information, (c)(6) of this subchapter for data specified at § 156.221(b)(1)(iii), and 

§ 170.215(c)(6) of this subchapter for data specified in paragraph (b)(1)(iv) of this section;  

(ii) [Reserved] 

(2) Attribution. A QHP issuer on a Federally-facilitated Exchange must establish, 

implement, and maintain a process to facilitate generating each provider’s current enrollee 

rosters to enable payer-to-provider data sharing via the Provider Access API. 

(3) Provider resources regarding APIs. A QHP issuer on a Federally-facilitated 

Exchange must provide on its website and through other appropriate mechanisms through which 

it ordinarily communicates with providers, educational resources in non-technical, simple, and 

easy-to-understand language explaining general information concerning how a provider may 

make a request to the QHP for QHP enrollee data using the standards-based Provider Access 

API, required under paragraph (a)(1) of this section, both for individual access and bulk data 

requests. 

(4) Out-of-network provider access. A QHP issuer on a Federally-facilitated Exchange 

cannot deny use of, or access to, the Provider Access API based on a provider’s contract status. 

(b) Coordination among payers at enrollment – Payer-to-Payer API. Subject to 

paragraph (d) of this section:  

(1) Accessible content and API requirements. Beginning January 1, 2023 a QHP issuer on 

a Federally-facilitated Exchange must make the standards-based API specified at § 156.221(f)(2) 
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conformant with the implementation specification at § 170.215(a)(4) of this subchapter to 

facilitate sharing the data specified at § 156.221(f)(2) relevant to one or more QHP enrollees at 

one time.  

 (2) Requesting data exchange. (i) When an enrollee enrolls in a QHP on a Federally-

facilitated Exchange, the QHP issuer may request the data from the previous payer through the 

standards-based API described in paragraph (b)(1) of this section, as permitted by the enrollee 

per paragraph (b)(5) of this section, and as permitted by applicable law.  

 (ii) For any enrollees who enrolled in a QHP on a Federally-facilitated Exchange during 

the annual open enrollment period applicable to the Federally-facilitated Exchange, the QHP 

issuer must request the specified data within one (1) week of the end of the enrollment period 

from any previous payers through the standards-based API described in paragraph (b)(1) of this 

section, as permitted by enrollees per paragraph (b)(5) of this section, and as permitted by 

applicable law; 

 (iii) If a QHP issuer receives a request from another payer to make data available for one 

or more former enrollee who have enrolled with the new payer, the QHP issuer must respond by 

making the required data available via the standards-based API described in paragraph (b)(1) of 

this section within one (1) business day of receiving the request. 

 (3) Previous or concurrent payer. A QHP issuer on a Federally-facilitated Exchange 

must maintain a process to obtain from a new QHP enrollee the name of the new QHP enrollee’s 

previous payer, and concurrent payer if the enrollee has coverage through more than one payer, 

to facilitate data sharing using the Payer-to-Payer API described in paragraph (b)(1) of this 

section. 

(4) Concurrent payer exchange. When a QHP enrollee has concurrent coverage with 

another payer also subject to HHS regulations on the Payer-to-Payer API, the QHP issuer on the 
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Federally-facilitated Exchange must make available to the other payer the data described at 

§ 156.221(f)(2) through the standards-based API described in paragraph (b)(1) of this section 

quarterly. 

(5) Opt-in. A QHP issuer on a Federally-facilitated Exchange must put a process in place 

to allow an enrollee or the enrollee’s personal representative to opt-in to permit the QHP issuer 

to use the Payer-to-Payer API data sharing specified in paragraph (b)(1) of this section. 

(c) Obligations. The requirements under this section do not in any way alter or change a 

QHP issuer’s obligation as a HIPAA covered entity to comply with regulations regarding 

standard transactions at 45 CFR part 162. 

28.  Section 156.223 is added to read as follows: 

§ 156.223 Documentation and prior authorization. 

 (a) Requirements to support provider documentation discovery and to support prior 

authorization. Subject to paragraph (b) of this section: 

 (1) Denial Reason. A QHP issuer on a Federally-facilitated Exchange must include with 

all prior authorization denials a specific reason for the denial, regardless of the method used to 

send the prior authorization decision. 

(2) Documentation Requirement Lookup Service (DRLS) Application Programming 

Interface (API). Beginning January 1, 2024, a QHP issuer on a Federally-facilitated Exchange 

must implement and maintain a standards-based API compliant with § 156.221(c), (d), and (e):  

(i) That is populated with the  QHP issuer’s list of the top 10 highest volume covered 

items and services, not including  prescription drugs, for which prior authorization is required, 

and with the QHP issuer’s documentation requirements for submitting a prior authorization 

request, including a description of the required documentation on or before January 1, 2024; and 

(ii) That is conformant with the implementation specifications at § 170.215(c)(1) and (2). 
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(3) Prior Authorization Support API. Beginning January 1, 2024, a QHP issuer on a 

Federally-facilitated Exchange must implement and maintain a standards-based API compliant 

with § 156.221(c), (d), and (e): 

(i) That facilitates a HIPAA-compliant prior authorization request and response, 

including any other forms or medical record documentation required by the QHP issuer for the 

items or services for which the provider is seeking prior authorization, conformant with the 

requirements at § 172.110(a)(3) of this subchapter; 

(ii) That is conformant with the implementation specification at § 170.215(c)(3) of this 

subchapter; and 

(iii) That includes in the response whether the QHP issuer approves (and for how long), 

denies, or requests more information related to the prior authorization request. 

(4) Public reporting of prior authorization metrics. Beginning March 31, 2024, a QHP 

issuer on a Federally-facilitated Exchange must publicly report prior authorization data for items 

and services at the plan level by posting directly on its website or via publicly accessible 

hyperlink(s), annually by the end of the first calendar quarter.  

(b) [Reserved] 

PART 170—HEALTH INFORMATION TECHNOLOGY STANDARDS, 

IMPLEMENTATION SPECIFICATIONS, AND CERTIFICATION CRITERIA AND 

CERTIFICATION PROGRAMS FOR HEALTH INFORMATION TECHNOLOGY 

29. The authority citation for part 170 continues to read as follows:  

Authority: 42 U.S.C. 300jj-11; 42 U.S.C 300jj-14; 5 U.S.C. 552. 

30. Section 170.215 is amended-- 

 a. By revising the section heading;  

 b. In paragraph (a), by adding a paragraph heading; 
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 c. In paragraph (b), by revising the paragraph heading; and  

 d. By adding paragraph (c).  

The revisions and additions read as follows:  

§170.215   Application Programming Interface Standards and Implementation 

Specifications. 

* * * * * 

(a) Base Standard and Implementation Specifications. * * * 

* * * * * 

(b) Security Standard. * * * 

(c) Standards and Implementation Specifications for Health Care Operations.  

(1) Prior authorization implementation specification. HL7 FHIR Da Vinci - Coverage 

Requirements Discovery (CRD) Implementation Guide: Version STU 1.0.0 (incorporated by 

reference in § 170.299). 

(2) Prior authorization implementation specification. HL7 FHIR Da Vinci - 

Documentation Templates and Rules (DTR) Implementation Guide: Version STU 1.0.0 

(incorporated by reference in § 170.299). 

(3) Prior authorization implementation specification. HL7 FHIR Da Vinci - Prior 

Authorization Support (PAS) Implementation Guide: Version STU 1.0.0 (incorporated by 

reference in § 170.299). 

(4) Payer data implementation specification. HL7 FHIR Consumer Directed Payer Data 

Exchange (CARIN IG for Blue Button®) Implementation Guide: Version STU 1.0.0 

(incorporated by reference in § 170.299). 

(5) Payer data implementation specification. HL7 FHIR Da Vinci Payer Data Exchange 

(PDex) Implementation Guide: Version STU 1.0.0 (incorporated by reference in § 170.299). 
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(6) Payer data implementation specification. HL7 FHIR Da Vinci - Payer Data Exchange 

(PDex) US Drug Formulary Implementation Guide: Version STU 1.0.1 (incorporated by 

reference in § 170.299). 

(7) Provider directory implementation specification. HL7 FHIR Da Vinci Payer Data 

Exchange (PDex) Plan Net Implementation Guide: Version STU 1.0.0 (incorporated by 

reference in § 170.299). 

31. Section 170.299 is amended by adding paragraphs (f)(35) through (41) to read as 

follows: 

§170.299   Incorporation by reference.  

* * * * * 

(f) *  *  * 

(35) HL7 FHIR® Da Vinci - Coverage Requirements Discovery (CRD) Implementation 

Guide, Version STU 1.0.0, IBR approved for § 170.215(c). 

(36) HL7 FHIR® Da Vinci - Documentation Templates and Rules (DTR) 

Implementation Guide, Version STU 1.0.0, IBR approved for § 170.215(c).  

(37) HL7 FHIR® Da Vinci - Prior Authorization Support (PAS) Implementation Guide, 

Version STU 1.0.0, IBR approved for § 170.215(c).  

(38) HL7 FHIR® Consumer Directed Payer Data Exchange (CARIN IG for Blue 

Button®) Implementation Guide, Version STU 1.0.0, IBR approved for § 170.215(c).  

(39) HL7 FHIR® Da Vinci Payer Data Exchange (PDex) Implementation Guide, Version 

STU 1.0.0, IBR approved for § 170.215(c).  

(40) HL7 FHIR® Da Vinci - Payer Data Exchange (PDex) US Drug Formulary 

Implementation Guide, Version STU 1.0.1, IBR approved for § 170.215(c). 
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(41) HL7 FHIR® Da Vinci Payer Data Exchange (PDex) Plan Net Implementation 

Guide, Version STU 1.0.0, IBR approved for § 170.215(c).  

* * * * * 
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