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ABSTRACT

This paper provides an overview of various techrigues
used to provision lightpaths in a lavered architecture that
utilizes a dedicated control and management plane for
each layer. It also reviews and compares a set of OXC-
based protection and restoration architectures, focusing
only in the optical domain. The comparison takes into
consideration figures of merit such as economic aspets,
availability of restoration, and speed of restoration. to
sieve out the most appropriate protection schemes in
conformance 1o each scenario. ’
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1 Introduction

ense Wavelength Division Muldiplexed (DWIDM)

mesh networks that route optical connections

using optical cross-connects (OXCs) have been
proposed as the means to implement the next generation
optical networks [1]. Following a wave of timely techno-
logic breakthroughs, optical network equipment vendors
are now announcing a variety of optical switching systems
capable of exchanging and redirecting several terabits of
information per second. The dimensions of the proposed
switches are colossal, ranging from a few tens to several
thousand ports with each single port capable of carrying
millions of voice calls, or thousands of video streams. Opti-
cal necwork architectures as we envision them now not only
provide transmission capacities to higher transport levels,
such as inter-router connectivity in an IP-centric infrastruc-
ture, but also provide the intelligence required for efficient
routing and fast failure restoration in core networks [2-4].
This is possible due to the emergence of optical network el-
ements that have the intelligence required to efhciently
manage such networks.

The newwork architectures under consideration in
this paper contain opaque (OFQ) switches (with an
electronic switch fabric) in an opaque network (with
transponders present in the WDM systems). The inter-
faces to the switch fabric are opaque interfaces, which
means that transceivers are present at all interfaces to the
switch, and these transceivers provide an OE (input) and
EO (output) conversion of the signal. The presence of the
transceivers at the edges of the switch fabric enables the
switch to access the signal’s overhead bytes for control
and signaling functions. The opaque transceivers provide
support for fault detection and isolation, performance
monitoring, connection verification, neighbor/topology
discovery and signaling, as well as support for implement-
ing the nctwork routing and restoration protocols.

Oprical network architectures are exposed to multi-
farious risks of breakdowns, either due to human-induced
mishaps such as accidental fiber cuts and operation mis-
takes, or equipment malfunctions such as switch and laser
failures. Two competing approaches are being proposed
for providing the appropriate recovery mechanisms that
guarantee service How continuity in these circumstances.
In the peer-to-peer approach [5-7], interweaved optical and
higher layer equipment act in symbiosis under the same
control planc. In the overlay approach [5.6], optical and
|(1?jcal domains are two separate entities with individunl
control plancs, exchanging management services through

a standard interface. The peer-to-peer approach relies on a
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unified bandwidih management protocol to reassign
bandwidth away from defective arcas in the network and
reestablish the interrupted data services. In the overlay ap-
proach, each layer independently relies on its own restora-
tion mechanism in a manner that is independent and
transparent to one another. In this presentation the focus
is on restoration in the optical domain assuming the
overlay approach. We compare different lightpath on-line
routing techniques, as well as different OXC-based protec-
tion and restoration approaches and we derive tradeoffs
and discuss reliability versus complexity and economic
considerations.

In section 2 of this document we describe the net-
work architecture and specifically the optical layer in that
architecture. Section 3 deals with the objectives and con-
straints that must be considered when selecting a route in
the optical layer. Section 3 also discusses the advantages
and disadvantages of centralized versus distributed rout-
ing algorithms. Section 4 addresses OXC-based protec-
tion/restoration in an optical mesh network. It defines
(and differentiates) the notions of Shared Risk Group and
node switch failures in the optical layer and provides a
comparative overview of existing and proposed OXC-
based protection and restoration mechanisms, with de-
tails on costs, restoration speed, level of protection, and
implementation complexity for each mechanism. Experi-
ments and results are presented in Section 5, followed by
concluding remarks in Section 6.

2 Network Architecture

Many network architectures exist or have been sug-
gested and it is not the intention of this paper to enumerate
them exhaustively (see [5,8-10) for further informarion and
useful references on this topic). However we observe that all
the proposed architectures repose on a common denomina-
tor. It is this generic model that we present here. The model
consists of three superimposed layers. Each layer provides
well-defined services to its superjacent laver while conceal
ing implementation details to it. As shown in Figure 1,

from top to bottom the layers are (1) Service laver, (2) Log-
ical (Electrical) layer and (3) Optical layer.

This paper focus is only on the optical layer, which
offers and manages the capacity required to transport
tratfic between clients in the logical layer. Figure 2 depicts
an example of a logical network (two IP routers) linked to
an optical network (four optical switches). Optical switch
ports are either: (1) add/drop-ports, interfacing the opti-
cal layer to the client’s logical layer, or (2) network ports,
interconnecting optical switches. Using our graph repre-
sentation, nodes are optical switches, and links are bun-
dles of bi-directional optical channels between pairs of
optical switches. An optical channel is a wavelength that
connects the network ports of adjacent optical switches.
A link in the logical layer is realized by way of optical
channels in tandem forming a lightpath (circuir) between
the end-nodes of that link.

The optical layer faces the same challenges, and con-
ceptually even borrows solutions from the logical layer.
For instance, it relies on Generalized MPLS (GMPLS)
[11-13] to encompass all types of architectures, including
wavelength-oriented traffic engineering and manage-
ment. It also relies on Neighbor Discovery Protocol
(NDP)/Link Management Protocol (LMP) [6,7,14] and
Open Shortest Path First (OSPF) protocol [15] to create
and publicize the network’s topological views. Differences
thar set apart the optical layer from its logical counterpart
are among others: (1) routing in the optical layer is exclu-
sively circuit oriented, (2) circuit set-up and tear-down is
done at a much slower time scale and (3) the granularity
of the logical layer is much lower than the granularity of
the optical layer.

In the overlay approach the layers work individually,
with the client logical layer leasing resources from the
optical layer. The User Network Interface (UNI) harmo-
nizes communication of control messages berween the
two domains [16]. In addition, an optical carrier will nor-
mally acquire nerwork components from several vendors
A suite of protocols is being developed to allow for the

Figure 1: Layered architecture.
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Figure 2: Optical layer.

seamless interaction between the various network compo-
nents. As part of the suite, LMP, for example, is used to
maintain control channel connectivity, verify component
link connectivity and isolate link, fiber or channel failures
within the network [17].

3 Routing in the Optical Layer

3.1 Route computation

Routing in a multi-layered architecture is prefer-
ably done separately in the logical and in the optical
layer [18]. It is the latrer that is addressed here. When
solving the route computation problem, several metrics
need to be considered. Depending on the allotted
budget and the desired QoS, each metric either enters as
a parameter in the algorithm’s objective function to be
minimized, or used as constraint to eliminate solutions
that do not meet practical limits [19]. Some of these
metrics are:

1. Cost: The use of optical channels entails a cost. It is
henceforth imporiant 1o ensure thar the cumulated
cost does not exceed the client’s budget.

2. Bit-rate: The bit-rate of all the selected optical chan-
nels along the route must meet the lightpath’s band-
width prescribed by the client layer. If the switch im-
plements grooming operations, then the capacity of
one optical channel may be shared among several
lightpaths of lower capacity.

3. Bit-propagation delays—same as cost. Requires a link
length or link delay attribute.

The objective of the shortest path algorithm is to
either preserve spare capacity by using 2 minimum number
of optical channels, or to find the solution that incurs the
minimum cost. Therefore, among the link artributes that
are necessary to achieve routing operations, are (a) the
v per wptical channel, (b) the lise of available optical

channels in the link, (¢) their bit-rates, (d) the grooming
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capabilities of the link, and (e) the propagation delay.

Other facrors that must be considered are:

4. Resilience (e.g., link failure versus node failure, single
failure versus multiple failures).

5. Maximum restoration-time required to restore a ser-
vice if a failure occurs.

6. Complete or partial knowledge about the network-
state and link arttributes. We address this issue in the
next section.

It is important to note that the routing problem ad-
dressed in this paper is on-line routing in an opaque net-
work architecture that utilizes OEQ switches, where wave-
length convetsion is a byproducr of the switch architecture.

3.2 Centralized vs distributed routing

The procedure to route a lightpath consists of two
tasks: (1) route selection, and (2) channel selection.
Route selection involves computation of the primary and
backup paths from the ingress port to the egress port
across the mesh optical network. Channel selection deals
with selecting individual optical channels along the pri-
mary and backup routes. The problems of selecting a
route together with selecting channels on the route are
closely coupled and if an optimal solution is sought both
problems should be solved simultaneously. In practice,
depending on the view of the network and the amount of
information available at each node, both tasks can be ac-
complished in either a centralized, or in a discributed
manner. In the centralized approach, the joint problems
of route computation and channel assignment for a lighe-
path are solved from a Centralized Management System
(CMS) that has access to the complete network state of
the optical cross-connects, including the topology and
lightpath databases. In the distributed approach, light-
pahs are routed by the Contol Module (CN) of the
ingress OXC using its local databases. The local database
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at the switch contains the summarized topology dissemi-
nated by a link-state protocol such as OSPE and those
provisioned demands whose primary or backup paths tra-
verse that switch. Routing is therefore performed first and
is in the most part oblivious to the network-wide config-
uration of the lightpaths; channels are assigned next.

In centralized provisioning a request for a lightpath
is established through the UNT or the Network Manage-
ment System (NMS) and sent to the CMS. The CMS
computes the route, assigns the optical channels along
the route, and send a request to establish the lightpath to
the ingress CM of the route. The message sent by the
CMS o the CM contains the description of the route
and the port numbers of each optical channel. The
ingress CM configures the associated OXC to create a
new connection for the lightpath in accordance with the
information provided by the CMS, or returns an error
message with the updated state of the switch to the CMS
if it cannot create the connection. The CM forwards the
request to the next CM on the route and waits for light-
path-setup confirmation from this CM. The lightpath is
established and the CMS returns “success” to the UNI if
all CMs along the route successfully complete the cross-
connection. In distributed provisioning, the UNI request
is sent directly to the ingress CM, which acts as a substi-
tute for the CMS. The CM uses its local database to
compute the route, but does not have all the necessary
information to select the optical channels along the
route except for the optical channels adjacent to it. In-
stead, each CM selects the adjacent optical channel. It
then executes the cross-connection, submits the request
to set-up a lightpath to the next CM along the route and
waits for lightpath set-up confirmation from this CM.

Delegating routing operations to the CMs (distrib-
uted routing) enhances network scalability. The downside
of distributed routing is that it is possible that the route is
sub-optimal or even cannot satisfy all the constraints
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Figure 3: (a) Shared risk groups (b) SRG classification.
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(although some techniques can be employed to estimate
the state of the network using appropriate partial infor-
mation {20]). Such a solution will lead to increased net-
work capacity requirements and higher network cost
(21}. Mulriple routing attempts may also be necessary be-
fore a feasible path is found.

Finally, note that strategy employed in routing, and
the strategy used in the restoration mechanism as described
in the next section are independent. It is possible for in-
stance to provision a lightpath in a centralized manner,
while relying on a distributed mechanism to protect it.

4 Restoration in the Optical Layer
4.1 Shared risk groups

Failures of multiple optical channels are usually due
to fiber or cable cuts. Consider the 6-node optical net-
work of Figure 3(a). Each cylinder in the figure represents
a conduit. Optical channels across the two links connect-
ing two distinct pairs of nodes traverse the same conduit.
If the conduit and the fibers it contains are accidentally
severed all the optical channels inside the conduit fail.
The concept of Shared Risk Group (SRG) expresses the
risk relationship that associates all the optical channels
with a single failure [19,22). An SRG may consist of all
the optical channels in a single fiber, of the optical chan-
nels through all the fibers wrapped in the same cable, or
of all the optical channels traversing the same conduit.
Since a fiber may run through several conduits, an optical
channel may belong to several SRGs. By default in this
paper all the optical channels between one node-pair be-
long exclusively to one SRG. The routing algorithms ex-
ploit SRG maps to discover SRG-diverse routes so that
after any conduit is cut, there is always at least one viable
route remaining for restoration [19]. For instance, in Fig-
ure 3(a) the subtraction of any SRG and the optical chan-
nels that traverse it, affects at most one of the two shown
routes from A to B.

Erroneous
Repiresenmtion
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For obvious reasons, a network topological view
alone does not encompass the notion of SRGs. With the
exception of the default case, there exists no simple way
to automatically generate this information. The nerwork
operator must manually provide it.

All SRGs can be expressed as one or a combination
of three possible primary types. We describe them in Fig-
ure 3(b). The default and most conventional type, is type
(a) in the hgure, which associates an optical channel risk
tailure with a fiber cut. Another type of SRG very likely
to be encountered, is type (b). This type is typical of
fibers terminating at a switch and sharing the same con-
duit into the office; that is a conduit cut would affect all
the optical channels terminating at the swirch. Types (a)
and (b) can be characterized in a graph representation as
pictured by (a') and (b’). For instance, the removal of the
edge in (a'), or the middle node in (b"), disconnects all
the nodes which is tantamount to an SRG failure in each
case. Using these elementary transformations it is possible
to model the network as a graph onto which established
shortest-path operations can be applied. Type (c) SRG is
the most difficult kind to model and provide diverse rout-
ing for. It occurs in a few instances, such as for example
fibers from many origins and destinations routed into a
single submarine conduit, or dense metropolitan areas.
Contrary to type (a) and (b), there is no convenient way
to graphically represent type (c) SRGs and their presence
can increase dramatically the complexity of the SRG-
diverse routing problem. A naive representation of the
type (c) SRG would be to present it as graph (c’). Such a
representation however is erroneous, as it introduces ad-
ditional paths not present in the original network topol-
ogy, which could lead us to routing computations that are
not physically feasible.

Note that if an arbitrary set of links can belong to the
same SRG, then the problem of finding SRG-diverse pri-
mary and backup routes between a pair of nodes in the
network is NP-complete (see Appendix 7.1). Essentially,
the difficulty of 1 + 1 SRG-diverse routing arises because
the architceruee allows SRGs to be defined in arbitrary

s
@

Figure 4(a): SRG-diverse paths (b) Node-diverse paths.
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and impractical ways which forces an algorithm to enu-
merate (potentially exponential number of) paths in the
worst-case (unless P = NDP).

4.2 Node vs SRG failure

We consider two types of protection: (1) SRG failure
resilient, and (2) node failure resilient. Resilience against
SRG failures is achieved by way of path divessity, as
explained in Section 4.1 and illustrated in Figure 4(a).
Some level of node failure protection can be realized by
way of a redundant switch fabric. Note thar this architec-
ture does not recover from severe events, such as electrical
fires, that affect both switching fabrics. If protection
against this type of failure is also desired, it is necessary to
provision routes that are SRG-and-node disjoint, as
shown in the example of Figure 4(b). However, node-
diverse paths consume more resources than the less con-
servative SRG-diverse scheme pictured in Figure 4(a).

4.3 Taxonomy of protection/restoration
schemes

In this section, we classify the existing protection/
restoration types. For each type of protection/restoration
we briefly explain its distinctive characteristics such as
tradeofts of cost versus efficiency, speed of recovery, and
other features that set it apart from other rypes without
discussing the implementation details.

Before entering into the details of the protection/
restoration taxonomy, we present in Table 1 six possible
protection/restoration approaches (this is the extension of
a similar table presented in {23]), the details of which are
presented later in this paper. The table enumerates the
three components managed during restoration. The com-
ponents are the alternate route around a failure, the chan-
nels used along that route, and the embedding of the route
into the optical switches. Each category indicates the de-
pendence of each component on the origin of the failure.
Components that do not depend on the failure may be
assigned before the failure occurs. For components that
are assigned after failure occurrence, the table also distin-

95



Channel Assignment on

Restoration Route Restoration Route Cross-connect on Failure
Category Computed Assigned Computed Assigned | Restoration Route Specific? |
1 + 1 Dedicated Before Before Before Before Before No
Protection (Cat. 1)
Shared Mesh Before Before Before Before After No
Restoration with
Pre-assigned
Channels (Cat. 2) -
Shared Mesh Before Before After Afeer ‘ After Yes (channel
Restoration with o only)
Reéserved, not Pre-
assigned Channels
(Cat. 3) [26} - , ;
Shared Mesh Befote After Before After After Yes (route
Restoration with MR and channel)
Preplanned Maps
(Routes and
Channels) (Cat. 4) -
Shared Mesh Before After After After - Afrer Yes channel
Restoration with ; only)
Preplanned Maps
(Routes only).(Cat. 5) BT e
Reprovisioning After - After After After - Adver Yes (route
(Cat. 6) and channel)

Table 1: Different protection/restoration categories and their dependence on failure origins.

guishes berween pre-computed components and compo-
nents determined in real-time. The former depends on the
ability of the optical network to perform rapid fault isola-
tion and select the pre-computed components from a
look-up table or map based on the origin of the fault.

In this paper, with a few exceptions, we only con-
sider the case of pre-computed restoration paths inde-
pendent of the failure (categories 1 and 2 in Table 1). For
the case where the restoration paths are computed in real-
time after a failure is detected and localized, see [24,25]).
In addition, we highlight architectures where the restora-
tion path is the same for all possible failures (as opposed
to architectures where a different pre-computed path may
exist for ditferent failures).

Starting from the highest level of this hierarchy, pro-
tections against failures can be classified into two main
categories, (1) local span protection, and (2) end-to-end
lightpath protection or path protection.

4.3.1 Local span protection

In OXC-based local span protection, whenever a fail-
ure is detected, the optical nodes closest to the failure at-
tempt to reroute the lightpaths through alternate circuits
around the failure. This protection scheme theoretically
yields faster and higher availabiliy, since most of the tme
only the disabled portion of the path is bypassed. On the

downside, the alternate routes differ for each failure and
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are difficult to anticipate. The theoretically preferred ap-
proach to address this problem is to simulate all possible
failures and create directive maps stored in the optical
switches that assign a pre-computed switch configuration
for each failure scenario (categories 4, 5 in Table 1). How-
ever, the generated maps may become very large and the
concept does not scale well with the size of the network.
The approach also entails lengthy computations whenever
a new lightpath is provisioned since it must account for
every failure scenario in order to populate the map. For
this reason, spare capacity is usually not reserved ahead of
time. Instead, the restoration routes are computed on the
flv upon a failure event (category 6 in Table 1). This be-
comes an issue if the failure disrupts many parallel optical
channels and sets off a cascade of real time recovery proce-
dures at the optical switches adjacent to the failure. In
cither case, this protection scheme relies on the ability of
the network to isolate the failure. Furthermore, link-based
restoration schemes require more restoration capacity than

path-based schemes [27,28].

4.3.2 Path protection

In end-to-end OXC-based path protection, the ingress
and egress nodes of the failed optical connection attempt to
restore the signal on a predefined backup path, which is
SRG-disjoint, or diverse, from the primary path [29,30].
Path diversity guarantees that primary and backup light-
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paths will not simultaneously succumb to a single failure.
Unlike local span protection, secondary routes are provi-
sioned with the primaries and thus the restoration does not
involve further real-time path computations. Also, the de-
tection of the signal degradation or signal failure takes place
at the add-drop ports of the path’s egress switches, where
access to the overhead bytes is a byproduct of the port’s de-
sign. Another advantage of OXC-based path protection is
that the restoration processing is distributed among ingress
and egress OXC nodes of all the lightpaths involved in the
failure, compared to OXC-based local span protection
where a comparable amount of processing is executed by a
smaller set of OXC nodes adjacent to the failure. In the fol-
lowing, we will only consider the cases where the protection
path is failure-independent and is thus the same for all types
of failures. By way of this restriction, the restoration paths
may be computed and assigned before a failure occurrence.
There are two sub-types of path protection: (1) 1 + 1 dedi-
cated protection, and (2) shared mesh restoration.

4.3.2.1 Dedicated protection
(a) Protect against single SRG failures

Dedicated 1 + 1 protection is illustrated in Figure 5.
The network consists of four logical nodes (A to D) and
two demands (AB and CD) accommodated across an
eight node optical network (S to Z). The provisioning
algorithm of this architecture computes and establishes
simultaneously the primaries and their SRG-disjoint pro-
tection paths. During normal operation mode, both paths
carry the oprical signal and the egress node selects one of
the two copies. This is the fastest restoration scheme since
for every lightpath one device is responsible for all the nec-
essary failure detection and restoration functions. Bur it is
also the most exigent in terms of resource consumption.
The problem of finding SRG-diverse routes is trivial if
SRGs are of type (a) or (b), or a combination of both,
since they can be easily represented in a graph model as in-
dicated earlier in Section 4.1. There exist optimal algo-
rithms (in terms of minimizing the capacity required) to

Primary for demand AB

- ol 0 5 8

\' -
Bridging (both lightpaths are active) .

_\_r_h-.w.§.‘“t‘i°"d"3.'!f.°_'ie£"3"\9 AB

7™ "Secondary for demand CD

Cross-connections are established

on secondary paths before failure
Y

ol W

Primary for demand CD

Figure 5: Dedicated 1 + 1 protection.
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solve this problem [31]. For the case of type (c) SRGs the
problem is provably NP-complete and pseudo-optimal so-
lutions must be obtained, using enumerative approaches.
The problem is also NP-complete if the selected routes
must respect a set of independent constraints, such as
maximum round trip-delay (or alternatively maximum
path length expressed in geographical distance units).
(b) Protect against single node failures

[f protection against node failure is also desired, then
primary and backup paths must be node-disjoint in addi-
tion to SRG-disjoint. As explained earlier, node protec-
tion may require more protection capacity. However, ex-
periments indicate that the two types of protection use
comparable amount of capacity. The problem of finding
node diverse routes is equivalent to the problem of link-
diverse path routing. The same algorithm is capable to
solve either problem, using the transformation pictured
in Figure 6 to represent nodes as directed links, by intro-
ducing an in-node (shown as @) and an out-node {(shown
as ©) [32]. Clearly, if a pair of paths is edge-disjoint in
Figure 6(b), then it is also node-disjoint in Figure 6(a). In
this example there is no edge-disjoint path from A to Z in
the graph representation, and thus no node-disjoint pair
of paths in the network.

4.3.2.2 Shared mesh restored lightpaths
(a) Protect against single SRG failures

As in dedicated protection, in shared mesh restoration
backup paths are predefined, but the cross-connections
along these paths are not created until a failure occurs.
During normal operation the spare optical channels re-
served for protection are not used. Since the capacity
is only “soft reserved”, the same optical channel can be
shared to protect multiple lightpaths. There is a condi-
tion though that two backup lightpaths may share a re-
served channel only if their respective primaries are SRG-
disjoint, so that a failure does not interrupt both primary
paths. If that happened, there would be contention for
the reserved channel and only one of the two lightpaths
would be successtully restored. Two lightpaths, or their
protection, are said to be murually compatible, if they are
not affected by the same failure. If not, they are incom-
patible. Figure 7(a) (for normal mode) and Figure 7(b)
(for restoration mode) picture an example of shared mesh
restoration. The demand and the network are the same
as in dedicated protection. The dashed lines represent
reserved channels. Using the routing of Figure 7(a), de-
mands AB and CD are compatible with respect to SRG-
failures and thus their protection paths share a single
optical channel in link S-T, one less than in dedicated
protection. Upon failure as depicted in Figure 7(b), the
ingress and egress nodes of the disconnected paths (X and
Z in example) emit a request to the switches along the
protection paths (S and T in example) to establish the
cross-connections for thur path, Once the cross-connec-

tions are established, each ingress and egress node restores
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a) network

b) digraph representation

(used by node-diverse routing algorithm)

Figure 6: Network and equivalent graph representation.

the connection to the new path. This architecture re-
quires fewer resources than in dedicated protection.
However, the restoration involves more processing to sig-
nal and establish the cross-connections along the restora-
tion path. There is thus an evident trade-off between ca-
pacity utilization and recovery time.

Note that in the previous section reserved channels
were assigned to the restoration paths regardless of the ori-
gin of the failure. They are actually ewo policies to assign
reserved channels to restoration paths. A failure dependent
strategy assigns the reserved channels in real time after fajl-
ure occurrence on a first-come, first-served basis depend-
ing on availability (category 3 in Table 1) [33]. We assume
that a proper spare channel-provisioning scheme ensures
enough restoration channels so thar all lightpaths can be
testored. A failure independent strategy assigns the reserved
channels at the time of lightpath provisioning prior to a
failure occurrence (category 2 in Table 1). The advantage
of the second approach is that during lightpath restoration
the switches on the protection paths immediately and in-
dividually cross-connect to predetermined channels, based
on the identifier of the lightpath being restored.

If the channels are not pre-assigned, adjacent switches
on the protection path must agree on the channels to be

Primary for demand AB

Optical iine reserved for shared
protection of demands AB and CD

ross-connections are not established

X Primary for demand CD z

(a)
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used for restoring the lightpath before establishing a cross-
connection. This approach requires a handshake protocol
and inter-switch signaling, which may be time consuming
and inadequate if restoration speed is an issue. However, it
is possible that in very rare pathological cases, the failure
dependent approach reserves less channels for an equiva-
lent level of protection. Consider for instance Figure 8.
The figure represents four primary lightpaths routed in an
optical network and their respective protection paths
outlined with dotted lines. In this example the optical
switches are not pictured. The lightpaths are pair-wise in-
tersecting over six different fibers. The protection paths
are all intersecting into one single fiber and may share
reserved channels. A primary fiber cut in this example
interrupts only two lightpaths, and thus two reserved
channels are enough to restore the paths on a first-come
hirst-serve basis. If the channels are predetermined in a fail-
ure independent manner, four reserved channels, one for
each protection path, are necessary to accommodate all ex-
isting combinations of lightpath pairs. However, experi-
mental results indicate that in most situations both ap-
proaches are equivalent and the potential saving even if it
exists may not justify the additional complexity and pro-
cessing time of the failure dependent approach [26].

Primary for demand AB is not affected W
e

U
o

Optical line carries

,""L protection of demands CD
S . ‘=' KF% T
T¢]] . .
; Cross-connections are established

er failure occurs )
Link failure

2 hlle

(b)

Figure 7: Shared Mesh Restoration: (a) Network connections before a failure occurs (b) Network connections after a failure occurs.
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Figure 8: Pair-wise full interference (optical switches are not
pictured).

Given an optical network with default SRGs, and a set
of already established shared mesh restored lightpaths, the
problem of finding a feasible primary and shared-backup
path for a new lightpath request is NP-complete. The
proof of the NP-completeness is shown in Appendix 7.2.
(b) Protect against single node or SRG failures

In shared mesh restoration, node-diversity between
primary and backup paths does not guarantee full protec-
tion against node failures. Consider the example of Figure
9. The figure illustrates two primary bi-directional light-
paths (solid lines) and their corresponding backup paths
(dotted lines) for demands (d,4) and (8,f). In this example
SRGs consist exclusively of all the optical channels in a
link. The primary paths intersect on node 7, while both sec-
ondary paths traverse links e-fand e-d. The primary paths
are SRG-disjoint, and so according to the sharing rules, the
secondary paths may share reserved channels in their mu-
tual links. If node # fails, reserved channels are allotted on a
first-come first-serve basis and one demand is lost. This is
an acceptable outcome if there is no commitment to re-
store either demand after a node failure. Otherwise the sec-
ondary paths cannot share channels if restoration is also
required in the event of a node failure for both demands.

If it is desired that one demand only, say (h,d), sur-
vives a node failure, then in theory the secondary paths
may share reserved channels. However, in practice if node ¢
fails, contention occurs for the reserved channels during
restoration, and a first-come first-serve policy does not en-

a

g

Figure 9: Shared mesh restoration, node disjoint.
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force systematic restoration of {h,d), the demand that
must be restored. This problem can be averted by assigning
a higher priority t (h,d), and if necessary preempting
(&f) in the recovery phase. Preemptive, priority-centric
protocols entail processing overheads thereby increasing
the restoration time, and are not elaborated in this docu-
ment. If the restoration protocols do not allow preemption
(or priorities), the routing algorithms must implement a
more conservative redefinition of the sharing condition in
order to avoid these pitfalls. As a result of these enhanced
sharing-conditions, the routing algorithm can guarantee
the appropriate protection level for a lightpath.

The provisioning of shared mesh restored paths that
guarantees protection against node failures entails more
conservative rules of sharing. Assuming thar (a) piand P
denote two primary lightpaths, (b) S; and §; denote the
SRG sets traversed by lightpaths piand p; respectively, (c)
N; and N; denote the node sets traversed by lightpaths p;
and p; respectively, (d) M; < N;and M; < Njdenote crit-
ical node sets (these are nodes for which restoration is re-
quired in case of failure—typically all nodes along the
path, except originating and terminating nodes) and (e)
Primaries p; and p; must be restored if a single failure oc-
curs in {S;, M} and {S;, M} respectively:

Then p; and p; are “compatible” and their secondary
paths may share channels if:

(@) $;N ;=0

(b) M; N\ N;= Band M; N\ N, = @

Otherwise p; and p; are said to be “conflicting”.

Rules (a) and (b) express the condition that to be
compatible, two primaries must be SRG and critical
node-disjoint, that is they must not be affected by the
same failure for which recovery is required.

Note that the current tenet in network mesh restora-
tion is that protection against single link failures protects
against node failures for nodes of degree up to and in-
cluding 3. This is true for dedicated protection, but not
for shared mesh restoration, as demonstrated in the ex-
ample of Figure 10.

Figure 10: Example of node failures for nodes of degree up to and
including 3.
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SRG type Complexity of on- Restoration Resources Speed of
Protection Architecture (Section 4.1) line Routing (% of working capacity)] Protection
1 + 1 SRG Failure protected a), b) Polynomial 100%-170% Very fast
o o] NP-complete >100% Very fast
1+ lSRGin'd node failure protected a), b) Polynomial 100%-175% Very fast
o » ] 9] NP-complete >100% Very fast
SRG failyre.shat#d mesh restored - a), b), ¢ NP-complete 40%-70% Fast
SRG ﬁﬁim ; jistorcd a), b), ¢) NP-complete 40%-80% Fast

Table 2: Summary of different architectures and their complexity (centralized routing).
"All the percentages are based on a specific set of experiments and may change for different networks and demand sets.

The example depicts two primary bi-directional
lightpaths for demands (a,e) and (fe). Their respective
restoration paths traverse links d-e and c-d. Node fis the
source of (fic) and an intermediate node of (a,e). Even
though node f has degree 3, the sole provisioning of
mesh restoration for link failures would not protect the
lightpaths against a failure of this node, since node ¢ may
initiate a request to reserve protection channels on edge
c-d and/or d-e, and thereby prevent the restoration of
(a,€). If such level of protection is required, the rules of
sharing stipulated above must be enforced with node fin
the critical node list of demand (a,e).

4.4 Architectures and solutions —summary

In the following table, we summarize the protection
architectures presented earlier in this section. For cach
protection architecture and SRG type, we indicate the
complexity of the lightpath provisioning operation (Poly-
nomial or NP-complete), the speed of protection as well
as the cost of the service expressed in amount of resources
used by the protection mechanism (in percentage of
effective capacity). As previously mentioned, on-line rous-
ing in an opaque network architecture that utilizes OEO
switches is utilized for this work.

5 Experiments and Results
5.1 Resource utilization of each restoration
architecture for centralized routing

All simulation experiments were run on two net-
works. N17 is a 17-node, 24-edge network that has a
degree distribution of (8,6,1,2) nodes with respective de-
grees (2,3,4,5). N10O is a 100-node, 137-edge nerwork
that has a degree distribution of (50,28,20,2) nodes with
respective degrees (2,3,4,5). These are realistic architec-
tures representative of existing topologies. It is assumed
that these architectures have infinite link capacity, and
SRGs comprise exclusively of all che optical channels in
individual links. Five network robustness scenarios are
considered: no protecrion; dedicared pivtection with pro-
visioning to recover from single link failures; dedicated
protection with provisioning to recover from single link
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or node failures; shared mesh restoration to recover from
link failure; and shared mesh restoration to recover from
single node failures. In N17, demand is uniform, and
consists of two bi-directional lightpaths between every
pair of nodes. This amounts to 272 lightpaths. In N100,
3278 node-pairs out of 4950 possible node pairs are con-
nected by bi-directional lightpaths. Requests for light-
paths arrive one at the time (on-line routing) in a finite
sequence and in an order that is arbitrary but common to
each scenario to ensure a fair comparison. Figures of
merit are capacity requirements separated into their pri-
mary and restoration parts, and expressed in units of bi-
directional OC-48 channels.

Resules are presented in Figure 11 and Figure 12.
The quantities shown on the charts are averages over a se-
ries of 10 experiments using various demand arrival or-
ders. These results indicate that dedicated link-disjoine
and node-disjoint approaches consume approximately
the same total amount of capacity. This is expected since
dedicated protection against link failures protects against
node failures as well for nodes up to and including degree
3, and these nodes constitute a majority of all the nodes
in the networks. This property does not apply to shared
mesh restoration, and in lightpaths that must be pro-
tected against node failures, even for nodes of degree 3.
Because of this and other reasons whose interpretation is
not within the scope of this presentation, the provision-
ing of shared mesh restoration to recover from node fajl-
ures requires (in comparison to the dedicated schemes)
more resources than to recover from link failures. The rel-
attve difference however is negligible considering the ben-
ehts of protecting the network against node failures.

5.3 Centralized vs distributed routing

In the next set of experiments we compare central-
ized and distributed routing. We use the same nerwork as
before, but different order of demands. Here we assume
that distributed routing has access to topological infor-
mation and link utilization, but does not know about ex-
isting lightpaths, and thus cannot derive lightpath com-
patibility information. The reserved channels are thus
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Figure 11: Comparison of capacity usage for different protection architectures (17 nodes).
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Figure 12: Comparison of capacity usage for different protection architectures (100 nodes).

assigned after the routes are compured—as opposed to
centralized routing, where routes can be computed to
maximize the sharing and minimize the allocation of new
optical channels on primary and backup paths.

Results for the N17 network are shown in Figure 13.
Experiments indicate that distributed routing of shared
mesh restored lightpaths incurs a capacity penalty of 12%
to 17% over centralized routing. Similar results for the
N100 nerwork can be observed in Figure 14.

Note thar in shared mesh restoration, provisioning of
protection paths sometimes requires longer paths that con-
sist exclusively of reserved channels, rather than shorter
paths where new channels must be reserved. Several exper-
iments were performed to evaluate the eftect of additional
hops allowed on backup path over shortest-hop alternate
pathi. Variois trideoffs beoween the 1~.n.]-.‘|1}' _|‘.|||1 lulglh
and the protection capacity for shared-mesh protection (by
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limiting the length of the back-up path, or changing the
cost of using shared channels) are reported in [34].

6 Conclusion

In this paper we have discussed various on-line rout-
ing techniques to provision lightpaths in a layered archi-
tecture that uses dedicated control and management plane
for each layer. Focusing our attention on the OXC-based
restoration in the optical domain only, we reviewed and
compared a set of protection and restoration architectures.
In order to conduct these comparisons we first described
multiple scenarios based on architecture characteristics
(e.g.. Shared Risk Groups), the type of failures for which
protection was required (e.g., node or link) and whether
the provisioning of lightpaths was centralized or distrib-
ured. We then compared avallable protection/ restoration
mechanisms raking into consideration figures of merit
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such as redundant capacity and speed of restoration to
sieve out the most appropriate protection schemes for
each failure scenario, Experimental results show that the
amount of resources used protecting node failures using
the dedicated (1 + 1) protection mechanism is only mar-
ginally higher than (1 + 1) dedicated protection against
SRG failures, and the difference may not justify the imple-
mentation of a dedicated protection mechanjsm that pro-
tects against SRG failures only. If minimizing the cost of
the service is the main objective, then shared mesh restora-
tion, which allows channel sharing among the restoration-
routes, is more appropriate. Shared mesh restoration has
also the additional advantage over dedicated protection
that it promotes preemptible services thar use idle restora-
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tion channels, giving way to higher priority services when
a failure occurs. However, unlike dedicared protection,
shared mesh restoration against node failures consumes
substantially more resources than restoration against link
failures. Thus, if shared mesh restoration is utilized, there
is a trade-off in terms of enhanced network resilience ver-
sus network capacity and subsequently necwork cost.
Other important aspects that has been put aside in
this paper, and are good candidate topics for future work
in the area, are the constraint of round-trip delays and
simulation of restoration times under various load condi-
tions. For a fair imparison with other types of protec-
ton, it is important to limit the length of the restoration
paths in order to respect prescribed round-trip delays and
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provide equivalent level of services on primary and re-
stored paths. Our experiments indicate that restoration
paths with unrestricted lengths may reserve an arbirrary
large number of channels, although on the average the
length does not increase much compared to the shortest-
hop alternate restoration paths [36].

7 Appendix

7.1 Diverse routing with general SRGs

SRG Diverse Routing Problem: Given an optical
network topology with general SRGs, and given node A
and node Z, is there a feasible 1 + 1 SRG diverse route
from A to 72
SRG Diverse Routing Problem is NP-complete:

1) SRG Diverse Routing € NP. Given a pair of diverse
routes from node A to node Z we can ensure that their
edges do not share any SRGs.

2) We can apply the 3-SAT problem expression [35] to
the SRG Diverse Routing problem as follows: The
3-SAT boolean expression consists of a set of clauses
{C1, Cy, ..., CN} where each clause is a disjunction of
3 literals, e.g., C; = {x;, xp, x3} (x indicates not x).
The problem seeks to find an assignment of boolean
values to the variables that satisfies all the clauses.
Given a 3-SAT boolean expression we derive an opti-
cal network topology as indicated in Figure 15.

To each variable x, we associate two edges (each with
available unassigned channels), one labeled x and one la-
beled x, as illustrated in Figure 15. To each clause C =
{x,y,z}, we associate three edges (each with available chan-
nels), labeled Cx, Cy, Cz. There is an SRG defined be-
eween edge labeled Cx, and x. There is an SRG diverse
route between A and Z iff the 3-SAT expression is satis-
fied. If there is an SRG disjoint pair of routes between A
and Z, then one of the routes would have to traverse the
top part of the graph (through edges labeled x), and the
diverse route would have to traverse the bottom part
{through edges labeled Cx). If the route traverses through
the edge labeled x then the variable x is assigned the value

X X2 X3
A Z
Cpxy 0 Gox |
' Sn.ox S5
Cix; Coxs
Figure a5; Uptlcal network conesponding to the 3-5AT expression

C = {xu %, x5} G = {x, x5, X5}
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of 1, and if it traverses through the edge labeled x, the
variable x is assigned the value of 0 (the route has to tra-
verse one or the other edge). This assignment of boolean
values to the variables must satisfy each clause because,
given clause C = {xy,z} the diverse route must traverse
one of the edges Cx, Cy, or Cz. Say it traverses Cx, then
the boolean assignment to variable x must satisfy clause C
(because of the way SRGs are defined). If there is a satis-
fving assignment of boolean values to variables then there
is an SRG diverse pair of routes. If variable x takes value
1, then the primary path traverses through edge x, and if
x takes value 0, the primary path traverses through edge
x. For each clause C = {x,y,z}, the backup path traverses

through one of the edges Cx,Cy,Cz, whichever is satisfied.

7.2 Shared mesh restored lightpath
routing
Shared Mesh Restored Lightpath Routing Problem:

Given an optical network topology (with default SRGs),
and a set of already provisioned shared mesh restored
lightpaths P, and given node A and node Z, is there a fea-
sible shared mesh restored (edge-failure restored) light-
path from A to 22
Shared Mesh Restored Lightpath Routing Problem is
NP-complete:
I. Shared Mesh Restored Lightpath Routing € NP
Given a feasible pair of primary and backup paths for
a shared mesh restored lightpath, from node A to
node Z we can ensure that the primary and backup
paths are edge-diverse, and that the rules of sharing are
not violated on the backup path.
We can apply the 3-SAT expression to Shared Mesh
Restored Lightpath Routing as follows: The 3-SAT
boolean expression consists of a set of clauses {C,,
C.. ..., Cyl where each clause is a disjunction of 3 lit-
erals, e.g., C; = {xy, x,, %3} (x indicates not x). The
problem seeks to find an assignment of boolean values
to the variables that satisfies all the clauses. Given a
3-SAT boolean expression we derive an optical net-
work topology as indicated in Figure 16.

To each variable x, we associate two edges (with avail-

b

able unassigned channels), one labeled x and one labeled x,
as illustrated in Figure 16. To each clause C = {x.y.z}, we
associate three edges (with no available channels, and one
shareable channel), labeled Cx, Cy, Cz. The set of provi-
sioned shared mesh-restored lightpaths is defined as fol-
lows: For each clause C = {x,y,z}, there are three shared
mesh-restored lightpaths defined, the first primary path
has one edge x, and backup path has three edges, the mid-
dle one of which is edge Cx. There is a feasible shared
mesh-restored lightpath between A and Z iff the 3-SAT
expression is satisfied. If there is a feasible shared mesh-
restored lightpath between A and Z, then the primary route
would have w traverse the top part of the graph (through
edges labeled x), and the backup route would have to tra-
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Figure 16: Optical network corresponding to the 3-SAT expression
Q1= {x, %, x5}, C2 = {x,, X,, X;}. Six lightpaths are already provi-
sioned, P1 = {Bx,C, BFC,x,GC}, P2 = {Cx,D, CFC,x,GD}, P3 = {Dx,E,
DFC,x,GE}, Py = {Bx,C, BGC,x,HC}, P5 = {Cx,D, CGC,x,HD}, P6 —
{Dx,E, DGC,x;HE},

verse the bottom part (through edges labeled Cx). If the
route traverses through the edge labeled x then the vari-
able x is assigned the value of 1, and if it traverses through
the edge labeled x, the variable x s assigned the value of 0
{the route has to traverse one or the other edge). This as-
signment of boolean values to the variables must satisfy each
clause because, given clause C = {x,,z} the diverse route
must traverse one of the edges Cx, Cy, or Cz. Say it traverses
Cx, then the boolean assignment to variable x must satisfy
clause C (because there is already a provisioned path whose
primary path uses edge x, whose backup path uses edge Cx).
If there is a satisfying assignment of boolean values to vari-
ables then there is a feasible shared mesh-restored lightpath
from node A to node Z. If variable x takes value 1, then the
primary path traverses through edge x, and if x takes
value 0, the primary path traverses through edge x. For each
clause C = {x,y,2}, the backup path traverses through one of
the edges Cx, Cy, Cz, whichever is satisfied.

In the common case, when diverse routes with avail-
able unassigned chunnels exist (aid can be determined by
standard diverse routing algorithms), a feasible shared
mesh-restored lightpath exists as well (because in the
worst case, all unassigned channels can be used on the
backup path with no sharing). However, in the case that
thereis no 1 + 1 diverse path between node A and node Z
the ditficulty arises. This is because in this worst-case, the
routing of already provisioned shared mesh-restored
lightpaths can lead to complicated “sharing” situations
which makes it very difficult (short of exhaustive exponen-
tial enumeration of primary paths) to determine if a feasi-
ble solution exists. As mention above, if there is at least one
unassigned channel on each link, a feasible pair of (default)
SRG diverse primary and backup routes can be found in
polynomial time. However, in the optimization version, we
want to minimize the tota] number of unassigned channels
used. This can be shown to be NP-hard by reduction from
MAX-SAT [39] through a similar construction.
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