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The best known general attacks on elliptic curve cryptosystems have
running time proportional to the square root of the largest prime factor
dividing the group order. Therefore it is necessary to explicitly determine
the number of rational points whilst generating secure elliptic curves.

The Schoof-Elkies-Atkin algorithm is the most efficient algorithm to de-
termine the group order of elliptic curves over finite fields. We will present
a number of optimizations specific for the characteristic two case. With
our implementation, we were able to count the number of rational points
on a curve defined over F21999 , which is the current world record for the
characteristic two case. The total time needed on one Pentium II 400 MHz
would have been about 65 days. The previous record by Reynald Lercier
determined the number of points on an elliptic curve defined over F21663 .

Furthermore we will present accurate statistics in the range of interest to
cryptography, i.e., for elliptic curves defined over F2n , with 163 ≤ n ≤ 431.
With our implementation we can count the number of points on a random
elliptic curve over F2163 in less than 10 seconds on a Pentium III 600 MHz.
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