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Nothing in the whitepaperis, or should be relied on as, a promise or
representation as to the future. XMRC Token or any part{ associated
makes no representation regarding the likelihood or probability that
any actual or proposed accountallocation will in fact achievea
particular investment outcome or goal.

Please realize that crypto-currencies have no value except what
people associate with it. Be a wise in ever investing money value into
any digital currency. Prices fluctuate and tokens can be lost easily
due to digital mishaps and hacking. We are not liable for any choices
users make with XMRC Token. XMRC Token is not a company or
business. This is an open source community currency.

Disclaimer: XMRC Token is a speculative investment and involves
high degrees of risk. Investors must have the financial ability,
experience and willingness to bear the risks of an investment. Past
performance is not necessarily indicative of future results. Past
performance is no guarantee of future returns and there is no
quarantee that the market price of coin will fully reflect their under
ying net assetvalue. There is also no guarantee that XMRC Token
investment objective will be achieved. Potential investors are advised
to seek expert financial advice before making any investment
decision and should be aware that they may not ﬁH.ly recover the
amount invested.



Abstract

In Internet of Things era, why limit mining only to
PCswith installed specialized software? Every
device with spare resources (including PCs,
smartphonesand IoT devices), as long as the owner
agrees, should be able to participatein securing the
network. XMRC isa transparent web-mineable
blockchain platform made to support Decentralized
Applications (DApps), wherewebsitescan serve as a
hardware- independentalternative tosecure ERC20
& ERC223 smart contracts. We are presenting a
working, fully functional, smart contractsenabled
blockchain p¥atf0rm. On top of that, we feel
committed to building tools that help attracting
new projects into the cryptocurrency ecosystem.
XMRC is a platform for projects that base their
business model on mining via websites, for those
thatwant to remain ASIC- resistant (and support
egalitarian coin distribution), oranyone that wants
to spread new revolutionaryways of website
monetization. XMRC, and projects built upon it,
will be the first real alternatives to Google Adsense
monopolyand will introduce a completely new way
for wegmasters to generaterevenues.
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Blockchain Backgrounds

Nine years ago, a technological and economic
revolutionbegan, triggered by a simple, yet
transcendentidea: “an electronic payment system
based on cryptographic proof instead of trust,
allowing any two willing partiesto transact directly
with each otherwithout the need of a trusted third
party” (Nakamoto, 2009).

Bitcoin introduced a revolutionaryway to
understand economics: transactions no longer
based on third- party interventions or central
overseers. Banks and any other financial institutions
replaced by an ongoing ledger chain created from a
hash-based proof-of-work (PoW), registering any
transaction on an encrypted p2p network. Not too
long after the success of thisidea, Ethereum
emerged; a new blockchain solution, built to extend
Bitcoin reaches so thata distributed network of
miners could process complex sets of smart
contracts. When Bitcoin’s sha- 256 got dedicated
ASIC, mining became unprofitable for many users
due to the rapid increase of block difficulty.



None of the changes conceived as part of Ethereum
solved or are going to solve this problem - they are
currently vulnerable to ASIC mining (or even attacks)
and later, they plan to move to Proof of Stake, which
won t ensure that Ethereum network remains
egalitarian. In Proof of Stake, there’s no equal
distribution since owners of many coins get rewarded
the most, while those with few coins - the least. It starts
to resemble the old banking model current world 1s buult
on.

Privacy-oriented blockchains can be an attractive
environment for lawbreakers, that’'swhy holding
transparent and public transactionsis convenient
for website-minable currencies - even when most
privacy coin users are legit. XMRC team thinks that
bitcoin's pseudo-anonymitywas the solution from
the beginning. Unnamed wallets help to prevent
data theft and snooping, as it occurred in 2018 with
Facebook-Cambridge Analyticascandal. At the same
time transactionsshouldn’tbe obfuscated because
transparency is very important in today’sworld.
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How would you like it if politicians received
Monero-based donations from unknown
donors? We support privacy, but not at the cost
of the transaction transparency. Both things are
important and both can be achieved. Not to
mention, that there is a real risk in banning
privacy coins by regulators —there are exchanges
that already removed Monero and other privacy-
based coins because of this*1. All this could
influence privacy coins price in future.

After the first blockchain projects were created,
criticism and production of new ones proved
that they were just part of a new technological
revolution. A massive social recognition, mass-
media coverage and a rollercoaster of opinions,
caused cryptocurrencies and their creators
(under real names or pseudonyms) to become
popular, along with the idea of handling
transactions through decentralized, trustless
networks. Nowadays, there are many alternative
blockchain networks and they are more than
ledgers for financial transactions.
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The current panorama

The possibility of mining cryptocurrencies via
websites emerged along with the creation of
lyra2-XMRC, algorithm designed to make CPU
and GPU mining similarly efficient while
completely restricting ASICs (CryptoNote
Technology, 2018).

To make this possible, XMRC allows the use of
javascript-based browser miners which
websites can host to generate hasheson a
visitor's machine. Even when there are several
blockchains where these scripts can be used,
none of them are platforms that allow users to
create their own decentralized applications

(DApps).
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The current Dapp market is still young, with a
huge potential to grow and disrupt the aging
centralized Internet ecosystem that created
giants like Google and Amazon and gave them
huge control over the worldwide web. Through
Dapps implementing the ERC20 and ERC223
standards, XMRC is proposing a simple way to
help transition the web from the current
monopoly-like ecosystem to a decentralized
future.

Even with the efforts invested to avoid it, lyraz-
XMRC and other blockchain projects like
Ethereum and Monero got machines with
Application-specific Integrated Circuit (ASIC)
chips”2 , which concentrate a greater
processing power and profitability level than
any unspecialized hardware, therefore allowing
a monopoly in the blockchain production.
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Setting the context

Summarizing the above mentioned aspects, the
current scenario of cryptocurrencies introduces
at least one decision that protocol creators need
to make: either ban or allow ASICs as part of
their design. Choosing to avoid ASIC miners in
a protocol is interpreted as part of a design that
aims to offer better opportunities for regular
users mining from unspecialized machines,
which can be as important to the system as the
blockchain performance.

The enforcement of anonymity is another topic
that got blockchain users divided, with some of
them considering the possibility of performing
public transactions.
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The protocol

Name: Monero Claim
Consensus Mechanism: ERC20

Base Reward: 200 XMRC or Less
Max supply: 86,000,000 XMRC
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