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1. System Introduction

Gaxon Central management recording system adopts B/S architecture. It backups and manages the
data centrally of a variety of equipment. The system is easy to install, simple to operate and rich in
functions. WEB client can work in cross-platform, cross-browser, support the smart phone and
tablet to access (search, monitor and download).Users can access both centralized management
services provided by the central system and query, listen, download by single device.

Gaxon recording device central management supports two kinds of networking management mode
of connection:

1.Recording equipment has fixed IP, central management connect each single devices actively,
2.Central management sever has fixed IP, each single devices connect central management sever
actively.



2. Operating Environment
Central management works on Windows platform using SQLite database. It does not limit the
number of devices in principle. The higher of PC configuration, the better of the performance.

3. System Installation

Unzip the package to a directory. The system does not require any additional software installation.
If for some reason, you need to reinstall the operation system. As long as the running directory and
backup data directory undamaged, it would not affect the original programs and data.

4. Server software configuration and operation

4.1 Server Software Configuration

The system provides a server configuration program for the disk array configuration and WEB
access port.
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4.2 Running Server Software

Once the server software has been set up, you can run the server software. Server operation
interface displays the device name, device IP, device port, device status, number of channels,
whether to allow automatic backup, backup starting date, start time and end time of the backup
everyday.



GEWEBDataScv

‘ Exit ‘
DeviceName | IF ‘ Port |Connec‘r8‘ra’rus | ChanNums |AuToBacI<up | BeginDate ‘ BeginTime
TestDevicel 1921680181 12345 Connected 4 True 2013-03-18 230000
TestDevice2 1921680183 12345 Connected & True 2013-03-18 230000
TestDevice3 1921680184 12345 Connected 4 True 2013-03-18  23.00:.00
TestDeviced 1921680185 12345 Connected 2 True 2013-03-18  25:00:00
TestDeviced 1921680186 12348 Connected & True 2013-03-18  23:.00:00
TestDevicet 192 1680187 12345 Disconnect True 2013-03-18 250000
TestDevice7 1921680188 12345 Disconnect True 2015-03-18  23.00:00
TestDeviced 1921680189 12345 Disconnect 4 True 2013-05-18 280000

5. Central Management Functions

System main functions includes user management, role management, device
management, system settings, alarm management, recording search and playback, backup
search and system maintenance.

5.1 UserLogin

Enter the IP address in the browser address field: Port number and then “Enter”. The user name
and password are both “admin”.
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Once log in successfully, users can distribute the access permissions according to their
needs.

5.2System Function

(1) User management: adding users, delete users, modify users, search users and user



authorization.

(2)Role management: adding role, delete role, modify role, search role and role
authorization.

(3) Device management: Adding Device, delete device and modify device.

(4)System settings: Set various alarm parameters and automatic backup parameters.

(5) Recording Search: Search based on a combination of conditions of recorded data
that has been backed up. It allows playback as well.

(6)Backup Search: check the progress of the backup device on a combination of
conditions.

(7)System Maintenance: Log alarm system events and user actions.
If the user log in as an administrator successfully, it will have the following
interface:
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5.3 User Management

User management includes adding users, deleting users, modifying user, user search
and user authorization. Each user in the establishment phase must be bound with a
role, each role with a range of permissions. There is corresponding access permissions
since the user creation. Which devices the user can use can be managed in the user
authorization in the user management.



5.4 Role Management

Role Management includes increasing roles, deleting roles, modifying roles, role search and role
authorization. Each role can have certain privileges by authorized since the user is been

established. Role Authorization is as follows:

Eole Authorization -

Administrato

Permission

Device Manager Menu Add Wadify Delete Manage Right click menu
File Search Menu Play Diowinload Delete
Backup progress Menu [ Crwonload

User manager

Role Menu Add i odify Delete Buthorization
User Menu Add Wodify Delete Buthorization
FPassword Menu

System

System Setting Menu Madify

System Maintain Menu Delete Export

Statisties

Statisties Menu

Options = ALL | Inwverse | Uncheck Sawe Cancel

5.5 Device Management

Device management is composed of headquarters, branch, region and device on the basis of four
hierarchies. It means headquarters can be made up of multi-branches, branch of multi-regions and
so on. Device is associated with the physical device. You need to set the IP and port. System can
display the status of channel in real time.

Device management interface is as follows. You can delete the device or increase by right click.



- Manage * |
Manage Column

B _iCenter
B —Areadl

= Branchilil

: L] TestDevicel
] TestDevicez
) TestDevices
| TestDevice4
] TestDevices
[ TestDevices
) TestDevice?

: [ ) TestDevices

= - Branchilg
[ 2200eviced

Device Real-Time Screen:
‘ Red: recording, ‘ Green: idle ‘ Gray: disconnected ’ Black: unknown

(Ol location: Device mana

Device name: Device status: [Mormal [libnormal

1| Ho. Dewice ID Device name IP iddress Connection Channels Charmel Status
| IDboool TestDevicel 192, 168. 0. 181 Successfully 4 (111}

P 2 Inonoz TestDevice? 192, 165. 0. 183 Successfully 2 [ 1 ]

| 3 100003 TestDevice3 192, 165. 0. 184 Successfully 4 (1211

F| 4 IDo0od TestDeviced 192, 16&. 0. 185 Successfully 2 o0

FE| & IDbooos TestDeviceh 192, 168. 0. 186 Successfully 2 [ 1 ]

O [ ID00o0g TeztDeviced 182, 168, 0. 187 Failed 1}

O ik InoooT TestDeviceT 182, 168, 0. 188 Failed 0

E| 8 IDonos TestDevicesd 192, 165. 0. 189 Successfully 4 (111}

Click on a single device name or IP address of the device, can access this device directly (query,
play, monitor, download file with MP3 format), as below:

e i A wettoamin | () Logout

@ Tine:07/14/2014 Monday

Manage w Current Location >> Channel Status
Manage Column
Channel | Line Hunber Record Mode Status /0 Phone Nunber Start Time Duration Monitor | Voltage

@ o v 1 oot Voltaze Disconnect (D) i]
2 002 Voltage | Disconnect L D] o
) 03 Voltage Disconnect L D) i]
4 and Voltage Disconnect (D) ]
= 5 i Voltage | Discomnect L D) o
m [ [ilil:} Voltage Disconneot W) i]
hls&x > ] 7 [ilikd TVoltage Disconnect [ D] [i]
-q— 8 008 Toltage Disconnect L D) 0

4 Reboot > l



5.6 System settings

System settings includes:

whether to allow the clients pop up alarm in real time,

whether to allow equipment alarm ,

whether to allow disk alarm,

whether to allow email alarm, we can set alarm via how long the system(in minutes) doesn't
receive the recording files ,to alarm by how long the system(in minutes) doesn't connect
with the equipment. If allow disk alarm, we can set alarm by how much M is the
backup disk space less than. If allow to alarm by email, the disk alarm and equipment
alarm can be sent to an appointed account.

If there are several backup disks, it can switch to another backup disk when the backup disk space
is less than a certain M. Besides,

you can set on system whether to auto-save on a specific time. If the beginning time matches the
end time, system would save the audio all day.

?  Current location:System Setting

Alarm

O A11ow to popup alarm
Allow Device Alarn Not Connect Dewice Not Record Time
A11ow to Al hen hard
ek e L S Hard Disk Reserved ME Hard Disk Alarm Size ° ME
L =
Allow to Send Alarm Email Smtp Serwer iR 163. com Email Address (& co
Enail User Name g¥alarm Enail Password P900SS9

Receive Email Address 2%al Several Emails =sep

File Backup

Select Dewvice lestlegine] o

B11ovw Dewvice fAuto Hackup Backup Start Date 20

Everyday Start Time 29 End Time 23:00:00

5.7 Recording Query

Inquiry the recording data by variety of conditions, and can play for selected
recording. The conditions of recording query include start date /time, end date/time,
incoming or outgoing calls, channel number, device name, the recording time, all
conditions are arbitrary. The query results interface as follows.



} Current lecatiom: Search » Search file

Bovord Starg | 2orH@4-IS D0ionl 5d 2SR 108y i _fﬁ[i—v s
Chenczel _FI:L_ { Lims: ¥ender Fhoze Binbex
| Doratizals) Moze hen D0000R01 [ Pevics nanz :{u', :3
[sxa || ng
0 e | Lire omder 1o Start Tie: ‘ Trconing Fonzer Dt marhar Duraticn Device mae B fiexa
|:| i ool ‘ In 2004-54-16 T=pI: 12 EST6I0 D EREEP eSO 1234 55T W:02:02 TestDevice? I 1880165
O (ilied ‘ In H0i4-15-18 D014 EFEI0 DIEHErER#0 1234551 W:02:02 TestDevices 192, 165.0. 183
I 0 ol ' In 2004-T4-18 M=03:45 ESHG506 (167 EF0 1234567 W:02:02 TestDevice? 1L 1850 183
0| 4 e i 2004-54-18 =014 M0 UIE3EaTEN 0 14 56T W:02:02 TestDevice? 1. 166 0. 185
0 s it ‘ |1 pUS et H e EFH6i00 DI ZEOPES-FO 14551 M:0%:02 TestDevice? . 180 183

For the inquired data, choose one line, an be played by ‘play’ button, as below,

) Flay — Hozilla Firefox

| il D 192 168, 0. 105:9080/FPLayForm_h5. himl?path=0N192 188, 0. 183412345520 & | -

| — :
OLOROLOLCLC) O "
D%192, 168, 0. 18341234542014041 840004z~

File Name 20140418-000621-000-
I-0122-001-83746606-0123456T59xz01 2345675 3xzABCT. 749

Charnel 4 Local HNo. 4

start Time 2014-04-18 00:06:21 Duration 00:02:02

Caller ID B3746606 DTHF 0123456 T29+#01 254567
10 In IP Address 192. 168. 0. 183

e d B

5.8 Backup query

Inquiry the progress of all equipment or appointed equipment via time zone
condition query, the backup states of each equipment, including succeed download,
failed download, the file is not exist, and result statistics. For the failed download files,
can be downloaded to backup by hands, as follows:
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Start Time Z014-04-18 0000

‘D ¥o.

(O

o

Current location: Backup progress

1

[

Device Nane

End Time 20

Ir

TestDevice? 182, 168, 0. 183
TestDeviced 182, 168. 0. 185
TestDeviced 182, 166, 0, 186
TestDeviced . 182, 168, 0. 183
TestDeviced 192, 168 0, 184

Total 5 record, Page | of |

4-18 10042035

Fort

12346

12345

12348

12345

Bevlce|ﬁ
File | Downloaded | failed | Hot Exist Status FRenarl
502 S0 ' 0 o :‘_]U:ﬂ
488 488 I 0 :_mjx
483 483 ‘ 0 0 I_mm
?
340 0 0 0 j—w:&-
|
08 508 0 0 :_10:9;
B

Click the equipment name or IP in the query results, can get the details of
downloading, as follows

—

TestDevice?

b

Chrr  Cldovnloaded

Current locatiom: Backup progress » File backup detail information

! e

|

en

Device Hame

TestDewice?

TestDewice?

TestDewice?

TestDewice?

TestDevice?

TestDewice?

TestDewice?

Cldovnload failed

122,

[Ciles not exist

IP If dowiloaded

168, 0. 183 Download ok

=3
&
=

0. 183 Download ok

168.0. 183 Download ok

168, 0, 183 Download ok

168.0. 183 Download ok

. 168.0. 183, Dovnload ok

168, 0, 183 Download ok

Total T93 Files, Current pagel, Total

5.9 System maintenance

File name
{adeard/record/201404198/1/2-201404 | 3-000145-001~
I-0122-002-83T46606-01 2345673 0x 01234 56 T80xzABCD. T29
{edeard/record/20140418/0/g-2014041$-000207-000-
I-0122-001-83T46606-01 2356730201234 b6 T80z ABCD. T29
/sdeard/record/ 20140413/ 1/ ¢-20140419-000420-001-1-0122-002-
V0123456788201 23456780z 4BCD. T20
{fedeard/record/ 2014041840/ 2-201404 1 3-00044 2-000-
I-0122-001-83T46606-0123456 T8 001234 56 TE0x T ABCD. T29
{edeard/record/20140418/ 1/g-20140413-000564-001-
I-0122-002-83T46606-01 2345673 02201234 bE T0x 2 ABCD. T29
{sdeard/record/20140419/0/2-20140419-000716-000-
I-0122-001-83T46606-01 2345678 02201234 56730xz ABCD. 720
fzdcard/record/20140419/1/2-201404 19-000928-001-

I-0122-002-53T46606-0123456T8 020123466 T80x 1 ABCD, 720

First :‘r"revinus Hext | Last | Turn to. 2

The alarm events and user operating events in running can be saved up by system, so
that user can better understand system daily operation, easy to maintain normal
operation of the system. User can check and delete the system alarm logs and operating

-3



logs.

Alarm logs query as follows

wgw Current Location: System Naintain

Alare Log Operation
Start Tins 201d-04-18 00:00:01 Bnd Tine 2014-04-18 10:55:40 Devics Wine
Device IF Uzer ID Alarm Event ’__S_e_aicl;l_:l |B_E
0 #Ha. Tine Device Nane 1r Event type Event Name Content
Fl 1 2014-04-18 00:00:08 TestDeviced | 192.168.0. 187 1 CoMm Dizconmect
\El| 2 2014-04-15 00:00:08 TestDevice? | 192, 168, 0. 188 I COMm Dizconmect
Fl| 3 2014-04-1% 00:00:10 230Deviced ! 192, 168.0. 230 1 CoMm Dizconnmsct
| 4 2014-04-15 00:00:11 TestDevicel 192, 168, 0. 181 L coumt Dizconmsct
O 5 | 2004-04-15 00:00:29 TestDeviced 192,168, 0. 167 1 o Disconmect
O s 2014-04-1% 00:00:30 TestDevicel 182,168, 0. 181 1 COMM Dizcommect
Operating logs query as follows,
@ Current Location: System l,amm&sw
Alarm Log Operation
Start Tine 014-04-18 00:00:01 End Tine 2014-04-18 10:55:40 Device Nane |
Device IP User ID Alarn Event 1 Search
[ ¥e. Tine Device Nans Ir Operator Event Name Content
a1 2014-04-18 108:27: 2 i admin Login page Login hard disk info page.
=4- 20 | admin Login Svsten Login systen
] 2 2014-04-18 10:29:51
~04- rads admin ogin page ogin hard disk info page.
Fl| 3 2014-04-18 10:20:52 | dmi L Login hard disk anf
|
-04- e adnin ogin Page ogin device manage page.
Ell 4 2014-04-18 L0:32:47 dmi L i Login devi
—04- L admin ogin Systen 0gin system
Fl]| 5 2014-04-18 10:32:55 dni Login § Logi
|
~04- 3 | adnin ogin page ogin hard disk info page.
O s 2014-04-18 10:32:56 | dmi L Login hard disk anf
-4 s30s adnin ogin Page ogin device manage page.
Ell 1 2014-04-18 10:32:59 dmi L P Login dewi
-04- 133 admin ogin Page ogin device manage page.
] & 2014-04-18 10:33:50 : dni L P: Login dev:




