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Abstract—This paper addresses the consensus problem in process failures (e.g/1[2]._[15]. [17]), we additionallgrz
homonymous distributed systems where processes are prone sider here that several processes can have the same identity
to crash failures and have no initial knowledge of the system i.e., the additional static adversary that ismonymy A

membership (“homonymous” means that several processes may tivation for h in distributed ¢
have the same identifier). New classes of failure detectorgiged ~ Motvaionfor NoOMonymous processes in distributed system

to these systems are first defined. Among them, the classB¥? can be found in[[8] where, for example, users keep their
and HY. are introduced that are the homonymous counterparts ~ privacy taking their domain as their identifier (the same

of the classes? and X, respectively. (Recall that the pair(2,Z)  identifier is then assigned to all the users of the same
defines the weakest failure detector to solve consensus.) érh domain). Observe that homonymy is a generalization of two

the paper shows howHS) and HX can be implemented in . . . . . .
homonymous systems without membership knowledge (under cases: (1) having unique identifiers and (2) having the same

different synchrony requirements). Finally, two algorithms are  identifier for all the processes (anonymity), which are the
presented that use these failure detectors to solve conseissin two extremes of homonymy.

homonymous asynchronous systems where there is no initial We will also assume in this work that the distributed

knowledge of the membership. One algorithm solves consersu . L
with (HQ, HS), while the other uses onlyHS, but needs a system has to face another static adversary, which is the fac

majority of correct processes. that, initially, each process only knows its own identitye W
Observe that the systems with unique identifiers and anony-  say that the system has to wowkthout initial knowledge
mous systems are extreme cases of homonymous systemsof the membershipThis static adversary has been recently

from which follows that all these results also apply to these jqantified as of significant relevance in certain distrilbute
systems. Interestingly, the new failure detector clas& €2 can be contexts [T4]

implemented with partial synchrony, while the analogous css

AQ defined for anonymous systems can not be implemented H to f d . It -k that lots of
(even in synchronous systems). Hence, the paper provides us ow 10 Tace adversaries IS well-known that 10ts 0

with the first proof showing that consensus can be solved Problems cannot be solved in presence of some adversaries
in anonymous systems with only partial synchrony (and a (e.g., [1], [3], [13], [18]). When considering process dras
majority of correct processes). failures, thefailure detectorapproach introduced in[9], [10]
Keywords-Agreement problem, Asynchrony, Consensus, Dis-  (S€€ [16] for an introductory presentation) has proved to be
tributed computability, failure detector, Homonymous sygem,  very attractive. It allows to enrich an otherwise too poor
Message-passing, Process crash. distributed system to solve a given problgPy in order to
obtain a more powerful system in whidh can be solved.

A failure detector is a distributed oracle that provides

Homonymous systems Distributed computing is on mas- processes with additional information related to failed-pr
tering uncertainty created by adversaries. The first adwers cesses, and can consequently be used to enrich the com-
is of course the fact that the processes are geographicalputability power of asynchronous send/receive message-
distributed which makes impossible to instantaneously obpassing systems. According to the type (set of process
tain a global state of the system. An adversary can be statidentities, integers, etc.) and the quality of this infotioia,
(e.g., synchrony or anonymity) or dynamic (e.g., asynciron several failure detector classes have been proposed. @re ref
mobility, etc.). The net effect of asynchrony and failures i the reader to[[17] where classes of failure detectors suited
the most studied pair of adversaries. to agreement and communication problems, corresponding

This paper is on agreement in crash-prone messagédailure detector-based algorithms, and additional bedravi
passing distributed systems. While this topic has beenlgeepassumptions that (when satisfied) allow these failure detec
investigated in the past in the context of asynchrony andors to be implemented are presented. It is interesting to

I. INTRODUCTION


http://arxiv.org/abs/1110.1842v1

observe that none of the original failure detectors intomtli  counterpartAS) of the eventual leader failure detector class
in [10] can be implemented without initial knowledge of the 2 [9]. It also presents the failure detector cla$® which
membership[[14]. is the complement ofAP. An important result of[[5] is

Aim of the paper Agreement problems are central as the fact that relations linking failure detector classee ar

soon as one wants to capture the essence of distributd®t the same in non-anonymous systems and anonymous
computing. (If processes do not have to agree in one way osystems. This is also tr_\e case if processes do not know t_he
another, the problem we have to solve is not a distributediimPem of processes in the system (unknown membership
computing problem!) The aim of this paper is consequently? @10nymous systems). # is unknown, the equivalence

to understand the type of information on failures that isP€tWeend P and AP, shown in[5], does not hold anymore.
needed when one has to solve an agreement problem in Reg"’?fd_'”g |mplementab|llty, it is stated @ [5] thaf? is
presence of asynchrony, process crashes, homonymy, aﬁl&treallstlc(l.e., it can not be implemented in an anonymous
lack of initial knowledge of the membership. As consensusYnchronous systern [11]). If the membership is unknown, it

is the most central agreement problem we focus on it. is not hard to show thatl P is not realistic either, applying
similar techniques as those [n[14]. On the other hand, while

Related work To the best of our knowledge, up 10 75 can be implemented in an anonymous synchronous
now agreement in homonymous systems has been addressbe}gtem’ it is easy to show that it cannot be implemented

only in [8] where the authors considers that, amongthe jy most partially synchronous systems (e.q., in particitar
processes, up to of them can commit Byzantine failures. hose with all links eventually timely).

The system is homonymous in the sense that therel,are

; : i o Contributions ~ As mentioned, we explore the consensus
1 < ¢ < n, different authenticated identities, each proces

roblem in homonymous systems. Additional adversaries

.réas t(_)he&dent;;ty, and ?re]zvteral pro;:r?;tseztcan dséhargtme Sadhsidered are asynchrony, process crashes, and lack of
dentity. [t is shown in that paper > ot andt > 7 initial knowledge of the membership. We can summarize

are necessary and sufficient cond|.t|0ns for solving consens the main contributions of this paper as follows.
in synchronous systems and partially synchronous systems, First, the paper defines new classes of failure detectors

respectively. suited to homonymous systems. These classes, dehtited

The consensus problem in anonymous asynchronoug,q s are shown to be homonymous counterparts2of
crash-prone message-passing systems has been recently gty v respectively. The interest on the latter classes is mo-
dressed in[[4] (for the first time to our Iinovv_ledge). IN tivated by the fact thats, ) is the weakest failure detector
such systems, processes have no identity at 8llis paper  ; gojve consensus in crash prone asynchronous message-

introduces an anonymous counterfidenoted P later passing systems for any number of process failirés [12]. The
in [5]) of the perfect failure detectaP introduced in[[10].  paner also investigates the relations linkiAz, A5 and
A failure detector of classl P returns an upper bound (that 3 and shows that botiQ and HY. can be obtained from
eventually becomes tight) of the currentnumber _of alive P'OAP in asynchronous anonymous systems. As byproducts,
cesses. The paper then shows that there is an inherent prige, 4156 introduce two new failure detector classes denoted
associated with anonymous consensus, namely, while the ;5 and 370, which we consider of independent interest.
lower bound on the number of rounds in a non-anonymoug:|ass G HP is the homonymous counterpart 6fP (the
system enriched wittP is ¢ + 1 (wheret is the maximum complement of&P [I0]). Class M€, on its hand, is a
number of faulty processes), it & + 1 in an anonymous  generajization ofA( in which, instead of one, there may be
system enriched withl P. The algorithm proposed assumes many permanent leaders. It is shown that the new dl&ss
knowledge of the parameter . _is equivalent taf/§2 in homonymous asynchronous systems.
.More general failure detectors suited to anonymous dis- Then the paper explores the implementability of these
tributed systems are presented|in [5]. Among other resultgjasses of failure detectors. It presents an implementatio
this paper _mtroduces the anonymous counterdaitof the o o P in homonymous message-passing systems with
quorum failure detector clask [12] and the anonymous partially synchronous processes and eventually timekslin
- | ) A N This algorithm does not require that the processes know the
ey must also execute the same program, because ot ehmsedu H H i H
use the program (or a hash of it) as their identity. We comgiuk it is the system m_em_bershlp. Sln(fé(_l Ca.n be t”.VIa”y |.mplemented
same if processes have no identity or they have the sametydéot all from O H P without communicationfZ(2 is realistic and can
processes, since a process that lacks an identity can chadsfault value  also be implemented in a partially synchronous homony-
(e.g.,1) as its identifier. . . mous system without membership knowledge. The paper
In this paper, when we say that a failure detectos thecounterpartof . . .
a failure detecto3 we mean that, in a classical asynchronous system (i.e.,als0 presents an implementation B in a synchronous

where each process has its own identity) enriched with aréaifietector of ~homonymous message-passing system without membership
class A, it is possible to design an algorithm that builds a failuetedtor knowledge

of the classB and vice-versa by exphanging and B. Saiq differently, Finall 'éhe aper presents two consensus alaorithms
A and B have the same computability power in a classical crashepron Y, pap p g

asynchronous system. for asynchronous homonymous systems enriched wigh



Both algorithms are derived from consensus algorithms fotheir relation with other classes and their implementgbili
anonymous systems proposed [in [7] ahd [5], respectivelyFinally, Section V presents failure detector-based homony
The main challenge, and hence, the main contribution ofmous consensus algorithms.

our algorithms, is to modify the original algorithms thaeds

AQ to useH () instead. In the second algorithm, also the use Il. SYsTEm MODEL

of AY. has been replaced by the uset:.

The first algorithm assumes that each process knows t
value n and that a majority of processes is correct in all
executiorld. Since, as mentioned/Q can be implemented
with partial synchrony, the combination of the algorithmssame identity are said to HeomonymousLet 5 C II be
presented (to implement’2 and to solve consensus with any subset of processes. We defifi&) as themultiset of
HQ) form a distributed algorithm that solves consensusprocess identities irs, 7(S) — {id(p) : p € S}. Observe
in any homonymous ;ystem with Pa”'a”Y §ynchronousthat [1(S)| = |S| and I(S) may contain several times the
Processes, even_tually timely links, and a mal‘?”ty of cctrre same identity. Themultiplicity (number of instances) of
ProCesses. App"?‘_i to anonymous systems, th'? reSUIml_aXidentityi in a multiset! is denotednult;(i). WhenI is clear
the known conditions to solve consensus, since Previous ;. the context we will use simplynult (7). P(I) C I is
algonthms were based on unreallstlc failure detectd@)( 504 1o denote the processes whose identity is in the ntultise
or failure detectors that require a larger degree of synohro I,ie,P(I) = {p:p el Aid(p) € I}. Every process

(A_Il_?' d laorith d ks f € II knows its own identityid(p). Unless otherwise stated,
e second consensus algorithm presented works for arﬁ'procew does not know the system membersh{fl), nor

number of process crashes, and_ does_ not ne_ed to knome system size, nor any upper boundon the number of

n' bgt assumes that the system. IS ennghed with t_he p"°“Ir<':1ulty processes. Observe that the Hets a formalization

Of. failure detegtors{H& .HQ>' This algorithm, combined tool that is not known by the set of processes of the system.
with the algorithms to implement/S and HS}, shows Processes are asynchronous, unless otherwise stated. We

that the consensus p“’b'e'f” can be solvedyinchronous .assume that time advances at discrete steps. We assume a
homonymous systems subject to any number of crash fail-

thout the initial k led th t th ‘ rglobal clock whose values are the positive natural numbers,
ures without the Initial knowledge neither of In€ parametet,, . processes cannot access it. Processes can fail by crash-
t nor of the membership. Applied to anonymous systems

. " ing, i.e., stop taking steps. A process that crashes in a run
this result relaxes the known conditions to solve consensu@gSaid to beF‘Jaulty a?\d approcegs that is not faulty in a run
32?:;@?% gzggg;&glzﬁzqiﬁgz E)(;elzlr:?)\?\ts (%Igg;'tggil;seis said to becorrect The set of correct processes is denoted

) by Correct C II.
bound on it, e.g.n — 1). y Owec_ - _ o

This second consensus algorithms also forces us to restagg®Mmunication  The processes can invoke the primitive
the conjecture of which could be the weakest failure detecto?”0edcast(m) to send a message to all processes of the
to solve consensus in asynchronous anonymous system¥/Stem (including itself). This communication primitive i
The algorithm solves consensus in anonymous systems witiodeled in the following way. The network is assumed
a pair of detectors Y., H), but since classe3/Q and  © have a directed link from procegs to processg for
AQ are equivalent, it can be modified to solve consensu§ach pair of processgs ¢ < II (p does not need to be
with a pair (S, MQ). As mentioned, it is shown here that different from ¢). Then,broadcast(m) mvoked_ at process
HY. can be obtained fromts, and bothHY and HQ can P Sends one copy of message along the link fromp
be obtained fronAP. Additionally, any failure detector in @ ¢ for eachg & II. Unless otherwise stated, links are
AQ is also in MQ. The conjecture issued ifil[5] was that asynchrqnous and reliable, i.e., links neither lose messag
(A, AQ) @ AP [ could be the weakest failure detector, "OF duplicate messages nor corrupt messages nor generate
Then, the new candidate to be the weakest failure detectciPUrious messages. If a process crashes while broadcasting
for consensus despite anonymity is nd’s, M) (or a message, the message is received by an arbitrary subset of
equivalently,(HY:, HQ)). processes.

presents the system model. Secfioh Il introduces failere d Model is denotedHAS[#] (Homonymous Asynchronous

tector classes suited to homonymous systems, and explor&¥stem). We usé/PS[()] to denote a homonymous system
where processes are partially synchronous and links are
3The knowledge of can be replaced by the knowledge of a parameter  eventually timely. A process ipartially synchronousf the
such thatao > n/2 and, in all executions, at leastprocesses are correct. time to execute a step is bounded. but the bound is unknown
4@ represents a form of composition in which the resultingufail A link i I p Nif th " K lobal '
detector outputsL for a finite time until it behaves at all processes as 'r!_ 'S_eve_ntua y timelyt there is an _un nown globa
one -and the same- of the two detectors that are combined. stabilization time (denoted’ST") after which all messages

Homonymous processes Let IT denote the set of processes
ith |TTI| = n. We useid(p) to denote the identity of process
€ II. Different processes may have the same identity,

ie.p # q # id(p) # id(q). Two processes with the



sent across the link are delivered in a boundéidhe, where
0 is unknown. Messages sent befaksT can be lost or
delivered after an arbitrary (but finite) time.

ASI[0] denotes the classical asynchronous system with
unique identities and reliable channels. FinalAS[0)
denotes the Anonymous Asynchronous System madel [5].
Observe thatdS[()] and AAS[()] are special cases (actually
extreme cases with respect to homonymy)fd S[0] (an
anonymous system can be seen as a system where all
processes have the same identity).

Validity. No seta_sigma, ever contains simulta-
neously two pairs with the same label.
Monotonicity. ¥p € ILVr € N : (((z,y) €
a_sigmay) = (V7' >71: 3 <y:(2,y) €
a_sigma;/).

Liveness.Vp € Correct,3r € N : V7' > 7 :
Az, y) € a_sigma;l : (]Sa(x) N Correct| > ).
Safety.Vpl,pg e ILVr,n € N,V(xl,yl)
a_sigmay! : V(r2,y2) € a_sigma;? : V1
Sa(wr) : VIy € Sa(x2) : (Th] = y1) A (|T2]
1/2)) — (Tl NTy 7£ @)

II.
In this section we define failure detectors previously pro-':"’,Illure detectors for homonymous systems Cla}ssme}ll
ilures detectors output a set of processes’ identifiers.

posed and the ones proposed here for homonymous systenff'%.

Then, relationships between these detectors are derined, qour failures detectors extend this output to a multiset of
their implementability is explored processes’ identifiers, due to the homonymy nature of the

, ) system. The following are the new failure detectors progose
Failure detectors for classical and anonymous systems for homonymous systems

We briefly describe here some failure detector previously
proposed. We start with the classes that have been defined
for AS[0].
« A failure detector of clas¥ [12] provides each process
p € 1I with a variabletrusted, which contains a set
of process identifiers. The properties that are satisfied

1N m

FAILURE DETECTORS

« The failure detector> HP eventually outputs forever
the multiset with the identifiers of the correct processes.
More formally, a failure detector of clas¢ H P pro-
vides each procesgs < 1I with a variableh_trusted,,
such that [Liveness\]/p € Correct,3r € N : V7' > 7,

by these sets are [Livenesgp € Correct,3r € N :

v > T, trusted;, C I(Correct), and [Safetyp, q €

I, V7, 7" € N, trusted; N trusted;, # .

A failure detector of clas§) [9] provides each process

p € II with a variableleader, such that [Election]
eventually all these variables contain the same process
identifier of a correct process.

The following failure detector classes have been defined

for anonymous systemg AS|()].

« A failure detector of clasgl( [5] provides each process

p € 1I with a variablea_leader,, such that [Election]
there is a time after which, permanently, (1) there is a
correct process whose Boolean variable is true, and (2)
the Boolean variables of the other correct processes are
false.

A failure detector of class P [4] provides each process

p € II with a variableanap, such that, ifanapy

and Correct”™ denote the value of this variable and the
number of alive processes at time respectively, then
[Safety] Vp € II, V7 € N,anap, > [Correct”|, and
[Liveness]3r € N,Vp € Correct,V7' > T, anap;/
| Correct|.

A failure detector of clasglY [5] provides each process
p € II with a variablea_sigma, that contains a set
of pairs of the form(z, y). The parameter is a label
provided by the failure detector, agds an integer. Let
us denoten_sigma,, the value of variable:_sigma,
attimer. Let Sa(z) ={pell|Ir e N: (z,—-) €
a_sigmay}. Any failure detector of classi¥ must
satisfy the following properties:

h_trusted;, = I(Correct). This failure detectot>H P
is the counterpart o P.

o The failure detectorr{/) eventually outputs the same
identifier £ and numberc at all processes, such that
¢ is the identifier of some correct process, ands
the number of correct processes that have this iden-
tifier ¢. More formally, a failure detector of class
H) provides each procegs € II with two variables
h_leader, and h_multiplicity,, such that [Election]

I e I(Correct),3r € N vr' > T,¥p €
Correct, h_leaderT, ¢, and h_multiplicity;/

p
mu”I(Correct) (Z)
Any correct procesg such thatid(p) = ¢ is called a
leader Note that this failure detector does not choose
only one leader, like inQ or in AQ, but a set of
leaders with the same identifier. When all identifiers are
different, the clas$i( is equivalent td2. Furthermore,
a failure detector of clas& (2 can be obtained from any
detectorD of class<® H P without any communication
(for instance, setting at each processperiodically
h_leader, to the smallest element i®.h_trusted,,
and h_multiplicity,, < MU D h_trusted, (h_leadery)).
The failure detectorM ) satisfies that eventually a
non-empty set. of correct processes will permanently
identify themselves as leaders, and all the processes
will know the size of this set|L|. More formally,
a failure detector of the clasd/) provides each
processp € II with two variables, a boolean variable
m_leader, and an integer variablen_cardinality,,
such that [ElectionHL C Correct, L # 0,37 € N :
V1! > T, (m_leadergl = TRUE) <= (p€ L), and



m_cardinality;/ = |L|. membership.
o A failure detector of the clasd/Y. provides each
processp € II with two variablesh_quora, and
h_labels,, where h_quora, is a set of pairs of the
form (x,m) (z is a label, andn is a multiset such that
m C I(II)) and h_labels, is a set of labels. Roughly Theorem 2. Class M) can be obtained from clasg (2 in
speaking, each paifz, m) determines a set of quora, H AS[()] without communication. Conversely, clag&? can
and the seth_labels, of a processp determines in  be obtained from clas&/2 in H AS[(].
which of these sets it participates. More formal, let us
denoteh_quom; and h_labels; the values of variables
h_quora, and h_labels, at time 7, respectively. Let Theorem 3. Class HX can be obtained from clas4X in
S(x) ={p €Il | 3r € N : x € h_labels,}. Any  AAS[)] without communication.
failure detector of clas$/> must satisfy the following

The following result shows the equivalence between the
two new failure detector classd$() and M2 in homony-
mous asynchronous systems.

In anonymous systems we have the following properties.

Theorem 4. ClassesH() and HX can be obtained from

propertlle.s. . class AP in AAS[] without communication.
— Validity. No seth_gquora,, ever contains simulta-
neously two pairs with the same label. IV. IMPLEMENTING FAILURE DETECTORS IN
— Monotonicity. Vp € H,V7 e NV > = HOMONYMOUS SYSTEMS
(1) h—lafels; < h—labelf; . and (2) ((x’";‘) € In this section, we show that there are algorithms that
h_gquoray) = 3m" C m : (z,m) € implement the failure detectors classésHP and HS

’

h_gquoray, . in HPS[B] (homonymous partially synchronous system).
— Liveness.Vp € Correct,3r € N : V7' We also implement the failure detectdy. in HSS[(]
7,3(z,m) € h_quoray, :m C I(S(x)N Correct).  (homonymous synchronous system). In all cases they do not
— Safety. Vpi,p2 € ILVr, 72 € N,Y(z1,m1) need to know initially the membership.
h_quoray, : ¥(x2,ma) € h_quora,’ : VQi -
S(x1),¥Q2 C S(x2),(I(Q1) = my A I(Q2) A. Implementation of> H P and H{2
m2) = (Q1NQ2 #0). The algorithm of Figurll implements HP (and HQ
ComparingH¥Y. and AY, one can observe th&fy has  with trivial changes) inHPS|[)] where processes are partially
pairs (x,m) in which m is a multiset of identifiers, synchronous, links are eventually timely, and membership i
while AY uses pairgx,y) in which y is an integer. not known.
However, a more important difference is that, i),  Brief explanation of the algorithm: It is a polling-

each process has two variables. Then, the labels thatigaseqd algorithm that executes in rounds. At every
processp has inh_guora, can be disconnected from roynd », the task 1 of each procesp broadcasts
those it has inh_labels,. This allows for additional (POLLING,r,id(p)) messages. After a timeimeout,,
flexibility in H%. it gathers in the variabletmp, (and, hence, also in
h_trusted,) a multiset with the senders’ identifierai,

fof processes fro(\POLLING_REPLY, ', r" id(p),ids)

— IV

1N m

Reductions between failure detectors In this section we
claim that it can be shown, via reductions, the relation o ved with < 7 <
the newly defined failure detector classes with the preWyous messages received with = r = 7.

defined classes. We use the standard form of comparing the '(I;he task 2 is related with the receptiorr: BOLLING
relative power of failure detector classes [of|[10]. A fadur and POLLING_REPLY messages. When a process

detector class\ is strongerthan classY” in systemy [} if ~ '€C€Ves APOLLING,r, id(¢)) message from process
there is an algorithmi that emulates the output of a failure processp has to broadcast as matjOLLING_REPLY

detector of classY’ in Y[X] (i.e., systemY[)] enhanced M€SSages as procegsneeds to recei_ve up to round
with a failure detectoD of classX). We also say tha’  and not previously sent by proceps(Lines 27-29). Note
can be obtained fron¥ in Y[f]. Two classes are equivalent (hat the POLLING_REPLY messages are piggybacked

if this property can be shown in both directions in only one message (Line 28). Also note that is in variable
Due to space restrictions, we only present the mai

atest_rplid(q)] wherep holds the latest round broadcast
results. The proofs and additional details can be found i

0 ud(q). If it is the first time that procesy receives a
AppendixA. The first result shows that, in classical system POLLING, —, id) message from a process with identifier
with unique identifiers}., H>:, and AY are equivalent.

ud, then variablelatest_ry[id] is created and initialized to
zero (Lines 22-26).

Theorem 1. Failure detector classes:, HY, and AX It is important to remark that, for each different iden-
are equivalent inAS[@]. Furthermore, the transformations tifier id, only one (POLLING_REPLY, —, —,id(q),id)
betweenX and HX do not require initial knowledge of the message is broadcast by each proagsSo, if processes



v and w with id(v) = id(w) = =« broadcast two ¢ takes to execute Lines 21-30. Thenyill receive message
(POLLING,r,z) messages, then each processonly  (POLLING_REPLY ,p,p',id(p),id(q)) with p <+ < p/
broadcast onéPOLLING_REPLY,r',r",x,q) message before executing the loop of Lines 13-15 with = +’, for
with v/ < r < 7”. Note that eventually (at least af- all »' > r. We have reached a contradiction and the claim
ter GST time) eachPOLLING_REPLY message sent of the lemma follows. |
by any process has to be received by all correct pro- . ) . .
cesses. Hence, eventually processesand w will re- '(Ij’hteortem E:‘.t-r:he ?Igg;{hg 9f F|gurli1n|]n]}1pélg%1enrt]safa|lure
ceive al POLLING_REPLY messages generated due to etector of the clas In a system [0] (homony-
mous system where processes are partially synchronous and
POLLING messages. . . . .
links are eventually timely), even if the membership is not

Finally, Li 32-33 of Task 2 all t
inally, Lines of Tas allow process to initially.

adapt the variablelimeout, to the communication la-

tency and process speed. When progessceives an out- Proof: Consider a correct procegs From LemmaL,
dated(POLLING_REPLY,r,—,id(p),—) message (.., there is a roundr such thatp does not receive any
a message with round less than current round,), then it (POLLING_REPLY ,p,p',—,—) message withy > r
increases its variabl@meout,. from any faulty process. From Lemria 2, there is a round

Lemma 1. Given processeg € Correct andg ¢ Correct, r’ such that '_cor all roundg«” 2 T/’,,When p executes
there is a roundr such thatp does not receive any € loop of Lines 13-15 withr, = +”, it has received

(POLLING_REPLY , p, p',id(p), id(q)) message fromy & (POLLING_REPLYp,p’, -, —) message withp <
with o/ > r. r” < p/ from each correct process. Hence, for every

_ _ _ _ roundr” > max(r,r’) when the Line 16 is executed with
Proof: There is a timer at whichq stops taking steps. ., = ", the variableh_trusted, is updated with the

If ¢ ever sent ( POLLING_REPLY ,—, —,id(p),id(q)) multiset I ( Correct). [ |
message, consider the largestsuch thatq sent mes- e can obtainH( from the algorithm of Fig[lL with-
sage (POLLING_REPLY , —,z,id(p), id(q)). Otherwise, oyt additional communication. This can be done by sim-
let z = 0. Then, the claim holds for =z + 1. B ply including, immediately after line 16h_leader, <

Lemma 2. Given processes, q € Correct, there is around ~ min(h_trusted,) (i.e., the smallest identifier ih_trusted,,)
r such that, for all rounds’ > r, whenp executes the loop and h_maultiplicity,, < multh_rusted, (h_leadery).

of Lines 13-15 withr, = 7?’* it has received a message corollary 1. The algorithm of Figuréll can be changed to

(fDOL/LING_REPLYaPaP vid(p), id(q)) from g with p < implement a failure detector of the clagQ in a system

rsp. HPS[0] (homonymous system where processes are partially
Proof: Observe that, sincep is correct, it will synchronous and links are eventually timely), even if the

repeat forever the loop of Lines 9-18, with the value Membership is not known initially.
of r, increasing in one unit at each iteration. Henge,
will be sending forever messagé$*OLLING, —,id(p))
after GST with increasing round numbers, that will
eventually be received by;. Then, ¢ eventually will Figure[2 implementd? Y in HSS[)] where processes are
send infinite (POLLING_REPLY,—,— id(p),id(q)) synchronous, links are timely, and membership is not known.
messages afteiGST, with increasing round numbers.
Let (POLLING_REPLY ,z,—,id(p),id(q)) be the
first such message sent by after GST. Then, for
each round numbery > =z, there is some message
(POLLING_REPLY ,p,p',id(p),id(q)) sent by g with

p <y < p, and these messages are delivereg at most

0 time after being sent.

Now, assume for contradiction that for each royngd z,
there is a roundy’ > y such that, wherp executes the
loop of Lines 13-15 withr, = g/, it has not received
the messagéPOLLING_REPLY , p, p/,id(p),id(q)) from
g with p < ¢/ < p’. But, every time this happens, when the
message is finally received, has been incremented in Line Theorem 6. The algorithm of Figur€l2 implements a failure
17 and, hencetimeout,, is incremented (in Lines 32-33). detector of the clas#/¥ in a systemHSS[] (homonymous
Then, eventually, by some round the value oftimeout, synchronous systems), even if the membership is not known
will be greater thar2d+-y, wherey is the maximum time that initially.

B. Implementation of/ %

Brief explanation of the algorithm It runs in syn-
chronous steps. In each step every procgsbroacasts
a (IDENT,id(p)) message. Then, procegswait from
(IDENT,—) messages sent through reliable links in this
synchronous step by alive processes. Then, prqcgathers

in the multiset variablemset, the identifiersid of all
(IDENT,id) messages received. At the end of this step,
variables h_quora, and h_labels, are updated with the
value of mset,. Note that for proces® the labelz of

a quorum(z,m) is formed by the multisetnset, (i.e,

T =m = msely).



1 Init 1 h_labels, < 0;

2 h_trusted, < 0; I/ multisetof process identifiers 2 h_quora, < 0;

3 mship, + 0; /I set of process identifiers 3 for each synchronous ste

4 rp 1 4 broadcast DENT (id(p));

5 timeout, <+ 1; 5 wait for the messages sent in this synchronous step;

6 start Tasks Tland T2; 6 let mset, be the multiseof identifiers from messages

7 7 IDENT received,;

8 Task T1 8 h_quora,, < h_quora,, U {(mset,, mset,)}

9 repeat forever 9 h_labels, < h_labels, U {msety};

10 broadcast POLLING, rp,id(p)); 10 end for;

11 wait timeout, time;

ig iglrpgagl Qr)n é/q %ﬂ? J\?g_ilzjggaLr}X7mr}J;t’lf$(P)vi 0(0) ’(:cigg:eefﬁlr Algorithm to implemenil S without knowledge of membership

! ) proces®)

14 received such that < r, <’ do

15 add one instancef id(q) to tmpp;

16 end for; .

17 h_trusted, — tmpy; Then, processp includes (I(Qorrect),I(Oorrect))
18 Tp < Tp+ 1 in h_quora,, and I(Correct) in h_labels,. There-
19 end repeat fore, each correct process is in S(I(Correct)).
gg Task T2 So, after steps, for each correct processg, the

as ; e

22 upon reception of (POLLING. rq,id(q)) do pair (I(Correct),I(Correct)) is in h_quora,, and
23 if id(q) ¢ mship, then I(Correct) :_I(S(I(Corr_ect)) N Correct). .
24 mship, < mship, U {id(q)}; Safety. Consider two pairgry,r1) € h_quora,; and
25 creatdatest_rp[id(q)]; (z2,72) € h_quora,’, for any p;,p> € II and any
26 latest_rp[id(q)] + O; 71,72 € N.
% ﬁ”g;gst—rp[i d(q)] < rq then Let M, be the set of processes from whigh rece_lved _
29 broadcast msg where msg is IDENT() messages in the synchronous step in which

30 (POLLING_REPLY ,latest_rp[id(q)] + 1,14, id(q), id(p));
31 end if;
32 latest_rp[id(q)] + max(latest_rp[id(q)],7q);

34 upon reception of (POLLING_REPLY ,r,r’,id(p),—)

35 with (- < rp) do
36 timeout, < timeout, + 1;

Figure 1. Algorithm that implement® HP (code for proces).

Proof: From the definition off Y, it is enough to prove

the following properties:

« Validity. Since h_guora,,

included in it are of the forn{mset, mset) (see Line

(z1,21) was inserted for the first time ih_quora,,, .
Observe thaCorrect C M;. Furthermore, any process
p € S(z1) must also be inM; (i.e., S(z1) C M,).
Also, z; = I(My), and, hencez| = | M;|. Therefore,
the only setQ; C S(z1) such thatl(Q1) = z is
Q1 = M;. We defineMs similarly, and conclude that
the only setQ: C S(xz2) such thatl(Qsz) = x5 is
Q2 = M. Since@1 N Q2 2 Correct # (0, the safety
property holds.

[ ]

V. SOLVING CONSENSUS INHOMONYMOUS SYSTEMS

We have developed two consensus algorithms for
is a set, and the elements homonymous systems. One algorithm implements Consen-
sus in HAS[t < n/2,HQ], that is, in an homonymous

7 in Figure[2) there cannot be two pairs with the sameasynchronous system with reliable links, using the faitiee

label.

» Monotonicity. The monotonicity ofi_labels, in Fig-
ure[2 holds becausk_labels, is initially empty, and

tector H (2, and when a majority of processes are correct. The
other algorithm implements ConsensusHM S[H, HY],
that is, in an homonymous asynchronous system with reli-

each stepl_labels, either grows or remains the same able links, using the failure detectéf(} and HX.
(see Line 8 in Figurd]2). Similarly, the monotonic-
ity of h_quora, in Figure[2 follows from the fact 4 of [7] and the algorithm of Figure 3 of[5], respectively,

that h_gquora,

The algorithms are derived from the algorithm in Figure

is initially empty, and any element proposed for anonymous systems. We adapt the algorithms

(mset, mset) included in it is never removed (see Line for homonymous systems and failure detectéf§) and

7 in Figure[2).

HY. One key element of the adaptation is a Leaders’

o Liveness. Lets be the synchronous step in which the Coordination Phase, in which the multiple leaders that a

last faulty process crashed. Then, in every steafter

HS failure detector allows try to agree in a common value

s only correct processes will execute. Consider any proto be proposed in a round. The propertiestti2 guarantee
cessp € Correct. In steps” will receive messages from that this eventually happen, which deals with the issue of

all correct processes, and, heneeset,, = I( Correct).

having multiple leaders.



The algorithms and their proofs can be fund in the[16] Michel Raynal. Failure detectors for asynchronousritisted
appendix.
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Init
h_labels, + {s: (s C I(I1)) A (id(p) € s)};
h_quora,, < 0;
repeat forever
q < D.trustedp;
h_quora,, < h_quora, U {(q,q)};
end repeat

Figure 3. Algorithm to transfornD € ¥ to HX with initial knowledge
of membership (code for procegs$.

Init
h_labels, + 0;
h_quomp — 0;
mship, < 0;
start tasks Tland T2;
Task T1
repeat forever
broadcas{/IDENT,id(p));
q < D.trustedp;
h_quora,, < h_quora, U {(q,q)};
end repeat

Task T2
upon reception of (IDENT, i) do
mship, < mship, U {i}
h_labels, + {s : (s C mshipy) A (id(p) € s)};

Figure 4. Algorithm to transfornD € X to H'> without initial knowledge
of membership (code for procegs.

APPENDIX

A. Reductions between Failure Detectors

1) From ¥ to HX: We prove that, if identifiers are
unique, a detector of clasgY can be obtained from any
detectorD of classX..

Theorem 7. A failure detector of clas$/> can be obtained
from any detectorD of classY in a system with unique
identifiers, under either one of the following conditions:

1) without any communication if every process initially
knows the membershif{II), or

2) in systemAS[X] (the membership does not need to be
known initially).

Proof: Let D.trusted, be the variable of¥ failure
detector D at processp. Figures[B and]4 present the
algorithms to transfornd into a failure detector of clasg’®

in Cases 1 and 2, respectively. In both cases, at each proces

pinitially h_quora,, < 0, and infinitely often this variable is
updated with the following sentences+— D.trusted,, and
h_quora, < h_quora,U{(q,q)}. In Case 1, initially every
processp setsh_labels, < {s: (s C I(II)) A (id(p) € s)}

and it never changes it in the run. In Case 2, every process

p initially sets h_labels,, < 0, and repeatedly broadcasts
a messagdDENT (id(p)). Processp also has a variable

mship, initially set tomship, < . After receiving a mes-
sageIDENT (i), processp updatesmship, < mship, U
{i}, and h_labels, < {s: (s C mship,) A (id(p) € s)}.

We prove now the properties df>:

« Validity. Since h_quora,, is a set, and the elements
included in it are of the form(g,q) (see Line 5 in
Figure[3, and Line 10 in Figurgl 4) there can not be
two pairs with the same label.

Monotonicity. The monotonicity of._labels, in Figure

@ is obvious because it is initialized in Line 2 and
never changes. With respect to Figlilerd Jabels,, is
initially empty, and it is related with the set.ship,,
such that ifmship, grows thenh_labels, either grows
or remains the same. Henéelabels, never decreases
becausenship, never decreases (see Line 15 in Figure
[@). The monotonicity of:_quora, in Figured3 andl4
follows from the fact that,_quora,, is initially empty,
and any elemen(y, ¢) included in it is never removed.
Liveness. Consider any correct processn Figure[4,
eventually, Correct C mship, permanently (from the
exchange of DENT messages and Line 15 of Figure
[4@). Then, in both algorithms eventuallfs : (s C
I(Correct)) A (id(p) € s)} € h_labels, permanently
(from Line 2 in Figure[B, and Line 16 in Figuid 4).
Hence, there is a time after which, for every set
s C I(Correct), I(S(s)) = s and S(s) C Correct.

The Liveness property of guarantees that, at some
time 7/ > 7, the variableq is assigned a ses
that contains only correct processes drds) will be
included in h_quora,, after that. Therefore, there is a
time after whichh_quora, contains(s, s) permanently
(from monotonicity). Sinces C I(S(s) N Correct) =
I(S(s)) = s, the property follows.

Safety. Consider two pair€e,m;) € h_quora,, and
(z2,m2) € h_quora,?, for any p;,pa € II and any
71,72 € N. From the management of thie quora
variables (Line$13[15, andl 6 in Figufé 3, and Lines
[3,[8, andID in Figur&l4), we have that; andm,
are values taken fromb.trusted,, and D.trusted,,,
respectively. Hence, the sets, andmsy must intersect
from the Safety property of th& failure detectorD.
Then, if I(Q1) = m; andI(Q2) = mo, given that we
are in a system with unique identifierd; and@, must
intersect.

[ ]
2) From HY to »: We define now a new class of
Aiure detector that will be used for reductions between th
above failure detector classes. While the service proviged
this detector has been already used [19], [5], it was never
formally defined. The new failure detector class, den@ed
will only be defined for systems with unique identifiers,,i.e.

fnon homonymous.

Definition 1. A failure detector of clas& provides each
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Init
start Tasks Tland T2;
Task T1
repeat forever
broadcas{LABELS,id(p), D.h_labelsy);
if 3(x,m) € D.h_quora,, : (idents,[x] has been creatgd\ (m C idents,[z]) then
let candidates, = {m : ((z,m) € D.h_quora,) A (idents,[z] has been creat¢d (m C identsy[z])};
trusted, < anym € candidates, with smallestmax;c., rank(i, X.alivey);
end if;
end repeat

Task T2
upon reception of (LABELS,1,¢) do
foreach z € ¢ do
if idents,|z] has not been createten createidents,[z] < () end if;
identspy|x] < identsy|z] U {i};
end foreach

Figure 6. Algorithm to transfornD € HX to ¥ in a system with unique identifiers, but without initial knledge of membership (code for process
The algorithm uses a failure detectdr of class=.

Init Proof: For each procesg € Correct, eventually some
alivep < empty list; messageA LIVE(id(q)) will be received at each process
start Tasks Tland T2; p € Correct. Then id(q) will be included in alive,

Tarsekpg;t forever and never removed after that. Given any faulty process

broadcas{ ALIVE, id(p)); r, p will stop receiving messages from by some time
end repeat 7. Then, afterr processp will never receive a message
ALIVE(id(r)) andid(r) will never be moved to (inserted

Task T2 tion of (ALIVE. ) d in) the first position ofalive,. However, afterr, eventually

upi? ? reez(leir;:ajntk?er(l movei7tz>) th?e first positionof alive, p will receive messageﬁL IVE.(Z@(q)) frqm each process
elseinserti in the first positionof alive, g € Correct, and each identifieid(g) will be moved to
end if; (or inserted in) the first position ofilive,. Then, there

is some timer’ > 7 such that, at all times” > 7/,

Figure 5.  Algorithm to implement a failure detector of claswithout — rank(id(q), alive;”) < rank(id(r), alive;”). Since this
initial knowledge of membership in A8 (code for procesg). holds for allp, ¢ € Correct and allr ¢ Correct, the claim
follows. [

We now show, using the algorithm of Figuré 6, that

processp € II, in a system with unique process identifiers, can pe obtained fronf/S without initial knowledge of the
with a variable alive, which contains a (sorted) list of mempership.

process identifiers. Any failure detector of claSsmust ) _
satisfy the following property: Theorem 8. A failure detector of clasil can be obtained

o Liveness. Eventually, the identifiers of the correctfrr?m any det?ctorD .E]f cIa_ssH2d|n tf?‘.S[HE] (an asﬁl n- th
processes are permanently in the first positions of-hronous system with unique dent lers), even when the

alive,. More formally, letrank(i, alive]) denote the membership is not known initially.
position (starting from1) of process identifieri in Proof: From LemmdB, we can have a failure detector
alive, (with rank(i,alive]) = oo if i ¢ alive]).  of classZ in an asynchronous system. The logic of the
Then,Vp € Correct,3r € N : V7' > 7,Vq € algorithm of Figure[ b is somewhat similar to that of the
Oorrect,mnk(id(q),alive);' < |Correct)|. algorithm in Figure 2 in[[b]. The condition in Line 6

Observe that the position of the same identifier can b&uarantees that the variableusted, is assigned a set of
identifiers m only if (xz,m) is in h_quora,, and every

different at different processes, and can vary over time in P!

the same process. From the algorithm of Fidgdre 5, we obtaiﬁrocessq whose identifier is inn has:c In its Seth.—.labels‘!
! rom the management of the séti&nts,). Combining this
the following lemma.

condition with the safety property dff > we guarantee the
Lemma 3. A failure detector of clas§ can be implemented safety property of:. The liveness property of holds from
in AS[)] (an asynchronous system with unique identifiers),the liveness property dff &2, the choice ofn done in Line 8,
even when the membership is not known initially. and the properties of the failure detector clasas follows.



If p € Correct, from the liveness of{ X, eventually every
time Line 8 is executed, there is some € candidates,
with only correct processes. If the failure detecloof class

Theorem[3 ClassHY. can be obtained from clasdY. in
AAS[0] without communication.

Proof of Theorem[3 Let D be a detector of clasdX.

E has already all the correct processes in the lowest rankfne transformation can be done as follows. Letbe the
of X.alive, (which eventually happens from its liveness «gefaylt” identifier. Let us denote with.” a multiset ofr

property), then any set: in candidates,, whose largest

identifiers L. Each procesg periodically does as follows.

rank in X.alive, is minimal, contains only correct processes gqr each pai(z,y) € D.a_sigma,, the labelz is included
) - — 1
[ |

(which yields the liveness af).

Theorem [I Failure detector classes, HY, and AY
are equivalent inAS[0]. Furthermore, the transformation
between: and HY do not require initial knowledge of the
membership.

Proof of Theorem[d From Theorem§]7 and 8 we have
that> and HY are equivalent. The equivalence between
and AYX was shown in[[b].

3) Equivalence betweeH 2 and M: The next result
that classesH2 and M) are equivalent in homonymous
asynchronous systems.

Theorem[2 Class M can be obtained from clas& ()
in HAS[(] without communication. Conversely, class
can be obtained from clasg ) in HAS[0].

Proof of Theorem[2 Consider a failure detectdp € HY).
To implement a failure detector of clase/2 each pro-

in h_labels,, and the pair(z, LY) is included inh_quora,
(replacing any paiz, —) thath_quora,, may contain). The
properties ofi X follow trivially from the properties ofA3.
5) From AP to HQY and HY: We show here how failure
detectors of the class€$() and HX. can be obtained for a
failure detector of classl P without communication.

Lemma 4. A failure detector of clas$/{) can be obtained
from any detectoD of classAP in AAS[(] (an anonymous
asynchronous system) without communication.

Proof: The transformation can be done as follows. Let
1 be the “default” identifier. Each procegssetsh_leader),
to the value L initially and never changes it. Then, it
updates periodically._multiplicity, to the value returned
by D.anap,. The liveness property oD guarantees the
election property ofH ). |

cessp periodically does as follows. The value of variable Lemma 5. A failure detector of clasg/>: can be obtained

m_cardinality,, is set to the valueD.h_multiplicity,, and
the value of the boolean variablei_leader, is set to
TRUE iff id(p) = D.h_leader,. It is simple to observe
that the setl of correct processes that eventually have
permanentlym_leader, = TRUE is the set of correct pro-
cesses that eventually and permanently havie_leader, =
id(p) = ¢. Additionally, for all processe®, eventually
m_cardinality,, D.h_multiplicity, = |L|, from the
Election property ofH (.

The converse transformation is more involved. Considersafety of AP

a failure detectorD’ € M). Each procesp has a round
counterr,, initially set to1 and that is incremented immedi-

ately afterp sends a message (if it does). Periodically, eVerY | cin i labels

processp does as follows. IfD".m_leader, = TRUE, p
broadcasts a messagEAD, r,, id(p)). Then, it looks for
the largest round such that it has received a skt of (at
least) D’.m_cardinality,, messagesLEAD, r, —). (If such

from any detectoD of classAP in AAS[}] (an anonymous
asynchronous system) without communication.

Proof: The transformation can be done as follows. Let
1 be the “default” identifier. Let us denote with” a
multiset of identifiers_ L. Each procesg periodically does
as follows. After obtaining a valug from D.anap,, the
label LY is included inh_labels, and the pair(L¥, LY)
is included inh_guora,. The Validity and Monotonicity
of H> hold trivially. Liveness follows since, from the
only correct processes see an output of
D.anap = ¢ = | Correct|, and from the liveness property all
of then do it. Then, every correct procgssventually inserts
p and(L¢, 1) in h_quora,, and only those
processes. Safety df> comes from the safety property of
AP: if, for any y andy’ with y > 3/, |S(LY)] = y and
|S(L¥")| = ¢ (none can be larger), thefi(Lv) C S(LY).

[ ]

a round does not exist, the failure detector variables could

be set ash_leader, = id(p) and h_multiplicity, = 1.)
Then, variableh_leader, is set to the smallest identifier
¢ = min{i : (LEAD,r,i) € M,} received, and variable
h_multiplicity, to the number of messages W, that

contain identifier. Observe that eventually exactly only the

processes in the set of leaddrswill send (LEAD, —, —)

The0@1E ClassesH() and HY can be obtained from
classAP in AAS[0] without communication.

Proof of Theorem[4 The proof of Theorenil4 follows
from the two previous lemmas.

B. Solving Consensus in Homonymous Systems

messages. Then, there is a time after which, for every set We present in this section two algorithms. One algorithm
M, processed has exactly the same multiset of identifieramplements Consensus HAS[t < n/2, HQ), that is, in an

This implies the correctness of the transformation.
4) From AY. to HY: We show now how to obtain a
failure detector of clasé/> from a detector of classaly..

homonymous asynchronous system with reliable links, using
the failure detectof/§2, and when a majority of processes
are correct. The other algorithm implements Consensus in
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operation propose(y):
estly < vp; rp+ 0;
start Tasks Tland T2;

Task T1
repeat forever
rp—rp +1;
/I Leaders’ Coordination Phase: assign a same v@alust1,
/I with the helpof variablesh_leader, and h_multiplicity,, of D e HQ
broadcast COORD, id(p), rp, estly);
wait until (D.h_leaderp # id(p))V (messag§COORD, id(p), rp, —) received fromD.h_multiplicity, processes);
if (some messageCOORD, id(p), rp, —) received)then
estlp<— min{esty : id(p) = id(q) A (COORD,id(q), rp, estq) received} end if;
/I Phase 0: assign a valte est1, with the variableh_leader, of D € HQ2
wait until (D.h_leader, = id(p) V ((PHO, rp,v) received);
if ((PHO,rp,v) received)then estl, < v end if;
broadcagtP HO, rp, estlp);
/[Phase 1
broadcagtPH1, rp, estly);
wait until (PH1,rp,, —) received fromn — t processes;
if (the same estimate received from> n/2 processesjhen
est2p<— v
else
est2p<— L
end if;
/[Phase 2
broadcastP H2, rp, est2,);
wait until (PH2,rp,, —) received fromn — t processes;
let recp, = {est2 : messagd PH2, rp, est2) received};
if ((recp, ={v}) A (v# L)) then broadcas{ DECIDE,v); return (v) end if;
if ((recp ={v,L})A (v+# 1)) then estl,« v end if;
if (recp, ={L}) then skip end if;
end repeat

Task T2
upon reception of (DECIDE,v) do
broadcast DECIDE, v);
return (v)

Figure 7. Consensus algorithm HAS[t < n/2, HQ]. It uses detectoD € HS). Code for processp.

HAS[HS, HY]], that is, in an homonymous asynchronous?2). Every procesg begins the Leaders’ Coordination phase
system with reliable links, using the failure detect2  broadcasting 4 COORD,id(p),, estl,) message. If pro-
and HY.. cessp considers itself a leader (querying the failure de-

1) Implementing Consensus iHAS[t < n/2, HQ): tector D of class H(2), it has to wait until to receive
Let us considetHAS[t < n/2, HS)] where membership is (COORD,id(p),r, estl) messages sent by all its homony-
unknown, but the number of processes is known (that)is, mous processes (also querying the failure detectoof
Let us assume a majority of correct processes (i.€.nn/2).  Class HQ)(Line 11). After that, procesp updates its es-
We say that a processis a leader, if it is correct and, after timateest1, with the minimal value proposed among all its
some finite imeD.h_leader, = id(p) permanently for each homonymous. Note that eventually all its homonymous will
correct processg. By definition of H(), there has to be at be leaders too. Hence, eventually all leaders will also shoo
least one leader. the same minimal value inst1.

The algorithm of Figur&l7 is derived from the algorithm In Phase 0, if procegsconsiders itself a leader (querying
in Figure 4 of [7], proposed for anonymous systems. Thighe failure detectorD of class HQ2) (Line 15), it broad-
algorithm has been adapted for homonymous systems. Thaast a(PHO, r, estl,) message with its estimate ist1,,.
algorithm of Figure[ 7 uses a failure detector of cldé®  Otherwise, procesp has to update itgst1, waiting until
(instead of AQ), and a new initial leaders’ coordination a (PHO,r,estl;) message is received from one of the
phase has been added. The purpose of this initial phase is l@aders procességLines 15-16). Note that after the Lead-
guarantee that, after a given round, all leaders propose thers’ Coordination Phase, eventually each leddemadcast
same value in each round. (PHO, —, estl;) messages with the same valueeist1;.

The algorithm works in rounds, and it has four phases The rest of the algorithm is similar to the algorithm in
(Leaders’ Coordination Phase, Phase 0, Phase 1 and Phdsgure 4 of [7]. We omit further details due to space restric-



tions. The following lemmas are the key of the correctness ofLine 13). |

the algorithm. They show that, even having multiple lea*derSTheorem 9. The algorithm of Figurdl7 solves consensus

tehaecsher\é)vlljllnﬁventually converge to propose the same value allrt1 HASt < n/2, HQ| (homonymous asynchronous system

with a majority of correct processes using a failure detecto
Lemma 6. No correct process blocks forever in the Leaders’ Of classH).

Coordination Phase. Proof: From the definition of Consensus, it is enough

to prove the following properties:

« Validity: the variableest1 is initialized with a value
proposed by its process (Line 2). The valueestl
may be updated in Lines 13 or 16 with valuesenstl
broadcasted by other processes. The variabi@ is
initialized and updated withst1 (Line 22) or L (Line

Proof: The only line in which processes can block in
Lines 8-13 is in Line 11. A correct process that is not
leader does not block permanently in Line 11, because
eventually the first part of the condition of Line 11 is
satisfied. Let us assume, for contradiction, that some teade

blocks permanently in line 11. Let us consider the smallest ~) i
round r in which some leadep blocks. By definition of 24). The value otst1 may be updated in Lines 31 with

r, each leader; eventually reaches round and (even if values ofest2 (different from L) broadcasted by other
it blocks in r) broadcastssCOORD, id(q),r, —), where processes. The value decided in Line 30 is the value
id(q) = id(p), in Line 10. (Observe that all processes of est2 that was broadcasted by some process. As it is
send (COORD, —,—,—) messages in Line 10, even if not possible to decide the value (Line 30), then the

they do not consider themselves as leaders.) Eventudlly, al value decided has to be onelo.f the values proposed by
these messages are deliveredpt@nd D.h_multiplicity,, the processes. T_hen,.the validity property holds.

is permanently the number of leaders. Hence, the second * Adreement: It is identical to the agreement property of
part of the condition of Line 11 is satisfied. Thysjs not Figure 4 of [7],

blocked anymore, and, therefore, we reach a contradiction. ® Termination: From Lemmd 6 a 7, after some round
r, all leaders hold the same valudn estl when they

" start executing Phase 0 of round(Line 15), and they
Lemma 7. There is a roundr such that at every round broadcast this same value(Line 17). Note that it is
r’ > r all leaders broadcast the same value in Phase 0 of  the same situation as having only one leader with value
round r’. v stored inestl when Phase 0 is reached. Hence, as

Phase 0 starts in the same conditions as in the algorithm

Proof: Eventually all leaders broadcast the same value  of Figure 4 of [7], the same proof can be used to prove
because after some round, all leaders start Phase O with  the termination property.

the same value irst1. Consider a timer when all faulty

processes have crashed and the failure dgtd@ti‘ﬂ stable 2) Implementing Consensus 4 S[HQ, HY]: FigureE8

(ie., vr' > 7.¥p € Correct, D.h_leader, = (, beéing  jmplements Consensus HAS[HQ, HY]. Note that it is a

¢ € I(Correct), and D.h_multiplicity, = multy)(£)).  variation of the algorithm of Figure 3 of [5] where, like in
Let r be the largest round reached by any process at timehe previous case, we have added a preliminary phase as a
7. Then, for any round’ > r, all leadersp have the same barrier such that homonymous leaders eventually “agree” in
estimateest1, at the beginning of the Phase 0 of rourld the same estimation valugt1l to propose. Once this issue
(Line 15), or there has been a decision in a round smallehas been solved (as was proven for the previous algorithm),
than r’. To prove this, let us assume that no decision isthe use that this algorithm makes of the failure dete&far
reached in a round smaller thah Then, since the leaders is very similar to the use the algorithm of Figure 3 Dbf [5]
do not block forever in any round (see previous paragraph 1)nakes of thedX. failure detector.

they execute Line 10 in round. Since the failure detector is .

stable, they also wait for the second part of the condition o emma 8. No correct process blocks forever in the repeat
Line 11 (since the first part is not satisfied). When any leader’°P® of Phases 1 and 2.
p executes the Leaders’ Coordination Phase’pft blocks Proof: Note that if a correct process decides (Line 40),
in Line 11 until it receivesD.h_multiplicity, messages then the claims follows. Consider the repeat loop of Phase
from the other leaders. By the stability of théQ) failure 1 (Lines 20-31). Let us assume that some correct process
detector,D.h_multiplicity,, is the exact number of leaders. is blocked forever in this loop. Then, let us consider the
Also, from the definition ofr andr, no faulty process with first roundr in which a correct process blocks forever in
identifier D.h_leader,, is alive and all the messages they sentr. Hence, all correct processes must block forever in the
correspond to rounds smaller thah Hence, each leader  same loop in round. Otherwise some process broadcasts a
will wait to receive messages from all the other leaders anagnessagé PH2, —,r,—, —, —), and from Line 21 no correct
will set estl, to the minimum from the same set of values process would block forever in this loop of roumd Let



operation propose(y):
estly < vp;, rp < 0;
start Tasks Tland T2;

Task T1

repeat forever

rp—rp +1;

/I Leaders’ Coordination Phase

broadcas{COORD, id(p), rp, estly);

wait until (D1.h_leader, # id(p))V (messagdCOORD, id(p),rp,—) received fromD1.h_multiplicity, processes);
if (some messageCOORD, id(p), rp, —) received)then

estlp<— min{estq : id(p) = id(g) A (COORD,1id(q), rp, estq) received} end if;

/Il Phase 0:

wait until (D1.h_leader, = id(p) V ((PHO, rp, v) received);

if ((PHO,rp,v) received)then estl, < v end if;

broadcagtP HO, rp, estly);

/I Phase 1: assign a valueor L to est2;, with the helpof variablesh_qguora, and h_labels, of D2 € HY
srp<— 1; current_labelsy <— D2.h_labelsy,

broadcast PH1,id(p), rp, srp, current_labelsy, estly);
repeat
if (PH2,—,rp, —,—,est2) received)then est2, <+ est2; exit innerrepeat loop end if;
if (3(x, mset) € D2.h_quora, A3sr € N A3 set M of message§PH1, —,rp, sr,—, —), such that,
z € cl, in each messagePH1, —, —, —,cl,—) € M, and mset = {i : (PH1,i,—,—,—,—) € M })

then if (all msgs inM contain the same estimatg then est2,<« v elseest2,<+ L end if;
exit innerrepeat loop;
else if (current_labels, # D2.h_labelsp) V (PH1, —,rp, sr,—, —) received withsr > srp)
then srp<— srp + 1; current_labelsp<— D2.h_labelsp;
broadcas{PH1, id(p), rp, srp, current_labelsp, estly)
end if
end if
end repeat
/I Phase 2: tryo decide a value from the est2 values with the heflvariablesh_qguora, and h_labels, of D2 € HY
srpé— 1; current_labelsp<— D2.h_labelsy;
broadcas{PH?2, id(p), rp, srp, current_labelsp, est2y);
repeat
if (COORD,—,r,+ 1,—) received)then exit innerrepeat loop end if;
if (3(z, mset) € D2.h_quora, A 3dsr € N A3 set M of message§PH2, —, rp, sr, —, —), such that,
x € cl, in each messagePH2, —, —, —,cl,—) € M, and mset = {i : (PH2,i,—,—,—,—) € M })
then let rec, = the set of estimates contained in/;
if ((recp ={v}) A (v# 1)) then broadcasf DECIDE,v); return (v) end if;
if ((recy = {v,L}) A (v# 1)) then estly< v end if;
if (rec, = {L}) then skip end if;
exit innerrepeat loop
else if (current_labelsp, # D2.h_labelsp) V(PH2, —,rp, sr,—, —) received withsr > srp)
then srp<— srp + 1; current_labelsp<— D2.h_labelsy;
broadcas{ PH2,id(p), rp, srp, current_labelsp, est2p)
end if
end if
end repeat
end repeat

Task T2
upon reception of (DECIDE,v) do broadcas{ DECIDE,v); return (v)

Figure 8. Consensus algorithm HAS[HS2, HY]. It uses detector®1 € HQ2 and D2 € H3. Code for procesp.

us consider a correct proceps and the pair(xz,m) that andp will exit the loop of Phase 1. The argument for the
guarantees the liveness property fofThen, there is a time repeat loop of Phase 2 is verbatim. |

in which (z,m) € D2.h_quora,, and every correct process
q in S(z) N Correct hasz € D2.h_labels,. Note that, from
Lines 26-29, every change in the variall®.h_labels of

a process creates a new subround, and that all processes Proof: Let us assume that procesggasandp, decide
broadcast their current value d?2.h_labels in each new valuesv; and v, in subroundssr; and sry, respectively,
subround. Therefore, eventually, will receive messages of the same round (in Line 40). Let (w1,my) and M,
(PH1,—,r,sr.cl,—) from all these processes such thatbe the pair inD2.h_quora, and the set of messages that
x € cl. Hence, the condition of Lines 22 and 23 is satisfied,satisfy the condition of Lines 37 and 38 fgr,. Since

Lemma 9. No two processes decide different values in the
same round.



for each messagéPH2, —,r,sry,cl,—) € My, it holds

that 1 € cl, if Q; is the set of senders of the mes-
sages inM;, we have thatQ; C S(z;). Additionally,

my = {Z : (PHQ,i,—,—,—,—) S Ml} = I(Ql) We

can define(z2, m2) and M, analogously forps. Then,
from the Safety Property off3, Q1 N Q2 # 0. Letp; €

Q1 N Q2. Then, proces®; must have broadcast messages
(PH2,id(py),r, sr1,—,v1) and(PH?2,id(p;),r, sra, —, v2)
(Lines 34 and 46). Since the estimatet2,, of p; does

not change between subrounds (inner repeat loop, Lines 35-
49), it must hold that; = v,. From the condition of Line

40, recp, = {v1} in subroundsr; andrec,, = {v2} in
subroundsrs, and both processes decide the same value.
Hence, no two processes decide different values in the same
round. [ |

Theorem 10. The algorithm of Figur€l8 solves consensus in
HAS[HQ, HY] (homonymous asynchronous system using
failure detectors of classed () and HY).

Proof: The proof of this theorem is similar to the proof
of Theorem 5 of[[B] (full version of[[5]), with the following
changes. Observe that the Leaders’ Coordination Phase and
Phase 0 of the algorithms in Figuiigls 7 &md 8 are the same.
Hence, Lemmagl6 and 7 also apply to the algorithm of
Figure[8. Then, the termination property can be proven in
a similar way as in[[6] (Lemmas 1 and 2), but using those
two Lemmagb anf]7 together with Lemiida 8. The proof of
the agreement property is also similar to Lemma 3[of [6]
but using Lemma&lo. [ |

Since classed/) and AQ2 are equivalent, the algorithm
of Figure[8 can be easily transformed into an algorithm that
solves consensus IAAS[MS, HY].
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