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Address: 225 Chaoyangmennei Da Jie, Beijing, China, 100010 | Phone: (010)88050686 | Website: http://www.cac.gov.cn/

The Office of the Central Cyberspace Affairs Commission, Chaired by Xi Jinping is the representative office of the Central Leading Commission for Cyberspace Affairs. Its specific
responsibilities are assumed by the Cyberspace Administration of China (CAC), an organization that was originally created in 2011 to tighten the management of the Internet in China and
now serves as China’s central Internet regulator and censor. As a result of China’s institutional reform on March 2018, the original Cyberspace Affairs Leading Group was transformed
into the Central Cyberspace Affairs Commission. Meanwhile, the National Computer Network Emergency Response Technical Team/Coordination Center of China was transferred to

CAC from the management of the Ministry of Industry and Information Technology (MIIT).
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Department Responsibilities and Heads

Bureau of Policies and Regulations) (BU3EE#M
&)
Yang Shuzhen 7

Responsible for formulating policies and regulations
associated with the Chinese internet.

Bureau of Network Security Coordination (P %%
EWER)

Responsible for the general management of network
security and cooperation.

Bureau of International Cooperation ([ [z &1E/7)
Qi Xiaoxia #B/NE

Responsible for the general management of international
communication and coordination.

Bureau of Network Data and Technology (M4
BIFESHEARR)

Responsible for network data and technical
problems.

Bureau of Mobile Network Management (#3/ %
EEIR)
Fang Nan J5H#

Responsible for the general management of mobile
networks.

Bureau of Informatization Development ({2 Bt K B/R)
Xu Yu &

Responsible for promoting the development of information
technology.

Bureau of Network News Information
Communication (M %¥7 1= S/ R)
Responsible for news and other public information on
social media.

Bureau of Comprehensive Coordination
Management and Law Enforcement Supervision
(A HEENIEEER)

Xia Xueping B2F

Responsible for general coordination management and
law enforcement inspection.

Bureau of Network Comments (M£3Ei8 TIER)

Responsible for collecting and checking public opinions on
websites.

Bureau of Planning and Finance (X145 /3)

Responsible for planning and financial affairs within
CAC.

Bureau of Social Network (14 T/ER)
Zhang Xunhong ZE#%
Responsible for all social networking problems.
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Affiliated Institution Responsibilities

lllegal Information Reporting Center (JEENA K
f5 B2 P D)

Coordinates websites to standardize the work of
reporting illegal and bad information on the Internet,
and accepts and assists in handling public reports of
illegal information on the Internet. Encourages and
guides Internet users to participate in reporting illegal
and bad information, and promotes the construction of
public supervision and governance system in
cyberspace. Carries out international exchanges and
cooperation, strengthens contacts with relevant
international organizations, reporting agencies, and
Internet enterprises abroad.

China Internet Network Information Center (FET
R P 245 B L)

Administers fundamental Internet resources, undertakes
R&D and security work of fundamental Internet
resources, conducts research on Internet development
while providing consultancy, and promotes the
international cooperation and technological exchange.

National Computer Network Emergency Response
Technical Team/Coordination Center of China
(ERHENMNE S5ERZE2EHE DL, EFRITENME
PR AL E R L)

Undertakes the prevention, discovery, early warning, and
coordinated disposal of Internet network security incidents,
safeguards the national public Internet security, and
ensures the safe operation of basic information networks
and important information systems. Carries out related
security monitoring work of Internet + industry "integration"
represented by Internet finance.

National Research Center for Information
Technology Security (BZR{E BBARZEFFTH L)

Analyzes and researches the security of information
technology products/systems, ensures the network
security of national key information infrastructure
systems, and develops indigenous information security
technologies.

Chinese Academy of Cyberspace (9 [E 4525 [Al#fF
Fbt)

As CAC's think tank, the Academy is responsible for
providing strategic support, research support, talent
support, and technical support for national planning and
scientific decision-making in the field of network security
and information technology. It publishes World Internet
Development Report and China Internet Development
Report every year.

Institution Services Center (F15%ARS F1402)

Responsible for general logistic services.

Network Security Emergency Command Center
(%% Zz 2 N @ FRFE L)

Responsible for the general network security and
providing guidance for emergency actions.

Note: Information accurate as of December 2018.
Source: http://www.cac.gov.cn/
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