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1 INTRODUCTION

“Power in the digital economy is partly driven by the degree to which a given undertaking can actually,
potentially or hypothetically collect and diffuse personal information." [Hustinx 2014]

Billions of people use digital devices every day, generating vast amounts of data. The range of devices available to
consumers proliferates, from gaming consoles to smart televisions, but perhaps the most significant source of data
about consumer behaviour are websites and smartphone applications. In what has been described as ‘the Internet’s
original sin’, the monetisation of this data became a primary business model of the current digital era [Zuckerman
2014]. Firms with the ability to collect such data have become a significant part of the economy [Acquisti et al. 2016],
with the online advertising industry earning $59.6 billion per year in the U.S. alone [IAB 2016].

A large share of this revenue is accrued by ‘third-party’ trackers [Montes et al. 2015]; companies who gain access to
user data as a result of their technology being integrated by a ‘first-party’ entity into its website or mobile application.
Third-party tracking potentially raises greater privacy concerns than first-party data collection because it can often
link records from multiple websites or apps to a single user. This can provide a more complete picture of an individual,
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from where they shop, to their social networks and likely political opinions. The more websites and apps that choose to
integrate a particular third party tracker, the greater that tracker’s power to collect personal information from a wider
range of sources and build more comprehensive profiles.

The accumulation of power in the hands of third-party tracker networks has not escaped the attention of regulators.
While much of this attention has come from privacy and data protection regulators, competition authorities also have
begun facing calls to consider potential impacts arising from the consolidation of tracking capability in a single firm or
small number of firms [Cline 2013; Harbour 2007; Lande 2008; Pasquale 2013].

However, the market power of trackers is not obviously encapsulated by traditional measures used by competition
and antitrust regulators, which focus on a firm’s ‘market share’; usually defined in terms of its revenue or unit sales
as a percentage of the industry total. These measures make sense when the focus is on preventing monopolies and
oligopolies from forming and charging higher prices. However, the power of third-party tracking technology arises
from its capacity to gather, analyse and monetise personal data from a wide array of sources in multifarious ways; this
may not directly correspond to the sales and revenues accrued by the firm in any given year. As a result, traditional
measures fail to reflect relevant dimensions of the power that can potentially accrue to firms operating third-party
tracker networks.

Measuring market concentration also involves defining the scope of the relevant market. This raises an important
challenge in the context of tracking, because it can operate across different digital ecosystems. The World Wide Web
and smartphones provide potentially quite different environments in which tracking can occur.1 Each platform has a
different set of risks and opportunities; mobile application developers are constrained by the app marketplace providers
and OS-level privacy tools, while website publishers have to reckon with the protective measures put in place by
browsers [Anderson et al. 2010]. Some tracking firms may therefore focus exclusively on native mobile applications,
others on the web, while others may operate across both. Previous large-scale studies of tracking have tended to focus
on either the web (e.g. [Englehardt and Narayanan 2016] ) or mobile (e.g. [Vallina-Rodriguez et al. 2016] ), without
linking the observed tracking technologies to the firms that own them and may be operating counterparts on other
platforms. The precise extent of overlap between firms operating trackers on each platform is therefore unknown, but
highly relevant to any assessment of their market power.

There is therefore a need for reliable data on the extent to which third-party tracking technology is integrated on
these two large platforms, which can be linked to the firms behind such technology, in order to inform our definition of
the tracking market. Furthermore, we require a consistent, alternative metric to meaningfully measure the market share
of a tracker firm, to truthfully reflect its ‘tracking capability’ in the market. In the absence of such data and metrics,
regulators lack any rigorous means of assessing the potential threats arising from the accrual of tracking capability in
the hands of firms operating third-party trackers.

In this paper, we aim to address these challenges by outlining a novel combination of data collection and integration
methods, and a corresponding metric for assessing a firm’s share of tracking capability, which can better inform
regulators’ activities.

1.1 Contributions

The main contributions of this paper are as follows:

1Other platforms, such as smart televisions, or Internet-of-Things devices, may also develop their own particular tracking ecosystems. In what follows we
focus exclusively on web and mobile as they are the most significant platforms at present, but acknowledge that third-party tracking through other
devices may soon become more prevalent
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(1) We propose a novel metric for measuring the concentration of power within the tracking ecosystem(s), called
PROWISH-HHI (PROminence Weighted Integration Share - Herfindahl-Hirschman Index), which incorporates
not only the extent to which a firm has its tracking technology integrated into first-party services, but also its
prominence and parent-subsidiary relationships.

(2) We identify the crossover between the web tracking and mobile tracking ecosystems, by comparing the distribu-
tion of trackers on 5,000 websites and 5,000 Android applications, as well as a direct comparison of the trackers
present on 358 services which have both web and mobile versions. We identify that the overlap between the
tracker ecosystems associated with these two platforms is partial.

(3) We find that the web and mobile tracking ecosystems are similarly competitive, although a somewhat different
set of firms dominate on each platform. Interestingly, a prevalence-based, subsidiary-level analysis gives the
appearance that the web tracking ecosystem is highly competitive; but when prominence and parent-subsidiary
relationships are taken into account, it transpires that it is just as concentrated as the mobile tracking ecosystem.

(4) Using data from our knowledge base of tracker firms, we model the impact of mergers and acquisitions on the
market concentration of each ecosystem. We find several cases from recent years which have likely increased
market concentration levels, one of which is well in excess of the threshold at which a regulator would typically
intervene.

2 BACKGROUND

This section further outlines the motivation for our analysis. We begin by defining some essential technical and economic
aspects of third-party tracking. We then outline how consolidation of tracking capability is an increasingly important
consideration in competition and antitrust policy; why existing measures of market concentration are inadequate; and
why new metrics based on alternative data are needed.

2.1 Third-party tracking

Third party tracking can be broadly defined as any transfer of personally identifying data from an online service, to
an entity other than the provider of that service. For example, a website provided by a news organisation (the ‘first
party’) might include code from a targeted advertising network (the ‘third party’). When a user visits the website, the
third party code may set a cookie on the user’s browser, so that when the user visits other websites which have also
integrated the same third party tracker’s code, their activity can be linked from across these sites. Alternatively, they
may ‘fingerprint’ the user by recording some uniquely identifying attribute or combination of attributes such as their
browser settings or installed plugins.

Tracking can be used for multiple purposes, including targeted advertising and marketing and analytics. Within the
targeted advertising industry, there are typically multiple agents providing different services in a complex, multi-sided
market. This includes not only advertisers and ‘publishers’ (i.e. first party providers of websites and apps), but a range of
intermediaries, including networks of third parties with tracking technology, intermediary data brokers, and exchanges
which allow advertisers to compete against one another for targeted advertising opportunities via automated auctions.

More recently, regulators have argued that the consolidation of tracking capability and its effects on privacy should
be considered in competition and antitrust activity [Schechner 2017a]. In a 2014 report, the European Data Protection
Supervisor (EDPS) suggested that ‘if market power in the digital economy can be measured according to control of
commercialisable personal information, then merger decisions could in turn take account of the market effects of
combining these capabilities’ [Hustinx 2014].
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2.2 Measuring market power of third-party trackers

If they are to incorporate considerations about tracking capability into competition policy, regulators require a systematic
way of measuring this form of market power. Competition and antitrust regulators rely on such measures in order to
determine, in a fair and systematic way, when to intervene in a market.

As noted in the EDPS report:

‘Measuring control of personal information would be a challenging exercise. A relevant market share held
by a provider of a free online service cannot easily be calculated by reference to data on traditional sales
or volume. These difficulties could be surmounted if ... authorities were to collaborate ... in developing a
standard for measurement of market power in this area’ [Hustinx 2014]

The challenge is therefore to develop a metric for market share, which focuses on third-party tracking capability.
This could be considered alongside more traditional measures such as revenue, sales or volume from digital advertising
or other business models (where market concentration is already known to be high [Schechner 2017b]). An alternative
metric would provide additional information that could complement traditional measures in two ways:

2.2.1 Disconnection between tracker power and traditional measures of market share. First, a firm’s revenues may bear
little direct relation to their tracking power. The ability to track users across multiple sites and apps can be monetised in
different ways, from advertising to the provision of market insights. Tracking capability might be directly monetised by
selling user data, or an essential part of a company’s long-term path towards becoming profitable. The ability to turn a
profit from operating a third-party tracking network may therefore not generally be directly proportional to the power
inherent in it. As such, a firm with relatively poor tracking capability might post high revenues, while another with
vast capability might not. Aside from revenues, another common way to measure a firm’s market power is by share
of unit sales. However, given the wide-ranging, heterogeneous and unusual ways in which third-party tracking can
generate income, there is no clear standard ‘unit’ of sale. Advertising impressions are just one aspect of some trackers’
business models, and the third parties which serve advertisements may not be the ones undertaking the tracking used
to target them. The closest candidate for this purpose may be the rates paid by advertising exchanges for user data
(which have been estimated in [Olejnik et al. 2013]); but this is only one business model for monetising personal data.

2.2.2 Market definition. Second, there is the common problem of market definition. In the context of advertising,
different platforms, such as print and TV, tend to be treated as different markets, such that a single firm’s presence
in one market would not be taken into account in assessing the legality of their making an acquisition in another.2

In the context of firms operating third party tracking networks, it is not clear whether they should be treated as one
market or several different markets. One important consideration is whether such networks are generally confined to a
single platform, i.e. the web or mobile. If there are a significant number of firms operating on both platforms, it may
be more appropriate to consider them as a single market. While some companies are known to operate in both, the
extent of overlap is currently unknown, because revenues for those companies may not be broken down by platform. In
some cases, companies operating tracking networks may themselves not even be able to provide such a breakdown, for
instance if they supply a platform-agnostic API which is used by developers to integrate into both mobile and web
services. Regulators therefore need evidence about the distribution of tracking technology belonging to particular firms
on both platforms in order to make judgements about market definition.

2See e.g. COMP/M.5932 News Corp/BSkyB [2010])
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3 RELATEDWORK

The third party tracking ecosystem has been studied on both the web and mobile using a variety of methods. Large
scale web studies have analysed the presence of third-party trackers by inspecting network traffic associated with a
website. This data can be gathered either through crowd-sourcing (e.g. [Vallina-Rodriguez et al. 2016; Yu et al. 2016]) or
with an automated web crawler (e.g. [Englehardt and Narayanan 2016]). These methods have provided evidence on
the prevalence and distribution of trackers on the web, and the long tail distribution of web tracking. Several leading
companies have been repeatedly observed and confirmed [Libert 2015; Roesner et al. 2012; Yu et al. 2016], each of which
can capture more than 20% of a user’s browsing behavior.

Several studies of third-party tracking have also been conducted on mobile platforms [Book andWallach 2015; Vallina-
Rodriguez et al. 2016], using both dynamic and static detection methods. Dynamic methods, as in web-based tracking
studies, involve inspecting network traffic from the browser / device and identifying any third party destinations that
relate to tracking. One common approach has been OS-level instrumentation, such as those of TaintDroid [Enck et al.
2014], and AppTrace [Qiu et al. 2015]. An alternative to low-level OS instrumentation is to analyse all communications
traffic transmitted by an app whilst it is in use [Ren et al. 2016]. Other methods involve unpacking an application’s
source code (on Android systems, this comes as an Android application package(APK)) and detecting the usage of
third-party tracking libraries [Arzt et al. 2014; Batyuk et al. 2011; Egele et al. 2011; Lin et al. 2014].

Other aspects of tracking have been studied, including the variety of techniques that are used, from cookies [Aziz
and Telang 2015; Englehardt and Narayanan 2016; Englehardt et al. 2015] to fingerprinting [Acar et al. 2013]. A more
recent field study by Yu et al provided a finer-grained view into tracker behaviour, by classifying data being transmitted
to trackers as either ‘safe’ or ‘unsafe’ [Yu et al. 2016]. Another factor is the permissions requested by an app, which
constrain the kinds of data a third party can obtain; longitudinal research has found that Android apps request additional
privacy-risking permissions on average every three months [Taylor and Martinovic 2017].

The crossover between the mobile and web tracking ecosystem has also attracted attention in recent research. As
part of their study on the mobile tracking ecosystem, [Vallina-Rodriguez et al. 2016] also compared the list of mobile
trackers with known web trackers published in existing blacklists, and confirmed a big gap between the mobile tracker
ecosystem and the web one. The most closely related to work is research by [Leung et al. 2016] who compare privacy
risks between using a web version of a service and its mobile version. They compare 50 services between their web and
mobile versions to identify the extent to which personal identifiable information (PII) is being transmitted on different
platforms. However, while this provides insight into the different levels of sensitivity of the data trackers get between
platforms, it does not identify the distributions of different firms involved in the two tracking ecosystems at large scale.
More broadly, such empirical work has generally not been informed by an understanding of the corporate relationships
of tracking firms, or the impact of mergers and acquisitions on the overall market structure.

4 MEASURING TRACKERS AND TRACKER MARKET

Motivated by these challenges, we develop an alternative measure which aims to more directly capture the tracking
capability of a third-party network relative to the overall tracking industry. It combines methods from empirical research
on tracker networks in computer science, with traditional measures of market concentration in economics. In this
section we provide an overview of the related research, motivations and rationale behind this alternative measure.
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4.1 Calculating tracker prominence

As mentioned above, most previous studies report the ‘prevalence’ of a tracker across a corpus of websites or apps,
i.e., the number of first-parties it is integrated with.3 This is useful in ranking different trackers according to their
popularity with developers. However, popularity with developers may not directly relate to the number of individuals
whom a tracker may track, because some trackers might be placed on more popular websites or applications. This
would give them the capacity to track more users. In order to capture this aspect, Englehardt et al [Englehardt and
Narayanan 2016] measure the ‘prominence’ of a tracker, defined as:

Prominence(t) =
∑

edдe(s,t )=1

1
rank(s)

where edдe(s, t) represents that third party tracker t is present in site or app s .
The advantage of a prominence-weighted metric is that it takes into account the ‘reach’ of a tracker, that is, the

number of instances of installed applications through which it can track an individual. This is based on the assumption
that rank is roughly proportional to a website’s audience (actual user numbers would be more accurate, but are
unfortunately unavailable). From the perspective of measuring market power, this may be more informative than a
straightforward count of the number of websites or applications it has been integrated with. A tracker which is only
integrated on websites or apps with very few users will impact fewer users.4

4.2 The Herfindahl-Hirschman Index

Prevalence and prominence are useful as absolute measures of a tracker’s reach. However, from an economic competition
perspective, neither can tell us how much power a tracker has relative to other trackers. This is necessary if we want
to measure the market concentration of the tracker industry, and use this as a basis for assessing the likely effects of
consolidation on competition.

The Herfindahl Hirschman Index, or HHI, is a standard measure used by regulators to determine the level of
concentration in a market. It is based on the following formula:

HHI =
N∑
i=1

s2i

Where si is the market share of a firm i in the market, and N is the number of firms.
In standard economic analyses of market concentration, an HHI below 0.01 indicates a highly competitive industry,

below 0.15 indicates an unconcentrated industry, between 0.15 and 0.25 indicates moderate concentration, and above
0.25 indicates a highly concentrated industry [Shapiro 2010; Warren-Boulton 1990]. These values are used by regulators
to justify intervention in a market. In the U.S., for example, a merger or acquisition which raises the HHI above 0.25
would be sufficient for intervention. In the E.U., for any market which already shows a concentration of more than
0.1, consolidations which raise the HHI by more than 0.025 will be a cause for concern [Verouden 2004]. Market
concentration measurement is therefore a key part of the operation of antitrust and competition regulation.

3E.g. [Libert 2015; Roesner et al. 2012; Vallina-Rodriguez et al. 2016]
4However, being tracked on a niche website may be considered more compromising of privacy - see section 7.3 below for discussion of this point.
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4.3 Calculating tracker market share

Market share is usually defined in terms of revenue or unit sales. For reasons discussed above, these measures may bear
little relation to the extent to which a firm has the ability to track individuals across multiple websites and apps. Instead,
this aspect of market share may be better captured by focusing on the first-parties which the tracker is integrated into.
A simple way to capture the market share of a tracker would be to look at its integration share:

Definition 4.1. The integration share (ISH) of a tracker firm ti is measured by its prevalence as a proportion of the
sum prevalence of all trackers tj in a given tracker market T .

sti = prevalence(ti )/
N∑
j=1

prevalence(tj )

However, as noted above, the prevalence of a tracker does not capture the number of people who are potentially
subject to being tracked by it. This is because a tracker which is integrated into many unpopular websites / apps
might reach less people than a tracker which is integrated into a few very popular websites / apps. We therefore
propose an alternative measure of market share, based on the prominence of a tracker as a proportion of the sum total
prominence of all trackers in the market. We call this the prominence-weighted integration share (PROWISH). The ISH
and PROWISH are used below in conjunction with the HHI to measure the concentration of tracking power in the web
and / or mobile tracking ecosystem(s).

Definition 4.2. The prominence-weighted integration share (PROWISH) HHI of a tracker firm ti is measured by its
prominence, as a proportion of the sum prominence of all trackers tj in a given tracking market T .

sti = prominence(ti )/
N∑
j=1

prominence(tj )

We believe that these two metrics (ISH- and PROWISH-HHI) could usefully address the challenge of measuring
tracker power. While the total share of sales and revenues from marketers is one important aspect of a competitive
market, share of total tracking capacity as measured by ISH/PROWISH is a key input to business success in this sector.
A high ISH/PROWISH-HHI might mean that smaller or new firms entering the tracking market may find it difficult to
compete with dominant incumbent firms. This could be due to a relatively small number of first-party integrations
(ISH) and / or the small combined userbase associated with those first-party integrations (PROWISH).

4.4 The Relationship Between Tracker Market Concentration and Privacy Risk

Before presenting the results of this study, it is worth considering how these measures of tracker market concentration
(ISH/PROWISH-HHI) relate to privacy risks. On the one hand, concentration of tracking capacity could indicate negative
consequences for consumer privacy, because a) the more websites or applications that a particular third-party tracker is
integrated with, the more comprehensive and revealing the profiles it can build, and b) the available apps / websites
consumers have to choose from are more likely to contain one or more of the dominant tracker companies. This has led
to calls for such risks to be addressed in competition and antitrust policy; if a firm attempts to significantly expand its
share of tracking capacity, for instance through acquiring another firm, authorities should examine the potential impact
on privacy [Swire 2007]. Mergers and acquisitions are a common occurrence in data-related sectors as a whole, with 55
deals in 2008 and 164 in 2012 [OECD 2015]. Authorities tasked with vetting mergers and acquisitions between firms
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8 Binns, R. et al

with access to large amounts of personal data have increasingly considered potential privacy harms arising from the
consolidation of tracking capabilities [Cline 2013].

However, the relationship between high concentration of tracking capacity and privacy risk is not always in the
same direction. There are also ways in which a lower concentration could be bad for privacy, in so far as privacy
preferences involve minimising the total number of firms that have the capacity to track a single user. For instance, if a
new third party enters the market, assuming first parties integrate it without substituting any existing third parties,
this would increase the number of trackers that users of those first parties are exposed to, whilst also reducing market
concentration. Similarly, if two firms merge, this would increase market concentration whilst reducing the overall
number of entities that (certain) users are exposed to.

Whether such concentration is better or worse for privacy may depend on consumer privacy preferences. In previous
work we have found that users express two kinds of preferences in relation to trackers, which are sometimes in
conflict [Van Kleek et al. 2017]. One is to minimise the total number of distinct tracking entities they are exposed to. The
other is to minimise the total number of distinct ways in which they may be tracked by any single entity; i.e. any given
tracker should have access to data from the smallest number of distinct services as possible, because this prevents any
one tracker from knowing too much. From a ‘minimise entities’ perspective, a highly concentrated market might be
favourable if there are just a few large entities responsible for all the tracking a user is exposed to. From a ‘minimise
distinct leaks to any single tracker’ perspective, a highly concentrated market may be be worse, because those few large
entities are able to track users via multiple different services. We therefore cannot assume that a more concentrated
tracker market will be worse for privacy, as it depends on the circumstances and the nature of individual privacy
concerns.

5 DATA COLLECTION AND ANALYSIS

Our tracker concentration measurement is based on the detection of third party trackers in websites and smartphone
applications. As we reviewed earlier, for both platforms, there are multiple ways to detect third parties. Furthermore,
not all third parties are necessarily ‘trackers’. Tracker identification therefore involves two steps; first, detecting third
party activity, and second, selecting only those third parties that are actually trackers (for some definition of tracker).

5.1 Third party detection

To identify third parties on the web, we chose to use and extend an existing web crawl dataset published by the
OpenWPM project.5 Similar to many other crawling tools (such as FPDetective [Acar et al. 2013]), OpenWPM simulates
real browsing activity using a headless browser, intercepting and recording traffic between the browser and remote
servers. A typical OpenWPM dataset includes information about all HTTP requests and responses during the visit of a
site, as well as any cookies transmitted or fingerprinting techniques applied, depending on the crawling set-up.

The dataset we used as the basis of our study was Webcensus, part of the Web Transparency project, and consisted
of a stateful (i.e., cookie-based) crawl of 100k web sites, 6 downloaded in July 2016. After loading the Postgres data
dump into a local data store, we use a Python script to identify third parties for each of the top 5,000 websites listed on
Alexa (also retrieved in July 2016). Approximately 400 of these top Alexa sites were not present in the 100k Webcensus
dataset, so we set up a local instance of OpenWPM to fill in this gap. To identify potential trackers, our script identified
all third-party hosts, for each web site, by filtering all requests to first-party destinations.

5OpenWPM - https://github.com/citp/OpenWPM
6http://webtransparency.cs.princeton.edu/webcensus/
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Measuring third party tracker power across web and mobile 9

To identify potential third party trackers on mobile applications, we used a combination of static and dynamic
analysis. This analysis was based on 5,000 of the most popular Android applications in the Google Play Store. Apps
were selected based on the number of downloads as reported on the marketplace, during the summer of 2016. The
Android application packages for each app were downloaded directly from the Play Store via two Android devices
(Nexus 7 and 6P), using automated Python scripts and the Monkey Runner API7.

We began by performing dynamic analysis of mobile app traffic for a subset of 260 apps from our corpus of 5,000. This
was conducted on a Nexus 7 device using a man-in-the-middle proxy,8 and a user session for each app was simulated.
Network traffic from each session was collected and all hosts connected to during the session were logged.9 First-party
hosts associated with each app were filtered out at a later stage. Any new hosts were added to the corpus of hosts
found in the website analysis. We also conducted a first round of static analysis of all 5000 apps, to identify third party
libraries. We unpacked APKs using APKtool,10 and examined their package structure. This revealed a wide array of
third party libraries used by each app which were potentially facilitating tracking.11

5.2 Identifying popular trackers amongst third party hosts and libraries

Having found ~5000 third party hostnames and ~9000 third party libraries associated with the websites and applications,
we then sought to identify popular trackers from amongst them. One approach to identifying trackers would be to use
known tracking protection lists, as in previous studies [Englehardt and Narayanan 2016; Yu et al. 2016].12 This method
may optimise precision, since each entry on the list has been identified manually. However, these lists may not be
fully representative of the trackers in existence. They may be oriented towards the particular circumstances of the
organisations and user groups who compiled them (such as geography, sites of interest, etc.). As such, relying on them
for classification might lead us to miss prevalent trackers. Another limitation of tracking protection lists is that they
tend to be web-centric. Such lists are largely geared towards the tracking ecosystem on the web and have very low
coverage for trackers in the mobile tracking ecosystem [Vallina-Rodriguez et al. 2016]. Finally, they may have different
definitions of tracking; sometimes they are advertising-oriented rather than tracking in general, and some lists make
exemptions for trackers who sign up to codes of conduct.13

For these reasons, rather than using any existing blacklists, we use our own criteria to determine which third-parties
are trackers. Our basic definition of a third party tracker is an entity that collects data about users from first-party

websites and / or apps, in order to link such data together to build a profile about the user.
For instance, a behavioural advertising company whose code is deployed on a website or app, records user behaviour,

and uses a unique identifier to aggregate this behaviour across different sites and / or apps, would be considered a
tracker. By contrast, a content delivery network, integrated on multiple first party apps or websites, which did not
record and link user behaviour, would not be considered a tracker. Since this definition focuses on the behaviour of
third parties which may be taking place invisibly on a server, it is not always possible to determine whether an entity is
a tracker just by looking at the data sent to it from the user device. Instead, we rely on publicly available information

7https://developer.android.com/studio/test/monkeyrunner/MonkeyRunner.html
8mitmproxy.org
9Code for this analysis can be found at https://github.com/sociam/PROWISH
10See https://ibotpeaches.github.io/Apktool/
11We evaluated several existing static code analysis tools. However, every existing tool seems to have a different focus on the type of libraries they want
to detect, for example, libraries calls with implicit security risks, or detection of obfuscation techniques used in the code of an APK. In the end, these
existing tools provided too low a recall for our data collection.
12E.g. Ghostery https://www.ghostery.com, Adblock https://getadblock.com or Disconnect https://disconnect.me
13See e.g. AdBlock Plus’ ’acceptable ads’ scheme [Meier 2014]
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about the legal entity responsible for the activity taking place on the server associated with the hostname, or for the
code in the library, to determine if it is a ‘tracker’. Sources included Crunchbase, OpenCorporates, and Wikipedia.

As we were only interested in the more significant trackers, we discarded any third party hostnames / libraries from
the set of 14309 which had less than 0.5% coverage in our mobile / web datasets. This yielded a set of 766 hostnames
and 215 libraries to investigate further.

In the case of the libraries, we searched the web for further information about the function of the library and the
entity responsible for it. In most cases the primary sources were developer documentation associated with the library.
Using this information, 75 of the 215 libraries we investigated met our definition of tracking.14 Many of the other
libraries were related to core application code (e.g. parsers, data storage tools, game engines, or crypto toolkits). These
were not considered to be trackers. Furthermore, for a small proportion (< 3%) of the apps, it was found that obfuscation
was applied to third party libraries, which resulted in scrambled identifiers and truncated package structures that made
it difficult to identify the original identity of the library. These packages were omitted from our analysis.

In the case of domains, we identified the organisation responsible for the domain. We used the WHOIS registration
records, as well as other public information sources about the company, to assess whether the organisation likely
engages in a tracking activity.15 In cases where our search of public information could not conclusively determine
whether the organisation engaged in tracking, we also examined the traffic logs corresponding to a putative tracker’s
host. We decoded the call payloads, and searched for identifiable information using a range of regular expressions
designed to detect personal data types such as device ID, email address, or location.16

After tracing the company associated with each host or library, we were able to consolidate multiple different hosts /
libraries under the same company name. In order to aid our market structure analysis, we created a knowledge base
of information about tracker companies compiled from public sources. As well as mapping third-party libraries and
hostnames to their associated companies, it also includes information about each company, including its jurisdiction,
date founded, and any parent-subsidiary corporate structures they might be part of. This also allowed us to conduct
additional analyses which collapse subsidiaries by their parent companies, thus avoiding double-counting of apparently
distinct trackers on a website / app when they are owned by the same parent company.

Finally, with this knowledge base of tracker entities, and their associated hostnames and libraries, we were able to
re-analyse our datasets of web traffic logs and decompiled APKs to measure the distribution of these trackers across
apps and websites. The third party hostnames present in the WebCensus crawl were matched against known trackers
in our knowledge base. In the case of the apps, we incorporated an additional level of static analysis, whereby the
decompiled code (both the app itself and any third-party libraries) was recursively searched for strings containing
HTTP/HTTPS URLs. Any such URLs that matched a known tracking domain were recorded. The library-based and
url-based methods were then combined to yield a set of trackers for each app. We found that this combination of static
methods yielded the highest recall, and captured the majority of trackers that were found through purely dynamic
analysis.17

14Some of these libraries were unofficial open source libraries written by external developers which allow, for instance, integration of behavioural
advertising via an official API. For our purposes, these unofficial libraries were still associated with the company since their presence in the code indicates
that the app is capable of facilitating user tracking by that tracker.
15Public information resources included Crunchbase, Wikipedia and OpenCorporates
16Code for the dynamic analysis can be found at https://github.com/sociam/xray/blob/xray-refine/mitm/
17See appendix A for further discussion of these methodological issues.
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5.3 Identify web and mobile pairs

It is possible that differences observed between the mobile and web tracking ecosystems based on the 5,000 web sites
and apps might be due to differences in the kinds of services that are offered on each platform. For instance, the top
5,000 Play Store applications include many games, which rarely have any equivalent web versions, and therefore any
gaming-oriented trackers might be more prevalent amongst apps in this tracking dataset. We therefore also compared
two subsets of genuinely equivalent services, in order to explore this possibility.

These equivalent services were selected by first automatically searching for APK names corresponding to the top
5,000 website names, and vice-versa the top 5,000 applications. For each website, we queried the Google Play store with
that website name and selected the first result. Similarly, for a package called com.example (following the Java package
naming conventions), the TLD was reversed and a request was made to the website example.com. This yielded 9̃00
possible equivalent website-app pairs. These were manually validated to find out whether the website and application
were provided by the same source and offered the same service, resulting in 358 genuinely equivalent pairs. These pairs
were subjected to the same analysis as the 10,000 websites and apps.

6 RESULTS

We organise our results as follows. We begin by summarising the most prevalent and prominent trackers on both the
web and mobile ecosystems. Then we present analysis of the similarity and difference between each platform’s tracking
ecosystem, using both our 5,000 websites and apps (as well as further validation of overlap rates between our 358
equivalent web-app pairs). Finally, we present a range of market concentration indices for each ecosystem, showing
how the use of parent-subsidiary relationship data and prominence-weighting can significantly affect the overall HHI
value.

6.1 Which trackers are most prevalent and prominent on the web and mobile?

Here we give an overview of the trackers we identified from the top 5,000 web sites and top 5,000 mobile apps from the
Google Play Store in terms of their prevalence (the number of apps / websites they are integrated into) and prominence
(where prevalence is weighted by the popularity of the app / website).

Top prevalent trackers on the web. In the most popular 5,000 web sites (according to Alexa in July 2016), the total
number of trackers that are present in at least two first party web sites is just over 2,000, among which 253 are present
in over 25 sites. This confirms the long tail observation from previous studies [Yu et al. 2016]. Furthermore, our data
also shows that tracking on the web is dominated by the top 15 trackers, each of which accounts for at least 10% of the
tracking on the 5k web sites (see Figure 1 (a)).

Using our knowledge base of the subsidiary relationships between tracker companies (for example, DoubleClick as
part of Google / Alphabet), we observe a very different set of leading tracker companies, see Figure 1 (b). Now Amazon,
comScore, Yieldex, and Adobe also become leading tracking companies because of the multiple smaller subsidiary tracker
companies that they own. For example, Adobe owns Demdex, Omniture and LiveFyre with a combined prevalence of
740.

Top prominent trackers on the web. When weighting the presence of these trackers by the popularity of the
websites on which they appear, i.e., using the prominence metric outlined before, we observe quite a different ranking
for many trackers (Table 1). For instance, Yieldex, despite being the 5th most prevalent web tracker, was only the 11th
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(a) (b)

Fig. 1. Trackers that are present in over 500 web sites (subsidiaries (a), and parent firms (b)).

most prominent, meaning that the websites it is integrated with are on average less popular than those websites which
similarly prevalent trackers are integrated with.

When comparing the overall rank change for web trackers from their prevalence to prominence values, we find that
about 30% of web trackers become less prominent even though they have a good reach, which indicates that they are
not always present in the most popular web sites. However, the prominence measurement also reveals some powerful
web trackers that were less known when they were measured by their reach. For example, the ranking of Taobao has
moved up 125 places, even though it is only present in 42 web sites.

Table 1. Rank differences between prevalence and prominence of web trackers

Prev.
rank

Tracker Prev. Rank
change

1. Google 3676 0
2. Facebook 1898 0
3. Amazon 1187 -3
4. Comscore 999 -1
5. Yieldex 927 -6
6. Twitter 865 -2
7. Adobe 767 0
8. Oracle 763 +4
9. Yahoo 662 -1
10. AOL 642 +7

Prom.
rank

Tracker Prom. Rank
change

1. Google 19.30744847 0
2. Facebook 3.805494974 0
3. AOL 1.619862177 +7
4. Oracle 1.473848421 +4
5. Comscore 1.283621696 -1
6. Amazon 1.252199961 -3
7. Adobe 1.176659952 0
8. Twitter 1.169940505 -2
9. Alibaba 0.978651143 +77
10. Yahoo 0.97482352 -1

Top prevalent trackers on mobile. We found a similar long tail distribution of trackers in the mobile ecoystem,
although only 83 mobile trackers met our threshold of 0.5% ecosystem coverage, compared to 253 web trackers. After
aggregating mobile trackers by their parent companies, we again found that the ranking of tracker companies changed.
(see Figure 2).

Top prominent trackers on mobile. As with web trackers, we also calculated the prominence of the mobile trackers
based on the popularity of the applications on which they appear. The difference between prevalence and prominence
rankings were less pronounced than for the web, with the same firms occupying similar places in the top 10 (Table 2).
Manuscript submitted to ACM



Measuring third party tracker power across web and mobile 13

(a) (b)

Fig. 2. Top 20 trackers that are present in over 100 mobile applications (subsidiaries (a), and parent firms (b)).

Table 2. Rank differences between prevalence and prominence of mobile trackers

Prev.
rank

Tracker Prev. Prev. -
Prom.
rank

1. Google 4635 0
2. Twitter 3630 0
3. Facebook 3218 0
4. Yahoo 2124 -1
5. Microsoft 1522 1
6. Paypal 1286 0
7. Chartboost 718 0
8. Inmobi 553 -1
9. Opera 500 1
10. Unity

Technologies
450 0

Prom.
rank

Tracker Prom. Prom. -
Prev.
rank

1. Google 7.19 0
2. Twitter 5.918 0
3. Facebook 5.184 0
4. Microsoft 2.596 -1
5. Yahoo 2.594 1
6. Paypal 1.509 0
7. Chartboost 0.849 0
8. Opera 0.797 -1
9. Inmobi 0.793 1
10. Unity

Technologies
0.720 0

6.2 How much crossover is there between mobile and web tracking ecosystems?

While some common names appear in both the top mobile and web tracker rankings, there are also some differences.
To explore these commonalities and differences further, we compared the top web and mobile trackers from the 5,000
web sites and 5,000 apps to find out the degree of overlap between them.

Of those trackers with more than 25 instances, only 33 subsidiary-level and 26 parent-level trackers were found in
both the mobile and web ecosystems (see Table 3). Some of these trackers occupy similar positions in each ecosystem,
for example, Google and Facebook are first and third in both respectively. However, some trackers are clearly much
more prevalent in the mobile ecosystem, such as Tencent which was the #26 most common mobile tracker but only #253
in the web ecosystem.

We conducted the same analysis on the 358 services (see Section 5.4), which are available in both an app and website
format, in order to see if the degree of overlap in trackers differs when an app and website are versions of the same
service. We found again that, apart from Google, Facebook, and Twitter, which were in the top 10 for both platforms, no
other trackers had significant presence on both platforms for this subset of 358 equivalent app-mobile pairs.

In order to further examine the degree of overlap between equivalent web and mobile versions of services, we
analysed the rate of overlapping trackers, as shown below:
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Table 3. Trackers (parent firms) appearing in both the 5,000 web sites and 5,000 mobile apps

Tracker Web rank Mobile rank Web - mobile
rank

Google 1 1 0
Twitter 2 6 -4
Facebook 3 3 0
Microsoft 5 26 -21
Paypal 6 185 -179
Amazon 15 2 13
Adobe 17 7 10
Tencent 19 240 -221
Alibaba 20 84 -64

Comscore 25 4 21
Vk 27 110 -83

Yandex 28 49 -21
Akamai 30 53 -23
Mail.Ru 31 121 -90
Mixpanel 32 95 -63

AOL 40 13 27
Spearhead 42 160 -118
Moatads 43 24 19

Cloudflare 44 17 27
Rubicon 46 16 30
Opsmatic 54 21 33

Smartadserver 55 58 -3
Signal 61 140 -79

Smart Adserver 64 127 -63
Pinterest 66 109 -43
I-Mobile 72 227 -155

overlappinд_rateappi =
|mobile_trackerappi ∩web_trackerappi |
|mobile_trackerappi ∪web_trackerappi |

Using the the same combination of static app analysis, and dynamic website analysis, we found that the average
app-website pair had 15% of app-associated trackers and web-associated trackers in common. We also conducted an
overlap analysis of the same pairs using the dynamic method described above, for both platforms, in case there were
certain trackers undetected by our static method.18 This yielded a slightly higher overlap rate of 17% (see appendix
for further discussion of these methods). Whether 15% or 17%, this small proportion of overlapping trackers suggests
that service providers generally choose to integrate different trackers depending on the platform they are developing
for. Examples where trackers serving similar purposes differed between web and mobile versions include a popular
book-reading service which appears to use Appsflyer for re-targeting on mobile but Criteo for similar purposes on its
web version; and an online marketplace which appears to use Apteligent and Adjust for analytics on the mobile app but
not on the web version.

18In this case, we simulated the website activity using the same mobile device (Nexus 7) with the standard Android browser.
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6.3 How concentrated is the tracker industry?

Having collected the baseline prevalence and prominence figures for the top trackers on top web and mobile applications,
we calculate the market concentration of these tracker ecosystems individually and combined.

As explained in Section 4.2, we use the HHI to calculate market concentration, which requires a measurement
of each tracker’s market share. A simple metric for measuring the market share of a tracker is its integration share
(see Definition 4.1). The alternative prominence-weighted integration share (PROWISH) may provide a more appropriate
measure as it takes into account the popularity of an app or website (defined in Definition 4.2). Here the HHI is reported
(see Table 4) for both measures (denoted as ISH-HHI and PROWISH-HHI ) for comparison.

Based on the tracking data of the 5,000 web sites, the web tracking ecosystem has an ISH-HHI of 0.02, suggesting
a highly competitive industry according to U.S. Federal Trade Commission merger guidelines [Shapiro 2010]. This
value is almost exactly the same whether we measure it at the subsidiary or parent level. However, when the market
share of a tracker is weighted by the prominence of the websites on which it appears, the market concentration is
higher; PROWISH-HHI is 0.06 at the subsidiary level, and doubles to 0.12 at the parent level. In other words, using the
PROWISH metric, combined with parent-subsidiary mapping, we find that the web tracking market concentration level
is 6 times higher than when using the simple integration share metric (and would be sufficient to merit attention under
standard E.U. competition measures).

By contrast, the mobile tracking ecosystem for the 5,000 apps has an ISH-HHI of 0.06 at the subsidiary level and 0.09
at the parent company level. When weighted by prominence, the ecosystem shows a concentration of 0.12 (subsidiary)
and 0.08 (parent level). Interestingly, in contrast to web tracking, prominence-weighted parent-level measurement
resulted in lower concententration. This seems in large part due to the fact that certain highly prominent subsidiaries
very often co-occurr on websites / apps (e.g. Google and Doubleclick); consolidating them into one thus reduces the
overall prominence of the parent company and the HHI in turn.

Since our analysis also suggests that the mobile and web tracking ecosystems are to some degree overlapping, we
also calculated their combined market concentration, by merging both datasets and summing the PROWISH values of
firms operating across both platforms. This combined web and mobile tracker PROWISH-HHI value would be relevant
if a regulator were to decide to treat the two tracker ecosystems as a single market. Merging the two ecosystems in this
way resulted in concentration levels somewhere between the levels found under each platform individually.

Table 4. HHI for web and mobile tracker ecosystems computed at different levels

Market ISH-HHI PROWISH-HHI
Web trackers (subsidiary) 0.02 0.065
Web trackers (parent) 0.02 0.12
Mobile trackers (subsidiary) 0.06 0.10
Mobile trackers (parent) 0.09 0.12
Web and mobile trackers combined (subsidiary) 0.032 0.037
Web and mobile trackers combined (parent) 0.037 0.047

The disparity in market concentration observed between the subsidiary and parent-level shows the importance
of mapping corporate relationships, and demonstrates that mergers and acquisitions can have important impacts on
market structure. In order to explore this further, we modelled the effect of particular acquisitions that have taken place
over recent years. We calculated the delta between the actual PROWISH-HHI and what it would be if the subsidiary
company (or companies) were not owned by their parents (i.e. if they had remained independent and grown at the same
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rate) (Table 5). In many cases there was no difference, because the parent company has no significant presence in the
tracker ecosystem aside from that of its subsidiary or subsidiaries. However, in other cases, the PROWISH that parents
gained from subsidiaries accounted for significant impacts on the overall HHI, suggesting that such acquisitions merit
attention from regulators. The most significant case is the merger between Google and Doubeclick (highlighted in bold),
which accounts for a difference in PROWISH-HHI of 0.039 and would, if happening now, would meet the proposed
threshold under EU law.19

Table 5. Effect of acquisitions on market structure.

Parent Acquisition(s) Platform PROWISH-HHI difference
Google Doubleclick (2007) Web 0.039
Twitter Mopub (2010), Crashlytics (2011) Mobile 0.006
Adobe Demdex (2011), Lyvefire (2016) Web 0.004
Aol Adap.tv (2013) Web 0.004
Alibaba Umeng (2013) Web 0.003
Microsoft Linkedin (2016) Web 0.001
Facebook Liverail (2014) Web 0.0004

7 DISCUSSION AND CONCLUSIONS

7.1 Insights into measuring tracker market structure

Our findings suggest third-party tracking on the web and mobile is widespread and diverse. A small number of firms
dominate, and a long tail of less significant trackers exists on both platforms. These findings are broadly in accordance
with those from previous studies of web and mobile trackers. However, by combining prominence measures, studying
the web and mobile in tandem, factoring in parent-subsidiary knowledge, and adapting traditional economic measures
of market concentration, we can derive a number of novel insights.

First, our findings demonstrate the importance of mapping hostnames and libraries to companies, and incorporating
parent-subsidiary relationships into analysis of trackers. The ranking of trackers (both in terms of prevalence and
prominence) changed significantly when they were aggregated by parent companies. Working at the level of legal
entities, rather than at the level of hostnames or library names, enables inferences to be drawn about the structure of
the market. Furthermore, by accounting for the popularity of the websites a tracker appears on, our PROWISH metric
is sensitive to the number of users each tracker is likely to affect.

Second, measurements of the structure of a tracker market are highly sensitive to the nuances of prominence and
parent-subsidiary relationships. This is particularly clear when we consider that the HHI for web tracking is just 0.02 at
the subsidiary-level, but rises six-fold to 0.12 when prominence and company ownerships are taken into account. This
demonstrates that prevalence values of a particular tracker may not be sufficient to assess its market power. Competition
authorities should therefore use empirical data about tracker distributions with caution, and take into consideration
tracker prominence and parent-subsidiary relationships.

Third, our findings indicate that there is no neat division between mobile-oriented trackers and web-oriented ones.
Almost half of the popular trackers on mobile are also popular on the web, but those that are well-spread on mobile are
not all well-spread on the web and the firms that dominate each ecoystem are not all the same. There are many firms
which appear to be focused on only one platform; but a substantial number operate in both. Of those which operate
19In modelling the effects of mergers and acquisitions, we do not have access to historical data about how large parents and subsidiaries were when they
merged / were acquired. Our reported figures are therefore based on the hypothetical effect of trackers merging given their current distributions.
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across platforms, just a handful occupy similar positions (only Google, Twitter and Facebook have a top 10 rank in
both). This means that the tricky question of market definition cannot be easily resolved and may have to proceed on a
case-by-case basis. It is hard to draw firm conclusions about why certain services choose to use different third party
trackers for their web and mobile versions, but possible reasons include that they may outsource development of web
and mobile applications to different agencies; some trackers may be easier to integrate on a given platform; and mobile
/ web versions may be developed at different times, betwen which the cost-benefit analysis of integrating a particular
tracker might have changed.

Finally, the PROWISH-HHI values for web and mobile were the same at the parent-level, suggesting that both
platforms support relatively competitive tracking industries. However, it is worth noting that the web tracker industry
appears to be less oligopolistic than mobile; the top 8 web trackers have a combined prominence share of 54%, compared
to 65% for the top 8 mobile trackers. For comparison, this is a higher concentration ratio than for real estate (53%), but
lower than for healthcare (62%) in the U.S.20

7.2 Using PROWISH-HHI to determine thresholds for regulator intervention

The analysis above is offered as an example of the kind of data that regulators could collect and use to inform their
decisions about mergers and acquisitions in the third-party tracker market. Typically, such decisions are informed by the
extent to which a particular instance of consolidation might raise the overall HHI for an industry, where market share is
based on revenue or unit sales. We believe that such traditional measures should continue to form the primary basis for
regulator action, and currently present a more extreme picture of market concentration; recent estimates suggest that
Google and Facebook account for an estimated 72% of digital ad spending in the U.S. and 54% in the UK, whereas those
firms account for just 31% of the coverage in our combined web and mobile analysis [Bold 2017; Schechner 2017b].

However, as suggested by EU policy-makers, competition regulators are in need of an equivalent measure for
assessing a firm’s share of total tracking capability. Grounded in systematic, empirical data analysis, our measures
are designed to provide a more suitable solution for such needs. As mentioned above, privacy may be affected by
tracker market concentration, but the implications of high concentration could be positive or negative depending on
the different privacy concerns of affected individuals.

Neither the mobile nor the web tracking ecosystems are sufficiently concentrated, according to our PROWISH-HHI,
to meet the threshold for intervention under U.S. competition law (0.25). However, both exceed the threshold used by
E.U. regulators to determine when intervention may be required (0.1). As noted above, E.U. competition authorities
generally consider any consolidation which is likely to raise the overall HHI of an industry by 0.025 (and above 0.1
overall), to be grounds for investigation [Verouden 2004]. Only one of the parent-subsidiary pairs in our records met
this criteria (Google - Doubleclick). If Doubleclick were not owned by Google, the market concentration of web trackers
would be 0.039 lower (according to our PROWISH-HHI measure) than it is at present. We also note that there are
multiple pairs of trackers in the top 10 whose combined share would raise the HHI beyond the 0.025 threshold (e.g.
Twitter and Yahoo).21

7.3 Limitations and future work

Our approach has some noteworthy limitations, and there are a number of opportunities to refine it in future work.

20According to the most recently available U.S. Economic Census data, available at http://www.census.gov/econ/census/help/sector/data_topics/
concentration_ratios.html
21This is example is merely illustrative, although such a merger was discussed according to some media reports [Covert 2016]
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Our approach to crawling websites and applications might present some confounding factors. Since our web crawling
method maintains the browser state, the order in which sites are visited might affect what third-party content will be
served. The possible effect of statefulness (and visitation order) is therefore unknown. We also only crawled the first
page of a site, and similarly, during dynamic analysis of apps, we only ran the app for 30 seconds. Further use of these
web pages or apps may have resulted in the detection of more trackers (although initial tests suggested diminishing
returns on subsequent use).

We also made a number of assumptions about the relationships between parents and subsidiaries, and between
organisations with no ownership relation. We ignored commitments made by parent firms not to merge the tracking
capability of their subsidiaries with their own existing tracking infrastructure. If these promises take the form of
sufficiently robust and binding agreements, increases in a firm’s tracker share might pose less of a risk. However, recent
cases suggest that promises made by parent companies during acquisitions may easily later be broken.22 Similarly, we
did not take into account the possibility that two or more tracker networks might enter into a business agreement
to share data with one another. It may therefore be useful to incorporate the extent of cross-network data sharing,
possibly through detection of cookie-syncing (as in e.g. [Englehardt and Narayanan 2016]). This is left for future work.

Another limitation of our approach is that the existence of counter-transparency efforts on the part of trackers might
have reduced the completeness of our data. For instance, some of the hosts we identified in the web tracker analysis had
domain names registered under proxy services, so the companies behind them could not be traced.23 Similarly, about
3% of the third party libraries we analysed in detail had been obfuscated to prevent reverse-engineering of application
code.24 Further investigation of the strategies used by first-party developers and third-party network operators could
provide further insight into this otherwise opaque corner of the tracking ecosystem.

The use of prominence and prevalence metrics also raises some important caveats. First, they do not take into
account the sensitivity of the data captured by a tracker. Second, our prominence metric is based on the assumption that
popularity follows a power law, so rank is roughly proportional to a website’s audience. Actual number of users might
make a better measure, but unfortunately this data was not available. Furthermore, prominence discounts trackers that
are widely distributed on less popular sites / apps; but these less popular sites / apps might be considered as revealing
more sensitive information about a user because they are niche.

It is also worth noting that tracking capability can only ever form part of an overall analysis of a firm’s market power.
In digital markets, dominance can be leveraged in multiple ways, including through ‘tieing’ and ‘bundling’ (refusing to
sell one product unless the buyer also takes another) [Edelman 2015]. As such, regulators must consider the tracking
market in relation to a firm’s other business activities, including provision of other services, hardware or software
that relate to its tracking operations. For instance, Google not only operates the most prominent third-party tracker
network in the Android mobile ecosystem, it also controls the de facto Android application marketplace, develops the
operating system and its standard applications; these activities cannot be considered in isolation [Edelman and Geradin
2016]. The ways in which a firm’s dominance in tracking might spill over into other spheres of business are therefore
important to consider.

Other avenues for future work include examining potential geographical differences in tracker coverage, to investigate
the possible effect of different regulatory environments on tracking behaviour (see e.g. [Fruchter et al. 2015]). Exploring

22See e.g. [Angwin 2016; Bailey 2016].
23For further analysis of the use of such proxy services, see [Clayton and Mansfield 2014]
24Although various techniques have been proposed to circumvent such obfuscation using machine learning, e.g. [Ma et al. 2016].
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the trade-offs and incentives faced by app and website developers when they choose particular third-party trackers
may also prove instructive in understanding how certain firms come to dominate the market.

7.4 Conclusion

As noted in the introduction, there are widespread concerns that too much power is falling into the hands of a small
number of companies, who have the ability to track users across multiple websites and applications. Such concerns have
the potential to be at least partially addressed from within existing competition and antitrust policy frameworks, but
only if we have a systematic, empirically-grounded and principled means of quantifying the relative share of tracking
capability of each company. We believe that the methods and metrics outlined above provide a practical, meaningful
and fair approach for such analysis.

APPENDIX

In order to evaluate the various possible methods of identifying potential trackers amongst websites and apps, we
conducted several experimental tests on a subset of 200 apps and websites. Regarding mobile applications, we found
that dynamic and static methods recalled different trackers (see table VI). On average, dynamic methods recalled 2.26
(subsidiary) / 2.02 (parent) trackers which the static methods failed to detect. Static methods had a better recall, with an
average of 4.85 (subsidiary) / 3.45 (parent) trackers which the dynamic methods failed to detect. The average size of the
intersection of mobile and web trackers found by each method was 2.9.

Second, we tested for disparities in the overlap between web and mobile trackers when using static or dynamic
methods to detect mobile trackers (see table VII). We found that the highest overlap rate was obtained when using
static methods for mobile and dynamic methods for the web, which is the combination of methods used in our main
analysis of the 5,000 apps and 5,000 websites.

There are various possible explanations for these differences in recall. Dynamic methods may fail to detect certain
trackers because they only appear in network traffic in response to user interactions not simulated during the session.
Static methods may fail to detect certain trackers because URLs may not be referenced within the APK bytecode, but
instead retrieved from a server at runtime, then used in subsequent requests. Another reason might be obfuscation.
Popular obfuscation tools like Proguard only obfuscate classes and attributes, so one should expect any URL strings
to be detected. However, such URLs may still be encoded or encrypted in the APK, and only decoded / decrypted
at runtime (tools like Dexguard or Stringer Java Obfuscator enable this). Or they could be bit-shifted, or stored as
character arrays and later converted to strings. These obfuscation techniques are all breakable in principle, but will be
idiosyncratic to each developer so corresponding de-obfuscation techniques will also have to be suited to the particular
methods used by the app in question.

Table 6. Dynamic vs. static mobile tracker detection recall

Organisation
level

Dynamic - Static Static - Dynamic Static ∩ Dynamic

Subsidiary 2.26 4.85 2.9
Parent 2.02 3.45 2.9
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Table 7. Web vs. mobile tracker detection (dynamic vs static)

Mobile
method

Web method Organisation
level

Mobile -
Web

Web -
Mobile

Mobile
∩ Web

Dynamic Dynamic Subsidiary 3.4 4.5 1.63
Parent 3.17 4.36 1.63

Static Dynamic Subsidiary 5.97 4.6 1.63
Parent 4.24 4.06 2.0
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