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A Understand backup targets
A Define the SharePoint targets
A Examine common related targets

A Discuss a few esoteric targets and
edge case scenarios

A Wrap it all up
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A Most disaster recovery talks tend to focus
onhethhve ofdthowo of DR

A How to set up a DR farm or warm site
A How to perform a backup and restore
A How to establish high availability
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A What you should be protecting

A What the viable strategies are for a given target
A What you should do or avoid doing

NNNNNNNNNNNNNNNNNNNNNNNNNNN




A What is a target?

A Tacrigecdis vaxr'e t he fiwhat o
A They can be protected

A Tangible i- typically file(s)

A Can be described and referenced in a plan

A Prioritized for protection & recovery

A Many different target types

A Some targets are common

A Other targets vary by farm purpose and platform
technologies in-use
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A Our focus: the technical
(DR plan) targets

A What are they?

A Where do they reside?

A When are they important?

A Protection approaches’

A Special considerations and watch-outs

A Remember

A Toid aydisis of) occtacsnicdl $ut 0 n
A Targets should be driven by business
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A Content DBs
A Central admin DB
, ‘?m—% A Farm config DB

»
A SSPs and service
applications

A Search
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A Hands-down #1 target set

A Hoiwstecsnaitrhyef vimaui

ccosrcbnteyr of  your user
t be recreated

A Where are they?
A SQL Server (all those WSS_databases)
A At least one database per Web application

A Protection

A (SharePoint) farm backups, SQL backups, high
availability (HA) mechanisms, 3" party tools

A Watch-outs: RBS pointers
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